CHAPTER FIVE 
MANAGEMENT OF INFORMATION SYSTEMS 

In this chapter, we shall deal with information systems planning and information systems development using the systems development life cycle methodology. 
5.1 INFORMATION SYSTEMS PLANNING

5.1.1 Formulating Information systems strategy

Information Systems strategy specifies: 

· How Information Systems will be used in the organization,

· Objective of using IS, such as support for day to day activity, IS for analysis, or IS for control. 

Information systems can help organization in the maintenance of competitive advantage such as 

· Changes industry structure and alters the rule of competition,

· Creates competitive advantage by giving companies new ways to outperform their rivals,

Different methods can be applied in formulating IS strategy.  Three of the most important ones are discussed below:
Critical Success Factor Analysis

· Critical success factors are those few areas of business activities that are measurable, have business value, are easily understood, and that must go well in order for the organization to succeed.

· Functional managers can identify and use critical success factors to develop departmental strategic plans and to identify their own information needs that will be used in developing integrated IS plans.

· Five major sources of CSF are (Bullen and Rockart, 1981)

· Industry,

· Competitive strategy,

· Environmental factors,

· Temporal factors,

· Managerial position.

Stages of IS use in organization

The use of IS in organization can be described by the four-stage model developed by Gibson and Nolan in 1974.


Initiation
· Main theme of stage: - Cost reduction, accounting applications,

· Type of IS application: - Payroll, Accounts receivable, Accounts payable, Billing


Expansion
· Main theme of stage: - Proliferation of application in all functional areas,

· Type of IS application: - General ledger, Budgeting, Forecasting, Personnel Inventory, Order processing, Inventory Control.

Formalization

· Main theme of stage: - Suspension on new application; emphasis on control,
· Type of IS application: - Purchasing control, Scheduling.

Maturity

· Main theme of stage: - Database application,
· Type of IS application: - Financial planning models, Simulation Models, On-line systems such as personal query system, customer query system.
Identifying the position of the organization within the above model would help managers at all levels in formulating information system policy and strategy.  Few of the major questions that can be raised within the above model are:

· Are management practices consistent with the stage the company is in?

· Is the organization ready to take advantage of a particular new technology?

· Is the system and programming group technically prepared to support the new strategic direction?

Dependence of Organizations on Information System application

Depending on the application of IS, an organization can be located in one of the following categories of the McFarlan 1984 model:


Strategic IS 

· Companies that are highly dependent on IT systems for their day-to-day operations;

· Information system is considered as a decisive factor in competitive success;

· Strong link between IS management and Senior management;

· IS development aims at developing applications that are important for future competitive success.

Examples of organizations in this group include banks and insurance companies.

Turnaround IS

· Companies are not absolutely dependent on IS to achieve their objectives;

· Companies enjoy considerable IS support;

· Strong top management support;

· IS development aims at developing applications that are important for the organization’s strategic objectives.


Examples of organizations in this group include insurance brokers;


Factory IS

· IS support is highly required for the smooth functioning of the operations of the organization;

· Emphasis on close management control of budgets and on ensuring reliability and efficiency;

· IS development focuses on maintenance of existing systems and development of applications that are not essential to the organization’s ability to compete.

Examples of organizations in this group include airlines and large whole sale distributors.
Support IS

· Organization is not dependent on IS functions;

· IS management assumes lower profile;

Examples of organization in this group include large processing and manufacturing industries.

In general, the role of IS in the above categories can be summarized in the following table:

Table 5.1 The role of IS in different organizations 
	Support and factory categories
	Turnaround and Strategic categories

	· Static.
· Concerned with present operation.
· Budget favors operations.
· IS planning is reactive.
	· Dynamic;
· Concerned with future operations;
· Budgets favor development;
· IS Planning is proactive.


5.2 Information Systems planning

Information systems planning 
· Create integrated IS plan that incorporates all the managerial functions,
· Create detailed IS project plan,
· Define IS strategic role of information system.
5.2.1 Three levels of information systems planning


Strategic IS planning

· Carried out by members of the top level strategic managers.
· Focuses on what will be done. 

Tactical information system planning

· Carried out by tactical management,
· Focuses on how the information system plan would be implemented.

Operational information system planning

· Carried out by operational management,
· Focuses on who will do it and when it would be done.
5.2.2
Information system planning methodologies

there are a number of information systems planning methodologies. Here, for this introductory course on MIS, Senot’s (1987) methodologies are stated. 

Stand-alone planning

Stand-alone planning is characterized by separate business plan and IS plans that don’t have coordination between them.

· Information system department is reactive,
· IS planning activity is very limited,
· Such organizations are in the support category.
Reactive Planning 
Under reactive planning, a business plan is first generated from where the information system plan is derived.

· IS department assumes a passive role,
· IS department is responsible for generating system plans to support the business plan.
Linked planning

· Information system planning and business plan are linked together,
· Use of Critical success factor to define information needs and to match system resources against overall business needs,
· Organizations that use linked planning are mostly in turnaround and strategic category.
 Integrated planning

· Information system planning and business planning occur simultaneously.
· IS department actively participates in the formation of corporate plan.
Integrated planning is a process that involves:

· Environmental analysis to analyze internal and external factors,
· Business planning (mission, goal, objective, strategy),
· Business unit and department planning  (goals, objectives and strategies),
· Development of strategic IS Plan (objectives, design principles, constraints),
· Data planning  (architecture, system portfolio).
5.3 Controlling information systems

Three of the major issues that need attention in controlling organizational information system are confidentiality, data integrity and accessibility.

Confidentiality

· Confidentiality refers to the issue of privacy,
· Information should be accessed by only those that are authorized to use it by the organizational policy,
· Identify possible group of users who can affect the confidentiality of data in the organization, such as

-  Employees,
-  Hackers and crackers,
-  Competitors,
-  Criminals.
· Key considerations

-  Cyber crimes,
-  Physical security,
· Using passwords

Data Integrity

· Data integrity refers to the accuracy of data,
· Data must be accurate and protected from destruction. 
Data integrity can be at risk due to several intentional actions (such as unhappy employee or dishonest employee) or accidental or environmental events (such as errors and omissions or fires and floods).

The following are some of the factors that increase the risk of data integrity:

· On-line processing,
· Client/Server environments – distributed processing and database,
· The Internet.
Control mechanisms that can be applied to ensure data integrity include:

· Validity and other checks,
· Hardware and software controls,
· Documentation of programs and procedures,
· Segregation of employees’ functions to prevent collusion,
· Careful selection, training of employees,
· Prevention from file infection by computer viruses.
Accessibility

· Users must be able to access information whenever it is necessary,
· Preventing disaster such as 
-  Using backup power sources,
-  Using data back up systems,
-  Disaster recovery plans,
       -  Using fault tolerant system.
5.4 Information Resource Management

Def. Information resource management deals with the management of organizational resources that are directly or indirectly related with ‘information system’ in the organization.  

Information Resource Management can be defined as (Laribee 1992) the management of both human and physical resources that are concerned with the system support (development, enhancement and maintenance) and the servicing (processing, transformation, distribution, storage and retrieval) of information (data, text, voice, image) for an enterprise.

5.4.1 Goals of Information Resource Management

Some of the major goals of information resource management are: -

· To increase the productivity, profitability and strategic positioning of an organization by treating information as a corporate resource,
· To align information systems planning with the corporate planning,
· To incorporate the management of information resources in all management activities at the strategic, tactical and operating levels,
· To integrate the existing information technologic in the organization in order to achieve organizational goals as a whole,
· To investigate the developments in new information technologies and software applications and customize to the specific needs of the organization.
5.4.1 Components of Information Resource Management

The main components of information resources in an organization are:

· Information technologies including: -


- Hardware equipment that are used to input data, process data, store data and generate output.  Examples of hardware include computers, monitors, printers, and storage devices.

· Software application programs used for in processing, communicating, retrieving data, storing data.  Examples include operating systems, office applications, and network systems, email programs.

· People involved in collecting, transmitting and working with information resources of the organization including: -


-  Technical and support staff,

-  Information professional and experts,

-  Information suppliers and vendors,
· Information related facilities such as


-    Physical facilities such as buildings of computer centers, libraries,

-    Information facilities such as archives, communication centers and  

             information centers.

5.5 DEVELOPING MIS IN AN ORGANIZATION 
Systems analysis and design is a process that is similar to problem solving. There were systems analysis in business long before the introduction of computers into organizations. They were responsible for analyzing work methods and procedures to simplify work and to improve work flow. The process of systems analysis involves a number of steps that can be applied to any study. These are the steps in a systems study:

1. Define the problem.

2. Develop an understanding of the system.

3. Identify and evaluate the alternatives that can be used to achieve the organization’s objectives.

4. Select and implement one of the alternatives.

5. Evaluate the impact the changes have made. 

5.5.1 The systems Development Life Cycle  
The steps followed in designing an information system are known as the systems development methodology. A systems development methodology establishes a set of procedures that conform with a life cycle. Without a methodology specifying what events and activities should occur in what order, systems development projects are likely to be out of range in cost and time. When projects are completed, the results may not meet the needs of the business. Adequate documentation may be lacking, making modifications difficult to design and implement. Lack of standardization from project to project may make it necessary to reinvent the wheel again and again. 

One reason for introducing a system development methodology is to make sure that users have an opportunity to review and to sign off on system requirements at each phase in the life cycle. These checkpoints make it possible to detect and correct errors at the end of each phase of the project. If errors in analysis are not detected, they may become inputs into errors in systems design and in detailed design. These errors may not even be detected until the system is up and running and a manager points out a missing data element on a report or an erroneous calculation on a financial statement. 


Each phase in the systems development life cycle is a checkpoint. Users have an opportunity to review progress and can modify time and cost estimates after each phase of the life cycle. They can choose to cancel the entire project at one of these checkpoints if they believe progress has been unsatisfactory. However, the “sunk costs”   syndrome --- the emotional resistance to canceling anything on which money has already been spent --- is a major deterrent to project cancellation. 
Definition: Systems development is the process of examination of a business situation; designing a system solution to improve that situation; and acquiring the human, financial, and information technology resources needed to develop and implement the solution. 

The steps and key activities to be accomplished at each phase of the systems development life cycle are shown in Figure 5.1. Each of  the major phases are discussed briefly. 
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Figure 5.1 The systems development process 

Problem Recognition/Preliminary Investigation 
This deals with examination and evaluation of the problems of the current system. Basically, systems development may be initiated to solve problems, seize opportunities or due to directives from higher body such as board of directors in an organization. One of the frameworks developed for system development is the PIECES Problem-Solving Framework.
· PIECES - a useful framework for classifying problems, opportunities, and directives.
· It is called PIECES because each of the letters represent one of six categories

P -
the need to improve performance,
I -
the need to improve information (and data),
E -
the need to improve economics, control costs, or increase profits,
C -
the need to improve control or security,
E -
the need to improve efficiency of people and processes,
S -
the need to improve service to customers, suppliers, partners, employees, etc.
The following checklist for problem, opportunity, and directive identification uses Wetherbe's PIECES framework. Note that the categories of PIECES are not mutually exclusive; some possible problems show up in multiple lists. Also, the list of possible problems is not exhaustive. The PIECES framework is equally suited to analyzing both manual and computerized systems and applications

PERFORMANCE Problems, Opportunities, and Directives

1. Throughput – the amount of work performed over some period of time

2. Response time – the average delay between a transaction or request and a response to that transaction or request

INFORMATION (and Data) Problems, Opportunities, and Directives

1. Outputs

A. Lack of any information

B. Lack of necessary information

C. Lack of relevant information

D. Too much information – ``information overload''

E. Information that is not in a useful format

F. Information that is not accurate

G. Information that is difficult to produce

H. Information is not timely to its subsequent use

INFORMATION (and Data) Problems, Opportunities, and Directives

2. Inputs

A. Data is not captured

B. Data is not captured in time to be useful

C. Data is not accurately captured -- contains errors

D. Data is difficult to capture

E. Data is captured redundantly -- same data captured more than once

F. Too much data is captured

G. Illegal data is captured

3. Stored Data

A. Data is stored redundantly in multiple files and/or databases

B. Stored data is not accurate (may be related to #1)

C. Data is not secure to accident or vandalism

D. Data is not well organized

E. Data is not flexible – not easy to meet new information needs from stored data

F. Data is not accessible

ECONOMICS Problems, Opportunities, and Directives

3. Costs

A. Costs are unknown

B. Costs are untraceable to source

C. Costs are too high

4. Profits

A. New markets can be explored

B. Current marketing can be improved

C. Orders can be increased

CONTROL (and Security) Problems, Opportunities, and Directives

1. Too little security or control

A. Input data is not adequately edited

B. Crimes are (or can be) committed against data

1) Fraud

2) Embezzlement

C. Ethics are breached on data or information – refers to data or information letting to unauthorized people

D. Redundantly stored data is inconsistent in different files or databases

CONTROL (and Security) Problems, Opportunities, and Directives

1. Too little security or control (continued)

A. Data privacy regulations or guidelines are being (or can be) violated

B. Processing errors are occurring (either by people, machines, or software)

C. Decision-making errors are occurring

2. Too much security or control

A. Bureaucratic red tape slows the system

B. Controls inconvenience customers or employees

C. Excessive controls cause processing delays

EFFICIENCY Problems, Opportunities, and Directives

A. People, machines, or computers waste time

1) Data is redundantly input or copied

2) Data is redundantly processed

3) Information is redundantly generated

B. People, machines, or computers waste materials and supplies

C. Effort required for tasks is excessive

D. Materials required for tasks is excessive

SERVICE Problems, Opportunities, and Directives

1. The system produces inaccurate results

2. The system produces inconsistent results

3. The system produces unreliable results

4. The system is not easy to learn

5. The system is not easy to use

6. The system is awkward to use

7. The system is inflexible to new or exceptional situations

8. The system is inflexible to change

9. The system is incompatible with other systems
10. The system is not coordinated with other systems.

The purpose of the preliminary investigation is to examine the project proposal (1) to evaluate its merits and (2) to determine whether it is feasible to launch a project that will address the issues it raises. During the preliminary investigation, systems analysts work to clarify the proposal, determine the size and scope of the project, assess the costs and benefits of alternative approaches, and determine the project’s general feasibility. They, then, report their findings to the steering committee along a recommendation. 


Systems analysts assess three types of feasibility; operational feasibility, financial/economic feasibility, and technical feasibility. 

Operational feasibility.  A project is operationally feasible if it meets the business’s operating requirements and has a decibel effect on the company.  

Financial and Economic Feasibility. The project’s benefits should exceed its costs. The benefits are judged on the basis of increased business, lower costs, or fewer errors as a result of the new system.  
Technical feasibility. This must answer certain questions including

· Can the firm acquire this technology?
· Can the system be expanded at a later day?

· Does the proposed system guarantee accuracy, reliability, ease of access, and data security/etc.? 
Requirements Determination—Understanding the current system and the new system’s requirements  
A requirement is a feature that must be included in a system. It may be a way of capturing or processing information, a method of interacting with the system, a processing activity or result, a piece of information displayed or printed as a result of processing, or a function that can be performed to safeguard data and information. 


During requirements determination, the system analyst studies the current business situation, collecting and analyzing data and information to determine who is involved. Requirements determination should address either or both types of improvements: process improvement (such BPR) and business improvement.   
Systems Design – Planning the new system 
A system’s design is the set of details that describe how the system will meet the requirements identified during requirements determination. The process of translating requirements into design specification is system design. 

Systems design takes place in three phases: preliminary (conceptual) design, prototyping, and detailed (physical) design. 

Preliminary (conceptual) Design).   The preliminary design of a system specifies its distinguishing characteristics, conceptualizing the functions it will perform and how they will occur. Current system capabilities will influence the design. The preliminary design typically specifies:
· Whether the system will be distributed or centralized.

· Whether the system will be developed by the company’s staff members or by outside contractors or by purchasing a software package.

· Whether processing will be on-line or batch procedures.

· Whether data communications networks will be developed.

· Whether application will run on microcomputers, midrange system, mainframe, or a combination of these. 

· The data and communication that will be generated and the reports that must be produced.

· The files of databases needed for the system to function.

· The number of users and locations supported by the system.

· The capacity of storage devices.

· The number of printers and communications links between individuals, customers, suppliers, and others who will interact with the system. 


After the preliminary design is prepare, it is presented to the users and to the steering committee for approval. Any changes needed in the conceptual design are made before the design moves into the prototype phase. 
Prototyping.  A prototype is a working model of an IT application that, compared to a complete system, is relatively inexpensive to build. Although it usually does not contain all the features of or perform all the functions that will be included in the final system, the prototype includes elements that will allow an individual to use the system. 

Detailed (Physical) Design. The detailed design, physical design of a system specifies its features. The accompanying documentation consists of definitions explaining the characteristics of the system, the processing activities, and the reports and charts it can generate. Detailed design specifications usually are prepared in the following sequence.

· Output: Information and results. 
· Input: Data and information for processing. 

· Stored data: Database and files.

· Processing and procedures (data entry, run time, error handling procedures, error handling procedures and security and backup procedures).

· Controls (for specific responsibilities and specific actions).

Development and Construction--  Creating the new system
During development and system construction, the system is actually built. Physical design specifications are turned into a functioning system. The principal activities of development are the acquisition of software and services, computer programming and testing. 
Implementation 
During implementation, the new system is installed and put into use. New systems often bring many changes to a business, including new procedures, different individual responsibilities, and adjustments in the flow of information. Three important aspects of implementation are training, site preparation and conversion management. 
· Training: The process by which people are taught how to use a system.

· Site preparation: The activities involved in preparing for the installation of a new system.

· Conversion Plan: A description of all the activities that must occur to change over a new system. They can be direct cut over, parallel system and pilot or phase in conversions. 

· Direct cut Over: A conversion plan in which people stop using an old system and immediately begin using a new system. 
· Parallel System: A conversion plan in which both an old and a new system are used for a period of time, with the old system being gradually phased out.

· Pilot: A conversion plan in which a working version of a new system is implemented in one group or department to test it before it is installed throughout the entire business. 

· Phase in: A conversion plan in which a new system is gradually phased in over a period of time.  

Evaluation and Continuing Evolution – Monitoring and adding value to the new system 
Once implemented, analysts perform systems evaluation to identify the strengths and weaknesses of the system. They want to determine if the system delivers the expected level of usability and usefulness and if it is providing the anticipated benefits. 

Systems are often used for many years. However, the organization, the people using the system, and business environment will change. For this reason, all systems need to undergo continuing development, with features being added and capabilities augmented as new or improved technologies are introduced. 


5.6 Information Technology and Organizational Structure 
Information technology affects business processes and organizational structure in four fundamental ways: automating, informating, embedding and communicating. 


Automating refers to the automation of routine work, such as the automation of typing with the use of word processing technology. In contrast, informating provides computing support for manipulating, calculating, and analyzing data. Developing a spreadsheet to make budget projections is an example of informating. 


Embedding information technology is increasingly common. Automobiles, commercial aircraft, and microwave ovens all have integrated circuits that provide diagnostic and monitoring capabilities. In an automobile, for example, compute chips analyze potential maintenance problems such as insufficient tire pressure or low oil levels. 


Communicating is supported  by networking technologies such as electronic mail and videoconferencing. Networking technologies are instrumental in increasing the manager’s span of control, eliminating the need for a layer of middle management, and improving overall responsiveness. Traditionally, operating level managers have had best understanding of local business dynamics --- including customers and competitors. Conversely, senior managers chart overall business direction. Middle level managers use their understanding of what is happening at the operating level and their knowledge of overall strategic direction from the top to allocate resources effectively. 


The problem with the middle management layer is that the constant exchange of information hampers the overall speed of operations. Today, most organizations are striving to use communication systems to fatten the organizational structure and to provide top management with timely access to information about activities at the operating level. 


The flattening of organizational structure has another benefit. In dynamic environment, where responsiveness to customer needs is critical, decision making should be “pushed” down to first line managers. This decentralization of decision making is supported by the use of powerful desktop workstations providing access to internal data resources and communications networks. The empowerment of the decision maker at the operating level is a fundamental concept of business process reengineering.  

5.7 The Reengineering Work (Business Process Reengineering) 

Prior to the network era (before 1995), computers were used primarily to automate business processes. In the 1990s and beyond, existing ways of designing jobs and controlling work are being analyzed. This reanalysis of work processes is called business process reengineering. 


The purpose of reengineering is to achieve quantum leaps in business performance. In most cases, reengineering makes it possible to achieve major breakthroughs in performance because old rules, base upon complex sequences of tasks inherited from former decades, are challenged. Many of these procedures entailed complex control mechanisms design to control costs. In contrast, the goals of reengineering are quality, innovation, and services – not cost control. Because the conventional process oriented work structures of the past are fragmented and piecemeal, they lack the integration needed to maintain quality and service. Customers are forced to deal with many different departments to get work accomplished. 
 5.7.1 The process of Reengineering 
As you may see, reengineering work requires the ability to rethink traditional work methods and procedures. “Why is this done in this way?” is a critical question. “Why does the division manager need to sign all travel requisitions?” is another. If the answers indicate that some existing procedures can be eliminated, they should be. The process of work reengineering has several principles that you should take into account.

1.  Organize around outcomes, not tasks. This means assigning one person or a team to accomplishing a task, rather than using the traditional assembly-line approach with many different people conducting many different steps. In an electronics company, for example, a customer service representative is responsible for all order-filling, assembly, delivery, and installation tasks.

2.  Have those who use the output of a process actually perform the processes. If a marketing manager wants to purchase something in most organizations, he has to submit a purchase requisition to the purchasing department. Why does the marketing manager have to be a customer of the purchasing department? In a reengineering system, department managers can make their own purchases using a shared database of approved vendors. This eliminates the costly paperwork of traditional purchasing procedure, yet safeguards the role of purchasing in negotiating the best vendor terms. 
3.  Treat geographically dispersed units as if they were centralized. Some of the greatest inefficiencies occur because decentralized divisions all maintain their own information systems. At HP, for example, each of the 50 different manufacturing units had its own purchasing department. This was costly and prevented HP from negotiating good vendor agreements. In redesigning the system, HP provided each manufacturing unit with access to a shared database on vendors. Central purchasing officials maintain the database and used purchasing histories to negotiate contracts for the entire corporation. 
4.  Link parallel activities during the process, rather than at the end of the process. In complex manufacturing design and engineering projects, for example, multiple activities can be accomplished by different teams working concurrently with the use of shared databases that make it possible to integrate the final result. Electronic communications systems are also useful in coordinating work groups. At one major defense contractor (USA), a computer based videoconferencing network was implemented to enable work groups dispersed locations to communicate the progress of various work activities. 
5. Capture information once at the source. One of the problems with traditional information systems is that the same information may be created, maintained, and used in may different places. When the process is reengineered, integrated databases have to be designed. Integrated databases not only eliminated the repetitive data entry, but also assured better data integrity. 
The process of reengineering is difficult to accomplish because it challenges traditional work methods, job designs, and departmental functions. However, for drastic changes to occur, executive leadership needs to challenge traditional assumptions. Information technology can provide communications networks, access to shared databases, and access to on-line videoconferencing facilities that can completely change the way in which traditional functions are performed. This is what we call transformation
. When transformation occurs, drastic changes result. Drastic productivity improvement increases, such as the ability to cut overhead by 75 percent  or the ability to eliminate errors by 80 percent, are the result. In the 1990s and beyond, information technology has become the means to accomplishing transformation through reengineering business process. 
5.7.2 Organizational Impact on Reengineering 
The transformation that occurs as a result of reengineering has an impact upon jobs, organizational structure, management practices, and training. See table 5.2 for a brief summary of these impacts.  

Table 5.2 Transition to the information based organization 

	Element
	Traditional
	Information-based

	Job design 
	Narrow 
	Broad

	Structure 
	Layered 
	Flat 

	Career path 
	Vertical 
	Horizontal 

	Work standards 
	Procedures 
	Judgment 

	Management style 
	Supervision 
	Leadership 

	People needed 
	Structured 
	Adaptive 

	Training 
	Hard skills 
	Education 


As you can see, the nature of work in the information-based organization emphasizes adaptability, teamwork, and judgment. Rather than moving step by step up the ranks, individuals will become members of cross-functional teams and will make career shifts across departmental boundaries. Teams will assemble and disassemble as needed to accomplish projects. Instead of relying upon a layer of middle mangers to specify work procedures, individuals will have considerably more job autonomy and decision-making capability. They will be free to respond to customer needs in timely way.  
5.7.3 Who Will Reengineer the Organization?  
Some of the roles in business reengineering include the role of the sponsor, the role of the steering committee, the role of design teams, and the role of the champion. You will find some attributes of each of these participants in table 5.3. 


As you can see from Table 5.3, a number of participants play a role in reengineering. The sponsor articulates the overall goals --- cutting headcount by one third, cutting the time it takes to approve credit from 20 days to 2 days --- and direct resources to the project. The sponsor recognizes the role that information technology plays in orchestrating these outcomes by providing electronic communication among geographically dispersed workers and by providing operational-level workers with the information they need to make decisions. 


Table 5.3 Participants in reengineering   

	Sponsor 
	Sees the “big picture”;

 Provides the resources --- people and money 

	Steering Committee 
	Represents the affected units; 
Provides guidance, insight. 

	Design teams 
	Knowledgeable operating managers; 
Represent various functional units; 
Collaborative, creative.  

	Champion 
	Middle manager with leadership role;
 Direct line to sponsor; 
Coordinates multiple design teams. 

	Implementing team 
	Focuses on implementation;
Open to change;

Able to motivate others to change. 


A steering committee oversees the reengineering project, reviews its status, and identifies concerns along the way. Although managers on the committee represent various functional areas, they need to see beyond their own functional areas in order to make decisions that will benefit the larger organization. Their participation is needed to make the change work. 


The members of the design teams are the ones who translate the sponsor’s goals into new processes. Members must be collaborative, creative, and analytical. The design teams must be able to identify the processes to be redesigned, understand the existing processes understand how information technology can help, and build working models or prototypes of the new processes. 

Finally, a champion is needed to coordinate the activities of the various design teams and to keep the sponsor informed. In effect, the champion “keeps the ball rolling” and promotes the projects to others throughout the organization. The members of the implementation team implement the work of the design teams and play a critical in motivating others to cooperate with the changes.
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� Transformation --- using information technology to change the way you do your business (changing the nature of the product, or changing the way business is done) . 
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