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Preface

Preparing to become an Oracle Certified Professional in the database adminis-
tration (DBA) track is a journey that starts with a single step. If you have
already passed the “Introduction to Oracle: SQL & PL/SQL” exam you have taken
that first step and are well on your way. The next step in the process is to take and
pass the “Oracle8i: Architecture and Administration” exam, a task which this book
is designed to help you accomplish.

In order to become an Oracle Certified Professional (OCP) in the DBA track for
Oracle8i, you will need to pass the following examinations:

4+ Exam 1Z0-001: Introduction to Oracle: SQL & PL/SQL

4 Exam 1Z0-023: Oracle8i Architecture and Administration
4+ Exam 1Z0-025: Oracle8i Backup and Recovery

4 Exam 1Z0-024: Oracle8i Performance and Tuning

4+ Exam 1Z0-026: Oracle8i Network Administration

The Oracle8i certification path is designed to lead you to the goal of becoming an
OCP in a gradual process. There is no requirement to take the exams in the order
they are intended so you do not need to take the exam for which this book prepares
you right away. If you prefer to gain more experience and take another one of the
exams first, this is acceptable. The only requirement to become an Oracle Certified
Professional in the DBA track is that you pass all five exams, in no particular order.

For each of the above exams, Oracle provides a set of objectives that you will be
tested on and required to be familiar with. The objectives for the “Oracle8i:
Architecture and Administration” exam are listed in Appendix C, as well as a
cross-reference of which chapters in this book provide information on that objec-
tive. The complete set of objectives for the entire track may be found in the Oracle
Certified Professional Program Candidate Guide, Oracle8i Certified Database
Administrator Track available on Oracle’s Web site at http://www.oracle.com/
education/certification/index.html?ocpguides.html. The exact link to
the Adobe Acrobat PDF file for the DBA trackis: http://www.oracle.com/
education/downloads/dba8i_cg.pdf.

The Candidate Guide document should be reviewed to gain a full understanding of
the Oracle Certified Professional Program, as well as how to schedule your exams
for your geographical area.



Preface iX

What's In This Book?

This book is divided into six parts.

4+ Part | — Overview of Oracle Architecture and Administration. Like in most
things, it is always good to start at the beginning. This first part of the book
does exactly that by introducing you to the architectural elements of Oracle
so that you have a better sense of what components make up an Oracle
database and instance. You will then find out what tools are available to
administer an Oracle database. This part presents the 40,000-foot view of
Oracle. All of the information you are introduced here is explained in much
more detail in the parts of the book that follow.

4+ Part I — Creating and Administering an Oracle Instance and Database.
After receiving the 40,000-foot view of Oracle in Part I of this book, Part I
takes you to the next logical progression — creating a database and learning
more about what each of the database components is used for and how to
administer them. You will be shown how an instance is configured and
started, and the steps required to create a database from scratch. This will be
followed by information on how to manage key Oracle database files including
the control files, redo log files, and datafiles. The emphasis of this part of the
book is on the administration of Oracle’s physical elements.

4+ Part Il — Administering Storage for Oracle Objects. Knowing how to create
a database, tablespaces, and datafiles is only one part of administering
Oracle. You also need to be aware of issues surrounding the proper location of
various objects in Oracle that require storage (segments). This part of the
book, divided into five chapters that first introduce you to the different types
of segments in an Oracle database, then follows with a discussion on each
segment’s particular storage needs, and finishes with a discussion on how to
enforce data integrity in the database and the impact of constraints. The focus
of this part of the book is the logical structure of the Oracle database and how
to ensure that the database is operating as efficiently as possible. Even
though a thorough discussion on performance tuning is beyond the scope of
this book, Part III will provide hints on the efficient use of space for each seg-
ment type.

4 Part IV— Managing Oracle Data. During your career as a database adminis-
trator there will be times when you will need to load large amounts of data
into your database, move data from one database to another, or simply reor-
ganize data in an existing database to improve performance and provide for
more efficient storage. The use of Import and Export utilities, and other
means to reorganize the data in the database to ensure efficient data retrieval,
and how to load data into an Oracle database using SQL*Loader are covered
in the two chapters that make up Part IV.

4 Part V— Administering Oracle Security. This part of the book deals with
database security, from understanding how configure security profiles,
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creating and managing users, assigning permissions and the different types of
permissions available, all the way to simplifying the administration of permis-
sions using roles. As a database administrator it will be your responsibility to
ensure that the database is not compromised and that only those individuals
who need access have it.

4+ Part VI—National Language Support. Oracle introduced National Language
Support to make it easier to deploy databases that will be accessed by users
in multiple geographic areas simultaneously. This feature allows national lan-
guage sorting, error message display, and much more. The single chapter in
this part allows you to gain an understanding of how to use this ability to the
benefit of your users.

The book has been divided into these parts from the standpoint of organization and
logic and not to satisfy the exam requirements in a one-to-one mapping. Each objec-
tive of the exam is covered by material in the book. Appendix C lists the exam
objectives and the relevant section of the book where each is covered.

The appendixes of the book provide a number of useful items:

4+ Appendix A outlines the programs and other information found on the
CD-ROM provided. These include an electronic copy of the book in PDF for-
mat, a sample exam with 300 or so questions that will help you to prepare to
write the real exam, and many other useful software programs.

4+ Appendix B contains a sample exam with the same number of questions as
found in the actual Oracle exam. The styles of questions in this appendix are
designed to closely emulate the type of questions you can expect on the exam
and therefore help to prepare for it. Answers to each question are also pro-
vided, along with an explanation of why the correct answer is correct and the
others are incorrect.

4+ Appendix C provides a mapping of the “Oracle8i: Architecture and
Administration” exam objectives to the chapters and sections where these
objectives are covered in the book. If you find that you are weak in a particu-
lar area, this appendix will let you focus your study be pointing you to the cor-
rect part of the book with the information you require.

4+ Appendix D contains information on what to do to properly prepare for the
exam, and what some of the rules are.

4+ Appendix E lists the objects used by the exercises at the end of each chapter,
as well as providing a hard copy of the scripts used to create and populate the
objects.

4+ Appendix F recommends some other books, Web sites, and other resources
that may be useful in helping you prepare for the exam, as well as increase
your knowledge of relational databases and Oracle.



Preface Xl

How to Use This Book

When asked what the best place to start would be, a wise individual once said at the
beginning. This same truth holds true here. The parts and chapters of this book are
meant to build upon concepts presented in previous chapters. Similarly, the labs of
each chapter may also depend upon the results of labs in previous chapters. While
this last point is not a hard and fast rule, it should be kept in mind. The recom-
mended practice is to read the book from beginning to end and absorb the material
in the order presented.

Each chapter, as well, follows a consistent structure. You are first presented with a
series of questions to test your knowledge of the material in the chapter. This is
useful if you feel that you are quite familiar with the topics about to be presented —
the Chapter Pre-Test questions allow you to verify that you have a good grasp of
the information.

Following the Chapter Pre-Test, the main body of the chapter is presented. You will
be introduced to concepts and shown examples of code, as appropriate. Feel free to
try the code as you are reading the material to verify that you get the same results
as the author. In some cases, the same steps may be followed in the labs at the end
of the chapter, so if the code does not work, check that section of the chapter.

Each chapter ends with a Key Point Summary, designed to reinforce the main ele-
ments presented in the chapter, and then presents a series of exam-style questions
to test your understanding of the material. This is followed by one or more
scenario-based questions to further test your understanding of the material. You
are then asked to complete some Lab Exercises to provide you with some hands-on
experience in the material. You are free to do the labs before answering the Quick
Assessment exam-style questions.

Answers for the Chapter Pre-Test, Quick Assessment, Scenarios, and Lab Exercises
are provided at the end of the chapter. These are designed to allow you to confirm
the results of your work, and will provide additional information where necessary.

After you have read each chapter, you should use the CD-based exam to further test
your knowledge. When you feel that you are ready, you can then try your hand at
the Practice Exam in Appendix B. If you feel that you have sufficient information, go
ahead and schedule your exam.

The night before taking the exam, review each chapter’s Key Point Summary to
make sure you understand the material, and answer the Chapter Pre-Test questions
again. After passing the exam, the book can also make an excellent reference for
any DBA, so keep it handy.
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Conventions Used in This Book

Whenever command syntax was presented it will appear similar to the following:

CREATE [GLOBAL TEMPORARY] TABLE [schema.]tablename
(columnname datatype [NULL | NOT NULL] [DEFAULT expression]
[, ...1);
4+ Any elements of the command that are required are presented in uppercase,
such as the words CREATE and TABLE in the above example.

4 Any elements of the command language that are optional are presented in
uppercase and enclosed in square brackets (“[” and “]”), such as the [GLOBAL
TEMPORARY] option in the above example.

4+ Any element that is a substitution variable for an object name in a code exam-
ple is presented in lowercase, such as the word “tablename” or “columnname”
or “datatype” in the above example.

4+ Any element that is an optional substitution variable for an object name com-
ponent, or an object name, such as the word “schema” in the above example,
will be all lowercase and enclosed in square brackets.

4+ Any optional element of the command syntax will always be enclosed in
square brackets.

4 Any portion of the command syntax where mutually exclusive choices need to
be made, will separate those choices by a pipe symbol “|”. An example of this
is the choice between NULL and NOT NULL in the above syntax.

4 Any element that can be repeated several times within the code syntax will be
represented by three dots (...).

4 Any element that is underlined denotes the default option for the command.

What the Icons Mean

Throughout the book, we’ve used icons in the left margin to call your attention to
points that are particularly important.

The Objective icon indicates that the material being presented in the following
E section directly maps to an objective on the “Oracle8i: Architecture and
Administration” exam.

,«‘“ote Note icons are used to tell you that something is important and perhaps a concept
~  that may help you master the task at hand or something fundamental for under-
standing subsequent material.
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Preface

Tip icons indicate a more efficient way of doing something, or a technique that may
not be obvious.

The Exam Tip icon is used to help you focus your studies more precisely.
Throughout the book many topics are covered in more detail than necessary to
pass the exam. The Exam Tip icon provides information on which elements you
will most likely be tested on.

Caution icons are used when performing a certain operation incorrectly or in a par-
ticular way can cause problems down the road.

The Cross Reference icon is used to refer you to other sections of the same chap-
ter or other chapters that have more to say on a subject.

The In The Real World icon is used to present information on how experienced
DBAs perform certain tasks and what really happens versus what Oracle may want
you to think is happening. This icon also may present an alternative method of
performing a certain task.

X1
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Overview of
Oracle
Architecture and
Administration

As is true with most things, it is always good to start at
the beginning. This first part of the book does exactly

that by introducing you to the architectural elements of
Oracle so that you have a better sense of what components
make up an Oracle database and instance. You then find out
what tools are available to administer an Oracle database.

Chapter 1 provides a pretty comprehensive overview of the
architectural components that make up Oracle. You will learn
what the difference between an Oracle database and an
Oracle instance is. You will also find out what components
make up an Oracle instance from shared memory structures
to background processes. You will then learn what is meant
by the term Oracle database and which files are part of a
database. Then other key files will be presented, followed by a
discussion on how a SQL statement is processed and what
components of Oracle are involved.

Chapter 2 will deal more with administration and a lot less
with architecture. The different tools available to administer
an Oracle instance and database will first be introduced to
you. This will be followed by a discussion on what a privi-
leged user is and why this is so important in the administra-
tion of Oracle. You will also learn how to grant a user the
necessary permissions to be a privileged user and which
users have them when a database is first created.

As mentioned at the outset, this part presents the 40,000-foot
view of Oracle. All of the information you are introduced here
is explained in much more detail in the parts of the book that
follow.

+ 0+ e+
In This Part

Chapter 1
Oracle8i Architecture

Chapter 2
Getting Started with
Oracle8i Server

+ 0+ 0+






Oracle8i
Architecture

EXAM OBJECTIVES

+ Oracle Architectural Components

Describe the Oracle server architecture and its main
components

List the structures involved in connecting a user to an Oracle
instance

List the stages in processing queries, DML statements,
COMMITS

CHAPITER



4 Part | + Overview of Oracle Architecture and Administration

CHAPTER PRE-TEST

1. List the various components of the Oracle database.

2. What does the term “Oracle instance” refer to?

3. How many required background processes are there in Oracle8i, what

are they, and what does each do?

. Which optional background process is strongly recommended to

ensure good database recoverability and what does it do?

. If a user issues a COMMIT command to end a transaction, what must

take place before the user is notified that the transaction has been
committed?

. Which Oracle file provides information on the configuration of the

instance and what naming convention does it follow?

. On which computer does the user process typically reside? How

about the server process?

. Can more than one instance access data in a single Oracle database

at the same time?

. What is stored in the shared pool?
10.
11.

Which Oracle database files are written to most often?

What are the three phases of processing an SQL statement?

+ Answers to these questions can be found at the end of the chapter. +



Chapter 1 4 Oracle8i Architecture

The first phase of being able to pass the “Oracle8i: Architecture and
Administration” exam is to understand, at a relatively high level, how Oracle
works. Just as a pilot needs to understand the basics of flight and how an airplane
is put together, a database administrator (DBA) of an Oracle database needs to
understand what parts make up both the Oracle instance and the database, how
these are configured, and how client applications access the database to query and
modify data. However, the pilot of an airplane is not the person who has all the
answers. Where an aircraft mechanic has more knowledge about the inner workings
of the jet engine, for example, the database administrator does not necessarily need
to know intimate details about how the different components of Oracle work but
does need to understand the interrelationships between them.

The goal of this first chapter is to provide you with the basics of the Oracle archi-
tecture and how Oracle processes SQL statements. This information is built upon
throughout the remainder of the book, so this is not to be a detailed discussion but
more of a 40,000-foot view.

Oracle Architectural Overview

Describe the Oracle server architecture and its main components
[

The whole point of a relational database management system (RDBMS) is to store
and supply data to clients who request it. Each RDBMS does this in its own way, so
knowing how one works does not necessarily mean that you can figure out the rest.
Oracle, being one of the more sophisticated RDBMSs out there, allows for a great
deal of flexibility in its configuration and operation. Part of this is possibly due to
its architectural design.

The architecture of Oracle is configured in such a way as to ensure that client
requests for data retrieval and modification are satisfied efficiently while maintain-
ing database integrity. The architecture also ensures that, should parts of the sys-
tem become unavailable, mechanisms of the architecture can be used to recover
from such failure and, once again, bring the database to a consistent state, ensuring
database integrity. Furthermore, the architecture of Oracle needs to provide this
capability to many clients at the same time so performance is a consideration when
the architecture is configured.

In understanding the Oracle architecture and how it is used to process client requests,
several terms need to be introduced. Figure 1-1 displays a diagram of the architectural
components that make up a typical Oracle configuration. The terms shown in the
diagram and briefly explained below deal with shared memory structures, processes,
and datafiles that are used by Oracle. The terms that you will read about in more
detail in this chapter and that are referred to throughout the book include:
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Figure 1-1: Oracle’s architectural components include the instance, database,
and other files and processes.
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4+ Oracle Instance — The instance is a combination of a memory structure
shared by all clients accessing the data, and a number of background
processes that perform actions for the instance as a whole.

The shared memory structure is called the SGA, which stands for System

Global Area or Shared Global Area, depending on who you ask. Either term is
equally acceptable and the acronym SGA is the most common way to refer to

this memory structure.

Oracle also includes a number of background processes that are started when

the instance is started. These include the database writer (DBW0), system
monitor (SMON), process monitor (PMON), log writer (LGWR), and check-
point process (CKPT). Depending on the configuration of your instance and
your requirements, others may also be started. An example of this is the
archiver process (ARC0), which will be started if automatic archiving of log
files is turned on.
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4+ Oracle Database — The database consists of three types of files. Datafiles, of

which there can be many depending on the requirements of the database, are
used to store the data that users query and modify. The control file is a set of
one or more files that keeps information about the status of the database and
the data and log files that make it up. The redo log files are used to store a
chronological record of changes to the data in the datafiles.

More information is provided about the control file in Chapter 6. Chapter 7 provides
additional insight into redo log files, while datafiles are covered in more detail in
Chapter 8.

4+ User Process— The user process is any application, either on the same

computer as the database or on another computer across a network that can
be used to query the database. For example, one of the standard Oracle
query tools is SQL*Plus — a user process. Another example of a user process
is Microsoft Excel or an Oracle Financials application. Any application that
makes use of the database to query and modify data in the database is
considered a user process. The user process does not have to come from
Oracle Corporation; it only needs to make use of the Oracle database.

4 Server Process — The server process is a process launched when a user

process makes a connection to the instance. The server process resides on
the same computer as the instance and database and performs all of the work
that the user process requests. As you will find out in more detail later in this
chapter, the server process receives requests from the user process in the
form of SQL commands, checks their syntax, executes the statements and
returns the data to the user process. In a typical Oracle configuration, each
user process will have a corresponding server process on the Oracle server to
perform all the work on its behalf.

4 Other Oracle Files— The remainder of the files that can be found on the hard

disk of the server computer include the Oracle parameter files (also known

as the INIT.ORA file), which has information on how the instance should be
configured and how operations on the database will be performed/optimized,
the password file, which is used to authenticate privileged users that can stop
and start the instance, as well as perform other actions, and the archived redo
log files, which are a copy of the redo log file that has been filled up. Archived
redo log files exist to help the DBA ensure good recoverability of the
database.

The parameter file is covered in more detail in Chapter 3 while the password file is
explained in Chapter 2.

Oracle instance

As shown in Figure 1-2, the Oracle instance is made up of a shared memory structure
(the SGA), which is composed of a number of distinct memory areas. The other part
of the instance is the set of background processes, both required and optional, that
perform work on the database.
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Tip

The instance is always associated with one, and only one, database. This means

that when an instance is started, the DB_NAME parameter in the Oracle parameter
(INIT.ORA) file specifies which database the instance will be connected to, while the
INSTANCE_NAME parameter (which defaults to the value of the DB_NAME parameter)
specifies the name of the instance. The configuration of the instance is always
performed through parameters specified in the INIT.ORA file and one environment
variable— ORACLE_SID —which is used to determine which instance to start and
perform configuration operations on when on the same server as the database.

Oracle Instance
SGA

Shared Pool

Data Dictionary
Cache

Redo Log
Buffer

Database Buffer Cache

Library Cache

Figure 1-2: The Oracle instance is composed of a number of shared
memory areas and background processes.

One of the main objectives of the instance is to ensure that connections by multiple
users to access database data are handled as efficiently as possible. One way it
accomplishes this is by holding information in the datafiles in one of its shared
memory structures —the database buffer cache —to allow multiple users reading
the same data to retrieve that data from memory instead of disk since access to
memory is about a thousand times quicker than access to a disk file.

Another reason that the instance is important is that, when multiple users access
Oracle data, allowing more than one to make changes to the same data can cause
data corruption and cause the integrity of the data to become suspect. The
instance facilitates locking and the ability for several users to access data at the
same time.

It is important to remember that a user process, when attempting to access data in
the database does not connect to the database but to the instance. When specifying

& ) X
4 what to connect to from a user process, you always specify the name of the instance

and not the name of the database. The instance, in this way, is the gatekeeper to
the database. It provides the interface to the database without allowing a user to
actually touch the various files that make up the database.
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System Global Area (SGA)

The SGA is a shared memory structure that is accessed by all processes in order to
perform database activity, such as read and write data, log changes to the log files,
and keep track of frequently executed code and data dictionary objects. The SGA is
allocated memory from the operating system on which the instance is started, but
the memory that is allocated to it is managed by various Oracle processes. The SGA
is composed of several specific memory structures, as shown in Figure 1-2. These
include:

4+ Shared Pool — The Shared Pool is an area of SGA memory whose size is
specified by the INIT.ORA parameter SHARED_POOL_SIZE. The default value
for SHARED_POOL_SIZE is 3,000,000 bytes, or just under 3MB in versions of
Oracle prior to 8.1.7, and 8,000KB bytes, or just under 8MB in Oracle 8.1.7.
The size of the shared pool remains constant while the instance is running
and can only be changed by shutting down and restarting the instance, after
modifying the value in the INIT.ORA file.

- Cross- For information on how to configure, start, and stop an Oracle instance, please
Reference\ refer to Chapter 3.

The shared pool is divided into two main areas of memory—the data dictionary
cache (also called the dictionary cache or row cache) and the library cache.

The data dictionary cache is used to store a cached copy of information on
frequently accessed data dictionary objects. The information cached includes
the name of the object, permissions granted on the object, dependency
information, and so on. The data dictionary cache also includes information

on the files that make up the database and what tablespaces they belong to,

as well as other important information.

When a server process needs to determine what the name “Students” refers to,
it queries the data dictionary cache for that information and, if the information
cannot be found, it reads the information from the datafile where the data
dictionary is located and then places it in a cache for others to read. The
information in the cache is stored using a least-recently-used (or LRU)
algorithm. This means that information that is frequently requested remains in
the cache while information that is only occasionally required is brought into
the cache and flushed out if space is required to bring other information in.

You cannot manually size the data dictionary cache — Oracle does this
dynamically and automatically. If more memory is required to cache data
dictionary information, which may be the case in a database with many
objects, the cache is made larger to accommodate the requests. If the
memory is needed by the library cache component of the shared pool, some
memory may be freed up and removed from the data dictionary cache.

The other major component of the shared pool is the library cache. The
library cache is used to store frequently executed SQL statements and PL/SQL
program units such as stored procedures and packages. Storing the parsed
statement along with the execution plan for the commands sent to the server

9
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in memory allows other users executing the same statement (that is, identical
in every way including case of statement text, spaces and punctuation) to
reduce the work required by not having to re-parse the code. This improves
performance and allows the code to appear to run quicker.

The library cache is broken up into a series of memory structures called
shared SQL areas that store three elements of every command sent to the
server: the text of the SQL statement or anonymous PL/SQL block itself, the
parse tree or compiled version of the statement, and the execution plan for
the statement that outlines the steps to be followed to perform the actions for
the SQL statement of PL/SQL block.

Each shared SQL area is assigned a unique value that is based upon the hash
calculated by Oracle from the text of the statement, the letters and case
thereof in it, spacing, and other factors. Identical statements always hash

out to the same value whereas different statements, even returning the same
result, hash out to different values. For example, the following two statements
use two shared SQL areas because their case is different, though they both
return the same information:

SELECT * FROM DBA_USERS;
select * from dba_users;

One of the goals for ensuring good performance of the applications accessing
data in the database is to share SQL areas by ensuring that the statement
returning the same result are identical, thereby allowing each subsequent
execution following the first of the same SQL statement to use the execution
plan created the first time a command is run. The preceding two statements
are considered inefficient because they would need to allocate two shared
SQL areas to return the same results. This would consume more memory in
the shared pool (once for each statement), as well as cause the server
process to build the execution plan each time.

Like the data dictionary cache, the library cache also works on an LRU
algorithm that ensures that statements that are frequently executed by users
remain in the cache while those executed infrequently or just once be aged
out when space is required. Also like the data dictionary cache, you cannot
specifically size the library cache — Oracle sizes it automatically based upon
the requirements of the users and statements sent to the server, as well as
memory allocated to the shared pool with the SHARED_POOL_SIZE parameter.

4+ Database Buffer Cache — The database buffer cache is used to store the most
recently used blocks from the datafiles in memory. Because Oracle does not
allow a server process to read data from the database directly before returning
it to the user process, the server process always checks to see if a block it
needs to read is in the database buffer cache, and, if so, retrieve it from the
cache and return the rows required to the user. If the block the server process
needs to read is not in the database buffer cache, it reads the block from the
datafile and places it in the cache.
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The database buffer cache also uses an LRU algorithm to determine which
blocks should be kept in memory and which can be flushed out. The type of
access can also have an impact on how long a block from the datafile is kept
in the cache. If the situation where a block is placed in the cache as a result of
an index lookup, the block is placed higher in the list of blocks to be kept in
the cache than if it were retrieved as a result of a full table scan, where every
block of the table being queried is read. Both placing the datafile blocks in the
database buffer cache in the first place, and their importance in being kept
there for a long or short period, is designed to ensure that frequently
accessed blocks remain in the cache. If a full table scan of a large table caused
each block read during the full table scan to flush another block out of cache,
a single table scan of a single table would cause all blocks to be flushed —
hence the distinction.

The database buffer cache is sized by a couple of Oracle initialization
parameters. The INIT.ORA parameter DB_BLOCK_SIZE determines the size,
in bytes, of each block in the database buffer cache and each block in the
datafile. The value for this parameter is determined when the database is
created and cannot be changed. Essentially, each block in the database
buffer cache is exactly the same size, in bytes, as each database block in the
datafiles. This makes it easy to bring datafile blocks into the database buffer
cache —they are the same size. The default for DB_BLOCK_SIZE is 2048KB —
too small in almost all cases.

For a discussion on factors that can help determine the proper setting of
DB_BLOCK_SIZE, please refer to Chapter 4.

The other INIT.ORA parameter that is used to determine the size of the
database buffer cache is DB_BLOCK_BUFFERS. This parameter defaults to 50,
which is also its minimum value. The total amount of memory that will be
used for the database buffer cache is DB_BLOCK_BUFFERS * DB_BLOCK_SIZE.
For example, setting DB_BLOCK_BUFFERS to 2,000 when the DB_BLOCK_SIZE
is 8,192, allocates 2000x8192 or 16MB of RAM for the database buffer cache.
When sizing the database buffer cache, you need to consider the amount of
physical memory available on the server and what the database is being

used for. If users of the database are going to make use of full table scans, you
may be able to have a smaller database buffer cache than if they frequently
accessed the data with index lookups. The right number is always the balance
between a sufficiently high number so that physical reads of the datafiles are
minimized and not too high a number so that memory problems take place

at the operating system level. How to arrive at this is the subject of the
“Oracle8i: Performance and Tuning” exam and not one covered in this book.

4+ Redo Log Buffer — Before a change to a row or the addition or removal of a

row from a table in the database is recorded to the datafiles, it is recorded to
the redo log files and, even before that, to the redo log buffer. The redo log
buffer is essentially a temporary storage area for information to be written to
the redo log files.

11
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r Cross- For information on how redo log files work and the best way to configure them,

\@ please refer to Chapter 7.
When a server process needs to insert a row into a table, change a row,
or delete a row, it first records the change in the redo log buffer so that a
chronological record of changes made to the database can be kept. The
information, and the size of the information, that will be written to the redo
log buffer, and then to the redo log files, depends upon the type of operation
being performed. On an INSERT, the entire row is written to the redo log buffer
because none of the data already exists in the database, and all of it will be
needed in case of recovery. When an UPDATE takes place, only the changed
columns’ values is written to the redo log buffer —not the entire row. If a
DELETE is taking place, then only the ROWID (unique internal identifier for
the row) is written to the redo log buffer, along with the operation being
performed. The whole point of the redo log buffer is to hold this information
until it can be written to the redo log file.

The redo log buffer is sized by the INIT.ORA parameter LOG_BUFFER. The
default size depends on the operating system that is being used but is
typically four times the largest operating system block size supported by

the host operating system. It is generally recommended that the LOG_BUFFER
parameter be set to 64KB in most environments since transactions are
generally short.

The redo log buffer is a circular buffer, which means that entries have been
written to the redo log file and the space occupied by those entries can be
used by other transactions. This is possible because the log writer (LGWR)
background process flushes the contents of the redo log buffer to the redo log
files whenever a commit occurs or whenever any one transaction occupies
more than one-third of the space in the buffer. This essentially means that the
redo log files are the most write-intensive files in a database and that the redo
log buffer can also be kept relatively small and still be efficient.

While the database buffer cache, shared pool, and redo log buffer are a required
part of the SGA, the SGA also may have additional shared memory areas, based
upon the configuration of the instance. Two of the most common additional shared
memory structures are the large pool and the Java pool.

The large pool is sized by the INIT.ORA parameter LARGE_POOL_SIZE whose mini-
mum value is 0 but may actually allocate a different amount of memory based upon
the values of other INIT.ORA parameters such as PARALLEL_AUTOMATIC_TUNING.
The large pool is used for memory structures that are not directly related to the
processing of SQL statements. An example of this is for holding blocks in memory
when a backup or restore operation through Oracle Recovery Manager (RMAN) is
taking place. Another use of the large pool is for sort space in a multi-threaded
server (MTS) environment.
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Oracle8i Concepts manual in the Oracle documentation set. The Oracle8i Backup

@ For more information on the large pool and multi-threaded server (MTS) see the
eference

Tip

and Recovery Guide contains information about Oracle Recovery Manager
(RMAN) and its use of the large pool.

The Java pool is used to store Java code and its execution plan. It is used for Java
stored procedures and functions and other classes that you have created that will
be run in the Java virtual machine (JVM) that resides on the Oracle server. The
minimum value for JAVA_POOL_SIZE is 0, but Oracle will always allocate a minimum
of 32,768 bytes in Oracle 8.1.6 or higher (in Oracle 8.1.5 the minimum value was
1,000,000 bytes and setting the parameter JAVA_POOL_SIZE to a value less than that
would generate an error). The default value, if not set in the INIT.ORA file, is
20,000KB or 20MB.

Background processes

Aside from the shared memory structures, the SGA also includes a number of
background processes that perform actions that deal with database operations for
all users. You have already been introduced to the log writer and how it is used to
write information from the redo log buffer to the redo log files. Other background
processes exist as well to perform different actions. In detailing these, you need to
distinguish between required and optional background processes.

Oracle8i has five required background processes. If any of these processes are
killed or terminate for any reason, the instance is considered to have crashed

and instance recovery (that is, stopping and re-starting the instance), and even
database recovery may be needed. The required background processes, as shown
in Figure 1-2, are the following:

4 SMON — System Monitor (SMON) is a background process that does exactly
what you would expect — it monitors the health of the instance as a whole and
ensures that the data in the database is consistent. To ensure database and
instance integrity, when you start the instance before the database is opened
and available to users, SMON rolls forward any committed transactions found
in the redo log files and rolls back any uncommitted transactions. Because all
changes to the data in the database are recorded to the redo log buffer and
then the redo log files, this means that anything that has taken place before the
instance crashed is properly recorded to the datafiles. Once this is completed,
the database will be opened and its data available to users for querying and
modification.

During instance startup SMON only actually performs a roll forward before the

_»,  database is opened. Rollback of uncommitted transactions takes place after the

&

database is opened and before users access any data blocks requiring recovery.
This is known as “delayed transaction rollback” and is there to ensure that the
database can be opened as quickly as possible so that users can get at the data.
Before any data that was not committed prior to the instance going down is
queried or modified, SMON ensures that a rollback takes place to bring it to a
consistent state.
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SMON also does some clean-up work by coalescing any free space in the
datafiles to make it contiguous. When a table, index, or other object that
requires storage is dropped or truncated, this frees up the space that was
previously used by that object. Because a single object could be made up on
many sets of database blocks called extents, and these extents could be of
different sizes, SMON coalesces (or combines) these extents into larger

chunks of free disk space in the datafiles so that they may be allocated to other
objects, if needed. The reason for this is that if the extents were left at their
original size, a CREATE TABLE statement may fail if it cannot find an extent of
the size it requested —while free space would still exist in the datafile.

For more information on tablespaces, datafiles, segments, and extents see Chapter 8
and Chapter 9.

As well as coalescing free space, SMON also de-allocates temporary segments
in datafiles that belong to permanent tablespaces to ensure that they do

not occupy space required by tables, indexes, or other permanent objects.
Temporary segments are created when a sort being performed cannot
completely be performed in memory and disk space is needed as a temporary
storage area. When this disk space is created on a tablespace holding other
permanent objects such as tables, indexes, and the like, SMON needs to get
rid of the temporary segment as quickly as possible to ensure that a table or
index does not run out of disk space if the space is needed.

4 PMON — Process Monitor (PMON) is a required background process that does

exactly what the name says — it monitors server and background processes
to ensure that they are operating properly and have not hung or been
terminated. If a server process dies unexpectedly, it is up to PMON to rollback
any transaction that the process was in the middle of, release any locks that
the process held, and release any other resources (such as latches) that the
process may have held. When an Oracle server process dies, these actions are
not automatically performed —it is up to PMON to do so.

You should note that PMON might not perform these actions immediately after
the process has terminated. In the first place, how does PMON know for sure
that a process is hung and not just sitting idle? For example, a user could be
connected to the instance through SQL*Plus and then decide to go for lunch
while still connected. Should his or her process be terminated? Perhaps, but
generally PMON cannot make that decision. It waits for a clue that the process
is no longer doing even simple things, such as communicating its presence.
The time PMON may wait to determine this can be quite lengthy and cause
others to be locked out from portions of the database. PMON will eventually
safely rollback the transaction, release locks, and clean up other resources.

In other words — you may have to wait a while.

4 DBWO0 — The Database Writer (DBW0) is a background process that performs

a very specific task—it writes changed data blocks (also known as dirty
buffers) from the database buffer cache to the datafiles. Whenever a change
is made to data on a block in the database buffer cache, the buffer where the
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change was made is flagged for writes to the datafile. The database writer
process, of which there could be several, writes the changed blocks to the
datafiles whenever a checkpoint occurs, or at other pre-defined intervals.

DBWO does not write to the datafiles with the same frequency that LGWR
writes to the redo log files. The main reason for this is that the minimum size
of a write to the datafiles is DB_BLOCK_SIZE, which is at least 2,048 bytes.
LGWR writes to the redo log files no matter how much information needs to
be recorded, and it could be as little as 30 bytes, if only a single change of a
small column is made in a transaction. Therefore DBW( writes are more
expensive, in terms of disk I/O than LGWR writes. Because DBW0 writes are
more expensive, they are bunched and take place when one of the following
takes place:

e The number of dirty buffers exceeds a pre-defined threshold. The
threshold level is different for each operating system and dependent on
the values of other INIT.ORA parameters but essentially is designed to
ensure that a process can always find a clean (that is, stable and already
written to the hard disk) buffer in the cache to write its information to.
It is also preferable that the clean buffer be cold —not accessed for a
longer period of time and therefore lower on the LRU list of buffers.

¢ A checkpoint has taken place. A checkpoint can be initiated manually
by the DBA issuing the command ALTER SYSTEM CHECKPOINT or
automatically by a redo log file group being filled up and LGWR needing
to switch to a different redo log file group. In either case, a checkpoint
forces DBWO to write all dirty buffers to disk to ensure that at the time a
checkpoint takes place all the datafiles are consistent with each other.
A checkpoint also causes the CKPT process to update all datafile
headers and the control files to ensure that the information is consistent
across the database.

¢ A server process cannot find a free buffer. Each time a server process
needs to bring data into the database buffer cache, it scans the LRU list
of buffers to determine if a clean free block exists. If it cannot find one
after scanning a pre-defined number of buffers, this will trigger DBW0 to
write all dirty buffers to the datafiles and thereby create clean buffers
that the process can use for its information.

e A timeout occurs. Oracle ensures that a write takes place to the datafiles
every three seconds, if needed so that the datafiles do not become too
out-of-sync with the information in the redo log files and the database
buffer cache. It also helps to ensure that changes to the data are written
to the database ahead of checkpoints so that less information needs to
be written to the disk at that point in time.

In a typical Oracle8i instance, the number of database writers is set to one
and others are not started. If you have many hard disks and datafiles in your
database, you may want to increase the number of database writer processes.
The Oracle initialization parameter DB_WRITER_PROCESSES is used to
configure the number of database writers. Its default value is 1, which starts a
process called DBWO. Increasing the value of DB_WRITER_PROCESSES starts
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In the
Real World

additional database writers up to a maximum of 10— DBW1 to DBW9. You
should only use more database writers if your system is write-intensive and
you have datafiles on several disks.

4+ LGWR — The Log Writer process, as mentioned previously, writes data from

the redo log buffer to the redo log files at defined thresholds. It performs this
whenever an implicit or explicit commit occurs; when more than 1MB of data
exists in the redo log buffer; when the log buffer is more than one-third full
with data from a transaction (that is, when a single transaction occupies a
large portion of the redo log buffer); when DBWO0 needs to write to the
datafiles, forcing LGWR to write out changes from the redo log buffer to the
redo log files beforehand; or when three seconds have elapsed since the last
LGWR write. For any instance there is only one LGWR process and this
number cannot be changed.

Of the times that LGWR writes to the redo log files, the most common reason for
doing so is that a commit has taken place. The most unlikely reason for an LGWR
write is that the redo log buffer contains more than TMB of changes. Very few
databases have a need for a large redo log buffer and having one that is extremely
large can leave you open to losing a large number of changes and being unable to
fully recover the database in case of instance failure.

One important element to keep in mind is what actually happens when a
transaction commits. When the user issues the COMMIT statement to commit
the transaction, LGWR is instructed to flush data in the redo log buffer to the
redo log files. If for any reason LGWR is unable to write to the redo log files,
the transaction cannot commit and will be rolled back. Oracle requires that a
physical record (that is, a write to a disk file) exist in order for the transaction
to be considered committed. If the physical record cannot be created (that is,
a write to the redo log files cannot take place because the redo log file is
unavailable due to a disk crash or other occurrence), the commit cannot
complete and the user is notified that the transaction was aborted.

4 CKPT — The Checkpoint process is responsible for one thing— updating

control files and datafiles whenever a checkpoint takes place. Checkpoints
can take place when a DBA issues the command ALTER SYSTEM CHECKPOINT,
when a redo log file group fills up and the LGWR initiates the checkpoint, or
when the values specified by the INIT.ORA parameters LOG_CHECKPOINT_
INTERNAL, LOG_CHECKPOINT_TIMEOUT, or FAST_START_IO_TARGET are
exceeded.

Prior to Oracle8 the CKPT process was optional and not required. Whenever a
checkpoint occurred, LGWR would update datafile headers and control files.
However, this would also mean that LGWR could not write to the redo log files
at the same time as it was performing checkpoint updates, which slowed the
system down. For this reason, the CKPT process was made a required
background process in Oracle8.
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The required background processes, along with the SGA, provide the basic func-
tionality required for an Oracle instance to operate. However, depending on the
configuration of your database and what Oracle options you are using, additional
background processes can also be started. Some of the more common optional
background processes include:

- Cross-
Reference

Exam Tip

4 ARCO—The Archiver Process is used to write redo log files that have been

filled and switched from to one or more archive log destinations. In Oracle8i,
unlike previous versions, you can configure multiple archiver processes using
the INIT.ORA parameter LOG_ARCHIVE_MAX_PROCESSES, which defaults to
one. If you specify a large number of archive log destinations and have con-
figured archiving for the instance, having more than one process can improve
performance.

Some information on archiving and the archiver process is presented in Chapter 7.
For a more detailed discussion, refer to the Oracle8i Backup and Recovery Guide
in the Oracle8i documentation set.

Because archiving really deals with backup and recovery issues, it is not covered in
this book in great detail, nor will you be asked questions on how it works when
taking the “Oracle8i: Architecture and Administration” exam. You do need to know
what it is at a basic level (see Chapter 7).

4 Snnn — The Shared Server Process is used in a multi-threaded server (MTS)

environment to process requests from database users. Unlike in a typical
dedicated server configuration where each user process is assigned a
dedicated server process to perform work on its behalf, a multi-threaded
server configuration shares the server processes among all the user processes,
thereby making the use of resources on the computer more efficient. The
number of shared server processes is configured by the INIT.ORA parameters
MTS_SERVERS (which defaults to 0) and MTS_MAX_SERVERS (which defaults
to 20). If MTS_SERVERS is set to 0, the multi-threaded server is not configured
on the instance and no shared server processes are launched.

4 Dnnn — The Dispatcher Process is also used in an MTS configuration. When a

request to initiate an MTS connection to the instance is received from a user
process, the dispatcher is the one that is assigned to the process. The same
dispatcher can be used to service requests from many users and passes those
requests to a queue where they are picked up by a shared server process and
executed. The results are then placed in a queue for the dispatcher that
requested it. The dispatcher picks up the results and transmits them to the
client. The dispatcher process acts somewhat like Louie in the '80s television
series “Taxi” —it gets calls from clients (user process) and then dispatches
the request to a taxi (shared server) that ferries the client (does the work)
and then notifies the dispatcher that it is done (places the request in the
queue to be picked up and sent to the user process).

The configuration of dispatchers is performed by setting the INIT.ORA param-
eters MTS_DISPATCHERS (default of 0) and MTS_MAX_DISPATCHERS (default
of 5).

17
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r Cross- The Oracle8i Concepts manual provides more information on multi-threaded
\@ server and the use of shared server and dispatcher processes.
4 LCKO —The Lock Process provides inter-instance locking between nodes in an

Oracle Parallel Server environment. When using Oracle Parallel Server, more
than one instance can access the same database. When users connected to
one instance need to allocate locks to change data in the database, the LCKO0
process ensures that a user connected to another instance does not already
have the lock before allowing the requesting user to get it. This is done to
ensure that data in the database remains consistent at all times, even when
accessed by more than one instance.

4 RECO —The Recoverer Process is used in distributed database environments
and only when the DISTRIBUTED_TRANSACTIONS Oracle initialization
parameter is set to a value higher than zero, the default. In this situation it
will be started automatically and will be responsible for resolving any failed
distributed transactions with data residing on other nodes in the distributed
database configuration. Essentially it makes sure that all databases in a
distributed transaction are in a consistent state and that a distributed trans-
action does not commit on one node while not on another.

¢ Cross- For more information on Oracle Parallel Server and the LCKO process, refer to the
Reference\  oraclesi Parallel Server Concepts manual and the Oraclei Parallel Server Setup

and Configuration Guide. Distributed database information and the Recoverer
Process can be found in the Oracle8i Distributed Database Systems manual.

Oracle database

An Oracle instance by itself only provides the mechanism to access the database.

If the database is not created, having the instance started allows you to create it.
However, to get any real use out of the instance, the database must exist. The
database is where the data is stored —both the metadata (data about data, also
known as the data dictionary) and user data, such as the Orders table or Customers
table or LastName index.

An Oracle database is composed of a series of operating system disk files, as shown
in Figure 1-3. The three key types of files that Oracle uses are datafiles, control files,
and redo log files. Each file type is required for a database to operate properly and
the loss of one or more of the files belonging to the database usually requires that
recovery be initiated.
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Redo Log

Files
Figure 1-3: The Oracle database consists of datafiles, control files, and redo log files.
Other files are also used by Oracle, but are not considered part of the database.

Datafiles

Oracle datafiles contain the actual information that the database stores. When you
create a table or index, it is stored in a datafile (a physical element of storage) that
belongs to a tablespace (a logical element of storage). Datafiles store anything that
is considered a segment in Oracle, such as tables, indexes, clusters, partitions,
large objects (LOBs), index organized tables (10Ts), rollback segments, and
temporary segments. Anything that requires storage in the database — whether
created by the user or by Oracle itself —is stored in datafiles. In fact, even the
configuration of the database itself and the datafiles, redo log files, tables, indexes,
stored procedures, and other objects that exist in the database are stored in a
datafile.

¢ Cross- A large portion of this book deals with the storage of objects in an Oracle database
Reference’\  4nd how to do this efficiently. Chapter 8 outlines the basics of storage in Oracles;,

while chapters 9 to 12 deal with how object storage is configured within datafiles.
Datafiles in Oracle8i have certain characteristics, such as:

4+ A datafile can only be associated with one database. It is not possible to
create a datafile that will be part of two databases at the same time. You can,
when using Oracle Parallel Server, have two instances access the same
databases and datafile.

4+ A datafile belongs to a logical storage element called a tablespace. A single
datafile can only be associated with one tablespace and will only store data
that is configured to reside on that tablespace.

4+ Datafiles can be configured to have a fixed size, or they can have an attribute
set to allow them to grow, should no free space within the datafile be found.
If you configure a datafile to autogrow, you can also configure a maximum size
for the datafile to grow to, or set no limit (no recommended).
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4+ Datafiles are organized internally into database blocks of the same size as the
value of the DB_BLOCK_SIZE parameter. Each unit of storage inside the
datafile is of DB_BLOCK_SIZE.

4+ Datafiles can be read by any server process in order to place blocks of data in
the database buffer cache. Datafiles are normally written to only by the DBW0
process to minimize the possibility of corruption.

Redo log files

Redo log files contain a chronological record of all changes that have been made to
the database. They are written to by the LGWR process and operate in a circular
fashion, which means that when one redo log file fills up, it is closed and another
redo log file is opened for writes. When the second one fills up it is closed and the
first, or another redo log file, is opened for writes, and so on.

Each Oracle database must have at least two redo log file groups with one redo log
file per group, or the database will cease to allow changes to the data.

r Cross- The proper configuration of redo log files in an Oracle database and their operation
Reference'\ i discussed in more detail in Chapter 7.

Control files

When an Oracle instance is started, one of the first files opened and read is the control
file. The control file contains information about what files makeup the database and
when the last bit of information was written to them. If the information in the control
file and one of the datafiles or redo log files does not match, the instance cannot be
opened because the database is considered suspect. This means that some sort of
recovery may be required and you will need to deal with it.

The location and number of control files is set by the INIT.ORA parameter
CONTROL_FILES. A database must have at least one control file, although two or
more are recommended. If a control file cannot be opened for any reason, the
instance cannot start and the database will not be accessible.

@j Control files and their configuration are covered in more detail in Chapter 6.
eference

Other key Oracle files

While datafiles, redo log files, and control files make up the Oracle database, other
files are also required to make the instance work properly, to determine who is
allowed to start and stop the instance, and to ensure good recoverability. The files
available for this purpose, as shown in Figure 1-3, are the parameter (or INIT.ORA)
file, the password file, and the archived redo log files.
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Parameter files

The Oracle parameter file, also known as the INIT.ORA file, contains the parameters
and values that are used to start and configure an Oracle instance. The parameter
file may also contain settings for parameters that determine how Oracle behaves in
processing a query. An example of the latter is the OPTIMIZER_MODE parameter,
which can determine whether Oracle should use statistics in calculating the
execution plan for a specific query.

The parameter file can be stored in any location on the hard drive of the computer
where the instance will be started and can have any name. The default location for
the parameter file is operating system dependent, although the name always
defaults to INITSID.ORA, where SID represents the name of the instance it will be
used for.

¢ Cross- For information on how to configure a parameter file and the various parameters
Reference \  that are required to be contained therein, please refer to Chapter 3.

Password file

In order for a user to be able to start and stop the instance, special privileges called
SYSDBA or SYSOPER are required. The password file, which is created by using the
Oracle Database Configuration Assistant or the ORAPWD utility, lists the users that
have been granted one or both of the privileges mentioned. When a user issues the
STARTUP or SHUTDOWN command, the password file is checked to ensure that the
user has the appropriate privileges.

¢ Cross- For more information on how to configure the password file refer to Chapter 2.
Reference’\  Chapter 18 provides an explanation of the exact actions permitted when a user is

granted SYSDBA or SYSOPER and how to grant these special privileges to users.

In order to add users to the password file, the INIT.ORA parameter REMOTE_
LOGIN_PASSWORD_FILE must be set to EXCLUSIVE. The default for this parameter
is SHARED and does not allow you to add users to the file.

Archived redo log files

Archived redo log files are copies of full redo log files that have been closed by
LGWR and are created by the ARCO process when automatic archiving is turned on
and the database is in ARCHIVELOG mode.

An Oracle database by default runs in NOARCHIVELOG mode, which means that as
redo log files become full, they are not copied or backed up in any way. If the redo
log files need to be written to again because other log files have also become full
and a log switch has taken place, the information in the previously full log is
overwritten with no record of the changes within it ever being recorded. From a
recovery standpoint, running a database in NOARCHIVELOG mode essentially
means that if anything goes wrong, you must restore your last full database backup
and re-enter any data that change since then.
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When the database is in ARCHIVELOG mode, Oracle does not allow a redo log file to
be overwritten until it is archived, that is, copied to a different location, by the
ARCO process. Until the redo log file is archived it cannot be written to. If the ARCO
process is not started indicating that automatic archiving has not been configured
by using the LOG_ARCHIVE_START, and LOG_ARCHIVE_DEST_n Oracle initialization
parameters, users will not be able to make changes to the database until archiving
takes place.

¢ Cross- Although backup and recovery, and archiving are not covered on the “Oracle8i:
Reference \ A/ hitecture and Administration” exam, some additional information on this topic

can be found in Chapter 7. The Oracle8i Backup and Recovery Guide provides
more detailed information on this topic.

Having an archived copy of the redo log file enables you to perform data recovery

up to the point of failure, when combined with the current redo log file. ARCHIVELOG
mode also allows you to recover the database to a specific point in time or a particu-
lar transaction, which provides flexibility from disastrous user error, such as some-
one issuing the command DELETE FROM CUSTOMERS and then committing the
transaction. An archived redo log file is simply an image copy of a redo log file that
has been completely filled by LGWR and a log switch to another log file group has
taken place. However, having a copy of that redo log file ensures that your critical
data can be recovered with more flexibility.

Processing SQL Statements

List the structures involved in connecting a user to an Oracle instance
= List the stages in processing queries, DML statements, COMMITS

Knowing what all the pieces that make up the database and instance are still may
not provide a clear picture of how Oracle works. Just like knowing how the jet
engine, wings, fuselage, and other parts of an airplane make it run won’t help you
learn to fly it, knowing what the Oracle architectural components are does not tell
you how it works. Someone needs to teach you how to fly an airplane, or understand
how Oracle stores and retrieves data.

In understanding how Oracle processes SQL statements and which elements are
involved in the process, you first need to understand that the processing of SQL
statements originates outside of Oracle but ultimately uses the instance and
database to return the results to the user.

Connecting to an instance

In order to submit SQL statements for processing to Oracle, you must first establish a
connection to the instance. The process of doing so, as shown in Figure 1-4, may
include a number of components, such as the user process, Net8, the physical net-
work, the server computer, server process, the instance and, finally, the database.
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Figure 1-4: In processing SQL statements, a
number of components are used when a client
sends a request for data to the server.

While a network connection between the client (user process) and the server is
not required, this is the more typical configuration. It is also possible to have both
the user process and server process on the same computer, as would be the case
if you were running SQL*Plus on the same machine as the database. With the
exception of the network connection, all other elements of the way requests are
sent to the server and the results returned to the user process remain the same.

The process of connecting to an instance is initiated when a user starts an
application on the client computer that makes use of data in an Oracle database.
By specifying a connect string (username, password, and the instance to connect
to), the user instructs the client application to start the process of establishing a
connection to the Oracle instance (not the database).

After the user has provided a username and password, as well as the name of the
instance to connect to, the Net8 client component on the client computer attempts
to resolve the name of the instance in any of a number of ways that have been
configured for the client. One of these methods is to use a file on the local client
computer called TNSNAMES.ORA to lookup the instance name and determine
which machine the instance resides on and the network protocol that needs to be
used to communicate with it. Another method is to contact an Oracle Names server
to determine the same information. Whichever way is configured for Net8 to use,
the process of determining the location of the instance will be transparent to the
user process, unless an error is encountered.

23
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of this book and the “Oracle8i: Architecture and Administration” exam. If you want
to find out how Net8 works and the various components involved in configuring
network support for Oracle, consult the Net8 Administrator’s Guide, a part of the
Oracle documentation set.

@ The configuration of the Net8 client and server components is beyond the scope
ererence

Once Net8 has determined on which computer the instance to be connected to
resides, it sends a connection request with the username and password along the net-
work using the protocol configured to communicate to that computer. On the server
computer, the listener process of Net8 receives the request and launches a dedicated
server process on behalf of the user (or connect the client to a dispatcher, in an MTS
connection request) and verify the username and password. If the username and
password are not correct, the user is returned an error and needs to try again; if cor-
rect, the user is connected to the instance. At this point, the communication between
the user process and the server process is direct and the listener is no longer
involved — until another connection attempt is made.

In processing of client requests, the server process receives the request from the
user process and, in the processing of the SQL statement, makes use of an area of
memory allocated explicitly to it —the Process Global Area (or Program Global
Area) or PGA for short. The PGA is private to each server process launched on

the server and is used to allocate memory used to perform sorts, store session
information (such as the username and associated privileges for the users), keep
track of the state of various cursors used by the session, and stack space for
keeping track of the values of variables and the execution of PL/SQL code for the
session. In a multi-threaded server (MTS) environment, some of this information is
kept in the large pool because server processes are shared in an MTS configuration,
but a typical dedicated server environment allocates a PGA when a server process
starts and de-allocates it when the process terminates.

Statement and transaction processing

The user and server processes, the PGA, and the SGA, along with the other processes
that make up the Oracle instance, all work together when a SQL statement is sent to
the Oracle server to query or update data. When a user issues any SELECT, INSERT,
UPDATE, or DELETE statement, Oracle must go through several steps to process
these queries. Consider the processing of the following statement:

UPDATE Courses
SET RetailPrice = 1900
WHERE CourselID = 101;

When this statement is executed, Oracle goes through the following steps. Oracle
first parses the statement to make sure that it is syntactically correct. The parse
phase is typically done once for any SQL statement and will not need to be performed
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again if the same statement is executed by any user, even the same one that sent it
across in the first phase. Oracle always attempts to minimize the amount of parsing
that needs to be performed because it is quite CPU-intensive, and having to parse
many statements increases the amount of work that needs to be performed by the
server process.

During this parse phase, Oracle (that is, the server process) first determines
whether the statement is syntactically correct. If not, an error is returned to the
user and no further work is performed; if so, Oracle next determines whether the
objects that are referenced (in this case, the Courses table) are available for the
user and whether the user has permission to access the object and perform the
required task (that is, the UPDATE). It does this by locating information about the
object in the data dictionary cache or, if this information is not in cache, by reading
the information from the datafiles where the data dictionary resides and placing it
in the cache. By placing information about the object in the cache, it ensures that
future requests for the object are performed quicker, in case other users are also
referencing the Courses table. If the user does not have permissions or the object
does not exist, an error is returned to the user.

When the object is located and the user has permissions, the next element of the
parse phase is to apply parse locks on the objects being referenced by the state-
ment (the Courses table) to ensure that no one makes a structural change to the
object while it is being used, or drops the object. The server process next checks
whether the statement has been previously executed by anyone by calculating a
unique hash value for the statement and checking the shared pool to see if the
shared SQL areas contain the hash value calculated. If so, then Oracle does not
need to build the execution plan (the series of tasks to be performed to satisfy the
query). It can simply keep the execution plan that was previously created and use it
in the next phase of processing. If it cannot find the execution plan, indicating this
is the first time the statement is being run, or the statement is no longer in the
shared pool and has been aged out, Oracle then builds the

execution plan and places it in the shared SQL area in the shared pool. Oracle then
proceeds to the execute phase of processing.

During the execute phase, Oracle runs the execution plan in the shared pool and
performs whatever tasks are contained therein. This includes locating the relevant
blocks of data in the Database Buffer Cache, or, if they are not in the cache, the
server process reads the datafiles where the data resides and loads the data blocks
into the Database Buffer Cache within the SGA.

The server process then places a lock on the data being modified (in this case, the
row containing course 101). This lock prevents other users from updating the row at
the same time you are updating it. Oracle then updates a rollback segment block and
a data segment block in the database buffer cache, and records these changes in the
redo log buffer. It places the data in the row prior to the update in the rollback block
and the new value in the data block.

25
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The Rollback Segment is used for two purposes:

4 Read consistency: Until the change is committed, any user who executes a
query for the retail price of course 101 sees the price prior to the upgrade.
The new value is not visible until the update is committed.

4 If the system crashes before the transaction is committed, or if the user issues
an explicit ROLLBACK command, the data in the rollback segment can be
used to return the row to its initial state.

When the modifications to the data are first initiated, the transaction is assigned a
unique value called a System Change Number (SCN), indicating that the change is
to be synchronized with the datafile, as well as a timestamp, indicating when the
change took place. The changes are processed and placed in the redo log buffer to
be written to the redo log files by the LGWR process. The process continues until
all the data has been updated and the entire query has been satisfied.

The final phase of processing is the fetch phase. For a SELECT statement, the fetch
phase of processing returns the actual data to the user, and it is displayed in
SQL*Plus, or the user process that made the request. For an UPDATE operation, or
any data manipulation language (DML) statement, the fetch phase simply notifies
the user that the requisite number of rows has been updated.

When other statements are part of the same transaction, the same series of steps
(that is, parse, execute, and fetch) take place for each statement until the user
issues a COMMIT or ROLLBACK statement. When the transaction is committed or
rolled back, Oracle ensures that all information in the redo log buffer pertaining
to the transaction is written to the redo log files, in the case of a COMMIT, or the
data blocks are restored to their previous state, in the case of a ROLLBACK, and
removes all locks. Oracle also erases the values held in the rollback segment. This
means that once a transaction is committed, it is no longer possible to roll it back,
except by performing a database restore and recovery.

Key Point Summary

In preparing for the “Oracle8i DBA: Architecture and Administration” exam, you
should remember these important points regarding the Oracle instance, database,
and processing of SQL statements:

4 An Oracle instance is made up of a shared memory structure called the
System Global Area, or SGA, and background processes that perform work for
all users of the database.

4+ An Oracle database is composed of datafiles, used to store data, redo log files,
which store a chronological record of changes to the data, and control files
that record information about the state of the datafiles and redo log files.
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4 Other key Oracle files include the parameter or INIT.ORA file, which contains
parameters used to configure the instance and tweak the behavior of Oracle,
the password file, which stores the names of users granted SYSDBA and
SYSOPER privileges, and the archived redo log files, used to store image
copies of redo log files that have been filled.

4+ The SGA is composed of the shared pool, the database buffer cache, and the
redo log buffer (as well as other optional components such as the large pool
and Java pool).

4+ The shared pool contains the library cache where frequently executed
statements and their execution plans are stored, and the data dictionary, or
row, cache used to cache privileges and other information about frequently
accessed database objects. The shared pool is sized by the
SHARED_POOL_SIZE Oracle initialization parameter.

4+ The database buffer cache is used to store blocks from the datafiles in memory
to allow for faster data retrieval and processing. All [/O requests from clients
need to read and write data from/to the database buffer cache. Each buffer in
the database buffer cache is the size specified by the DB_BLOCK_SIZE parame-
ter, which is the same size as the blocks in the datafiles.

4+ The redo log buffer is used to store changes to data in the database before
they are written to the redo log files. It, as well as the redo log files, stores
changes to both the data blocks as well as the rollback segment blocks so that
both a before and after image are recorded in the redo log files.

4 Oracle8i has five required background processes that are started when the
instance starts, and must be running in order for the instance to remain up.
These include DBWO, used to write changed or dirty blocks from the database
buffer cache to the datafiles; LGWR, which writes information from the redo
log buffer to the redo log files; SMON, which performs database recovery and
coalesces free space in the datafiles; PMON, which monitors processes and
rolls back transactions and de-allocates any resources if a server process fails;
and CKPT, which is used to update datafile headers and control files when a
checkpoint takes place.

4+ A user process is any client application that can connect to the instance and
issue requests for data. Examples of user processes include SQL*Plus, Server
Manager line mode, Oracle Enterprise Manager, a Web server, and many others.

4+ A server process is a process launched on the same computer as the Oracle
instance that performs all of the work requested by the user process. The
server process also allocates an area of memory called the Process (Program)
Global Area, or PGA, to store session state information, cursor state data, a
stack for keeping track of variables and PL/SQL program execution, as well as
an allocation of memory for sorts required by statement processing.

4 The user process, server process, instance, background processes, and the
database work together to perform the necessary operations to allow users to
manipulate the data in the database while also ensuring its integrity.

¢+ 4
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STUDY GUIDE

This chapter introduced a lot of new concepts regarding the way Oracle works and
the architecture of the product. A complete understanding is required before you
write the “Oracle8i: Architecture and Administration” exam. Use this section of the
chapter to test your knowledge of the material presented.

Assessment Questions

1. You created a database with a block size of 8KB. You want to allocate a
database buffer cache of 32MB when the instance starts. Which two parameters
must you specify in the INIT.ORA file for your instance? (Choose two correct
answers.)

A. DB_BLOCK_SIZE=8192
B. DB_BLOCK_SIZE=8000
C. DB_BUFFER_POOL=32M
D. DB_BLOCK_BUFFERS=4000
E. DB_BLOCK_BUFFERS=32M
2. Which of the following background processes would not cause an instance
crash if it failed? (Choose the best answer.)
A. DBWO
B. ARCO
C. LGWR
D. SMON
E. PMON
3. Which process will send a syntax error message that will eventually be read
by the user? (Choose the best answer.)
A. User Process
B. Background Process
C. Server Process
D. Oracle Process

E. Dispatcher Process
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4. Which of the following files must be available in order for the instance to start
and the database to be opened for user access? (Choose all correct answers.)

A. Control File
B. Archived Redo Log File
C. Datafile
D. Redo Log File
E. Parameter File
5. Which process is responsible for reading database blocks from the datafile
and placing them in the database buffer cache? (Choose the best answer.)
A. DBWO
B. LGWR
C. User Process
D. Server Process
E. SMON
6. In order for archiving of redo log files to take place, what mode must the
database be in? (Choose the best answer.)
A. ARCHIVELOG
B. NOARCHIVELOG
C. RECOVERABLE
D. OPEN
E. ARCO
7. In order to set the size of the data dictionary cache in the SGA, which
INIT.ORA parameter must you configure? (Choose the best answer.)
A. ROW_CACHE_SIZE
B. DD_CACHE_SIZE
C. DB_BLOCK_BUFFERS
D. SHARED_DD_CACHE_SIZE
E. SHARED_POOL_SIZE
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8. Which phase of statement processing will read the data requested by a
SELECT statement and return the rows to the user process? (Choose the best
answer.)

A. Parse
B. Prepare
C. Execute
D. Fetch
E. Commit
9. Which two additional background processes need to be configured to support
a multi-threaded server (MTS) configuration? (Choose two correct answers.)
A. RECO
B. Dnnn
C. LCKn
D. Snnn
E. ARCO
10. Which of the following will cause DBWO to write dirty buffers to the datafiles?
(Choose all correct answers.)
A. Three seconds expire since the last write.
B. A checkpoint occurs.
C. A server process finds a free buffer.
D. A table scan takes place.

E. A transaction commits.

Answers to Chapter Questions

Chapter Pre-Test

1. An Oracle database is composed of datafiles used to store data, redo log files,
which store a chronological record of changes to the data, and control files
that record information about the state of the datafiles and redo log files. Only
these three sets of files are the database itself, while other files may exist to
support the database or instance.

2. The term “Oracle instance” refers to a shared memory structure, the System
Global Area, or SGA (composed of the shared pool, database buffer cache, and
redo log buffer) and a set of background processes, such as DBW0, LGWR,
CKPT, SMON, PMON, and others. These work together to enable multiple
users to access data in the database.
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. Oracle8i has five required background processes. These are DBW0, which

writes dirty buffers from the database buffer cache to the datafiles; LGWR,
which writes information from the redo log buffer to the redo log files; CKPT,
which updates datafile headers and control files when a checkpoint takes
place; SMON, which performs recovery and coalesces free space; and PMON,
which monitors the status of other processes and performs rollback and
releases resources in case they fail.

. The archiver process (ARCO0), in conjunction with setting the database in

ARCHIVELOG mode and enabling automatic archiving, can help in ensuring
good recoverability of your data. The ARCO process copies a redo log file to
an archive log destination on disk or tape thereby helping to create a full
chronological record of changes to the database which can aid in data
recovery.

. If a user issues a COMMIT command to end a transaction, a write to the redo

log files from the redo log buffer must be successfully performed by LGWR
before the user is notified that the transaction has been committed. If LGWR
cannot write to the redo log files for any reason, the transaction cannot
commit and is rolled back.

. The Oracle parameter file, also referred to as the INIT.ORA file, provides

information on the configuration of an Oracle instance. It is commonly named
using the convention INITsid.ORA, where sid represents the name of the
instance that the file is associated with.

. The user process typically resides on the client computer —that is, the one

that the user is working with, although it can be any computer where the client
application to be used to connect to the instance is located. For example, if
you are accessing data in an Oracle database through a Web page, the Web
server is the client computer and the Web application is the user process and
not the browser on the end user’s computer.

The server process must reside on the same computer where the instance to
be connected to is running.

. In Oracle Parallel Server environments it is possible to have more than one

instance access the same Oracle database. The LCKn process ensures
database integrity across instances by coordinating locking requests.

. The shared pool consists of the library cache, which is used to store the text

and execution plan of SQL statements and PL/SQL blocks requested in shared
SQL areas. The data dictionary, or row, cache is also part of the shared pool
and is used to cache information, such as privileges, of frequently accessed
objects.

The redo log files are written to most often. This is because LGWR writes
information to the redo log files whenever a commit occurs, or the redo log
buffer is one-third full with data from a single transaction, or three seconds
have elapsed. In an environment where many changes are made to the
database by many users, the redo log files cause a lot of write-oriented I/O
to take place.
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4+ Study Guide

The three phases of processing SQL statements are parse, execute, and
fetch. The parse phase is where the SQL statement is checked for syntactical
accuracy, privileges for the user are verified, and the execution plan is built.
The execute phase runs the execution plan created in the parse phase, and
the fetch phase returns the rows requested to the user.

Assessment Questions

1.

A, D. The database buffer cache is configured by setting the values of
DB_BLOCK_SIZE (in bytes) and DB_BLOCK_BUFFERS, to specify the number
of blocks of DB_BLOCK_SIZE to allocate in the database buffer cache.
Because you had a database block size of 8KB, or 8,192 bytes, and you wanted
32MB for the database buffer cache, you need to allocate 32,000KB/8KB or
4,000 buffers.

. B. If the ARCO process crashed, the instance would not crash because all of

the required background processes (DBW0, LGWR, SMON, PMON, CKPT) are
still running. However, if ARCO failed that would cause archiving to fail and may
disallow any changes to data in the database until the problem is corrected.

. C. The server process performs the parsing, execution, and fetching of data

requested by the user process. If a syntactical error is found during the parse
phase, the server process returns the error to the user process, which can
notify the user.

. A, C, D, E. In order for an instance to start, the parameter file containing

instance configuration information must be available and the control file must
be read to determine the names and locations of the datafiles for the
database. In order for the database to be opened and users to be able to
access the database, all datafiles and redo log files must also be available.
Archived redo log files are not needed.

. D. The server process reads blocks from the datafiles and places them in the

database buffer cache if they are not already there. The DBWO0 process writes
dirty blocks from the database buffer cache to the datafiles, but does not read
them into the cache.

. A. In order for archiving to take place, the database must be configured and

running in ARCHIVELOG mode. If this is not true, Oracle does not allow any
archiving of redo log files.

. E. The data dictionary cache is part of the shared pool and is sized by the

INIT.ORA parameter SHARED_POOL_SIZE. There is no way to size the data
dictionary cache explicitly even though the shared pool also contains the

library cache. Oracle dynamically adjusts the memory split between these
two components as required.
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8. D. The fetch phase of statement processing reads the data and returns the
required rows to the user. There is no prepare or commit phase for processing
SQL statements.

9. B, D. In order to have a working MTS configuration, the shared server
processes (Snnn) and dispatcher processes (Dnnn) must be started and
running. The initial number of shared server and dispatcher processes to
be started is configured using the MTS_SERVERS and MTS_DISPATCHERS
parameters.

10. A, B. Of the situations presented only the three-second timeout and
checkpoint cause DBW0 to write dirty buffers to disk. DBWO also writes dirty
buffers to disk when a server process cannot find a free buffer, or LGWR
signals it to do so. Transaction commits, though causing LGWR to write to the
redo log file, do not cause DBWO to write to datafiles. A table scan has no
effect on DBWO operations.
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CHAPTER PRE-TEST

. What methods are supported in Oracle to authenticate privileged

users?

. What can a user who has been granted the SYSDBA role do that some-

one granted the SYSOPER role cannot?

. What is Optimal Flexible Architecture?

4. Which command-line tools can you use to start and stop instances?

10.

What is the preferred tool, according to Oracle?

. What is the architecture of Oracle Enterprise Manager and what are its

advantages?

. Is it possible to administer Oracle databases using graphical tools

without connecting to an Oracle Management Server, and which tool
provides the most similarity to the OEM console?

. How can you change the password for the user INTERNAL on a UNIX

system?

. If you wanted to configure operating system authentication, what

Oracle initialization parameter must be configured and what value
must be specified?

. Is it possible to perform a fully scripted installation of Oracle? If so,

how would you do this; if not, why not?

What two users exist when a database is first created and which is
configured as a privileged user for password file authentication?

4+ Answers to these questions can be found at the end of the chapter. +
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The first step in being able to configure an instance and manipulate data in a
database is to install the Oracle software and become familiar with the various
administration tools available. The Oracle Universal Installer, a Java-based applica-
tion common to all major Oracle8i platforms, performs the installation of Oracle
database software and additional products. Once the software is installed, you can
use command-line programs such as SQL*Plus, Server Manager line mode, or
SQL*Worksheet to configure and administer the instance and database. If you want
to perform enterprise-wide administration of databases across the entire company,
you can also make use of Oracle Enterprise Manager.

Oracle Universal Installer

Identify the features of the Universal Installer
[

Oracle has a slightly different installation process for each platform on which it is
available. It is always a good idea to read the platform-specific documentation that
is provided in print form, or on the CD-ROM or other media, prior to starting the
installation process. In making the job of installing Oracle appear similar on each
platform where it is available, the actual installation of Oracle is performed using
the Oracle Universal Installer, which is common to all major Oracle platforms
including WindowsNT/2000, Sun Solaris, HP-UX, AIX, Linux, and others.

The Oracle Universal Installer has a number of characteristics and features that
help the DBA to perform similar installations on different platforms:

4+ Java-based — The Oracle Universal Installer is written in Java, and looks and
feels the same on any platform that a Java engine runs. It also makes Oracle’s
job easier because Java engines are available for almost any platform in use
today. Therefore, modifying and enhancing the Oracle Universal Installer is
easier for Oracle as the code only needs to be written once for it to run on all
supported platforms.

4+ Dependency checking — When you use the Oracle Universal Installer to
install products on your computer, it automatically checks to see which other
products might also need to be installed in order for your choice to function
properly. The Universal Installer then determines if the required components
are already on the computer and, if not, selects them for installation as well.

4 Multiple Oracle home support— The Oracle Universal Installer will keep
track of all the Oracle home directories that exist on the target computer.
Multiple Oracle homes are required if you want to install both the Oracle
server and additional development tools, or multiple versions of the Oracle
server on the same computer. The Universal Installer ensures that each prod-
uct that requires a separate Oracle home has it created and keeps track of
which products and versions are installed in each Oracle home.
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4+ National language support— When installing Oracle software, the Universal
Installer checks to see what the computer’s regional/globalization settings are
and configures itself to adhere to these settings. It also does the same for the
software that is being installed to ensure that the interactive experience that
the user is expecting is delivered. There is nothing worse than being a user in
France who is being forced to install a product by following English menus —
the French don’t like that.

4 Web-based Installation — When you are prompted by the Oracle Universal
Installer for the location of the software that you are installing, you can now
specify a physical or network disk location using UNC names of NFS mount-
points, or you can specify a URL where the files can be found. This enables
you to create a Web page that would be used to invoke the Oracle Universal
Installer and then point the user to a server close to them that contains the
package files for the application being installed. This makes large-scale
deployments easier.

4+ Unattended installation — The Oracle Universal Installer can be invoked from
the command line and passed the name of a response file that has all the
parameters required for the installation to proceed. Depending on the operat-
ing system that you are using to perform the installation, the syntax for invok-
ing the Oracle Universal Installer from the command line differs slightly. For
example, to invoke the Oracle Universal Installer on Windows NT/2000, the
syntax is

setup -responsefile respfile [-silent] [-nowelcome]
The syntax on a Sun Solaris platform is
runlnstaller -responsefile respfile [-silent] [-nowelcome]

The Oracle Universal Installer can be invoked from the CD-ROM or from the
operating system on which the software will be installed. On a Windows
NT/2000 computer, the Oracle Universal Installer is installed in the Program
Files\Oracle\oui\install folder on the same hard disk that the operating sys-
tem is located (that is, the hard disk pointed to by the %SystemDrive% envi-
ronment variable). On a Sun Solaris computer, the Oracle Universal Installer is
located in the INSTALL/install/solaris directory. On all UNIX-based systems,
like Solaris, the name of the directory where the file is located and the name
of the executable itself are case sensitive.

The —-nowelcome command-line option tells the Oracle Universal Installer to
not display the Welcome screen when started. The default is to display the
Oracle Universal Installer Welcome screen. The -silent option tells the Oracle
Universal Installer to not tell the user what is happening during the installa-
tion, but to simply perform all of the tasks specified in the response file.

4 Intelligent uninstallation — Once you install the product using the Universal
Installer, it keeps a record of the installation and allows you to uninstall a por-
tion of the product or the product in its entirety. While performing the unin-
stall, the Universal Installer prompts you if you need to uninstall additional
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components — or if the uninstall will cause other products to fail, which of
those products must also be removed or the specific portion of the uninstall
affecting them cancelled.

4 Support for user-defined packages — The Universal Installer enables you to
add your own components to the list of packages to be installed when it is
invoked. In this way, you can install the Oracle server software and your own
software at the same time. Furthermore, if specific utilities need to run during
the installation process, the Universal Installer enables you to invoke them
automatically from your installation script.

As is fairly evident from the list of features presented, the Oracle Universal Installer
is a vast improvement over the various scripts and other methods used by Oracle
to install its software in the past. Furthermore, it also provides you with informa-
tion on what is installed on your computer in the various Oracle homes that you
may have configured.

The following step by step guides you through the process of determining what
software is already installed on your computer, as well as available for installation,
by invoking the Oracle Universal Installer. The step by step assumes that you are
running on a Windows NT/2000 platform, so make appropriate changes if you are
using Solaris, Linux, or another operating system.

STEP BY STEP: Invoking the Oracle Universal Installer

1. If you have already installed Oracle software on your computer, invoke the
Oracle Universal Installer from the menu or command line, as appropriate for
your platform. On Windows NT/2000, click the Start Menu = Programs =
Oracle Installation Products = Universal Installer.

If you have not installed any Oracle software on your computer, insert the
Oracle software CD-ROM in your CD-ROM drive. If you have configured
AutoPlay on your CD-ROM drive, the Universal Installer starts automatically; if
not, start the installer by locating the SETUP.EXE in the root of the CD-ROM
drive and running it.

The Oracle Universal Installer will start by displaying its splash screen and
then present the main Welcome screen, as shown in Figure 2-1. If you invoked
the Universal Installer with the -nowelcome switch, you won'’t see the
Welcome screen, but rather, you'll be presented with a screen similar to
Figure 2-2, which shows the location of the source files for installation and
where the software will be installed.
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acle Universal Installer

Deinstall Products...
About Oracle Universal Installer...

Figure 2-1: The Oracle Universal Installer displays the Welcome
screen when invoked.

# Oracle Universal Installer

Elstageiproducts jar ]

QraHomes1

Dioracleioradt

About Oracle Universal Installer.

Figure 2-2: Specifying the -nowelcome startup switch for the Oracle
Universal Installer presents the default source and destination location
for the software to be installed.
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If you invoked the Universal Installer with the -nowelcome command-line
switch, exit and invoke it normally.

. To get a list of installed products, click the Installed Products button and you
will be presented with the Inventory dialog box, similar to Figure 2-3, after a
short period of time. If you click the plus sign next to an Oracle home, you will
be able to see a list of products in that Oracle home.

¥ Inventory B
You hawve the following Cracle products installed:
j;.‘.'1?'.?.E.?EE‘EEIE.’E.F!EE!.S.. =
OraHomes1

Oracle8i Enterprise Edition 8.1.7.0.0

Oracle Enterprise Manager Packs and Management Infrastructure
Qracle8i Management and Integration 81.7.0.0

Cracle Instance Manager 2.2.0.0.0

Oracle Secutity Manager 2.2.0.0.0

Oracle Storage Manager 2.2.0.0.0

Qracle Schema Manager 2.2.0.0.0

Cracle Parallel Server Manager 2.2.0.0.0 -
4] >

Praduct Information:
Location:
bt availahle

Ifyou wantto rermove Oracle software, please checkmark the itemi{s) and
click "Remove”

Help Rermave.. Save As... | Close )

Figure 2-3: Clicking the Installed Products button
on the main Welcome screen will present the
Inventory dialog box, listing all Oracle homes

on the computer.

Clicking a product component will enable the Remove button, allowing you to
uninstall it, as shown in Figure 2-4.

. Click Close on the Inventory dialog box to be returned to the main Welcome
screen.

. If you want to proceed with the installation of the product, click Next in the
Welcome screen, at which point you will be presented with the File Locations
screen, as shown previously in Figure 2-2.

If you want to remove products, you can also click the Deinstall Products but-
ton, which will also present the Inventory dialog box, shown previously in
Figure 2-3.

. Click the Exit button and, when prompted, confirm that you want to exit the
Oracle Universal Installer.
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¥ Inventory [x]
*You have the following Oracle products installed:
j;\ndependem Products -
OraHomes1

Oracle8i Enterprise Edition 8.1.7.0.0

Oracle Enterprise Manager Packs and Management Infrastructure
Qracle8i Management and Integration 81.7.0.0

Cracle Instance Manager 2.2.0.0.0

Oracle Secutity Manager 2.2.0.0.0

Oracle Storage Manager 2.2.0.0.0

Qracle Schema Manager 2.2.0.0.0

Oracle Parallel Server Manager 2.2.0.0.0 -
1] D

Product Information:
Location:
Doaracletoragi

Ifyou want to remaove Oracle software, please checkmark the itemis) and
click"Remuove".

Heln |  Remove. | saess. | Close |

Figure 2-4: Clicking a product will enable the
Remove button, allowing you to remove the
product and its components from the computer.

Optimal Flexible Architecture (OFA)

With the release of Oracle8, Oracle introduced us to the Optimal Flexible
Architecture, or OFA. OFA is a method of organizing datafiles and database compo-
nents to make it easy for a DBA to locate files and administer the database. The
Oracle Universal Installer, when creating a starter database, conforms to OFA rules
in the creation of that database. Furthermore, the Universal Installer creates a file
and directory structure that makes compliance with OFA easy to adhere to in the
creation of additional database using the Database Configuration Assistant.

The Optimal Flexible Architecture was developed by Oracle’s consulting services to
make the performance and monitoring of Oracle databases easier. OFA specifies
that at least three sets of directories should be used to reduce contention and pro-
vide good performance. One set of directories is used to store Oracle binary files
such as the Oracle executables themselves, as well as associated support files that
should normally not be changed. A second set of directories is used to store con-
trol files, redo log files, and other administrative files like the INIT.ORA file for each
database on the computer. Finally, a third set of directories is used to store all the
datafiles. Each set of directories should be on a separate physical hard disk, and
further manual optimization may also be required to ensure good performance.

While OFA is not perfect, it does provide the basis for good performance and easier
administration, including
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4 A structured approach for locating the various files that are required and used
by Oracle. This structured approach, when followed, enables any DBA to eas-
ily become familiar with any database and server that they are asked to
administer.

4+ Easier administration of databases while performing such tasks as backing up
and restoring databases because of a familiar file and directory structure. If
you need to create additional datafiles, you can figure out where to put the file
by adhering to the OFA structure.

4 Because the OFA configuration makes use of multiple physical disks on the
computer, this makes for improved performance of the databases that use it
by reducing disk contention for datafiles, binary files, and redo log files. While
simply adhering to OFA principles gives you optimal performance for your
databases and server, it provides a starting point for further performance
monitoring and tuning.

4 If you have multiple Oracle homes on the same computer, or are running mul-
tiple versions of Oracle on the same computer, each version can adhere to
OFA principles and thereby make it less likely that files required by one ver-
sion of Oracle, or one Oracle package, will overwrite those of another version
or package. OFA helps to separate potentially conflicting files, thereby making
administration easier and contention less likely.

When using the Oracle Universal Installer, and installing and configuring any ver-
sion of Oracle after 8.0 on your computer, OFA and its principles are adhered to by
the Universal Installer and other Oracle utilities.

Privileged Users

Set up operating system and password file authentication
[0

In order to administer any database, an individual must be assigned appropriate
rights and privileges. Each individual that needs to administer the database should
have a user account created in the database. This user account needs to be granted
the appropriate privileges to create other users, create and manage objects, and
generally perform any tasks that are needed. All of the system privileges required
to perform full database administration are granted to the DBA role, and then the
role is granted to users. A role is simply a named set of privileges that may be
granted. When you create a database, two user accounts are automatically created
that are assigned the DBA role. They are the user SYS with a password of
CHANGE_ON_INSTALL and the user SYSTEM with a password of MANAGER. In
Oracle, the username and password are not case sensitive.
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roles, refer to Part V. This chapter won't provide an in-depth discussion on the
security elements in Oracle, but rather gives an overview of how privileged users
work in Oracle.

@j For more information on Oracle database security, users, system privileges, and
eference

When you create a database, the user SYS is created first and then all data dictio-
nary objects are created within the SYS schema. A schema is a collection of all
database objects that are owned by a user. This essentially means that the user SYS
owns the data dictionary and therefore cannot be removed. The user SYS is also
granted all system privileges by being granted the DBA role when the database is
created. The user SYSTEM, during the database creation process, is granted the
DBA role. This user is also given full privileges on all data dictionary objects and,
for the most part, has all the privileges that SYS has.

While Oracle automatically creates these two user accounts when you create a
database, you will probably want to do a couple of things to make the administration
of your own databases more closely meet your organizational requirements. One of
the first things that you should do is change the passwords for the SYS and SYSTEM
users — otherwise, anyone with a copy of this book is able to gain full administrative
rights on your database. The second thing you should do is create additional user
accounts and assign them the privileges required to perform database administra-
tion of your database. Each database is its own security domain, so you may have to
create the same user account in multiple databases. The user accounts you create in
the database, as well as SYS and SYSTEM, are authenticated by Oracle when a con-
nection to the instance is made and the database is open.

¢ Cross- For information on how to start and shut down an instance, and the various states
Reference’\  (NOMOUNT, MOUNT, and OPEN), see Chapter 3.

Now this is all well and good if the database already exists and you have one or
more instances working against the database, but what if you need to create the
database in the first place? Are there any restrictions on who can do this? The
answer is—yes.

Oracle allows users that have been granted the DBA role in a database to adminis-
ter it in its entirety, but in order to create databases or to start an instance that
users will connect to so that they may gain access to database objects, you need to
be connected as a privileged user. A privileged user is any individual with a user
account that is allowed to perform privileged operations such as startup and shut-
down of the instance, database recovery, and so on. These users have to be authen-
ticated not by looking in the data dictionary for the user account and verifying that
the username and password presented are valid —because the data dictionary is
not yet available—but by other mechanisms.
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Authenticating privileged users

When authenticating privileged users, because Oracle cannot be certain that the
database is available or the instance is even started, other methods need to be used.
Oracle8i supports authenticating privileged users either through the operating
system or by means of a password file, which is created by running the ORAPWD
utility program or automatically when using the Database Configuration Assistant.
Figure 2-5 provides a flow chart of the process Oracle follows in authenticating privi-
leged users, depending on whether the user is physically logged on to the computer
where the database resides or is performing administration from a remote computer.

Tip In previous versions of Oracle, you could use the CONNECT INTERNAL syntax to
connect to an Oracle instance as a privileged user. While this syntax is still sup-
ported, it is no longer recommended as Oracle9i will discontinue support for the
syntax. Because of backward compatibility, and the fact that many DBAs still make
use of this syntax, when you create a database using the Database Configuration
Assistant, or run the ORAPWD utility to create a password file, you will still be
asked to specify a password for the INTERNAL user.

L\

User is logged on to User is logged on to
computer remote from same computer where
database server database resides

Secure Connection? YES 0S Authentication? YES
Operating
NO——— > Password File [<«———NO Syst_em _
Authentication

Figure 2-5: Oracle allows the use of either the operating system or a password file
when authenticating privileged users.
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When authenticating as a privileged user, the first question that needs to be asked
is “Are you logged in and sitting at the computer where the database resides, or is
the computer from which you wish to perform a privileged operation not the one
where the instance resides?” If you are connected remotely, in order to be authenti-
cated using the operating system, you must have a secure connection. A secure
connection is typically one that has some sort of encryption and makes use of the
Oracle Advanced Security Option. Secure connections include authentication using
Kerberos, and encryption using Secure Sockets Layer (SSL) or IPSec.

’g:::f;nce For more information on Oracle’s Advanced Security Option, refer to the Oracle
Advanced Security Administrator’s Guide in the Oracle documentation set.

You won't be tested on how to configure and make use of the Advanced Security
Option on the Oracle8i: Architecture and Administration exam. Knowing that a
secure connection is required to use operating system authentication from a
remote computer should suffice.

Exam Tip

If you want to perform remote privileged administration of your database but do
not have a secure connection, you need to make use of password file authentica-
tion. Password file authentication enables an Oracle user account that is created in
the database to be granted special roles called SYSDBA or SYSOPER and have the
usernames granted these privileges stored in a file on disk in an encrypted fashion.

The SYSDBA/SYSOPER and OSDBA/OSOPER roles

When a privileged user is authenticated using either password file or operating sys-
tem authentication, they are granted special privileges to start and stop an
instance, as well as perform other tasks, by being assigned special roles. When
using password file authentication, the user can be assigned either the SYSOPER or
SYSDBA role. When using operating system authentication, the OSOPER and OSDBA
roles are granted to the user, depending on the group membership and other con-
figuration options selected for the user account.

The SYSOPER (and OSOPER) role grants the user most privileges to start and stop
an instance, but does not enable the user to issue the CREATE DATABASE command
to create a database. The SYSDBA (or OSDBA) role adds this privilege to the list
provided by SYSOPER. The full list of privileges that are available to users that have
been granted these roles are shown in Table 2-1.

¢ Cross- For more information on the meaning of some of these privileges and the WITH
Reference \  ADMIN OPTION, refer to Chapter 18.
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Table 2-1
Commands Available to SYSOPER/OSOPER and SYSDBA/OSDBA
Privilege Commands Available (Including All Variations)
SYSOPER STARTUP
OSOPER SHUTDOWN

ALTER DATABASE MOUNT

ALTER DATABASE OPEN

ALTER DATABASE BACKUP CONTROLFILE

ALTER TABLESPACE BEGIN BACKUP

ALTER TABLESPACE END BACKUP

ALTER DATABASE RECOVER DATABASE

ALTER DATABASE ENABLE RESTRICTED SESSION
ALTER DATABASE DISABLE RESTRICTED SESSION
ALTER DATABASE ARCHIVELOG

SYSDBA SYSOPER privileges WITH ADMIN OPTIONCREATE DATABASE
OSDBA RECOVER DATABASE UNTIL

Configuring operating system authentication

The way you configure a user account to use operating system authentication and
be granted the associated privileges depends on the operating system on which the
database resides. For example, setting up operating system authentication on a
UNIX-based system, such as Sun Solaris, is different from doing the same on a
Windows NT/2000 computer. The one common element for configuring operating
system authentication on all platforms is the setting for the Oracle initialization
parameter REMOTE_LOGIN_PASSWORDFILE. In order to make use of operating sys-
tem authentication, this parameter needs to be set to NONE in the INIT.ORA file cor-
responding to the instance, as follows:

REMOTE_LOGIN_PASSWORDFILE=NONE

The parameter cannot be changed dynamically, which means that once set you
need to shut down and restart the instance for the change to take effect. The
default value for this parameter is NONE, although if you create a database using
the Oracle Database Configuration Assistant, the INIT.ORA file will be modified to
make the default for the database being created EXCLUSIVE. The third option,
which should not be used, is SHARED.

¢ Cross- For information on the INIT.ORA file and starting and stopping an instance, as well
Reference \ 55 how to modify Oracle initialization parameters, see Chapter 3.

Configuring operating system authentication on UNIX systems
To configure operating system authentication on UNIX-style systems, you need to
perform the following:
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Tip

1. Add the operating system user to the group that was created before the
Oracle software was installed (usually called dba) that owns the Oracle soft-
ware. In other words, when you install Oracle on a UNIX-based system, you
need to create a group that has full permissions on the Oracle software. The
Oracle Universal Installer, when installing the Oracle software, grants the
group specified during the installation process administrator and operator
privileges to all Oracle databases.

In order to use operating system authentication, add the UNIX user account to
this group.

2. Ensure that the REMOTE_LOGIN_PASSWORDFILE parameter has been set to
NONE in the INIT.ORA file for the database and instance you want the user to
be able to administer.

3. Verify that the user is a member of the group by reviewing the /etc/group and

/etc/passwd files, or other appropriate mechanisms for your variant of UNIX.

. If you have configured everything properly, attempt to connect to the instance
as a privileged user from a command-line utility such as SQL*Plus or Server
Manager line mode by issuing one of the following commands:

CONNECT / AS SYSDBA;
CONNECT / AS SYSOPER;

If the command succeeds and you receive a “Connected” message, you have
successfully implemented and tested operating system authentication on
your UNIX-based server.

Configuring operating system authentication on Windows NT/2000 systems
To configure operating system authentication on a Windows NT/2000 system, you
need to perform the following tasks:

Ny

1. On the computer where the database resides, create a new local group called
ORA_DBA or ORA_OPER, to be granted the OSDBA or OSOPER roles to all
instances on that server.

You can also create a local group to be granted OSDBA or OSOPER privileges
to a specific instance by naming the group ORA_SID_DBA or ORA_SID_OPER,
where SID represents the name of the instance you want to administer. For
example, if you want to create a group to administer the CERTDB instance on
the Windows NT computer, you can create a group called ORA_CERTDB_DBA,
the members of which will be granted the OSDBA role on the CERTDB
instance.

In order for OS authentication to work properly on Windows NT computers, the
group must be a local group on the computer and not a global group on the
domain. On Windows 2000 computers in Windows 2000 Active Directory
domains, a domain local group can be used instead of a local group on the server
where the instance will be started, but only if you are using Oracle 8.1.7 or later.
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2. Add the Windows NT/2000 user accounts (either domain user accounts or
local user accounts) to the group you have created. If you want to follow
Microsoft’s recommended A-G-L-P strategy for user and group assignment,
you can add a global group from the domain to the local group you created.
This makes administration of privileged users easier in the long run.

3. In the SQLNET.ORA file on the server, make sure that you have the following
line:

SQLNET.AUTHENTICATION_SERVICES=(NTS)

4. Ensure that the INIT.ORA file for the instance you want to be administered by
using operating system authentication includes the following line:

REMOTE_LOGIN_PASSWORDFILE=NONE

5. If you have configured everything properly, attempt to connect to the instance
as a privileged user from a command-line utility such as SQL*Plus or Server
Manager line mode by issuing one of the following commands:

CONNECT / AS SYSDBA;
CONNECT / AS SYSOPER;

If the command succeeds and you receive a “Connected” message, you have
successfully implemented and tested operating system authentication on
your Windows NT/2000-based server.

Configuring password file authentication

While using operating system authentication may seem easier and enable you to
grant individuals the ability to administer several different databases, it also per-
mits those individuals that can administer operating system users to allow anyone
else full administrative control over your databases. For example, if BobW is a
domain administrator on your Windows NT domain, he can grant any user in the
domain membership in the ORA_DBA local group on an Oracle server computer. If
this is what you want, there is no problem; if not, password file authentication
enables you, as an Oracle administrator, to determine who is allowed to perform
privileged operations on your databases.

In order to configure password file authentication, you need to run a utility called
ORAPWD that creates a password file for a database. Each database will have a dif-
ferent password file, which means that, unlike with operating system authentication
where a single OS user can be granted administrative rights to several databases,
password-authenticated users are users specific to an Oracle database for whom
the SYSDBA and SYSOPER privileges will need to be granted explicitly.
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Creating a password file on a UNIX-based server
To create a password file on a UNIX-based Oracle database server computer, follow
these steps:

1. Log on to the computer where the password file is to be created as a member
of the dba group that owns the Oracle software, or a system administrator.

2. Run the password file utility by passing the appropriate parameters, as
follows:

orapwd file=filename password=password entries=number

where “filename” refers to the name of the password file, “password” is the
password to be assigned to the special user INTERNAL, and “entries” is the
maximum number of users to whom SYSDBA and SYSOPER privileges will be
granted through this password file. To change any of this information, you
need to delete and then re-create the password file.

The location and name of the file is important. Though the password file does
not have to be placed here initially, before it can be used the password file
must reside in the location pointed to by the $ORACLE_HOME/dbs directory
and must have a name of the format orapwSID where SID is the value of the
ORACLE_SID environment variable for the instance and the rest of the file-
name is lowercase (UNIX is case sensitive).

For example, to create a password file for the CERTDB instance that supports
granting privileged administrative access for up to ten users and sets the
INTERNAL password to orapassl, issue the following command:

orapwd file=$0RACLE_HOME/dbs/orapwCERTDB entries=10 password=orapassl

In this example, the ORACLE_HOME environment variable has been properly
initialized to the location of the Oracle software.

3. Ensure that the Oracle software (that is, dba group or the UNIX user that was
used to install Oracle in the first place) has write privileges to the password
file. You can either use the chmod command to modify the privileges on the
file, or change the ownership of the file to the same user that owns the Oracle
software using the chown command, or change the group designation and
privileges for the file using the chgrp and chmod commands. For example, the
following command changes the ownership of the password file to be the
same as the user used to install Oracle — oracle8i — wlhich grants the Oracle
software full privileges on the file:

chown oracle8i $0RACLE_HOME/dbs/orapwCERTDB

If the Oracle software cannot write to the file, you won'’t be able to add users
to the password file. It is important that you verify that the group that owns
Oracle, or the user that was used to install the Oracle software, has write priv-
ileges to the password file.
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4. Set the REMOTE_LOGIN_PASSWORDFILE parameter in the appropriate

INIT.ORA file to EXCLUSIVE, as shown here:
REMOTE_LOGIN_PASSWORDFILE=EXCLUSIVE

The REMOTE_LOGIN_PASSWORDFILE parameter also accepts a value of SHARED.
However, setting the parameter to SHARED does not enable you to grant SYSDBA
or SYSOPER privileges to users, but does enable more than one instance to access
the database and have individuals authenticated as SYS or INTERNAL. Unless you
are using Oracle Parallel Server, do not set the value of this parameter to SHARED.
If you are using Oracle Parallel Server, consider using operating system authentica-
tion instead.

. Connect to the instance as the user INTERNAL or SYS and grant others the

SYSDBA or SYSOPER privileges, as follows:

SQL> CONNECT internal/orapassl
Connected.
SQL> GRANT SYSDBA TO SYSTEM;

Grant succeeded.

sQL>

For each additional user that you want to be able to perform administrative
or operator-related functions, you need to grant the SYSDBA or SYSOPER
privileges.

Creating a password file on a Windows NT/2000-based server
To create a password file on a Windows NT/2000-based Oracle database server
computer, follow these steps:

1. Log on to the computer where the password file is to be created as a member

of the local Administrators group.

. Run the password file utility by passing the appropriate parameters, as

follows:
orapwd file=filename password=password entries=number

where “filename” refers to the name of the password file, “password” is the
password to be assigned to the special user INTERNAL, and “entries” is the
maximum number of users to whom SYSDBA and SYSOPER privileges will be
granted through this password file. To change any of this information, you
need to re-create the password file.

The location of the password file is different on a Windows NT/2000 computer

than a UNIX system. On Windows-based servers, the password file needs to be
located in the directory pointed to by the %ORACLE_HOME%\DATABASE path
and must have a name of the format pwdSID.ORA where SID is the value of the

ORACLE_SID environment variable for the instance.
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If you want to specify a different location for the password file of a database
on your Windows NT/2000 computer, you can add a Registry entry called
ORA_SID_PWFILE, where SID is the name of the instance for which the param-
eter applies. If you want to change the default for all password files, specify a
path when configuring the ORA_PWFILE Registry entry under the appropriate
Oracle home.

For example, to create a password file for the CERTDB instance that supports
granting privileged administrative access to ten users and sets the INTERNAL
password to orapassl, issue the following command:

orapwd file=%0RACLE_HOMEZ\DATABASE\pwdCERTDB.ORA entries=10
password=orapassl

In this example, the ORACLE_HOME environment variable has been properly
initialized to the location of the Oracle software.

3. Set the REMOTE_LOGIN_PASSWORDFILE parameter in the appropriate
INIT.ORA file to EXCLUSIVE, as shown here:

REMOTE_LOGIN_PASSWORDFILE=EXCLUSIVE

4. Connect to the instance as the user INTERNAL or SYS and grant others the
SYSDBA or SYSOPER privileges, as follows:

SQL> CONNECT internal/orapassl
Connected.
SQL> GRANT SYSDBA TO SYSTEM;

Grant succeeded.

SQL>

When you run the Oracle Database Configuration Assistant to create a new
database, it automatically creates a password file for you. If you issue the CREATE
DATABASE command manually, you need to create the password file by running
ORAPWD. If you want to change the number of entries supported by the password
file, you need to delete the old one and create a new one by running the ORAPWD
utility, and reassign the SYSDBA and/or SYSOPER privileges to any user that may
have had them previously, as this information will be lost when the file is deleted.

The reason you need to configure privileged users, if not already clear, is quite
simple —you cannot create a database unless you are a privileged user. If you
cannot create additional databases with Oracle, then what’s the point?
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Oracle Tools for Administration

Tip

Once you have configured either operating system or password file authentication
to perform privileged operations, you need to choose a tool with which to adminis-
ter your database and instance. Because no one tool serves all purposes, and
because there are both pros and cons to command-line (that is, interactive) and
graphical tools, Oracle provides a variety to choose from. Of the interactive/
command-line variety, we have SQL*Plus (both a Windows and non-Windows ver-
sion), Server Manager line mode, and SQL*Plus Worksheet, a Windows-based tool
with a slightly different interface from SQL*Plus. Graphical tools for administering
Oracle are based on Oracle Enterprise Manager, and, unlike command-line tools,
enable you to administer several databases and servers at the same time using a
single interface. There are also a series of assistants (sometimes referred to as wiz-
ards), which enable you to perform repetitive tasks (such as creating a database)
easier and prompt for the proper answers and parameters. These, along with tools
for managing network elements of Oracle, as well as migration and other facets can
also be found, if selected during the installation of the Oracle database or other
components.

Oracle 8.1.7 on Windows NT/2000 computers also includes a Microsoft
~, Management console snap-in called the Oracle Administration Assistant for

““4  Wwindows NT. You can use the Oracle Administration Assistant for Windows NT to

configure and manage operating system authentication (that is, add users and
delete users who will be granted the OSDBA or OSOPER roles), modify Registry
entries, as well as manage roles and those users who will be able to administer
each database. The Oracle Administration Assistant for Windows NT MMC snap-in
is designed to enable those administrators familiar with performing Windows
NT/2000 administration to have a familiar interface to also administer security ele-
ments of Oracle servers.

Interactive/command-line administration tools

Oracle8i provides two main command-line or interactive utilities to query and
administer a database. These are SQL*Plus and Server Manager line mode. Prior to
Oracle8, the functionality provided by Server Manager line mode was not available
in SQL*Plus. However, as Oracle released 8.1.5 and later versions of the software,
the capabilities of both of these programs became essentially identical. Today, com-
mands that only worked in Server Manager line mode also work in SQL*Plus, and
vice versa. The main reason for this change is that having two command-line utili-
ties for basically the same task is inefficient where one will do. For this reason, you
should use SQL*Plus instead of Server Manager line mode.

Server Manager line mode

Server Manager line mode is invoked by typing svrmgrl at the operating system
command prompt, or shell, to bring up the Server Manager prompt, as follows:
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C:\>set ORACLE_SID=0RCL

C:\>CD ORCL

C:\ORCL>svrmgrl

Oracle Server Manager Release 3.1.7.0.0 - Production

Copyright (c) 1997, 1999, Oracle Corporation. A1l Rights Reserved.

Oracle8i Enterprise Edition Release 8.1.7.0.0 - Production
With the Partitioning option
JServer Release 8.1.7.0.0 - Production

SVRMGR> connect internal;
Connected.
SVRMGR> select status from v$instance;

select status from v$instance
*

ORA-01034: ORACLE not available
SVRMGR>

Server Manager line mode is typically used on the same computer where the
database resides. For this reason, you should set up environment variables to make
sure that you are going to connect to the proper instance and administer the one
you want. The “set ORACLE_SID=ORCL” command on a Windows NT/2000 com-
puter tells it to connect to the ORCL instance on the local machine when invoking
Server Manager line mode. You can also connect to a remote database using the
appropriate “username/password@instance” syntax, as shown here:

C:\CERTDB>svrmgr]
Oracle Server Manager Release 3.1.7.0.0 - Production
Copyright (c) 1997, 1999, Oracle Corporation. A1l Rights Reserved.

Oracle8i Enterprise Edition Release 8.1.7.0.0 - Production
With the Partitioning option
JServer Release 8.1.7.0.0 - Production

SVRMGR> connect system/manager@certdb.delphi.bradsys.com
Connected.
SVRMGR>

Once you have connected to the instance using Server Manager line mode, you can
execute any SQL statement that you have privileges for, including the ability to start
up and shut down an instance, or create a database.

Within Server Manager line mode there are a number of shortcuts that you can exe-
cute to provide information about the database, such as the command ARCHIVE
LOG LIST to determine archiving information about the database, as well as com-
mands that can set the display of output when running Server Manager line mode.
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The “show all” command inside the utility will provide information on the current
values for set commands, such as “charwidth” or “numwidth,” as well as other
information, as is visible from the following output:

SVRMGR> show all

Instance
Spool

Timing
Termout

Echo
Stoponerror
Autorecovery
Logsource
Maxdata
Numwidth
Charwidth
Longwidth
Datewidth
Labwidth
Compatibility
Retries
Server Qutput
Autoprint
Fetchrows
Appinfo
SVRMGR>

local

OFF

OFF

ON

OFF

OFF

OFF
<default>
20480

NATIVE
infinite
OFF

OFF
infinite

OFF (USERTEXT : QOracle Server Manager)

The meaning of these settings should be familiar to you at this stage of your Oracle
experience because it parallels SQL*Plus settings that you should already be familiar
with.

Exam Tip

It is very unlikely that you will be tested on the settings available in Server Manager
line mode when taking the Oracle8i: Architecture and Administration exam. This is
partly because Oracle is focusing on SQL*Plus for database administration and
partly because the level of detail is a bit esoteric.

Server Manager line mode provides a simple command help facility that displays a
list of commands when you type help on the command line, as shown here:

SVRMGR> help

The following are SIMPLIFIED syntax descriptions. For complete syntax
descriptions, please refer to the Oracle Server Manager User's Guide.

STARTUP

SHUTDOWN

MONITOR

ARCHIVE LOG

[DBA] [FORCE] [PFILE=filespec] [EXCLUSIVE | SHARED]

[MOUNT dbname | OPEN dbnamel [NOMOUNT]

[NORMAL | IMMEDIATE | ABORTI]
For graphical modes only, bring up a monitor

[START] [STOPJ [LIST] [NEXT] [<n>] [ALL] ['destination']
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RECOVER { [DATABASE [MANUALI 1 | [TABLESPACE ts-name [,tsnamel] }
CONNECT Lusername [/password] 1 [INTERNAL] ['@'instance-spec]
DISCONNECT

SET options: INSTANCE, ECHO, TERMOUT, TIMING, NUMWIDTH, CHARWIDTH
SHOW LONGWIDTH, DATEWIDTH, AUTOPRINT and for SHOW: ALL, SPOOL

EXIT

REM

SQL statements can also be executed.
SVRMGR>

Server Manager line mode can also have the name of a SQL script to run passed to
it when it is invoked by using the following syntax:

svrmgrl command=["SQL string" | @<{scriptname>]

Whatever follows the “command=" portion of the command line can be a SQL com-
mand, enclosed in double quotes, or the name of an ASCII file containing SQL and
PL/SQL code preceded by the @ sign.

SQL*Plus

Server Manager line mode won'’t be supported in future versions of Oracle. The reason
it existed as a separate utility from SQL*Plus for such a long time is that SQL*Plus
would not allow you to connect to an instance that was not yet started, nor would the
CREATE DATABASE command be allowed in SQL*Plus. For privileged operations, you
had to use Server Manager line mode. These restrictions are now removed and any
valid command in Server Manager line mode is also valid in SQL*Plus.

SQL*Plus, like Server Manager line mode, has a command-line interface invoked by
typing sqlplus on the command line, as well as a Windows-based graphical version
whose command file is “sqlplusw.exe”. The commands supported by both versions
are the same, and the way that they work is almost identical, except that one pre-
sents a graphical window, which can be scrolled up and down to review past work,
whereas the other has an interface similar to Server Manager line mode.

When invoking SQL*Plus (or SQL*PlusW) from the command line, you have the
option to pass it parameters. The available command-line parameters are displayed
when invoking SQL*Plus with a dash “-” as the only parameter, as shown here:

C:\CERTDB>sqglplus -
Usage: SQLPLUS [ [<option>] [<Togon>] [<start>] ]

where <option> ::= - | -2 | [ [-M <0>] [-R <n>] [-S] ]
<logon> ::= <username>[/<password>][@connect_string>] | / | /NOLOG
{start> 1= @<{filename>[.<ext>] [<parameter> ...]

"-" displays the usage syntax
"-?" displays the SQL*Plus version banner
"-M <o>" uses HTML markup options <o>
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"-R <n>" uses restricted mode <n>
"-S" uses silent mode

- Cross- The complete list of SQL*Plus command-line options can be found in the
Reference SQL*Plus User's Guide and Reference in the Oracle documentation set, but some

of the more important and interesting options are discussed here.

First, during invocation you have three elements that you can include: options,
logon credentials, and a script or file to start when SQL*Plus is invoked. Options
are command-line switches that enable you to format the output of a SQL query
using HTML (the -M option), restrict certain commands from being available when
SQL*Plus is running to reduce its functionality (the —R option), or have SQL*Plus
run in silent mode so that it does not echo back results to the user or display its
banner (the -S option).

Logon credentials specify which user account will be used to connect to an
instance, as well as the instance to connect to (the default instance specified by the
ORACLE_SID environment variable if only a username and password are specified,
or a full instance name conforming to Net8 requirements). You can also specify
whether or not you want the connection attempt to log the user on to a database or
not, with the /NOLOG logon option —the default is to try and log the user on. If you
don’t specify the username and password on the command line, you are prompted
for it, as shown here:

C:\CERTDB>sqlplus
SQL*PTus: Release 8.1.7.0.0 - Production on Wed Jul 25 10:24:31 2001
(c) Copyright 2000 Oracle Corporation. A1l rights reserved.

Enter user-name:

The final command-line parameter is the name of a SQL script to run, preceded by
the @ sign, as well as any optional parameters that the script may call for. If the
script file ends in a .SQL extension, there is no need to specify it. A file ending in
any extension besides .SQL must have the full filename passed as a parameter. All
SQL script files are plain ASCII text files created with a text editor such as vi or
Notepad and should not contain anything besides SQL and PL/SQL code, SQL*Plus
commands, or comments.

For example, to invoke SQL*Plus from the command line connecting to the CERTDB
instance as system with a password of MANAGER, and executing a script called
CRNEWTAB.SQL, issue the following command:

C:\CERTDB>sqlplus system/manager@certdb.mars.bradsys.com @crnewtab

SQL*PTlus: Release 8.1.7.0.0 - Production on Wed Jul 25 11:36:06 2001
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In the

Real World

(c) Copyright 2000 Oracle Corporation. AlT rights reserved.

Connected to:

Oracle8i Enterprise Edition Release 8.1.7.0.0 - Production
With the Partitioning option

JServer Release 8.1.7.0.0 - Production

Table created.

Disconnected from Oracle8i Enterprise Edition Release 8.1.7.0.0 - Production
With the Partitioning option
JServer Release 8.1.7.0.0 - Production

C:\CERTDB>

SQL*Plus Worksheet

A graphical program that presents a somewhat different interface to SQL*Plus, but
provides much the same functionality, is SQL*Plus Worksheet. As shown in Figure
2-6, the interface is a split-screen affair with the top of the screen being used to
enter commands to be sent to the database and instance while the bottom half of
the screen is the results. The lightning bolt symbol on the left of the SQL*Plus
Worksheet is used to submit the highlighted commands on the top part of the
screen (or everything if no text is highlighted) to the server, where the results are
displayed on the bottom.

Aside from this difference in presentation, the functionality available in SQL*Plus
Worksheet is about the same as SQL*Plus.

SQL*Plus Worksheet is also designed to work with Oracle Enterprise Manager and
the Management Server. For this reason, it has a greater amount of overhead than
SQL*Plus or Server Manager line mode. Performance of the tool is far worse than
SQL*Plus, so many DBAs (this author included) do not use it on a regular basis.

Other command-line utilities

Oracle also includes a number of other command-line utilities that are used to per-
form specific tasks and not necessarily for general administration. These include
tools to transfer data between Oracle databases, load data from external sources
into Oracle, and create the necessary services on Windows NT/2000 computers.

Import and Export

The Import utility (IMP) and the Export utility (EXP) are used to transfer data from
one Oracle database to another. They can also be used to move objects and data
from one schema to a different schema in the same or a different database. You can
export and import an entire database (assuming you have the proper privileges), an
entire schema, or individual objects such as tables and views.
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Figure 2-6: SQL*Plus Worksheet presents a split-screen interface to execute SQL
statements against an Oracle instance.

Cross-
M The Import and Export utilities are covered in detail in Chapter 15.

SQL*Loader

SQL*Loader is a command-line utility that enables you to import data from external
sources into one or more Oracle tables. The idea behind this utility is to enable you
to have a mechanism whereby data from other databases, such as IBM DB2, Sybase,
Microsoft SQL Server, and others, that has been converted into ASCII format can be
loaded into an Oracle database with conditional logic applied during the load.
SQL*Loader can only read ASCII files and requires a structure of some kind to exist
within the file in order to determine what a record and a field (that is, row and col-
umn) are.

Cross-
Reference Using SQL*Loader to load data into Oracle databases is covered in greater detail in
~ Chapter 14.

ORADIM

On Windows NT/2000 environments, before you can start an Oracle instance, you
need to create services on the host computer that will run in the background to
support the instance. Furthermore, if you want to delete a database and instance,
you also need a clean way to remove the services that support it. The ORADIM
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utility is used to create, modify, and delete services that are used for databases you
create on Windows NT/2000 platforms.

 Cross-
M The ORADIM utility and the creation of a database are covered in more detail in
Chapter 4.

Oracle Enterprise Manager
List the main components of Oracle Enterprise Manager and their uses
[

If you are comfortable with the command line and familiar with all the commands
you need to administer your Oracle databases and instances, you may not neces-
sarily have a need for a graphical tool that hides some of what is actually happen-
ing under the covers. The ideal configuration for administration is to use
command-line tools for quick and simple administration where appropriate, and
graphical tools, like Oracle Enterprise Manager (OEM), for a more complete picture
of what you have in your environment. In other words, both have a place and can
complement each other.

Exam Tip The Oracle8i: Architecture and Administration exam tends to focus on how to
perform most administrative tasks using SQL commands instead of the GUI tools
(and this book tends to focus on the command line accordingly). An understand-
ing of which GUI tools are available and how to configure Oracle Enterprise
Manager is required for the exam.

Oracle Enterprise Manager, or OEM, is a series of applications and services that
work together to provide a seamless and widespread administrative framework for
Oracle databases, instances, and other Oracle services such as Oracle Application
Server. By providing a single point of administration for all elements of Oracle in an
enterprise, it can make the job of managing a large number of databases in a large
organization easier.

Oracle Enterprise Manager components are written in Java to allow for easier porta-
bility between platforms supported by Oracle. Because Java is supported on many
platforms, and because Oracle strictly adheres to the Sun Microsystems Java stan-
dards, this enables OEM to work the same way on every platform where it is
available. Furthermore, the interface for each of the OEM tools is virtually identical
on Windows and UNIX-based systems. The one downside of Java is speed — OEM is
not the most lightning-fast set of tools that Oracle provides.

OEM management packs

When you purchase Oracle8i and perform a typical installation on your server, you
will also be prompted to install OEM. This installation does not include all of the
various options available, but only the Database Management Pack. The Database
Management Pack includes a number of components including Security Manager
(for adding, modifying, and removing users, roles, and privileges), Storage Manager
(for administering tablespaces, rollback segments, redo log files, datafiles, and
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archived redo log files), Instance Manager (for starting and stopping instances and
modifying initialization parameters), and Schema Manager (for managing database
objects such as tables, views, procedures, and others). A number of other tools and
wizards for performing database backups, loading data, and so on are also included.
The Database Management Pack is sufficient for doing basic administration of any
Oracle database and is shipped free of charge with any version of Oracle.

OEM also includes a number of other management packs that need to be purchased
separately and can provide greater functionality and make OEM more useful. These
include

4+ Diagnostic Pack — The Diagnostic Pack includes Oracle Trace and Data
Viewer (used to create, schedule, manage, and view tracing information from
the database, Net8, and other Oracle components), Performance Manager (a
tool to present a graphical view of performance statistics for a database or
instance), Capacity Planner (used to plan storage and other requirements in
the future by collecting and analyzing statistics of database activity),
TopSessions (a real-time session monitoring tool to determine which user
sessions are consuming the most memory, I/O, and other resources), and
Advanced Events (a collection of additional event objects that can be moni-
tored using the Enterprise Manager console).

4 Tuning Pack — The Tuning Pack includes several tools to help you tweak
database performance. These include Oracle Expert (an “intelligent” wizard
that can recommend changes to database object structure and instance set-
tings to increase database performance by collecting environment, workload,
initialization parameter, and database structure information), Tablespace
Manager (used to detect and fix and space management problems that may
exist in the database by reorganizing database objects), and SQL Analyze
(used to collect, analyze and edit SQL statements with a view to improving
database performance).

4+ Change Management Pack — The Change Management Pack includes tools to
help you compare database objects in different databases by creating and
comparing baselines (Database Capture for baseline generation, and Database
Diff for comparing baselines), make rapid changes to one object in a database
(Database Quick Change) or one or more objects in one or more databases
(Database Alter), as well as propagate objects from one or more schemas in
one database to one or more schemas in one or more databases (Database
Propagate). It also includes a central management tool for administering
change management called Plan Manager.

4 Application Management Pack — Used to administer other Oracle applica-
tions such as WebForm servers, and Workflow subsystems.

Oracle Enterprise Manager architecture

The first step in understanding how useful OEM can be is to understand the pieces
that make it up. It is not a single interface, but rather a set of components that all
work together on different machines to provide the enterprise-wide picture needed.
Figure 2-7 presents the three-tier Oracle Enterprise Manager architecture that was
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introduced with Oracle Enterprise Manager 2.0 and is in use today. The current
release (at the time of this writing) is OEM 2.2, which includes a number of improve-
ments but does not alter the basic architecture of the product.

Oracle Server

A=

cle Server

A==

Oracle Server

Oracle Server

Oracle Management
Server

0EM
Repository

>,

0EM Console

Figure 2-7: Oracle Enterprise Manager consists of a client component (the OEM
console), the Management Server, and the databases to be administered on
servers where the Oracle Intelligent Agent is started.

The first component of the OEM three-tier architecture is the client. The client, typi-
cally the OEM console, is any tool that connects to the Oracle Management Server
to request services and authenticate as a user. Each time a client application (OEM
console, DBA Studio, SQL*Plus Worksheet, and so forth) is started, you will be
prompted to connect to an Oracle Management Server (OMS) and provide the user-
name and password of an administrator configured on the Management Server. This
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is not an Oracle user, but rather an OMS user that has been created when the
Management Server was installed, or afterwards to grant individuals the ability to
perform enterprise-wide administration.

As you can see from the instance of DBA Studio shown in Figure 2-7, the client may
not necessarily need to connect to a Management Server in order to perform
administration of a database. Clients that do not need to connect to OMS include
DBA Studio, SQL*Plus Worksheet, Security Manager, Instance Manager, Storage
Manager, and Schema Manager. The OEM console, however, always requires that a
Management Server connection be established first.

The heart of the OEM three-tier architecture is the Oracle Management Server,
which itself connects to an Enterprise Manager Repository stored in an Oracle
database, either on the same server that is running OMS or on another computer.
The main purpose of OMS is to provide a centralized repository of databases and
nodes (that is, servers) to manage, as well as jobs and events to be monitored. OMS
also keeps track of which individuals have been granted privileges to perform
administrative tasks and to what extent (that is, can they create other users or jobs,
receive event notifications, and so on). Having a shared repository enables you to
configure administrative tasks on one location and then have multiple users perform
these operations from their own consoles. Being able to assign permissions to users
also gives you greater control over the capabilities that are granted to users.

A single Oracle Management Server can communicate to one and only one reposi-
tory, but a single repository can be used by more than one Oracle Management
Server. This is because the repository is simply a database and the OMS is consid-
ered a database client connection. Having more than one OMS connect to the same
repository enables you to scale enterprise-wide management better by having cer-
tain administrative tasks be run on one OMS while another OMS can be used for a
different purpose, thereby better balancing the workload.

If you dig deeper into what actually makes up the Oracle Management Server, you
find that it is composed of a set of services that interact with the repository and a
component on each database server (or node) that is being managed, called the
Oracle Intelligent Agent. The services that exist on each Management Server include

4+ Discovery Service — The Discovery Service is used to scan nodes on the net-
work to determine which instances and databases reside on them. The
Discovery Service queries the Oracle Intelligent Agent on each node con-
tacted for a list of databases and instances and then adds them to the list of
objects that could be managed by OEM and the Oracle Management Server.
When you first invoke Oracle Enterprise Manager, you are always asked to
perform node discovery to determine which databases are available for you
to administer.
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4 Job Scheduling Service — The Job Scheduling Service is responsible for stor-
ing the names and definitions of jobs that you want to execute on specific
nodes and/or databases in the repository, and then submitting them, on the
schedule set, to the Oracle Intelligent Agent of the appropriate node for exe-
cution. The Job Scheduling Service also stores job success, failure, and error
information in the repository for review by administrators, and also can be
configured to send an e-mail or pager notification on job failure, completion,
or both.

4+ Event Management Service — The Event Management Service enables you to
configure certain events, such as unexpected instance or node shutdown, or
the crossing of a threshold limit, to be monitored and notification of the event
taking place being sent to an administrator through e-mail or pager notifica-
tion. You can also configure a “fixit” job to be automatically launched to cor-
rect the problem and thereby enable you to sleep at 3 a.m., because most
problems that require intervention usually happen just when you want to get
some sleep.

4 Security Service — The Security Service ensures that, because OMS now
includes a repository shared among potentially many users, only those users
that have been granted permissions to view or manage jobs, events, nodes,
databases, and so forth do so. It checks permissions before a user attempts to
perform an action and also authenticates users who request to connect to the
Management Server.

Configuring the Oracle Management Server

In order to make use of Oracle Enterprise Manager console, you must first configure
an Oracle Management Server on one node and create the repository in one of your
existing databases. Depending on the number of nodes and databases to be moni-
tored, you may want to configure the Management Server and have the database
holding the repository on the same node. In fact, most implementations to-date
tend to take this approach because the overhead of the repository on the database
is not too great, and the OMS itself does not take up too many resources. If you
need to increase the performance of the OMS, simply create another one and point
it to the original repository.

The following step-by-step shows you how to create a repository and configure an
Oracle Management Server on a Windows NT/2000 computer. If you are using Linux,
or another UNIX variant, the procedure will be similar, but consult your platform-
specific documentation for any caveats.
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STEP BY STEP: Configuring the Oracle Management
Server and Creating a Repository

1. Make sure that you have installed Oracle8i on a computer and created at least
one database. If you choose the typical installation when running the Oracle
Universal Installer, choose the option to create a starter database and use the
database it creates.

Make sure that you have also selected to install Oracle Enterprise Manager as
part of the installation.

2. From the Start Menu, navigate to your Oracle home and then select Enterprise
Manager, and then Configuration Assistant, as shown in Figure 2-8.

% Windows Update

WinZip
= Pro @ Accessories L4
— @ Administrative Tools
J =i Documents 'lEl Application Development >
v % Settin @ Oracle Installation Products * @ Change Management Pack *
5 98 @ 2[IZI] 4 @ Database Administration r
) search >
> ?EI. Console @ Extended Administration L4
s, @ Help £S5 Migration Assistant (5 Migration Utilities 4
Run... [ Metwork Administration 4
§ @ Oracle Internet Directorny 4
@) Log Off Administrator... (3 Release Notes i’

¥

: Shut Down...

Figure 2-8: The Configuration Assistant in the Enterprise Manager
program group is used to configure the Oracle Management Server.

3. On the main Configuration Assistant screen, select “Create a new repository,”
as shown in Figure 2-9. Note that you can also use the Configuration Assistant
to drop a repository you no longer use, modify OMS startup settings, or
upgrade a repository to a more current version (for example, 2.0 to 2.2). Click
Next when you have made your selection.
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&F Configuration Assistant, step 1 of 6: Configuration Operation
Ceonfiguration Operatioh

The Enterprise Manager Configuration Assistant manages Management
Server repositories. It also allows you to change the configuration of the
Management Server for this node.

What operation would you like to petform?

" Drop an existing repository.
" Upgrade an existing repository.
Use this option to upgrade a repository to the |atest version

" Edit Configuration Parameters
Use this option to configure the management sener running on this
machine to use an existing repository, to reconfigure itto use
another repository, or adapt to changes in a repository isuch as a
new repository user password).

Cancel Help Bagk

Figure 2-9: The Configuration Assistant main startup screen
presents a list of actions that can be performed. Select “Create
new repository” to create a new repository.

4. On the next screen, you need to provide the username, password, and Net8
connect string of the database that will host the repository, as shown in
Figure 2-10. Make sure that the user you connect as has been assigned the
DBA role and has full privileges on the database, because you may need to
create a user account and/or tablespace as part of the configuration process.

&F Configuration Assistant, step 2 of 5: Select Datahase for Repository
Select Database for Repository

Choose a database far the management server's repository. Maote: Far this
operation to be successful, the database must be installed and running

Lagon to the database as a userwith DBA privileges

User name: |system
Password |"'*'*'*""*

Service |orcl.delphi bradsys.com

Tip: Ifyour MNetd service is not configured for this Oracle home, the service may
be specified using the form <host= =port=:=sid=
Faor example: orange:1821:arcl

[

Cancel Help ¢ Back

Figure 2-10: You must provide a username and password, as
well as the Net8 instance name where the repository is to be
stored. The username provided must have the DBA role assigned.
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5. After clicking Next, you are prompted for the name of the user who will be the

owner of the repository. The user does not need to exist in the database,
because the account will be created by the Configuration Assistant. Also,
specify a password and confirm the password where prompted, as shown in
Figure 2-11.

JE Configuration Assistant, step 3 of 5: Repository Login Information

Repositary Login Information

An Enterprise Manager repository is owned by a database user. In orderto
perform this operation, itis necessany to logan to the repository database as
this user

Enter repository user name and passward

User narne: |OEMREP

Pasgward: ——

Confirm password: ‘*‘““"*

I™ Do not save usetame and password

Cancel Help & Back

Figure 2-11: Choose a username and password for the user in
whose schema the repository will be created and then click Next.

By default, the Configuration Assistant stores the username and password in
the OMS configuration to ensure a smooth connection. If you do not want the
password saved (for security reasons), you can check the box selected. In
most cases, it is recommended to leave the box unchecked because the OMS
will not start if it cannot connect to the repository.

. If the user account does not exist, you are prompted for the default and tem-

porary tablespaces to be assigned to the user. The tablespaces must already
exist in the database and should be created prior to running the Configuration
Assistant. You should create a separate tablespace to host the repository.
Select the appropriate tablespaces and click Next, as shown in Figure 2-12.

Creating of tablespaces is covered in Chapter 8. Configuring a default and temporary
tablespace for a user, and its meaning, is covered in Chapter 17.
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&F Configuration Assistant, step 4 of 5: Select Repository User Tablespaces
Select Repository User Tablespaces
The useryou specified for the repository does not exist in this database.
Configuration Assistant will create the user faryou, but it needs to know the
default and ternpaorary tablespaces to specify for this user.
Specify user tablespaces:
Default Tablespace | GEM_REPOGTORY -
Temporary Tahlespace: | TEMP -
Cancel Help ¢ Back

Figure 2-12: The Configuration Assistant prompts you to select a
default and temporary tablespace for the repository owner. Use
the drop-down list boxes to make your selections and click Next
to continue.

7. The Create Repository Summary screen, shown in Figure 2-13, displays a list
of the tasks that are performed by the Configuration Assistant. Click on Finish
to start the process of creating the repository and configuring the Oracle
Management Server.

&F Configuration Assistant, step 5 of 5: Create Repository Summary
Create Repository Summary
You have chosen the following options for creation of your repository. Verify
thatthese options are correct, and then click the Finish button to create your
repository,
Create options
User narme: OEMREP
In datahase orcl.delphibradsys.com
Create user: Yes
Default tablespace: OEM_REPOSITORY
Temporary tahlespace: TEMP
Update OMS configuration Yes
Cancel Help ¢ Back [t

Figure 2-13: The Configuration Assistant main startup screen
presents a list of actions that can be performed. Select “Create
new repository” to create a new repository.
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8. The Configuration Assistant Progress dialog box appears indicating the status
and progress of the configuration, as shown in Figure 2-14. If you want more
detailed information on what is happening during the process, you can click
Show Details, which presents detailed progress information on the text box on
the right, as shown in Figure 2-15.

JE Configuration Assistant Progress

" Create Repositary User,
= Create Repository

Set Configuration Parameters.

Cancel

Figure 2-14: The Configuration
Assistant Progress dialog box displays
the status of the repository and OMS
configuration.

Help

& Configuration Assistant Progress

5

¥ Create Repository User
Executing SAL script Doraclelorad1isysmaniadrmil
= Create Repositary. SO —
Creating repository for "Oracle Performance Managr
Set Configuration Parameters
Executing SAL script Doraclelorad1isysmaniadrmil

Creating repository for"Oracle Expert'...
o Executing SAL script Doraclelorad1isysmaniadrmil
Y -

Cancel Help

Figure 2-15: Selecting Show Details on the Configuration Assistant
Progress dialog box presents this screen with a text box tracing
each step of execution.

9. After the “Processing Complete” message indicating 100 percent of the work is
complete is displayed, click Close. You have now created the repository and
configured the local OMS to use it.

Once you have created the repository and configured the Oracle Management
Server, ensure that the service is started by using Control Panel/Services (on
Windows NT 4.0) or the Services MMC snap-in (in Windows 2000) to start the
service. If the Management Server service is not started on the computer, any



70 Part | + Overview of Oracle Architecture and Administration

connection attempts to it will fail. Also, ensure that the Oracle Intelligent Agent ser-
vice is started. On UNIX-based computers, your platform-specific documentation
provides information how to start the background daemons that are used to run
the agent and OMS on the computer.

The next step in the successful use of Oracle Enterprise Manager is to start the
OEM console and perform node discovery as presented in the following step by
step.

STEP BY STEP: Starting and Using the OEM Console

1. From the Enterprise Manager program group, select Console to invoke the
OEM console.

2. When prompted for a username and password, and management server to
connect to, enter sysman for the username and oem_temp for the password,
and select Browse to locate the server you configured the repository on in the
previous step by step, as shown in Figure 2-16. Click OK to connect to the
Management Server.

cle Enterprise Manager Login [x]

Administrator: [svsrman

Passward |m-m

Management Server: ||jg\ph| gta bradleysysterms org '| :ﬁ .

Cancel Help

Copyright & 1998, 2000, Oracle Corporation. All rights reserved.

Figure 2-16: Provide the username and password, as well as
Oracle Management Server to connect to, when prompted.

The first time that the OEM console is invoked to connect to the Management
Server, you must connect with the default superuser and password combina-
tion outlined above. Later you will create additional users and change the
default password.

If the Oracle Management Server is not started or the name provided for it is
incorrect, a dialog box similar to Figure 2-17 is displayed. Correct the error
and try again.
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Oracle Enterprise Manager

i WTK-1000 : Unable to connectto the management server
/) mars.bradsys.com. Please verify thatyou have entered
the carrect host name and the status ofthe Oracle

Management Server.

Figure 2-17: This error indicates that the
Management Server specified cannot be
contacted. Correct the error and try again.

3. If this is the first time that you have connected to the OMS, you are prompted
to enter a new password for the sysman superuser, as shown in Figure 2-18.
Provide the new password and confirm it, and then click Change to continue.

Security Warning [x]

The sysman account still has the defauit
password. Keeping the default password is a
security risk.

Please change the password now.

Username: sysman

Password |
Confirm Password:

=

Figure 2-18: The first time you
connect to the OMS, you will
need to change the password
for the sysman user.

4. You will then be presented with the main OEM console screen, as shown in
Figure 2-19. The screen is divided into four parts.
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cle Enterprise Manager Console Administrator:SYSMAN Management Server:delphi.gta.bradleys... =] E3

r Group Job Event n Tools Help ORACLE
Enterpriseianager

i

Metwork | 2 #x Group 2

CHAE Metwark

- _JDatabases
E-Groups
e-_IListeners

-_NWeh Servers

&3
3
S
i
?

E-_JDeveloper Servers

Active 7l E",-!-‘ Events

Destination o EBeverily Target

kK El R EC]

Figure 2-19: The main OEM console screen consists of navigator, group
(map), job, and event panes.

Starting with the top left, you have what is called the navigator pane, which
enables you to navigate the different databases, nodes (servers), listeners,
Web servers, and other Oracle objects that can be managed by OEM.

The top-right pane is known as the group (or map) pane and can be used to
diagrammatically show the location of nodes and databases, and other objects
available in the enterprise. You can use a map that is any bitmap image file that
you create to show the location of servers. Oracle provides some default maps
for different parts of the world like Europe, the U.S., and the world itself.

The bottom-right pane is the event system pane, where the list of events con-
figured on the Management Server is displayed, as well as any alerts that may
exist. Any events you configure, register, or assign to be monitored on a
database or computer are shown here.

The bottom-left pane is the job system pane, where the list of configured jobs
and their execution status information are displayed. Jobs can be created by
using a wizard that OEM can invoke, or by using the Tool (Task) Control
Language (TCL) that the jobs are created in.

The OEM console also includes a menu where you can invoke other tools, con-
figure users and preferences, get help on how to use OEM, and much more.
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5. The first time you invoke OEM, it automatically registers all databases that
exist on the same computer as the OMS. If you want to register additional
nodes and databases for administration, select Discover Nodes from the
Navigator menu, as shown in Figure 2-20. This invokes the Discovery Wizard
and presents the introductory screen for the wizard, as shown in Figure 2-21
on which you click Next to start the discovery process.

racle Enterprise Manager Console Administrator:SYSMAN Management Server:delphi.gta.bradleys... M= E3

sroup Job Ewent Toaols Help DRACLE
= = EnterpriseManager

Ell Creater. 7l o5 Group &
Create Like..
Edit.
Rermoye

Di: Nodes
Refresh All Modes... Ctri+R
Banina/Emeil Blackout...

o Eirg Aaemt (631 o4

Splitview...
Rermave Salittiem

Eirid...

REpoft...

| Events

ISR application QL Histary
5aL Logging... < Geverity Target
YWieyy SAL Log,..

&l B = Y ] CER

Figure 2-20: Select Discover Nodes from the Navigator menu to add
databases and other servers to the repository.

6. On the Specify Node screen shown in Figure 2-22, enter the IP address, DNS
name, or NetBIOS name of the computers whose Oracle databases and ser-
vices you want to discover. Make sure that the Oracle Intelligent Agent is
started on each node provided. Enter a single node per line, or choose Import
to import a text file with a list of nodes containing Oracle databases that was
created for you. Click Next to continue.
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The Discovery \Wizard simplifies identification of services an network nodes, such
as databases and listeners

These services will be added to the Enterprise Manager Console's Navigator for
rmanagement.

The Discovery Wizard will automatically find new nodes and refresh existing nodes
which have an Oracle Intelligent Agent.

Nodes without an Intelligent Agent may be manually configured

Cancel Help Back

Figure 2-21: Click Next on the Discovery Wizard introductory screen
to start the discovery process.

Enterthe name ofthe nodeds) that you want to manage.
Note: Separate each node by a space, comma, tab, or hew line

deIph\.gta.bradleysystems.org|

1] 3
Import
Cancel Help ¢ pack

Figure 2-22: Provide the names of nodes you want to discover
on the Specify Nodes screen.

7. The Discovery Wizard resolves the name of the nodes you specified and con-
tacts the Oracle Intelligent Agent to provide it a list of databases and services
on the node. When the process is complete, a checkmark appears next to the
node discovered indicating success, as shown in Figure 2-23.
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L*,’f'p:'.Discuvew Wizard, step 2 of 2: Progress

Discavery Complete

100% Elap

Entered Mame Mode Mame Status

delphi gta hrad\eysysl delphigtabradieysys) o | Discovered

Cancel Help . Back [nl ek

Figure 2-23: When discovery is complete, click Finish to exit the
Discovery Wizard.

If you receive an error and a red X indicating that the node could not be dis-
covered, determine the cause of the error, fix it, and try again.

8. On the Discovery Results dialog box, shown in Figure 2-24, click OK to
acknowledge the results presented.

% Oracle Enterprise Manager

Discovery Results

The following nodes were automatically discovered
delphi.gta brad|eysystems.org

Figure 2-24: Click OK on the Discovery
Results dialog box to complete the process.

9. The Oracle Enterprise Manager navigator pane will be updated with the
results of discovery, as shown in Figure 2-25. Expand the nodes or databases
to get more information on what can be administered.
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cle Enterprise Manager Console Administrator:SYSMAN Management Server:delphi.gta.bradleys... =] E3
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Figure 2-25: The OEM Console navigator pane adds the discovered nodes and
databases to the list.

Exam Tip The Oracle8i: Architecture and Administration exam tests your basic knowledge
of how to configure and use Oracle Enterprise Manager. You probably won't be
asked detailed questions on how OEM works or how to create jobs and events,
but rather questions on the capabilities of OEM.

Other graphical administration tools

Besides OEM, Oracle also provides a number of other administrative tools with a
graphical user interface. These tend to be oriented to performing a specific task
and include

4 Oracle Database Assistant— The Oracle Database Assistant is a wizard-like
program that guides you through the process of creating, modifying, and
dropping databases.

Cross- How to use the Oracle Database Assistant to create a database is dealt with in
Reference Chapter 4
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4 DBA Studio — DBA Studio is a tool very similar to Oracle Enterprise Manager,

except that it enables you to connect directly to an instance or use the Oracle
Management Server. When invoking DBA Studio to connect to a single
instance, you are able to manage only that instance’s objects; when connect-
ing to OMS, you are able to manage multiple nodes and instances. The inter-
face for DBA Studio is similar to the navigator pane of the OEM console, with a
Windows-like detail pane on the right side, as shown in Figure 2-26.

QOracle DBA Studio Administrator:SYSMAN Management Server:delphi.gta.bradleysystems.org

ORACLE

DBA Studio

DBA Studio combines multiple
database tools in one application.
Use DBA Studio to administer:

Rl VR

Instances, including startup,
shutdown, and initialization.

» Schemas, including tables,
indexes, and Oracle8 objects.

s

Security, including user
accounts, rales, and privileges.

Storage, including tablespaces,
datafiles, and rollback segments

-

Replication, including
multimaster and snapshot
teplication
Oracle8i VM (IServer), including
namespaces, CORBA and EJB
cormponents and their
permissions

To learn more about DBA Studio,
click the Quick Tour button. -
4] 'D

Auicl Taor | 1 atect Fastiras |

#start]| @ & & =3 ||[Z oracle DBA Studio ... St 539 PM

Figure 2-26: DBA Studio presents a Windows-style interface similar to the navigator
pane in the OEM Console.

4 Net8 Assistant — The Net8 Assistant is used to configure network settings for

your nodes, including listeners, Oracle Names servers, and other elements. Its
operation is beyond the scope of this book and the Oracle8i: Architecture and
Administration exam.

4 Oracle Data Migration Assistant— This wizard-like utility is helpful in the
migration of databases from previous versions of Oracle to Oracle8i.

77
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Caution The Oracle Data Migration Assistant should not be confused with the Migration
Assistant under the Enterprise Manager program group, which can be used to
migrate previous versions of the OEM repository to the most current release.

While there are still other tools that Oracle provides to manage spatial and text
data, configure replication, deal with enterprise-wide directory services, and so on,
the reality is that these have a very particular purpose beyond the scope of this
book— and you won’t be tested on them when you write the Oracle8i: Architecture
and Administration exam.

Key Point Summary

In preparing for the Oracle8i DBA: Architecture and Administration exam, please keep
these points in mind regarding administrative tools and configuring privileged users:

4 The Oracle Universal Installer is a graphical tool common to most Oracle plat-
forms that can be used to install, remove, and change the configuration of
installed Oracle products.

4 The Oracle Universal Installer can be invoked interactively or from the com-
mand line and can run in silent mode without any user interaction.

4+ When installing Oracle software and creating databases, the Oracle Universal
Installer adheres to Optimal Flexible Architecture, or OFA. OFA is a structure
that was developed by Oracle consulting services for installing Oracle soft-
ware and creating a file and directory structure to improve performance and
ease management of Oracle databases.

4 In order to create a database, or start and stop an Oracle instance, you must
be authenticated as a privileged user.

4 Privileged users can be authenticated using either the operating system or a
password file.

4+ Configuring privileged users to be authenticated by the operating system
depends upon the O/S being used, but usually involves an O/S user being a
member of an O/S group that has been granted special privileges by the
Oracle Universal Installer during the installation of the Oracle software. The
REMOTE_LOGIN_PASSWORDFILE=NONE Oracle initialization parameter also
needs to be set for the instance that supports O/S authentication of privileged
users.

4+ The ORAPWD utility is used to create a password file and specify the number
of entries it will support. It also sets the password for the special user INTER-
NAL, which exists for backward compatibility and should not be used as it will
be desupported in future releases.
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4 If using password file authentication, you need to specify a value of EXCLU-
SIVE or SHARED for the REMOTE_LOGIN_PASSWORDFILE Oracle initialization
parameter.

4+ Two special roles determine what a privileged user can do—SYSOPER
(OSOPER when using O/S authentication) and SYSDBA (OSDBA when using
O/S authentication). SYSDBA is the role with more privileges, because it also
enables the user holding it to create the database and perform incomplete
recovery.

4 Oracle has a number of command-line tools for administration, including
Server Manager line mode, SQL*Plus, and SQL*Plus Worksheet. Other tools,
such as Import, Export, SQL*Loader, and so on also can be used to perform
specific tasks.

4 Oracle Enterprise Manager is the primary graphical tool for administering
Oracle in an enterprise-wide environment. It has a three-tier structure consist-
ing of a client (OEM Console), middle tier (the Oracle Management Server and
Repository), and server (each Oracle node and database being managed).

4 In order to use the OEM console, you must run the Configuration Assistant to
create a repository and configure the management server. You then need to
discover nodes and databases that you want to administer.

4 The Oracle Management Server consists of a set of services for creating and
managing security (Security Service), jobs and their execution (Job
Scheduling Service), events and their monitoring (Event Service), and the dis-
covery of nodes and services with cooperation from the Oracle Intelligent
Agent on the node (Discovery Service).

4 Other graphical tools are also provided, including DBA Studio (with similar
functionality to the OEM console but a different interface), Database
Configuration Assistant (for creating, altering, and dropping databases),
Oracle Data Migration Assistant (for migrating from previous Oracle ver-
sions), and many others.

+ 0+ 0+
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STUDY GUIDE

This chapter introduced new concepts to help you get started with Oracle8i Server.
Now you should test your understanding by reviewing the assessment questions
and performing the exercises below

Assessment Questions

1. You want to allow a Windows NT user called ToddR to be authenticated as a
privileged user and be able to start up and shut down an instance called
ORCL. Which two Windows NT local groups could you add ToddR to so that
he may be able to perform these actions? (Choose two correct answers.)

A. ORA_PWFILE

B. ORA_ORCL_DBA

C. ORA_ORCL_OPER
D. ORA_ORCL_OSDBA
E. ORA_ORCL_OSOPER

2. You have configured operating system authentication for a database whose
SID is ORCL, but it does not appear to be working. You suspect that it may be
a problem with the Oracle initialization file. The file contains the following
lines that you feel may be suspect:

DB_NAME=0RCL

INSTANCE_NAME=0RCL
REMOTE_LOGIN_PASSWORDFILE=SHARED
OS_AUTHENT_PREFIX=0PS$
REMOTE_OS_AUTHENT=TRUE

OB wn

Which line in the Oracle initialization file is the most likely to be causing prob-
lems? (Choose the best answer.)

A1l
B. 2
C.3
D. 4
E. 5
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3. What steps must you perform before you can invoke the Oracle Enterprise
Manager console successfully? (Choose all correct answers.)

A. Start the Oracle Intelligent Agent on the Management Server
computer.

. Run the Configuration Assistant to create a repository.
. Create a database in your organization.

. Configure privileged users.

m o 0w

. Create additional administrators on the Oracle Management Server.
4. What are the services that make up the Oracle Management Server? (Choose
all correct answers.)
A. The Security Service
B. The Oracle Intelligent Agent Service
C. The Schema Service
D. The Event Service
E. The Job Scheduling Service
5. If you have configured operating system authentication properly for your
database, and are currently logged in as a user who has been granted all privi-
leged operations except the ability to create a database, which of the follow-

ing connect strings can you use in SQL*Plus to successfully connect to the
instance? (Choose the best answer.)

A. CONNECT / AS SYSDBA
B. CONNECT / AS OSDBA
C. CONNECT / AS INTERNAL
D. CONNECT / AS SYSOPER
E. CONNECT / AS OSOPER
6. Which of the following is the default superuser account for an Oracle
Management Server? (Choose the best answer.)
A. SYSTEM
B. SYS
C. SYSMAN
D. INTERNAL
E. MANAGER
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7. In order for jobs to successfully run on a node that has been discovered and
added to the repository, what needs to be started and running on the node?
(Choose the best answer.)

A. The database
B. The Management Server
C. The instance
D. The Intelligent Agent
E. The Discovery Service
8. Which of the following OEM components is provided by default when you
install Oracle Enterprise Manager? (Choose the best answer.)
A. The Database Management Pack
B. The Tuning Pack
C. The Management Server Pack
D. The Diagnostics Pack
E. The Change Management Pack
9. Which language is Oracle Enterprise Manager and the Oracle Universal

Installer written in for ease of portability between platforms? (Choose the
best answer.)

A. C++
B. Visual Basic
C. Java
D. Assembler
E. PL/SQL
10. Which of the following can be used to create a password file? (Choose all cor-
rect answers.)
A. ORAPWD Utility
B. Oracle Enterprise Manager
C. Database Configuration Assistant
D. ORADIM Utility

E. Server Manager line mode
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Scenarios

1. You need to allow several of your fellow DBAs the ability to administer
instances on your Windows NT-based Oracle server. The instances that are
on the server have SIDs of ORCL, CERTDB, ORDER, ACCNTG, CUSTSRYV, and
TEST. All of the DBAs should be privileged users of the TEST and CERTDB
databases, but only a select group should be able to perform privileged opera-
tions on the ORDER, ACCTG, and CUSTSRV databases — with a different group
of admins for each one. No one, other than yourself, should have the ability to
perform privileged operations on all of the databases on the Windows NT
server.

How would you configure operating system authentication to support these
requirements? Outline your strategy.

2. You need to deploy Oracle on ten UNIX and Windows 2000-based servers. The
installation on each of the UNIX and Windows 2000 computers should be iden-
tical and automatic without user intervention. Once Oracle has been installed
on each computer, you also want to configure the ability to use Oracle
Enterprise Manager to centrally administer all of the computers running
Oracle. You already have a repository and Oracle Management Server config-
ured on an existing Windows NT-based computer.

How would you perform the deployment of Oracle to the ten computers?

How would you ensure that each of the new servers could be added to the
repository, and how would you add them to the repository?

Lab Exercises
Lab 2-1 Installing Oracle

1. Insert the CD-ROM for your platform version of Oracle in the CD-ROM drive.

2. If you have AutoPlay configured, the Oracle Universal Installer should start
automatically. If not, navigate to the root of the CD-ROM drive and invoke the
setup program for your platform (SETUP.EXE for Windows-based platforms).

3. Select Install/Deinstall Products from the menu initially presented to launch
the Oracle Universal Installer.

4. Follow the prompts to perform a Typical installation.

5. When prompted if you want to install a starter database, make sure you agree
to the installation of a starter database, and when prompted for a SID choose
the name ORCL.

6. When the installation completes, reboot your computer (optional, but highly
recommended).
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Lab 2-2 Configuring the Oracle Management Server

1.

Make sure that you have installed Oracle8i on your computer and created the
starter ORCL database in Lab 2-1. Make sure that you have also selected to
install Oracle Enterprise Manager as part of the installation.

. From the Start Menu, navigate to your Oracle home and then select Enterprise

Manager, and then Configuration Assistant.

. On the main Configuration Assistant screen, select “Create a new repository”

and click Next.

. On the next screen, you enter system for the username, manager for the pass-

word, and ORCL as the Service, and click Next.

. Enter OEMREP as the name of the user that will be the owner of the reposi-

tory and oracle for the password, then confirm password and click Next.

. When prompted for the default and temporary tablespaces to be assigned to

the user, accept the selections presented and click Next.

. Review the information presented on the Create Repository Summary screen,

and click Finish to start the process of creating the repository and configuring
the Oracle Management Server.

. After the “Processing Complete” message indicated 100 percent of the work is

complete is displayed, click Close. You have now created the repository and
configured the local OMS to use it.

Lab 2-3 Starting OEM for the First Time

1

. From the Enterprise Manager program group, select Console to invoke the

OEM console.

. When prompted for a username and password, and management server to

connect to, enter sysman for the username, oem_temp for the password, and
select your computer name as the management server, or click the Browse
button to locate the management server.

. As this is the first time that you have connected to the OMS, select a new

password for the sysman superuser and confirm it, and then click Change to
continue.

. When presented with the main OEM console screen, explore the different

panes and menu options. Do not save any of your changes as this may disrupt
future labs.

. If you want to register additional nodes and databases for administration,

select Discover Nodes from the Navigator menu to invoke the Discovery
Wizard. Follow the prompts to discover additional nodes.

. When you are done, exit the OEM Console.
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Answers to Chapter Questions

Chapter Pre-Test

1

. Oracle supports authentication of privileged users using either operating sys-

tem authentication, where an operating system user is added to an O/S group
that has been granted special privileges on Oracle, or by using password file
authentication, where the list of Oracle users with SYSDBA or SYSOPER privi-
leges is stored in a password file on disk. Password file authentication can be
used for performing privileged operations remotely, whereas operating sys-
tem authentication typically only works on the computer where the Oracle
software resides, unless a secure channel has been established.

. A user that has been granted the SYSDBA (or OSDBA) role for privileged oper-

ations can perform all of the same tasks that a user that has been granted the
SYSOPER (or OSOPER) role can. SYSDBA users can also issue the CREATE
DATABASE command or RECOVER DATABASE UNTIL command, which
SYSOPER users are not permitted to execute.

. Optimal Flexible Architecture is designed to facilitate a structure on your

server that makes it easy to administer and facilitate the growth of databases.
It includes provisions for hosting multiple databases on the same server,
locating the datafiles for each database easily, and minimizing I/O contention
by properly placing files on disks in such a way that files with high probability
of contention are physically separated. The OFA also takes into account the
addition of drives to more smoothly even out the I/O on the system.

. You can use either Server Manager line mode or SQL*Plus to start and stop an

instance. In versions of Oracle prior to 8i, Server Manager line mode was the
preferred tool, but today you should use SQL*Plus. The reason for the switch
is that all of the functionality that existed only in Server Manager line mode is
now also available in SQL*Plus, and Server Manager line mode will not be sup-
ported in future releases of Oracle.

. Oracle Enterprise Manager has a three-tier architecture with the client soft-

ware (OEM console, for example) running on a database administrator’s com-
puter, and the Oracle Management Server and the OEM Repository running on
another server computer. The Oracle Management Server connects to many
Oracle database servers that run the Oracle Intelligent Agent to facilitate
administration. This architecture enables you to add Management Servers to
distribute the workload, and scale administration to very high levels to suit
any organizational requirement.

. Oracle graphical administrative tools, with the exception of the OEM console,

can connect directly to an instance and bypass the Oracle Management
Server. Doing so will not allow you to configure and manage jobs or events,
but it lets you perform most other administrative tasks. DBA Studio, Security
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Manager, Schema Manager, Storage Manager, SQL*Plus Worksheet, and
Instance Manager can also bypass the Oracle Management Server. Of the
available tools, DBA Studio provides the closest set of features to the OEM
console, even when not connected to a Management Server.

. In order to change the password of the user INTERNAL on a UNIX-based com-

puter running Oracle8i, you need to run the ORAPWD utility to re-create the
password file for the database. In the process of doing so, you will erase any
entries that may exist in the current password file, so you should determine
which users have been granted SYSDBA and SYSOPER privileges by querying
the V$PWFILE_USERS data dictionary view.

. In order to completely configure operating system authentication of privileged

users, you need to perform the necessary steps for your platform, and modify
the Oracle initialization file for the affected instance to include the parameter
and value REMOTE_LOGIN_PASSWORDFILE=NONE. If you do not set the value
of this parameter to NONE, operating system authentication won’t work.

. Oracle Universal Installer enables you to perform a fully scripted installation

of Oracle by passing it the name of a response file that you have created with
all the necessary answers for the installation, as well as another parameter to
run silently. The invocation of Oracle Universal Installer to perform a scripted
silent installation on a Windows NT/2000 computer can be initiated with the
following command (assuming D: is your CD-ROM drive):

D:\setup.exe -responsefile c:\myfile -silent

When you create a database, Oracle automatically creates a user called SYS
with a password of CHANGE_ON_INSTALL. SYS owns the data dictionary and
all objects therein. Another user called SYSTEM with a password of MANAGER
is also created and granted full privileges on the data dictionary. Of the two,
only the user SYS is added to the password file and can be authenticated as a
privileged user if you have configured password file authentication for the
database.

Assessment Questions

1.

B, C. In a Windows NT/2000 environment you need to create local groups of
the format ORA_SID_DBA or ORA_SID_OPER to which you would add an oper-
ating system user to grant the SYSDBA (OSDBA) or SYSOPER (OSOPER) privi-
leges, respectively. Because you want ToddR to be able to start up and shut
down the ORCL instance, you would create two local groups on the Windows
NT computer, called ORA_ORCL_DBA and ORA_ORCL_OPER, and put ToddR’s
user account into one or both of the groups.

. C. In order for operating system authentication to work properly, you need to

ensure that the REMOTE_LOGIN_PASSWORDFILE parameter has a value of
NONE configured in the Oracle initialization file. The file in this scenario had
the value set to SHARED, which means password file authentication was tak-
ing place and not operating system authentication, thereby causing the
problem.
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. B, C. In order to be able to successfully invoke the OEM console, you must

first create a database in the organization that will host the OEM Repository,
and run the Configuration Assistant to create the OEM Repository and config-
ure the Oracle Management Server. In order to discover nodes, you also need
to ensure that the Oracle Intelligent Agent is started on each node, include the
OMS node, but this is not required to launch the OEM Console for the first
time.

. A, D, E. The Oracle Management Server is composed of four services: the

Security Service, the Job Scheduling Service, the Event Service, and the
Discovery Service. While the various services of OMS rely upon the Oracle
Intelligent Agent, it is a separate component from the Oracle Management
Server.

. D. If you have been granted all privileged operations except the ability to cre-

ate a database, you have been granted the equivalent of the SYSOPER role:
OSOPER. This means that at the OS level your user account has been added to
a group mapped to the role and you can connect as a privileged user to the
instance using SQL*Plus by issuing the command “CONNECT / AS SYSOPER”.

. C. The default superuser account on an Oracle Management Server is SYS-

MAN with an initial password of OEM_TEMP.

. D. The Oracle Intelligent Agent is used by the Oracle Management Server to

execute jobs and monitor events on a node that has been discovered.

. A. The Database Management Pack is the only component that is provided

free of charge when you purchase Oracle8i. You can install the other packs
available (Tuning Pack, Diagnostics Pack, or Change Management Pack) by
purchasing them separately.

. C. Oracle Universal Installer and the Oracle Enterprise Manager, as well as the

majority of the Oracle graphical tools, are written in Java to make portability
easier and the interface uniform on most platforms where Oracle is available.

A, C, D. You can use the ORAPWD utility to create a password file, as well as
to re-create a password file. A password file is also created when you create a
database using the Database Configuration Assistant, or when you create a
service for an Oracle instance using the ORADIM utility.
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Scenarios

1. In order to configure operating system authentication to support the require-
ments outlined, you would perform the following steps:

i. Create Windows NT local groups on the computer, called ORA_DBA,
ORA_CERTDB_DBA, ORA_CERTDB_OPER, ORA_ORDER_DBA,
ORA_ORDER_OPER, ORA_ACCNTG_DBA, ORA_ACCNTG_OPER,
ORA_CUSTSRV_DBA, ORA_CUSTSRV_OPER, ORA_TEST_DBA and
ORA_TEST_OPER.

ii. Add your user account to the ORA_DBA local group, which enables you
to administer any database and instance on the computer.

iii. Add each of the other DBAs’ operating system user accounts to the
appropriate local groups to satisfy their administrative requirements.

iv. Modify the INIT.ORA file for each instance to include the following
parameter and value:

REMOTE_LOGIN_PASSWORDFILE=NONE

v. Stop and restart each instance.

2. In order to deploy Oracle on the ten computers, you would need to create a
response file for each operating system in question —one for UNIX and one
for Windows 2000. You would then invoke the Oracle Universal Installer from
each computer, passing it the name of the response file with the -responsefile
parameter, and including the -silent parameter to run without providing feed-
back. If you like, you can copy the Oracle installation files to a central network
share and invoke the Oracle Universal Installer by connecting to a share.

Once you have installed Oracle on each of the ten computers, you need to
make sure that the Oracle Intelligent Agent is configured to start automati-
cally on each node whenever the computer is restarted. This enables the
Discovery Service of the Oracle Management Server to discover all databases
on each node when needed.

To add each database on each computer to the repository, you would invoke
the OEM console and, from the Navigator menu, select Discover Nodes. When
prompted, enter the names or IP addresses of the computers whose
databases you want to discover. If the Intelligent Agent is running on each
node, discovery should complete successfully.
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Administering
an Oracle
Instance and
Database

After receiving the 40,000-foot view of Oracle in Part I
of this book, Part II takes you to the next logical
progression — creating a database and learning more about
what each of the database components is used for and how
to administer them. This part of the book is divided into six
chapters with emphasis on the physical structure of the
database.

Chapter 3 shows startup and shutdown of an Oracle instance.
You will learn that the STARTUP command takes parameters
and that there are several modes of Oracle startup, each with
a particular purpose. You will then learn how the SHUTDOWN
command works and why Oracle has provided different shut-
down modes to enable you to accomplish different tasks. To
make all this work, you also need to learn how to create and
configure a parameter file, and which parameters are key to
the proper operation of an instance.

In Chapter 4, you will learn how to create an Oracle database.
This is not necessarily as simple as it sounds since proper
planning of operating system and file placement, as well as
other issues is crucial. This chapter will point out some of the
things you may need to do to ensure that the database you
create performs well.
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Issuing a CREATE DATABASE statement is not the end of the
database creation process. As you will learn in Chapter 5,
additional steps need to be taken to ensure that the necessary
features are properly installed, and database objects that
assist in administration are created. This chapter will also
introduce you to some key database objects that you, as a
database administrator, may not deal with on a daily basis but
need to be aware of.

The next three chapters (6, 7, and 8) provide a discussion on
how to administer and maintain certain database files. In
Chapter 6, you will be provided information on how a control
file plays a key role in the database, and how to protect it so
that your database does not suffer prolonged failure. Chapter 7
will discuss the best way to configure redo log files and the
role these files play in the smooth operation and good recov-
erability of a database. Chapter 8 completes this part of the
book by showing you how the datafiles of your database map
to logical elements called tablespaces. You will be provided an
overview of the Oracle database storage architecture and
shown how to create and manage tablespaces and datafiles.
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Managing an Oracle Instance

Create the parameter file

Start up an instance and open the database
Close a database and shut down the instance
Get and set parameter values

Manage sessions

Monitor the ALERT file and the trace files
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CHAPTER PRE-TEST

A WA N =

10.

. What is the syntax for the parameters in the INIT.ORA file?
. Where are the stored configurations for an instance saved?
. At what stage of opening the database is the control file read?

. What command can you use in order to move the database from

NOMOUNT state to MOUNT?

. Which SHUTDOWN option enables you to immediately log users out

when they complete their transactions?

. What view can you query in order to find all dynamic performance

views available in MOUNT state?

. What are the two ways to display the current values for all initialization

parameters?

. How can you tell whether a dynamic initialization parameter needs the

DEFERRED option in order to be changed with an ALTER SYSTEM
command?

. If you need to prevent end users from logging into the database, what

can you enable?

What two numbers do you need to know in order to kill a session?

+ Answers to these questions can be found at the end of the chapter. +
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In this chapter, you learn how to work with the Oracle instance. Since the
instance is your “door” to the database, it is extremely important to understand
its components, operation, and tuning. You have already learned the definition of
the Oracle Instance in Chapter 1, “Oracle8i Architecture.” You also were introduced
to the major components of an instance —the SGA and the background processes.
In this chapter, we look at how to configure the instance, how to start it and open
the database, and how to shut it down. We also discuss the parameter file and
changing the values of parameters, as well as managing user sessions (well, killing
them, anyway). At the end of the chapter, we look at the ALERT log and diagnostic
trace files created by the instance. In the lab at the end of the chapter you will
practice getting and setting parameter values, managing sessions, and starting up
and shutting down Oracle.

Overview of Starting and Stopping
an Oracle Instance

Perhaps the first thing a DBA needs to know is how to start and shut down the
database. While the process itself is far from complicated if everything goes well,
you need to understand the fine points of what goes on behind the scenes —for the
exam as well as in real life.

Starting up a database includes these steps:

1. First, Oracle reads the parameter file (INIT.ORA) and builds the instance. This
is called the NOMOUNT stage.

2. Once the instance is built, Oracle reads the control file. Because the control
file contains the physical structure of the database, Oracle now knows where
to find the data and log files. This stage is called MOUNT.

3. Once the database is mounted, Oracle actually opens the data and log files.
This is the third and final stage of the startup. Not surprisingly, it is called
OPEN.

When a database is shut down, the steps are reversed. First, the database is closed,
then dismounted, and then the instance is shut down. Before the database is
closed, the user sessions must end. Also, the database can be left in a consistent or
inconsistent state, depending on whether Oracle performs a checkpoint before
closing it. Here are the four ways to shut Oracle down:

NORMAL Oracle waits for all users to log out and performs a
checkpoint before closing the database. Once the
database is closed, the instance is shut down.

TRANSACTIONAL Oracle logs all users out as soon as their transactions
are completed. A checkpoint is performed, and the
database is closed. Then, the instance is shut down.
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IMMEDIATE Oracle does not wait for current transactions to end
and immediately ends all user sessions, rolling back
all transactions in progress. Then, a checkpoint is
performed and the database is closed. Finally, the
instance is shut down.

ABORT Oracle does not really close the database as such—it
simply shuts down the instance. As a result, all user
connections are terminated, and no checkpoint is per-
formed. Active transactions are not rolled back, the
database is left in an inconsistent state and requires
recovery on the next startup. The recovery is auto-
matic, but may take a while because Oracle needs to
roll forward all the changes since the last checkpoint
and roll back all uncommitted transactions.

Parameter File (INIT.ORA)
Create the parameter file

The file you need in order to start the instance is the parameter file. Assuming that
Oracle has been installed, this is the only file you really need. Oracle uses the
parameter file in order to determine how much memory to allocate for the SGA and
its parts, and which background processes to start. Because the instance is nothing
more than SGA and the background processes, you can use the INIT.ORA file to
completely control all aspects of the instance.

The parameters in the INIT.ORA can be specified in any order. The syntax is simple:
keyword = value

You can also specify multiple values for the same parameter, by putting the values
in brackets and separating them with commas, like this:

keyword = (valuel, value2, value3)

For example, you should use multiple control files, so the parameter should look
like this:

control_files = (c:\certdb\diskl\control0Ol.con, c:\certdb\disk2\control02.con)

Be careful not to specify the same parameter twice: with very few exceptions,
Oracle will only use the last value. Unfortunately, humans read top to bottom, so
you are not likely to notice that there is another line with the same parameter at the
end of the file when you are trying to figure out where Oracle is getting a specific
value from.
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If you want to place a comment into the parameter file, just start it with a “#” sign.
Everything after the “#” sign is treated as a comment and not processed.

Here is an example of a parameter file:

db_name = "orcl"

db_domain = computersapiens.com
instance_name = orcl

service_names = orcl.computersapiens.com
compatible = 8.1.0

db_files = 30

control_files = ("D:\Oracle\oradata\orcl\controlOl.ctl",
"E:\Oracle\oradatalorcl\control02.ct1")

db_block_size = 4096
db_file_multiblock_read_count = 8

db_block_buffers = 200
shared_pool_size = 4194304
large_pool_size = 614400
java_pool_size = 0
log_buffer = 32768

1og_checkpoint_interval = 10000
log_checkpoint_timeout = 1800

processes = 50

parallel_max_servers = 5

ffaudit_trail = true # if you want auditing

fftimed_statistics = true 4 if you want timed statistics
max_dump_file_size = 10240 # 1imit trace file size to 5M each

# Uncommenting the line below will cause automatic archiving if archiving has
# been enabled using ALTER DATABASE ARCHIVELOG.

# log_archive_start = true

# log_archive_dest_1 = "location=C:\Oracle\oradata\orcl\archive"
# 1og_archive_format = %%0RACLE_SID%%T%TS%S.ARC
rollback_segments = ( RBSO, RBS1, RBS2, RBS3, RBS4, RBS5)

background_dump_dest = D:\Oracle\admin\orcl\bdump
user_dump_dest = D:\Oracle\admin\orcl\udump

remote_login_passwordfile = exclusive

sort_area_size = 65536
sort_area_retained_size = 65536
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Required INIT.ORA parameters

Technically, there is no such thing as a required INIT.ORA parameter because each
has a default value, which is often operating system dependent. You can create and
run a database with an empty parameter file if you like. However, some of the
defaults are less than optimal for most environments. Therefore, Table 3-1 lists
some of the parameters that are always specified.

Table 3-1
Required INIT.ORA Parameters
Parameter Name  Parameter Description Default Value
DB_NAME
(String) Used to specify the name of the database During creation of the
database the instance is opening. Usually database, same as the
the same as the instance SID, but does instance SID. After
not have to be. During creation of the creation of the database,
database, must match the name specified must be present for the
in the CREATE DATABASE statement. database to start.
CONTROL_FILES
(String) Used to specify the names and locations Operating system
of the control files. You should have at dependent. On NT,
least two control files on different disks %ORACLE_HOME%\
in order to prevent loss of all copies DATABASE \CTL%
of control files. ORACLE_SID% .ORA.

DB_BLOCK_SIZE

(Integer, specified ~ Used to specify the size of the database 2,048 bytes.
in bytes, must be  blocks for constructing the SGA on startup.
a multiple of the During creation of the database, this is
operating system  the size of the blocks used to build the
allocation unit size) database. During
startup, database blocks are cached in
the SGA, so if the DB_BLOCK_SIZE
parameter value does not match the
actual block size used in the database,
you get an error. Because the database
block size cannot be changed without
re-creating the database, this parameter
is never adjusted after the creation of
the database.

You should consider using a block size of
4,096 bytes for an OLTP database, 8,192
bytes for a hybrid, and 16,384 and higher,
if possible, for a data warehouse. The
range is operating system dependent.
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r Cross- Creation of the database is discussed in Chapter 4; multiplexing control files is dis-
Reference’\ . ;ssed in Chapter 6; and optimal values for DB_BLOCK_SIZE is discussed in

Chapter 9.

Other key INIT.ORA parameters

In addition to the parameters in Table 3-1, there are others that are most often used
by DBAs in order to configure the instance. Some are used in order to size the SGA
structures, some to start and configure background processes, and some to point
the instance at directories used for various purposes. The list of parameters is long
(over 180 documented, plus hidden ones), but here are the most common ones.

4+ DB_BLOCK_BUFFERS (Integer, 4 to operating system dependent maximum).

e A very important parameter that is used to size the buffer cache in the
SGA. The parameter specifies the number of database blocks cached.
The bigger the cache, the more data you can cache for faster future
access. Remember that the total size of the buffer cache is
DB_BLOCK_SIZE x DB_BLOCK_BUFFERS, and the server has a limited
amount of memory.

e Default: 50,331,648 bytes + DB_BLOCK_SIZE (this means that the default
size of the buffer cache is 48MB).

4+ LARGE_POOL_SIZE (Integer, specified in bytes. Minimum: 600K. Maximum:
Operating system dependent, but at least 2GB. Can be set to 0 if not required.)

e The large pool is the memory allocated to sessions in a multithreaded
server, as well as for parallel processing. For example, it may be used by
RMAN during backups.

e Default: 0 unless parallel processing is enabled by setting relevant
parameters. Then, the default is calculated using a complex formula.

4+ SHARED_POOL_SIZE (Specified in bytes. Minimum: 300 bytes. Maximum:
Operating system dependent.)

e As you already know, the shared pool is an important area in the SGA
that holds the library cache and the data dictionary cache. By using this
parameter, you can change the amount of memory allocated to this
structure. Oracle actually distributes the memory between the library
cache, the data dictionary cache, and other parts of the shared pool,
“favoring” the data dictionary cache. By using a larger shared pool, you
enable more statements and procedures to remain cached, improving
the efficiency of your server.

e Default: Operating system dependent. Can be 8, 16, or 64MB.
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4+ SORT_AREA_SIZE (Specified in bytes. Minimum: 1 x DB_BLOCK_SIZE.
Maximum: Operating system dependent.)

e When users build an index or perform a query that includes an ORDER
BY clause, Oracle may need to sort the data. This requires a consider-
able amount of memory, depending on the amount of data to be sorted.
The memory is allocated in the PGA, up to the maximum specified by
this parameter. Be careful: In a worst-case scenario, each user session
can get this much memory allocated simultaneously. After the sort is
complete, the memory is released, except for the amount specified by
the SORT_AREA_RETAINED_SIZE parameter.

e Default: Typically, 65,536 (64KB)
4 LOG_BUFFER (Specified in bytes)

e You know that the log buffer is part of the SGA that is used to hold log
entries before they are written out to the log file by the LGWR process.
This parameter is used to specify the size of the log buffer. A bigger
buffer may help improve performance of a system that processes large
transactions (batch jobs) by accumulating more changes before actually
writing them out to disk. Oracle recommends setting it to 64K or higher.

e Default: Operating system dependent. Also depends on the number of
CPUs on the system. Usually, 500K or 128K x CPU_COUNT, whichever is
greater.

4+ DB_FILES (Integer. Minimum: The actual number of datafiles in the database.
Maximum: Operating system dependent.)

e Used to specify how many datafiles the instance can keep open at any
given time. You should keep the value identical to the value of MAX-
DATAFILES specified during creation of the database or the control file.

r Cross- Control files are discussed in Chapter 6; creating the database is covered in
Reference Chapter 4

e Default: Operating system dependent. On NT: 200.
4+ LOG_CHECKPOINT_TIMEOUT (Specified in seconds)

e This is one of the parameters that specify the frequency of checkpoints.
The checkpoint target will be this many seconds behind the current log
position. It also means that no buffer remains dirty (unsynchronized) for
more than LOG_CHECKPOINT_TIMEOUT seconds.

e Default: Oracle8i: 900 seconds (15 minutes). Enterprise Edition: 1,800
seconds (30 minutes).

4 LOG_CHECKPOINT_INTERVAL (Specified in operating system blocks)

e Another parameter used to specify the checkpoint frequency. The check-
point target is this many operating blocks behind the current log position.
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Caution Setting this parameter to 0 in Oracle versions prior to 8i results in constant check-
points and negatively affects performance.

e Default: Operating system dependent. On NT: 0 (disabled).

4 FAST_START_IO_TARGET (Integer. Minimum: 1,000. Maximum: Equal to
DB_BLOCK_BUFFERS. 0 means disabled.)

e Used to dynamically control the checkpoint interval. This parameter
specifies how many blocks you want to be processed during instance
recovery in the unlikely event of a crash. The smaller the value, the
shorter the recovery. Only available in the Enterprise Edition.

g Checkpoints are discussed in detail in Chapter 7.
Reference

e Default: All the buffers in the cache (equal to DB_BLOCK_BUFFERS).
4 LOG_ARCHIVE_DEST (Path)
e This is the parameter that sets the archiving destination for redo logs.

e Default: Officially, none. However, if this parameter is not set, logs are
archived to 2\RDBMS. (The “?” in the path means ORACLE_HOME,
especially when used for scripts.)

4 LOG_ARCHIVE_FORMAT (String)

¢ You can use this one to configure the names of the archived logs. By
using placeholders such as %S, you can have Oracle include the
sequence number in the filename and make it easier to find the right log.
The file will be saved in the LOG_ARCHIVE_DEST directory.

e Default: Operating system dependent. On NT: ARC%S.%T (%S is
sequence number, %T is thread number).

4 LOG_ARCHIVE_START (Boolean)

¢ By setting this to TRUE, you can start the Archiver process (ARCn) that
automatically archives redo logs before they are overwritten. This is
done when the database is in archivelog mode only.

¢ Cross- Archiving logs and the three parameters that deal with it are discussed in more
Reference\  jetail in Chapter 7.

e Default: FALSE

4+ ROLLBACK_SEGMENTS (String. Contains names of private rollback segments
listed in DBA_ROLLBACK_SEGS view).

e You can configure Oracle to automatically “acquire” some rollback seg-
ments on startup. If the rollback segments were created as PRIVATE (the
default), they need to be listed in this parameter in order to be brought
online automatically when the database opens. Be careful when setting
this parameter: If there is even one segment listed that does not exist or
cannot be enabled for any reason, the database won’t open.
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r Cross- Rollback segments are covered in Chapter 10.
Reference

e Default: None. This means that the only rollback segments brought online
automatically are SYSTEM and some of the PUBLIC rollback segments.

4+ TRANSACTIONS_PER_ROLLBACK_SEGMENT (Integer)

e When Oracle starts, it calculates how many rollback segments it requires
by using the following formula: TRANSACTIONS + TRANSACTIONS_PER _
ROLLBACK_SEGMENT. The default setting for transactions parameter is
based on the value for sessions or processes. By setting TRANSAC-
TIONS_PER_ROLLBACK_SEGMENT, you can set the optimal number of
PUBLIC rollback segments acquired by the instance at startup.

e Default: 5
4 PROCESSES (Integer)

e This is the maximum number of processes (background and server pro-
cesses) spawned by Oracle. It in effect limits the number of sessions for
the instance. When configuring this parameter, keep in mind that default
values for other parameters, such as sessions and transactions, are
based on the value of processes. The default value is usually too low, so
you should consider increasing it to a number that allows for all the
background processes as well as all the server processes you need in
order to support the planned number of users.

e Default: Derived, but with all other parameters at default values, 30.
4+ BACKGROUND_DUMP_DEST (Path)

e Used to specify the directory in which the ALERT log and the trace files
created by the background processes are saved. We discuss these files in
the “Managing the ALERT File and Trace Files” section of this chapter.

e Default: Operating system dependent. On NT: ?2\rdbms\log.
4+ USER_DUMP_DEST (Path)

e Used to specify the destination for trace files created by the server
processes.

e Default: Operating system dependent. On NT: %ORACLE_HOME%\
RDBMS\TRACE.

4+ MAX_DUMP_FILE_SIZE (Specified in bytes, or UNLIMITED)
e Used to limit the maximum size of trace files (except the ALERT log).
e Default: UNLIMITED

4+ SQL_TRACE (Boolean)



Chapter 3 ¢ Managing an Oracle Instance ] (]

e If you set this to TRUE, you are enabling tracing for every statement by
every user for the entire instance, so it is not recommended. Instead,
you can enable diagnostic tracing for a specific session by using an
ALTER SESSION command or the DBMS_SESSION package. You should
not set this parameter in the parameter file on a production database
unless instructed to do so by Oracle Technical Support.

e Default: FALSE
4+ REMOTE_LOGIN_PASSWORDFILE (Possible values: NONE, EXCLUSIVE, SHARED)

e This parameter configures whether and how the instance will use the
password file. If you set it to NONE, only the operating system authenti-
cates the privileged users. If you set this parameter to SHARED, only two
users, SYS and INTERNAL, are allowed in the password file, but multiple
databases will be able to share the file. If you set it to EXCLUSIVE, you
are able to grant SYSDBA and SYSOPER privileges to users other than
SYS and INTERNAL. This is the usual value for the parameter.

e Default: NONE
4 OS_AUTHENT_PREFIX (String)

e When using operating system authentication, this is the string that gets
prepended to the operating system username in order to generate the
database username. If you want the database user to be the same as the
operating system user, set OS_AUTHENT_PREFIX to “” (an empty string).

e Default: Operating system dependent, but typically “OPS$”
4 RESOURCE_LIMIT (Boolean)

¢ By default, Oracle does not track resource usage by user sessions, such
as the CPU time consumed or the amount of data read. If you are going
to enforce resource limitations with profiles, this parameter needs to be
set to TRUE.

g User profiles are discussed in Chapter 16.
Reference

e Default: FALSE
4 DB_FILE_MULTIBLOCK_READ_COUNT (Integer)

e When Oracle is scanning an entire table, it is more efficient to read a num-
ber of blocks at once rather than reading them one by one. This parameter
configures how many blocks will be read at once during a full table scan.

e Default: 8
4+ COMPATIBLE (Version, range 8.0.0 to current release)

e Used to specify the desired level of backward compatibility. If you set
this parameter to a version older than the current one, some of the fea-
tures may be restricted.

e Default: 8.0.0
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+ IFILE (Path)

e This is basically a “pointer” to another parameter file. By putting this
parameter into the beginning of your parameter file, you can use a com-
mon parameter file for multiple databases. Use parameters after IFILE to
set parameters that are specific to this instance and override the param-
eters in the common parameter file.

e Default: None

Oracle documentation lists 183 parameters. In addition, there are “undocumented”
parameters, which usually start with the “_” character. Although they were
designed for Oracle’s internal use, they are sometimes used by experienced DBAs
in order to tweak their servers. As a general rule of thumb, these parameters
should not be used except as directed by Oracle Support. They are very powerful
and are capable of drastically affecting your server’s reliability and data integrity.
Oracle won’t support you if you destroy your database by testing these parameters.

Storing saved configurations using Instance Manager

As an alternative to using a parameter file, you can take advantage of the stored
configurations in the Instance Manager component of Oracle Enterprise Manager. In
earlier releases of OEM, the stored configurations were saved in the registry of the
client computer running the console. As you can imagine, this created problems
where the configuration of the instance depended primarily on which console it was
started from. In the current release, these configurations are stored in the shared
repository on the management server and are accessible to all administrators.

In order to use stored configurations, you need to create one first. To create a stored
configuration that reflects the current values of all parameters, follow these steps:

STEP BY STEP: Creating a Stored Configuration

1. Start the Oracle Enterprise Manager and connect to the instance you are
working with. Although you can create a configuration without connecting as
SYSDBA, you won’t be able to test it because you need to be a privileged user
in order to start the instance.

2. Expand the Instance node.

3. Right-click the Database node and click Edit. You will be presented with the
instance management screen. In order to make it more useful in the future,
you can select the Show All States checkbox at the top. From here, you can
start the instance and shut it down. If the database is not open, click Open
and then the Apply button at the bottom of the screen. Then, click the All
Initialization Parameters button at the bottom.

Notice that if you click the Description button, another pane opens up at the
bottom and shows a brief description of the highlighted parameter.
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4. Click on the Save As button at the bottom, and type in the name this configu-
ration should be saved as. You may also type in a brief description. Click OK
on the Saved Successfully box, click OK to close the parameter list screen,
and OK again to close the Instance Manager screen. It will ask whether you
want to save the current configuration —because we already did, and we did
not make any changes since, you can safely say No. Now, in the main screen of
the Enterprise Manager, you can see the new configuration.

From now on, you can start the instance by using a stored configuration instead of
a parameter file. In order to use the stored configurations, you have to use the
Instance Manager to start the instance. If you are using commands, you still need to
use a parameter file, so keep it up-to-date.

Starting Up and Shutting Down
an Oracle Instance

One of the most important skills for the exam, and for real life, is being able to start
the instance and open the database, as well as shut it down properly. Although it
seems like a simple task, there are a number of things to consider.

First, we need to know about the states of the instance and the database —
SHUTDOWN, NOMOUNT, MOUNT, and OPEN. We need to know which views are
available in each of them and which operations can be performed. We also must be
able to transition from one state to another.

Then, we need to be able to shut the database down using any one of the four
methods — NORMAL, TRANSACTIONAL, IMMEDIATE, and ABORT — and to under-
stand the implications of each.

Startup/shutdown stages

On its way “up” and “down,” Oracle goes through four stages.

NOMOUNT

In NOMOUNT, only the instance is running. This means that the SGA is allocated
and the background processes are running, but the control file and the data and log
files have not been read yet. As a matter of fact, the database does not even have to
exist. This is the state during which you can issue the CREATE DATABASE or the
CREATE CONTROLFILE statements. Other than for issuing these two statements,
this state is not used very often. When the database is being started, this is the first
state it goes through.
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MOUNT

After NOMOUNT, the next step is to MOUNT the database. Because there is a
CONTROL_FILES parameter in the INIT.ORA file, Oracle knows where to look for the
control files of the database. If all the control files mentioned in the
CONTROL_FILES parameter are present and valid, the database is MOUNTed. This
means that the control file is read and processed. The control file, as you know,
contains the structure of the database —the locations of the data and log files. It
also contains the synchronization information for the database. Given this, Oracle
goes and reads the headers of the data and log files to make sure that they are pre-
sent and current, but does not open the files themselves. The result is a mainte-
nance state, where you can relocate data and log files, restore backups and recover
them by applying archived log files, and query a large number of V$ views.

OPEN

The next state is the final one, OPEN. When Oracle opens the database, it reads the
data and log files, performs instance recovery if necessary, and allows users to
access data in the database.

SHUTDOWN

The SHUTDOWN state is when the instance is not running. There is very little inter-
esting about this state, but we need to shut down the database from time to time.
For example, we may want to take a cold backup of all files, or we need to restart
the database after changing some values in the parameter file. On startup, the
parameter file will be read again, and the new values will take effect.

The STARTUP command

Start up an instance and open the database
2

In order to start the instance and (optionally) open the database when the database
is shut down, we need the STARTUP command. It is issued from SQL*Plus,
SQL*Plus Worksheet, or the Server Manager prompt and requires SYSDBA or
SYSOPER privileges. This command enables us to start the instance only, or mount
the database, or open the database in one simple statement. There are a few
options that you need to be aware of:

4 STARTUP NOMOUNT starts the instance only.

4 STARTUP MOUNT starts the instance and mounts the database —that is,
reads the control file.

4+ STARTUP OPEN or simply STARTUP starts the instance first, then mounts and
opens the database. This is the usual form of this command.

You may need to point the instance at a specific parameter file to use. For example,
you decided that the default location of the parameter file is not where you want to
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keep it. In this case, you need to use the PFILE parameter to specify the location of
the parameter file to be used. Your command could look something like this:

SVRMGR> STARTUP PFILE=D:\ORADATA\NORCL\NINITORCL.ORA
Some less common options are FORCE and RESTRICT.

4+ STARTUP RESTRICT starts the instance and opens the database, but does not
allow users to connect unless they have the RESTRICTED SESSION privilege.
Because most of the time only the DBAs have this privilege (it is granted to
the DBA role by default), this effectively allows only the DBAs to connect to
and work with the database. You can allow other users to access the database
later by using the ALTER SYSTEM DISABLE RESTRICTED SESSION command.
We will discuss the ALTER SYSTEM commands in the “Dynamically Changing
Parameter Values” section of this chapter.

4+ STARTUP FORCE is not something you need to use often. This command
aborts the instance first, then starts it and opens the database. You use it
when the database is “hung” between states. In effect, it is equivalent to
SHUTDOWN ABORT immediately followed by STARTUP.

Although in theory Oracle can only be in one of the four states, in practice it can
end up between them. For example, if a database fails to mount, you may end up
between NOMOUNT and MOUNT states. You will need to shut down the instance,
correct the problem, and try again.

The options can be combined if it makes sense to do so. For example, you may
issue the following command when beginning to create a database:

SVRMGR> STARTUP NOMOUNT PFILE=C:\CERTDB\INITCERT.ORA

Also, the options can be specified in a different order. For example, the following is
a valid command:

SVRMGR> STARTUP PFILE=C:\CERTDB\INITCERT.ORA MOUNT

Overall, here is the syntax of the command:

STARTUP [NOMOUNT|MOUNT|QPEN] [RESTRICT] [FORCE]
[PFILE=parameter_file]

Be sure to know all of the options for the exam and for real-life situations.

Changing instance modes

From time to time, you will need to start the instance only, then manually mount
and open the instance. Or, you can start in MOUNT, then recover the database and
open it manually. For that, you need the ALTER DATABASE command.
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ALTER DATABASE command
This command has many uses, from relocating log files to resizing datafiles. The
options we are looking at here are used to change the state of the database.

If you are in NOMOUNT state, you can mount the database by using the following
command:

SVRMGR> ALTER DATABASE MOUNT;

In MOUNT state, you can open the database by issuing the ALTER DATABASE OPEN
command, or you can dismount the database and only leave the instance running
by using the (you guessed it!) ALTER DATABASE DISMOUNT command.

In theory, there is an ALTER DATABASE CLOSE command that takes a database from
OPEN down to MOUNT, but it is virtually useless. It is only successful when there
are no sessions other than your own connected to the database, and it lacks the
options that would enable you to automatically disconnect all sessions. In practice,
you will virtually always use the SHUTDOWN command followed by the STARTUP
MOUNT to achieve this result.

The ALTER DATABASE command can only take you up or down one step at a time.
This means that you cannot use ALTER DATABASE OPEN when you are in
NOMOUNT, for example —you will get an error.

Automating instance startup

You can have Oracle start as soon as you start the server. The details are, of course,
operating system dependent, but on Windows NT, you need to modify the settings
of the Oracle service responsible for the instance. You can do so in a number of dif-
ferent ways, including editing the Registry or using the ORADIM.EXE utility.

First, you need to configure the service itself to start automatically. In order to do
this, you need to go to the Control Panel (in Windows 2000, you need to go into the
Administrative Tools) and double-click Services. Find the OracleServiceSID service
and click the Startup button on the right (in Windows 2000, right-click the service
and select Properties). Now select the startup type. Since you want it to start
automatically, select Automatic. From now on, whenever the server is started, the
service will also be started.

Next, you need to configure the service to automatically start the instance when
the service starts. In order to do that, you start the Registry Editor by clicking
Start => Run and entering REGEDT32 in the text box.

Caution Perhaps a little warning: If you are not comfortable with editing the Registry,
please don't. There are no safeguards when you are directly editing the Registry,
and you can easily make your system unbootable by typing in the wrong thing.
Another method is available and is introduced in a couple of paragraphs.
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Once you start the Registry Editor, you see five windows. Click the one that says
HKEY_LOCAL_MACHINE in the title bar. Double-click SOFTWARE, then scroll down
to ORACLE and double-click that. Click HOMEQ. On the right, you will see a lot of
entries. One of them should be ORA_SID_AUTOSTART. If you cannot see this entry,
you may be looking at the wrong ORACLE_HOME. On the left, you should have
HOMEI1 and possibly even HOME2. Check those — your machine may have multiple
ORACLE_HOMES, and you need to find the right one.

Once you have located the ORA_SID_AUTOSTART entry, check the value. If it says
TRUE, the service automatically starts the instance on startup. If it says FALSE, the
value needs to be changed. Double-click the ORA_SID_AUTOSTART entry and
change the value to TRUE, then click OK.

In order to start the instance and open the database, the service needs to know
where the parameter file is. Check the ORA_SID_PFILE entry — it should contain the
correct path to the INIT.ORA file. If not, it needs to be changed, too.

Sounds complicated? Well, all of this can be done in one simple step with the
ORADIM utility. The trouble is,—you cannot use it to configure the service to start
automatically and not to start the instance. It is either all automatic or all manual.

To make the service start automatically, start the instance, and open the database,
use the following command from the command prompt (not the SQL*Plus or Server
Manager prompt):

C:\>oradim -EDIT -SID SID -STARTMODE auto -PFILE parameter_file

This configures the service to start when the server is booted up and to start the
instance and open the database using the specified parameter file.

g The syntax of the ORADIM utility is covered in more detail in Chapter 4.
Reference

Opening a database in read-only mode

A database can be opened in read-only mode. This is a new feature in Oracle8i. You
may want to do this if the database is used for queries only and there is no need to
allow DML or DDL on it. When the database is in read-only mode, the only writes
allowed are to the temporary tablespaces, for sorting purposes.

There is no READ ONLY option for the STARTUP command, so in order to open a
database in read-only mode, you need to follow these two steps:
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STEP BY STEP: Making a Database Read-Only

1. Mount the database by using STARTUP MOUNT:
SVRMGR> STARTUP MOUNT PFILE=C:\CERTDB\INITCERT.ORA

2. Issue the ALTER DATABASE OPEN READ ONLY command:
SVRMGR> ALTER DATABASE OPEN READ ONLY;

That’s it—you have a read-only database. If you try to issue a DML or DDL state-
ment, you will receive an error.

You cannot alter a read-only database to read-write by using the ALTER DATABASE
command. In order to do that, you need to shut it down first, then start and open it
normally:

SVRMGR> SHUTDOWN IMMEDIATE

Database closed.

Database dismounted.

ORACLE instance shut down.

SVRMGR> STARTUP PFILE=C:\CERTDB\INITCERT.ORA
ORACLE 1instance started.

Total System Global Area 4818188 bytes
Fixed Size 70924 bytes
Variable Size 3850240 bytes
Database Buffers 819200 bytes
Redo Buffers 77824 bytes

Database mounted.
Database opened.

For example, you may have a reporting database. Every weekend, you load data
into it, but for the rest of the week it is used for queries only. You may want to shut
it down on Friday and start it in read-write mode. Then, you perform the load. After
the load is done, you shut it down, mount it, and open it READ ONLY.

The SHUTDOWN command

Close a database and shut down the instance
[

We talked about shutting a database down already — after all, how can you start it if
you do not shut it down first? Now, it is time to discuss the command in a little
more detail.

The SHUTDOWN command can be used with one of four options: NORMAL
(default), IMMEDIATE, TRANSACTIONAL, or ABORT. These options control whether
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Oracle closes the database nicely and what happens to the existing user sessions.
Here is the overall syntax of the command:

SHUTDOWN [NORMAL|IMMEDIATE|TRANSACTIONAL|ABORT]

NORMAL mode

When you use the SHUTDOWN NORMAL command (or just SHUTDOWN), you are
shutting down the database in normal mode. This is the “too nice to work” option.
First, Oracle prevents any new logins. Then, it waits for all the users to disconnect.
Considering that some users don’t like logging out, this may take a while. Also, the
Intelligent Agent — the server-side component of the Oracle Enterprise Manager —
never logs out. This means that the database simply becomes unavailable for new
logons.

When and if all the users do log out, Oracle performs a checkpoint. This means that
all of the dirty buffers get written out to the datafiles, and the database is in a con-
sistent state. Once that is done, the database is closed and dismounted, and then
the instance is shut down.

Overall, this is not a very useful option for most environments. Unfortunately, it is
the default, so if you forget to use another option, here is what happens: You issue
the SHUTDOWN command and just get a blinking cursor on a new line. No users
can log in, and your session is busy waiting for the shutdown to be processed.
Since one of the users is the Agent who will never log out (username DBSNMP),
this will take a while. You can do one of three things:

4 First, if the Agent is the only user who refuses to log out, you can stop the
OracleORACLE_HOMEAgent service or kill the operating system process. This
is not very nice, and besides, you may have other users on the system.
However, if the Agent is the only user who has not logged out, it may be your
best option because it will enable Oracle to perform a checkpoint before
closing the database.

4+ The second option is to stop the Oracle service itself (or kill the operating
system process). This is also not very nice, especially considering that the
checkpoint won’t get performed.

4+ The last option is to start another session to Oracle. You need to connect as a
privileged user —for example, INTERNAL. Killing all of the user sessions is not
an option—you won'’t be able to query the V$SESSION view to find the neces-
sary information. We will discuss killing sessions later in this chapter —for
now, just trust me: It will not work. The only thing you can really do is issue the
SHUTDOWN ABORT command and abort the instance —any other command
will just result in the “Oracle not available” error. No checkpoint, not nice.

Well, these are the options. Basically, don’t forget to specify an option with the
SHUTDOWN command.
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IMMEDIATE mode

This is the usual way to close the database and shut down the instance. The most
important thing is to perform a checkpoint and leave the database in a consistent
state, and this option does that. What it does not do is wait for current sessions to
end, or even for active transactions to finish. The active transactions are rolled
back, the users are forcibly logged out, and a checkpoint is performed. Then the
database is closed and dismounted, and the instance is shut down nicely.

The statement is simple:
SVRMGR> SHUTDOWN IMMEDIATE

It does take Oracle some time to perform all of those tasks, so do not take “IMMEDI-
ATE?” literally. It may take a few minutes to roll back the transactions, log users out,
and especially perform the checkpoint.

TRANSACTIONAL mode

This is a compromise for those of us who do not believe in NORMAL and feel that
IMMEDIATE is unnecessarily rough on users. The TRANSACTIONAL mode does log
users out, but not until they finish (COMMIT or ROLLBACK) their current transac-
tions. Then, a checkpoint is performed and the database is closed and dismounted
in a consistent state. Last step— Oracle shuts down the instance.

Here is the syntax:
SVRMGR> SHUTDOWN TRANSACTIONAL

There is a TIMEOUT option for the transactional shutdown, and you can see it in
the older versions of Oracle Enterprise Manager. In theory, it is supposed to wait
for users to complete their transactions for a specified time, then roll those transac-
tions back. However, it never worked, and Oracle no longer mentions it in their
documentation or has it in the Instance Manager. If you are working with an older
version, just ignore it.

ABORT mode

Aborting the instance is usually not your first choice. The reason is that all other
shutdown modes perform a checkpoint and leave the database in a consistent
state. ABORT does not. As a matter of fact, it never closes the database — it just
kills the operating system processes and releases the memory that used to be allo-
cated to the SGA. You can see that by watching the feedback from Oracle when you
issue the command. Compare these two readouts:

SVRMGR> shutdown immediate;
Database closed.

Database dismounted.
ORACLE instance shut down.
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SVRMGR> shutdown abort;
ORACLE instance shut down.

As you can see, the IMMEDIATE option closes and dismounts the database first,
whereas ABORT does not. The checkpoint is not performed, committed data will
need to be recovered from redo logs, and any uncommitted transactions will need
to be rolled back on next startup. This is known as instance recovery, or crash
recovery. It is automatic, but it will delay the next startup. Also, if you were shutting
down the database in order to perform a backup, you should start it up and shut it
down again, nicely this time.

The only time the database should be shut down using the ABORT option is when
you have no other choice, or when its state really does not matter anyway (for
example, you are about to restore the whole thing from backup tapes).

Table 3-2 gives a summary of the four SHUTDOWN options.

Table 3-2
Summary of SHUTDOWN Options

Wait for Users Wait for Transactions Perform Checkpoint

to Log Out to Complete
NORMAL Yes Yes Yes
TRANSACTIONAL No Yes Yes
IMMEDIATE No No Yes
ABORT No No No

Dynamic performance views

Oracle provides us with a multitude of views that enable us to monitor the activity
in the instance and the database, as well as see the memory allocations and
database structure. There are two types of views the DBAs frequently use: the
dynamic performance views and the data dictionary views. The data dictionary
views are based on the base tables in the data dictionary and often start with
USER_, ALL_, or DBA_ prefixes. They are covered in detail in Chapter 5. In this
chapter, we will discuss the dynamic performance views.

Most of the dynamic performance views that apply to a single instance start with
the V$ prefix. There are 183 of them listed in the V$FIXED_TABLE view, although
there are a few not listed there. There is no need to memorize all of them, but some
you should know quite intimately — both for the exam and for real-life situations.
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The V$ views, as they are frequently called (“dynamic performance views” is too
long and formal), are getting their data in real time from the SGA and the control file
of the database. Because of this, most of them are available when the database is
only mounted, and some can be queried when only the instance is running
(NOMOUNT state). They give you up-to-date information on processes running,
memory allocated, and different kinds of activity —rollback and sorting are two of
the examples.

Although you do not have to memorize all of the views, you do need to know how
to find the one you need. For most of the common ones, you can guess the name
with fairly high accuracy by using a simple rule: V$whatever you are looking for,
singular. For example, if you need information on processes running, you could try
V$PROCESS. For SGA allocations, V$SGA works, and for parameter names and
values, VSPARAMETER is a reasonable (and correct) guess.

If guessing is not good enough, you can query the V$FIXED_TABLE view. It lists all
the V$ views that are available in NOMOUNT or MOUNT. Some of the V$§ views can
only be queried when the database is open, and they will not show up in
V$FIXED_TABLE. For example, if you need to find all views that have to do with data
and are available when the database is not open, try this query:

SVRMGR> SELECT * FROM V$FIXED_TABLE WHERE name LIKE '%ZDATAZ%';

NAME OBJECT_ID TYPE TABLE_NUM
GV$DATABASE 4294951316 VIEW 65537
VEDATABASE 4294951047 VIEW 65537
GVSDATAFILE 4294951319 VIEW 65537
V$DATAFILE 4294951050 VIEW 65537
GV$SQL_BIND_METADATA 4294951355 VIEW 65537
V$SQL_BIND_METADATA 4294951202 VIEW 65537
GV$SQL_BIND_DATA 4294951356 VIEW 65537
V$SQL_BIND_DATA 4294951203 VIEW 65537
GVSDATAFILE_COPY 4294951361 VIEW 65537
V$DATAFILE_COPY 4294951221 VIEW 65537
GV$BACKUP_DATAFILE 4294951365 VIEW 65537
V$BACKUP_DATAFILE 4294951225 VIEW 65537
GV$DATAFILE_HEADER 4294951370 VIEW 65537
VSDATAFILE_HEADER 4294951253 VIEW 65537
GV$PROXY_DATAFILE 4294951558 VIEW 65537
V$PROXY_DATAFILE 4294951559 VIEW 65537

16 rows selected.

The GV$ views are global and are only meaningful in a Parallel Server environment. Of
the eight V$ views listed, you can see that VSDATAFILE is probably the one you need.

The next step is to find out which columns you are interested in. Some of these
views have quite a few, and queries should select only the ones you are interested
in. So, before actually querying a view like this, use the DESCRIBE command (can be
abbreviated to DESC), like this:

SVRMGR> DESC V$DATAFILE;
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This gives you the list of columns available. Don’t worry if you do not understand
the meanings of all of them — very few people do. Just use the ones you understand
and don’t be afraid to look them up in the documentation.

As we already discussed, these views are based on the information in the control
file or directly on the memory structures in the SGA. It makes sense that the former
are only available when the control file is read —that is, in MOUNT. The latter can
be queried in any state except SHUTDOWN.

Views available in NOMOUNT state

The views that are available in NOMOUNT are the ones that are based directly on
the SGA or have to do with the background processes that are part of the instance.
Some of these views are listed in Table 3-3.

Table 3-3
Dynamic Performance Views Available in NOMOUNT State

View Name View Description

V$SGA Displays summary information on the SGA.

V$INSTANCE Shows status and name of the instance.

V$PROCESS Shows the list and details on the Oracle processes running as
part of the instance.

V$PARAMETER Shows the names and current values of initialization parameters.

VESESSION Shows details on sessions currently connected to the instance.

V$ACCESS Shows sessions accessing objects in the database. This includes
fixed tables, so this view is available in NOMOUNT.

V$FIXED_TABLE Lists the dynamic performance views available even when the
database is not open.

V$BGPROCESS Has a row for each possible background process, even ones not
started.

V$MYSTAT Showvs statistics on the current session. Very useful for finding the
session ID for your own session.

V$PWFILE_USERS Shows a list of users in the password file and the privileges
(SYSDBA or SYSOPER) granted to them.

VSVERSION Lists version numbers for core components of Oracle.

V$OPTION Lists TRUE or FALSE for each option available with the current

version of Oracle. You can see which options are installed and
which are not.

There are other views, but these are the more commonly used ones. As you keep going through the
book, you will find more detailed information on many of them.
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The rest of the V$§ views get their information from the control file of the database.
Because the control file is only read when the database is mounted, they are not
available in NOMOUNT. It is fairly easy to figure out which views these are simply
by thinking of the contents of the control file. It keeps the structural information
(data and log filenames and locations), synchronization information (sequence
numbers and SCNs for redo and archived logs), and backup information. Table 3-4
lists some of the views only available in MOUNT:

Table 3-4

Dynamic Performance Views Available in MOUNT State

View Name

View Description

V$CONTROLFILE

V$DATABASE

V$DATAFILE

V$DATAFILE_HEADER

V$LOG

V$LOGFILE

V$TABLESPACE
V$LOG_HISTORY

V$ARCHIVED_LOG

V$CONTROLFILE_RECORD_SECTION

V$BACKUP_SET

Lists the name and status of the control files
for the database.

Lists information on the database: name,
status, mode (archivelog or noarchivelog),
checkpoint number, etc.

Lists the names and details of the datafiles
listed in the control file.

Lists information found in the headers of the
datafiles. Useful in recovery scenarios.

Lists the details on the log file groups in the
database: size, number of members, current
sequence, whether the group has been archived.

Lists the names of the actual physical log files
and the groups they belong to.

Lists the names and numbers of the tablespaces.

Shows which change was recorded in which
log sequence.

Shows logs that have been archived by the
instance and the details of each.

Shows how many records have been allocated
in the control file for log files, datafiles, log
history, etc. Also shows the size of each record.

This and other backup-related views are only
useful if you use RMAN (Recovery Manager) for
performing backups. Recovery Manager
records successful backups in the control file of
the database.
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Exam Tip Oracle has another exam that deals with backup and recovery issues.

Being familiar with V$ views is an important part of being an efficient (and certified!)
DBA. Make sure that you spend some time running queries against these views to
get comfortable with their structure and the type of information they provide.

Managing Oracle Instance Settings

Get and set parameter values
B

OK, now we can start and shut down the instance and change the state of the
database. However, there are a few more aspects of managing the instance that we
need to discuss.

First, you should realize that if you change a parameter value in the parameter file,
you need to restart the database for the change to take effect. Most of the time this
is something to avoid. Not only is the database unavailable while it is being
restarted, but there is another reason to avoid unnecessary restarts. When you
shut down and restart the database, the data that was cached in the SGA is no
longer cached. For a while the performance is going to be quite poor, until the
cache is repopulated with relevant data.

So, we try to change as many parameters as possible dynamically. In order to do
that, we need to know which parameters we can do this with, how we can do it, and
what their values are right now.

Also, we need to be able to manage sessions. Sometimes a session can become a
source of problems, and it needs to be terminated. At other times, we need to
prevent most users from logging in altogether. In this last part of the chapter, we
discuss some session management techniques.

Displaying parameter values

In order to display the current values of parameters, it is not enough to look at the
parameter file itself. First, not all parameters are always explicitly specified there
(most are not). Second, some may have been changed for the current session or the
entire instance after the database has been started up.

There are two ways to display the current values of parameters. The simplest is the
SHOW PARAMETER command. It gives you the current value for all documented
parameters that match the search string you specify.



116  Partil + Creating and Administering an Oracle Instance and Database

For example, say you need to know the value of sorting-related parameters. Issue
the following command:

SHOW PARAMETER SORT
The result will look something like this:

SVRMGR> SHOW PARAMETER SORT

NAME TYPE VALUE
nls_sort string
sort_area_retained_size integer 0
sort_area_size integer 65536
sort_multiblock_read_count integer 2

As you can see, Oracle returns the names and current values of all parameters that
have the string “SORT” in the name. The string is not case-sensitive, so you can
enter it in any case.

The other way to find out what a parameter is set at is to query the VSPARAMETER
view. This view has a lot more information than the SHOW PARAMETER command
provides you with. For example, it tells you whether a given parameter can be
modified dynamically, what the scope of this modification is (SYSTEM or SESSION),
and whether you need to use any particular options to modify it.

In order to simply view the current values of sort-related parameters, issue the
following query:

SVRMGR> SELECT name, value FROM V$PARAMETER
2> WHERE name LIKE '%sort%';

NAME VALUE
nls_sort

sort_area_size 65536
sort_area_retained_size 0
sort_multiblock_read_count 2

4 rows selected.

First, please note that the parameter names are case-sensitive and are stored in
lowercase. Other than that, we have pretty much the same information from this
query that we had from the SHOW PARAMETER command. The big difference is in
the columns we did not select — most of them have to do with dynamic changes to
parameter values.

Dynamically changing parameter values

Some of the parameters can have their values changed “on the fly,” while the
database is running.
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You are already familiar with the concept of a session. A session is a user connec-
tion to a database and has its own properties. As a matter of fact, a lot of the
INIT.ORA parameters are just defaults for sessions and can be changed for each
session. For example, the SORT_AREA_SIZE parameter can be changed for the
current session by using the ALTER SESSION command, like this:

SVRMGR> ALTER SESSION SET sort_area_size = 131072;

Some other parameters can be changed dynamically for the entire instance by
using the ALTER SYSTEM command. For example, the LOG_CHECKPOINT_TIMEOUT
parameter can be changed for the instance by using the following command:

SVRMGR> ALTER SYSTEM SET log_checkpoint_timeout = 900;

Now what if you want to change the maximum amount of memory allocated to
every session in the instance? If you try to issue the following command, you will
get an error:

SVRMGR> ALTER SYSTEM SET sort_area_size=131072;
ALTER SYSTEM SET sort_area_size=131072

*

ORA-02096: specified initialization parameter is not modifiable with this option

What Oracle is trying to tell you is that you cannot use ALTER SYSTEM to modify
the value of this parameter for the current sessions — only for the future ones. In
order to do that, you need to use the DEFERRED option:

SVRMGR> ALTER SYSTEM SET sort_area_size = 131072 DEFERRED;
Statement processed.

This will not affect the current sessions, but all the future ones will have up to 128K
of memory allocated for sorting, if necessary.

Caution After dynamically modifying a parameter value, make sure that you change its
value in the parameter file, as well. If you don't, the changes will be lost after you
restart the instance.

In order to change a parameter dynamically, you need to have sufficient privileges.
Obviously, we would not want users to be able to change the values of initialization
parameters for the entire system. It may also not be a good idea to even let them
change settings for their own session —who is going to get called when things stop
working? So, Oracle has two privileges that can be used to control who can change
the session and system settings. These privileges are ALTER SYSTEM and ALTER
SESSION. The DBA has both of them, of course.

¢ Cross- These and other privileges are covered in more detail in Chapter 18.
Reference
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Determining if a parameter can be changed

Guessing whether any given parameter can be changed dynamically is difficult;
memorizing each of them is boring. Trying to remember which ones can be modified
using the ALTER SESSION command or the ALTER SYSTEM command, and whether
you need to use the DEFERRED option, can get the best of us committed to a psychi-
atric institution. Thankfully, Oracle provides us with the VSPARAMETER view, which
tells us exactly how we can modify each of the parameters, whether it can be done
at all, and whether it has already been done after the last startup. The most relevant
columns of the view are listed in Table 3-5.

Table 3-5
The Columns of the VSPARAMETER View
Column Name Description
NAME The name of the parameter, in lowercase.
DESCRIPTION A brief description of what the parameter does. A sort of built-in

help for those times when the documentation is not available.

TYPE The datatype of the parameter: 1 means Boolean, 2 means
string, 3 means integer. There is only one parameter type 4 —
that is the IFILE parameter (pointer to another parameter file).

VALUE The current value for the parameter —for the current session.

ISDEFAULT TRUE if the current value of the parameter was set by default. If
you explicitly set the parameter, this column will show FALSE,
even if the current value is the same as default.

ISSES_MODIFIABLE TRUE if the parameter can be changed by using the ALTER
SESSION command; FALSE if it cannot.
ISSYS_MODIFIABLE IMMEDIATE if the parameter can be modified by using the

ALTER SYSTEM command without the DEFERRED option;
DEFERRED if it requires the DEFERRED option; FALSE if it cannot
be modified with the ALTER SYSTEM command.

ISMODIFIED If the parameter has not been modified from the value set in the
parameter file or by default, this column will show FALSE. If an
ALTER SESSION command was used to modify it, you will see
MODIFIED. If the parameter has been modified with an ALTER
SYSTEM command, this column will show SYS_MODIFIED.

So, in order to find out how a parameter can be modified, issue the following
command:
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SVRMGR> SELECT name, isses_modifiable, issys_modifiable
2> FROM V$PARAMETER
3> WHERE name = 'sort_area_size';

NAME ISSES ISSYS_MOD

sort_area_size TRUE DEFERRED
1 row selected.

This means that you can change the value of this parameter by using the ALTER
SESSION command or the ALTER SYSTEM ... DEFERRED command.

Managing User Sessions

Objective Manage sessions
[

Any database exists in order to serve users. However, there are times when the
database needs to be “user-free.” For example, you need to restore it from backup
and test that the restoration was successful, or you need to perform a large, consis-
tent export of data and cannot have anyone modify the database during it.

At such times, you need to clear the database of users and prevent others from
logging in. The first thing to do is to make sure that only a few users, primarily
DBAs, can connect to the database.

Restricting who can connect

You can restrict access to the database by enabling RESTRICTED SESSION. This
means that only those users who have the RESTRICTED SESSION privilege can log
in. By default, it is only granted to the DBA role, so no end users should have it.
Effectively, you are putting the database into a DBA-only mode.

You can do this in one of two ways. The first is to use the ALTER SYSTEM command,
like this:

SVRMGR> ALTER SYSTEM ENABLE RESTRICTED SESSION;
Statement processed.

This places the system into RESTRICTED SESSION mode and prevents most users
from logging in. However, it does not get rid of the sessions already in progress.
Those need to be killed manually, and you will learn to do that later in this chapter.

You already saw the second method —you can use the STARTUP RESTRICT com-
mand to start the database and immediately enable RESTRICTED SESSION. So, to get
rid of all current sessions and place the database into restricted mode, you could
shut down IMMEDIATE or TRANSACTIONAL and then use STARTUP RESTRICT.
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In order to allow users to start logging in again, issue the following command:

SVRMGR> ALTER SYSTEM DISABLE RESTRICTED SESSION;
Statement processed.

In order to see whether the RESTRICTED SESSION is in effect, query the
VS$INSTANCE view:

SVRMGR> SELECT logins FROM V$INSTANCE;
LOGINS

RESTRICTED
1 row selected.

When the RESTRICTED SESSION has been disabled, the value in the LOGINS column
changes to ALLOWED.

Terminating sessions

Once you enable RESTRICTED SESSION, you need to forcibly log out the users cur-
rently connected to the database. Or, there is a session that is blocking a rollback
segment, and it needs to be terminated.

r Cross- Rollback segments and troubleshooting of this and other problems is discussed in
Reference Chapter 10.

What you need to do is find the right session and then use the ALTER SYSTEM
command to “kill” it. The command has the following syntax:

ALTER SYSTEM KILL SESSION 'SID,SERIAL#'
So, we need to find the SID and serial number for the session we need to get rid of.

The SID is the session ID that is unique for each session currently connected to the
instance. However, if a user disconnects, the SID may be reused for a new session,
so just the SID itself is not sufficient to uniquely identify the session to kill. The
combination of the SID and the serial number, however, is unique.

We get the SID and serial number from the V$SESSION view. The session that is
causing problems can be identified by a number of methods, depending on the
problems it is causing. In Chapter 10, you will see how to track down a session
blocking a rollback segment by using the VSROLLSTAT, VETRANSACTION, and
V$SESSION views. For now, just to keep things simple, we will assume that we
simply want to get rid of all nonadministrative users still logged in.

In order to identify those users, we only need to query the V$SESSION view:
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SVRMGR> SELECT username, sid, serial#, status FROM V$SESSION
2> WHERE username IS NOT NULL;

USERNAME SID SERTAL# STATUS
SCOTT 8 5 INACTIVE
SYS 7 1 ACTIVE

2 rows selected.

Excluding NULL simply excludes the rows that belong to Oracle’s own internal
sessions.

You can see that there are only two “real” sessions: yourself and Scott. Scott’s
session is listed as INACTIVE, meaning that it is not actively executing a command
at this time.

If there are many user sessions, (there usually are), you can find your own session
SID by using the VEMYSTAT view like this:

SVRMGR> SELECT DISTINCT SID FROM V$MYSTAT;
SID

1 row selected.

So, now we have confirmed that the second session shown in the V$SESSION view
is our own, because the SID is the same as the SID in the VSMYSTAT view. Now all
that is left is to actually kill Scott’s session:

SVRMGR> ALTER SYSTEM KILL SESSION '8,5';
Statement processed.

If you requery the VSSESSION view now, Scott’s session may still be there, with
“KILLED” in the STATUS column. In order for the session to actually disappear, the
user needs to be notified that the session has been killed. If the session is active
when it is killed, this notification happens right away. If the session is not active,
the user will be notified the next time they try to execute anything:

SVRMGR> SELECT * FROM EMP;
SELECT * FROM EMP
*

ORA-00028: your session has been killed
Now the session will disappear from the V$SESSION view altogether.
Note that this does not prevent Scott from immediately logging in again. In order to

do that, you should enable RESTRICTED SESSION first, and then start killing exist-
ing sessions. If logins are restricted, Scott won’t be able to reconnect.
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The ALTER SYSTEM command disconnects the session from the database, but it
does not Kkill the operating system process associated with it. In order to kill both of
these birds with one stone, use one the following commands:

SVRMGR> ALTER SYSTEM DISCONNECT SESSION '8,5' IMMEDIATE;
Statement processed.

Or:

SVRMGR> ALTER SYSTEM DISCONNECT SESSION "8,5" POST_TRANSACTION;
Statement processed.

The first one, with the IMMEDIATE option, was not available prior to Oracle 8.1.6.
Neither is available prior to 8i. The meaning of these keywords is fairly obvious: the
POST_TRANSACTION option allows the user to complete the current transaction,
while the IMMEDIATE option kills the session immediately.

Once the logins have been restricted and all the user sessions have been killed, you
have a “user-free” database. Hurry up and perform the maintenance, because time
is money!

Managing the ALERT File and Trace Files

Monitor the ALERT file and the trace files
[

Oracle does not run silently. Even when everything is OK, it records a log of signifi-
cant operations for the DBA. When problems happen, it attempts to record relevant
information to help us troubleshoot the problem. The first place to look is in the
SIDALRT.LOG file, the ALERT file.

The ALERT file, or ALERT log, as it is commonly known, is the main log of activity
for the instance. It records startups, shutdowns, log switches, and parameters
explicitly specified in the parameter file. It also contains a record of CREATE,
ALTER, or DROP statements for DATABASE, TABLESPACE, and ROLLBACK SEG-
MENT, whether issued by the DBA or as part of internal functions (for example,
during startup). Finally, it contains a log of major errors — for example, block cor-
ruption or ORA-00600 errors. The ORA-00600 is a generic internal error recorded
when an Oracle process encounters an unexpected low-level condition. You can
think of it as Oracle’s version of a GPF. (Remember Windows 3.17)

Here is an example of an ALERT log —lines have been edited to show significant
events, and comments are placed inline to explain the events.

Thu Feb 22 05:55:59 2001
ORACLE V8.1.6.0.0 - Production vsnsta=0
vsnsqgl=e vsnxtr=3



Chapter 3 4+ Managing an Oracle Instance

Windows 2000 Version 5.0 , CPU type 586

Starting up ORACLE RDBMS Version: 8.1.6.0.0.

System parameters with non-default values:
processes = 20

shared_pool_size = 4194304
large_pool_size = 614400
java_pool_size = 32768

PMON started with pid=2

DBWO started with pid=3

LGWR started with pid=4

CKPT started with pid=5

SMON started with pid=6

RECO started with pid=7

Thu Feb 22 05:56:01 2001

alter database mount exclusive

Thu Feb 22 05:56:06 2001

Successful mount of redo thread 1, with mount id 950117110.

Thu Feb 22 05:56:06 2001

Database mounted in Exclusive Mode.

Completed: alter database mount exclusive

Thu Feb 22 05:56:06 2001

alter database open

Thu Feb 22 05:56:07 2001

Thread 1 opened at Tog sequence 788
Current Tlog# 2 seqf 788 memst 0: D:\ORACLE\ORADATA\ORCL\RED00?2.LOG

Successful open of redo thread 1.

Thu Feb 22 05:56:07 2001

SMON: enabling cache recovery

SMON: enabling tx recovery

Thu Feb 22 05:56:11 2001

Completed: alter database open

This is a startup. You can see which parameters were explicitly set, which pro-
cesses started as part of the instance, which log was the current log, and a step-by-
step of mounting, then opening the database. There is no mention of a crash
recovery, so the database was in a consistent state after the previous shutdown.
Here is what a crash recovery looks like:

Thu Feb 22 10:48:08 2001

alter database open

Beginning crash recovery of 1 threads

Thu Feb 22 10:48:09 2001

Thread recovery: start rolling forward thread 1

Recovery of Online Redo Log: Thread 1 Group 2 Seq 788 Reading mem 0
Mem# 0 errs 0: D:\ORACLE\ORADATA\ORCL\RED00?2.LO0G

Thu Feb 22 10:48:10 2001

Thread recovery: finish rolling forward thread 1

Thread recovery: 18 data blocks read, 18 data blocks written, 29 redo blocks

read

Crash recovery completed successfully
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This indicates that the previous shutdown was not NORMAL, IMMEDIATE, or
TRANSACTONAL —the server may have lost power, or a SHUTDOWN ABORT may
have been issued, or a background process failed and the instance was automati-
cally aborted. You need to investigate further.

Here is a rollback segment problem:

Thu Feb 22 16:16:49 2001
ORA-1628: max ff extents 3 reached for rollback segment RBSO1
Failure to extend rollback segment 8 because of 1628 condition

You will discuss how to fix it in Chapter 10 —for now, you just need to recognize an
error when you see one. It helps to search the file for the “ORA-" string to find
errors in it.

Sometimes you have a major error reported by a background process. It might look
something like this in the ALERT log:

Sun Apr 29 08:52:28 2001

Errors in file D:\Oracle\admin\orcl\bdump\orcTLGWR.TRC:

ORA-00313: open failed for members of Tog group 1 of thread 1
O0RA-00312: online Tog 1 thread 1: 'D:\ORACLE\ORADATA\NORCL\REDOOL.LOG'
O0RA-27041: unable to open file

0SD-04002: unable to open file

0/S-Error: (0S 2) The system cannot find the file specified.

Sun Apr 29 08:52:28 2001

Errors in file D:\Oracle\admin\orcl\bdump\orcTLGWR.TRC:

ORA-00321: Tog 1 of thread 1, cannot update log file header
O0RA-00312: online Tog 1 thread 1: 'D:\ORACLE\ORADATA\ORCL\REDOO1.LOG'

Sun Apr 29 08:52:28 2001
Errors in file D:\Oracle\admin\orcl\bdump\orcTLGWR.TRC:
ORA-00313: open failed for members of log group 1 of thread 1

Thread 1 advanced to log sequence 1054
Current log# 1 seqs# 1054 memf# 1: D:\ORACLE\ORADATA\ORCL\REDO1C.RDO

As you can see, one of the members of a log group (Group 1) is missing. The other
member is fine, because you can see that the switch did happen (“Thread 1
advanced...” message close to the end). The other important part of this snippet is
the pointer to the trace file orclLGWR.TRC. Let’s take a look:

**% SESSION ID:(3.1) 2001-04-29 08:52:18.579

ORA-00313: open failed for members of Tog group 1 of thread 1
ORA-00312: online log 1 thread 1: 'D:\ORACLE\ORADATA\ORCL\REDOO1.LOG'
O0RA-27041: unable to open file

0SD-04002: unable to open file

0/S-Error: (0S 2) The system cannot find the file specified.
ORA-00321: Tog 1 of thread 1, cannot update log file header
O0RA-00312: online log 1 thread 1: 'D:\ORACLE\ORADATA\ORCL\REDOOI.LOG"
ORA-00313: open failed for members of log group 1 of thread 1
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ORA-00313: open failed for members of Tog group 1 of thread 1
O0RA-00312: online Tog 1 thread 1: 'D:\ORACLE\ORADATA\NORCL\REDOO1.LOG'
O0RA-27041: unable to open file

0SD-04002: unable to open file

0/S-Error: (0S 2) The system cannot find the file specified.
ORA-00321: Tog 1 of thread 1, cannot update log file header
ORA-00312: online log 1 thread 1: 'D:\ORACLE\ORADATA\ORCL\REDOOI.LOG"
ORA-00313: open failed for members of log group 1 of thread 1

As you can see, the message is more detailed (although in this case, not that much
more informative —the ALERT log gave us all the information we needed to figure
out the cause). Sometimes, you need this extra information.

The ALERT log and the trace files created by background processes are located in
the directory specified by the BACKGROUND_DUMP_DEST parameter in the param-
eter file. It is extremely important that the DBA spends some time every day check-
ing the ALERT log looking for potential problems, even if the instance seems to be
operating normally. In our example, one of the two members of a group was miss-
ing, so only one was left. In effect, that group was not multiplexed —and Oracle was
operating normally. The error we saw was the only indication that something was
very wrong and required immediate attention.

This brings us to a very important question —how often do we check the ALERT
log? Well, how long would you want a missing log file to remain unnoticed? How
about corruption in the datafiles? Oracle recommends that the ALERT log be
checked daily, but it should be more frequent than that. Also, don’t forget to
archive and clear the ALERT log from time to time — it can grow indefinitely.

A server process can create another type of a trace file. These trace files include the
ones created because the SQL_TRACE parameter has been enabled and files created
by the ALTER DATABASE BACKUP CONTROLFILE TO TRACE command. These traces
are saved in the directory specified by the USER_DUMP_DEST parameter.

r Cross- Creating a trace file by using the ALTER DATABASE BACKUP CONTROLFILE TO
Reference\  TRACE command is discussed in Chapter 6.

Key Point Summary

4 In order to start, an Oracle Instance needs the parameter file (INIT.ORA). This
file contains settings that control space allocation in the SGA, background
process configuration, and locations of the control files. There are almost two
hundred parameters, but each has a default value that is usable for most
databases.

4 The Oracle Instance and database have four possible states: SHUTDOWN,
NOMOUNT, MOUNT, and OPEN. You should be very familiar with these states
and which files are read to put the database into each one.
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4 The STARTUP command is used to start a database that is currently shut
down. You can use this command in order to put the database into
NOMOUNT, MOUNT, or OPEN (default) state. If the database is not shut down,
you can use the ALTER DATABASE command to move between states one step
at a time.

4 In order to shut the database down, you use the SHUTDOWN command. There
are four modes of SHUTDOWN: NORMAL (the default), TRANSACTIONAL,
IMMEDIATE, and ABORT. You should be very comfortable with each one and
what it does and does not do. The main difference is that ABORT does not
perform a checkpoint while others do.

4 In order to get information on the current state of the instance and database,
you can use dynamic performance views (V$ Views). The V$ views that gather
information from memory are available in NOMOUNT state; the ones based on
the control file are only available in MOUNT or OPEN.

4 Some of the parameters cannot be modified while the instance is running;
others can—with an ALTER SESSION or ALTER SYSTEM command. In order to
find out which parameters can be modified and the scope of possible modifi-
cations (SESSION or SYSTEM), use the VSPARAMETER view. The same view
can be used in order to see the current values of the parameters, or you can
use the simplified SHOW PARAMETER command.

4+ Sometimes you need to prevent end users from logging into the database. In
order to do that, you use the ALTER SYSTEM ENABLE RESTRICTED SESSION
command. To disconnect existing sessions, use the ALTER SYSTEM KILL
SESSION ‘SID,Serial# command.

4 In order to monitor the “health” of your Oracle instance, you need to check
the ALERT file frequently. The ALERT file contains information on major
events, such as startups, shutdowns, and major errors. Some additional diag-
nostic information may be present in the trace files created by background
processes. Both the ALERT log and the background traces are recorded in the
directory specified by the BACKGROUND_DUMP_DEST parameter.

+ o+ 0+
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STUDY GUIDE

In this part of the chapter, you will get a chance to practice the skills covered in the
previous pages. First, you will try your hand at some exam-style questions. Then,
you will look at two scenarios that require you to choose the appropriate course of
action. After that, you will get a few lab exercises that enable you to get some
hands-on practice with managing an instance. Finally, you will see the answers to
the Pre-Test, the Quick Assessment, and the Scenario sections, and detailed steps
required to complete the lab exercises.

Assessment Questions

1. Which of the following database states does not require that the control file
be available?

A. NOMOUNT
B. MOUNT
C. OPEN
D. STARTUP RESTRICT
2. Which of the following dynamic performance views is available when the
database is in the NOMOUNT state?
A. VSDATABASE
B. VSTABLESPACE
C. V$SGA
D. V$DATAFILE
3. Which two of the following must you specify when terminating a session?
(Choose two.)
A. Username
B. Session ID
C. Session serial number
D. Instance name

E. Session address
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4. How can you make a database read-only?
A. ALTER DATABASE READ ONLY
B. STARTUP RESTRICT
C. ALTER DATABASE OPEN READ ONLY
D. STARTUP READ ONLY
5. Which of the following shutdown modes performs a checkpoint before closing
the database but does not wait for users to complete their transactions?
A. NORMAL
B. IMMEDIATE
C. TRANSACTIONAL
D. ABORT
6. Which of the following can be used in order to find out whether a parameter
can be changed dynamically?
A. The SHOW PARAMETER command
B. The VSINSTANCE view
C. The V$SESSION view
D. The VSPARAMETER view

7. What does the ALTER SYSTEM ENABLE RESTRICTED SESSION statement do?

A. It prevents new connections from users who do not have the
RESTRICTED SESSION privilege and terminates existing sessions of such
users.

B. It prevents new connections from users who do not have the
RESTRICTED SESSION privilege but allows all existing sessions to
continue.

C. It prevents new connections from users who do not have the
RESTRICTED SESSION privilege but allows all existing sessions to
continue in read-only mode.

D. It shuts down the database and restarts it with the RESTRICT option.
8. Which initialization parameter configures the size of the buffer cache in the
SGA?
A. DB_BLOCK_BUFFERS
B. LOG_BLOCK_BUFFERS
C. DB_BUFFER_SIZE
D. LOG_BUFFER
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9. Where in the parameter file should the IFILE parameter be placed?
A. In the end
B. In the middle
C. In the beginning

D. Does not matter

10. After you dynamically modify a parameter using the ALTER SYSTEM ...
DEFERRED command, which sessions will get the new value?

A. Current sessions only

B. New sessions only

C. Both current and new sessions
D. DEFERRED is not a valid option

Scenarios

1. As the new DBA for Humungous Online Company Inc., you are now responsi-
ble for the maintenance of the 24/7 database supporting their Web site. In the
past, all changes to the parameter values have been performed by changing
the parameter file, shutting down, and then restarting the database. The man-
agement has asked you to provide them with a plan to improve the uptime of
the database.

A. Does the database need to be shut down and restarted every time you
need to change the value of a parameter? If not, how can it be done?

B. How can you find out if a given parameter can be changed dynamically?

C. One of the requests of the management is that when you do need to
close the database and shut down the instance, you do so without losing
the current transactions. How can this be achieved?

D. Your assistant needs to be able to dynamically change the parameter
values for the entire system. What privilege does your assistant need?

2. You are a DBA at Honest Marketing Research Ltd. Their database is supposed
to be used for queries only, with weekly loads on weekends. Unfortunately,
sometimes users make mistakes and change the data. Also, some users are
workaholics and log into the system while you are performing the load on
Saturdays. You need to prevent all changes to data other than the loads, and
you need to prevent users from logging in during the load itself. How can you
achieve these goals?
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Lab Exercises

You will create your practice database in the labs following the next chapter. For
now, you can use the sample ORCL database that was created as part of a typical
Oracle installation. If it was not created, you can easily add it by running the Oracle
Database Configuration Assistant. Accept all default values — you will only need
this database for these labs. Alternatively, you can wait to perform these labs until
after you complete the labs in Chapters 4 and 5.

Unless specifically stated otherwise, the lab assumes that you are logged into the
database as a user with SYSDBA privileges.

Lab 3-1 Modifying the Parameter File

Caution

1. Locate the parameter file for the ORCL instance on your computer. Make a

copy of it, just to be on the safe side.

2. Using a text editor, open the file and make the following changes:

a. Change the buffer cache size to 2,427,600 bytes

Remember that this parameter is set in database blocks, not bytes! You need to
calculate the number of blocks that need to be cached in order to cache 2,427,600
bytes.

b. Change the log buffer size to 131,072 bytes.

c. Make sure that each session is allocated up to 131,072 bytes for sorting
in memory.

3. Make the changes take effect.

4. Using Server Manager line mode (svrmgrl), confirm that the new values are

now in effect.

If the instance did not start properly, confirm that the changes you made are
correct and the values are valid. You may need to issue SHUTDOWN ABORT
and/or restart the service (NT and Windows 2000 only) in order to be able to
start the instance again after correcting any mistakes.

Lab 3-2 Dynamically Modifying Initialization Parameters

. Of the parameters you modified in the previous lab, which can be modified

again without restarting the database? Use Server Manager line mode
(svrmgr]) to find out.

. Using Server Manager line mode, modify that parameter for the current

session to half of its current value.

3. Confirm that the change has taken effect.

4. Using Server Manager line mode, dynamically change the value of this param-

eter system-wide to 8,096 bytes. What option do you need to use?
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. Check whether this parameter got changed for the current session. Did it

change? Why or why not?

. Start a new Server Manager session to the server and log in as user SYSTEM,

with password MANAGER. Check the value of the parameter you changed in
step 4. Does this session have the current value? Log out of this session.

7. Restart the database. What is the value of the parameter after restarting?

8. Restore the old values for the three parameters you changed in step 2 of Lab

3-1 and restart the database.

Lab 3-3 Managing Sessions

1.

S U1 e W

From the session still running from the previous lab, make the database inac-
cessible for end users.

. Using another session, log in as user SYSTEM, with password MANAGER.

Could you log in? Why or why not? Leave the session running.

. How can you confirm that end users are restricted from logging in?
. From the first session, kill the second one (established in step 2).
. What is the status of the killed session?

. From the second (killed) session, try to query the V$SESSION view. What is

the result?

. From the first session, check that the second session no longer exists.

Answers to Chapter Questions

Chapter Pre-Test

1.

The syntax is parameter_name=parameter_value if there is only one value;
parameter_name=(parameter_value_I,parameter_value_2,...parameter_value_n)
if there is more than one value. Comments are marked with the “#” sign.

. The stored configurations are stored in the Repository on the Management

Server. In the previous releases of Oracle, they were stored in the Registry.

. The control file is read when the database is MOUNTed. In NOMOUNT state,

only the parameter file is read; when the database is OPEN, the datafiles and
log files are opened.

. In order to change the database from NOMOUNT state to MOUNT state, you

need to use the ALTER DATABASE MOUNT command.

. The SHUTDOWN option that waits for users to complete their transactions

and then logs them off is TRANSACTIONAL. NORMAL does not log users off
automatically; IMMEDIATE does not let users complete their transactions
before logging them off; ABORT just Kkills the instance.



132

Chapter 3

10.

4+ Study Guide

. In order to display the names of the dynamic performance views available in

MOUNT state, you should query the V$FIXED_TABLE view.

. The two ways to display the current values of initialization parameters are the

SHOW PARAMETER command and the VSPARAMETER view. The SHOW
PARAMETER command does not show whether the parameter can be or has
been modified dynamically; the VSPARAMETER view does.

. You can tell whether you need to use the DEFERRED option with the ALTER

SYSTEM command in order to dynamically modify a parameter by looking at
the ISSYS_MODIFIABLE column of the VSPARAMETER view. If the value is
FALSE, you cannot use the ALTER SYSTEM command to modify this parame-
ter. If the value is IMMEDIATE, the DEFERRED option is not necessary. If the
value is DEFERRED, you need to use the DEFERRED option.

. You need to enable RESTRICTED SESSION in order to prevent end users from

logging into the database. You can also, of course, simply disconnect the
network cable from the server (not the right answer on the exam). When you
enable RESTRICTED SESSION, only the users who have the RESTRICTED
SESSION privilege can connect to the database, and this privilege is only
granted to the DBA role by default.

In order to kill a session by using either the ALTER SYSTEM KILL SESSION or
the ALTER SYSTEM DISCONNECT SESSION commands, you need the session
ID (the SID column in the V$SESSION view) and the serial number (the
SERIAL# column in the V$SESSION view).

Assessment Questions

1.

A. The NOMOUNT state means that the instance has been started, but it has
not attempted to open or mount the database. For the instance to start, the
only file that is necessary is the parameter file. The control file is read when
the database goes from the NOMOUNT state to MOUNT, so answer B is incor-
rect. The OPEN state (answer C) requires the database to be MOUNTed first,
so the control file must be present. STARTUP RESTRICT (answer D) is a
command, not a state. It opens the database and immediately enables
RESTRICTED SESSION. For more information, see “Startup/shutdown stages”
in this chapter.

. C. When the database is in NOMOUNT state, the only views you can query

are the ones that get their information from memory or have to do with the
background processes. Of the four views listed, the only one that fits this
description is the V$SGA view, which shows the amount of memory allocated
to the SGA. The other three views get their information from the control file.
The control file is not read until the database goes into MOUNT state, so these
views are not available in NOMOUNT. For more information, see “Dynamic
performance views” in this chapter.
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3. B and C. The syntax for the command necessary to kill a session is ALTER
SYSTEM KILL SESSION (‘SID,Serial#’). The ALTER SYSTEM DISCONNECT
SESSION command requires the same parameters. The username and session
address may be necessary for properly identifying the session to be killed, but
they are not needed to kill it. For more information, see “Terminating ses-
sions” in this chapter.

4. C. In order to make a database read-only, you need to MOUNT it first. Then,
you can issue the ALTER DATABASE OPEN READ ONLY command. If the
database is already open, it needs to be shut down first, so answer A is incor-
rect. Answer B is incorrect because STARTUP RESTRICT starts the instance
and opens the database in RESTRICTED SESSION, not READ ONLY mode.
Answer D is incorrect because you cannot start the instance and open the
database in read-only mode in one step. For more information, see “Opening a
database in read-only mode” in this chapter.

5. B. The IMMEDIATE shutdown logs users off automatically, whether or not
they have completed their transactions. Any transactions that were in
progress are rolled back. The NORMAL shutdown (answer A) waits for users
to not only complete their transactions, but to voluntarily log out. The
TRANSACTIONAL shutdown (answer C) allows users to complete their cur-
rent transactions before logging them off. The SHUTDOWN ABORT command
(answer D) does not wait for users to complete their transactions, but neither
does it perform a checkpoint (all other options do). For more information, see
“The SHUTDOWN command” in this chapter.

6. D. The ISSES_MODIFIABLE and ISSYS_MODIFIABLE columns of the V$PARAM-
ETER view tell you whether a parameter can be dynamically modified by
using the ALTER SESSION or ALTER SYSTEM command, or both. The SHOW
PARAMETER command (answer A) only shows the name and value for each
parameter, not whether it can be modified dynamically. The V$SESSION view
(answer C) shows details on all current user sessions and has nothing to do
with initialization parameters; the VSINSTANCE view (Answer B) does not
show any information on initialization parameters, either.

7. B. When you execute the ALTER SYSTEM ENABLE RESTRICTED SESSION com-
mand, users who do not have the RESTRICTED SESSION privilege are unable
to connect to the database. However, existing sessions are not affected and
may need to be killed. This makes answer A incorrect. Answer C is incorrect
because there is no such thing as a read-only session. Shutting down the
database and restarting it with the RESTRICT option (answer D) is an alterna-
tive to enabling RESTRICTED SESSION and killing all current user sessions, but
it does not happen automatically. For more information, see “Restricting who
can connect” in this chapter.

8. A. The DB_BLOCK_BUFFERS parameter configures how many blocks will be
cached in the buffer cache. Multiplied by the DB_BLOCK_SIZE, it gives you the
amount of memory allocated to the buffer cache in the SGA. The parameters
in answers B and C do not exist. The LOG_BUFFER parameter (answer D) con-
trols the amount of memory allocated to caching log entries. For more infor-
mation, see “Parameter File (INIT.ORA)” in this chapter.
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9.

10.

C. The IFILE parameter should be placed in the beginning of the parameter
file. This way, you can override the parameters in the included generic file
with parameters specifically set later in the parameter file for the instance.
Otherwise, the parameters set in the file pointed at by the IFILE parameter
can override the parameters you set for this instance. For more information,
see “Parameter File (INIT.ORA)” in this chapter.

B. If you need to use the DEFERRED option in order to modify a parameter
with the ALTER SYSTEM command, it means that Oracle cannot modify the
parameter for the current sessions, but the new sessions will get the new
setting. For more information, see “Dynamically changing parameter values”
in this chapter.

Scenarios

1.

28

The previous DBA for Humungous Online Company Inc. was obviously unaware
of the dynamic parameters in Oracle. By shutting down the database every time
a change to a parameter value was needed, he or she made the database
unavailable for a few minutes and invalidated the cache, reducing the perfor-
mance of the database. This is not the way to run a 24/7 database.

A. The database does not need to be shut down every time a parameter
needs to be changed —you can use the ALTER SYSTEM command for a
large number of them. The ALTER SESSION command is not very useful
here — it will only change the value for your own session, not for all
other users. In order to make the change persist even after you shut
down and restart the database eventually, you should update the
parameter file immediately after making a change with the ALTER
SYSTEM command.

B. In order to find out whether a parameter can be changed dynamically,
you can query the ISSYS_MODIFIABLE column in the VSPARAMETER view.

C. Assuming that the application is written properly (it does not start a
transaction and leave it open while waiting for user input), SHUTDOWN
TRANSACTIONAL is a good solution since it will allow all current trans-
actions to complete before closing the database.

D. Your assistant needs the ALTER SYSTEM privilege. Although granting the
DBA role allows your assistant to change the parameters, too, it is not
the best solution since it allows him or her to perform any action in the
database (too much of a good thing).

In order to prevent changes to data, you can run the database in read-only
mode for most of the week. In order to perform the load, you will need to make
it read-write, but you can use STARTUP RESTRICT to enable RESTRICTED
SESSION as soon as the database is open and prevent end-user connections.
Once the load is done, shut down the database, mount it, and then use the
ALTER DATABASE OPEN READ ONLY command to open it for queries only.
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Lab Exercises

Lab 3-1
1. a. On Windows NT or Windows 2000, use Start = Find or Search to find the
initORCL.ora file.
On UNIX-based systems, use the find command to find the same file.

1. b. On Windows-based systems, use Windows Explorer to copy the file to
initORCL.bak.

On UNIX-based systems, use the following command:
cp initORCL.ora initORCL.bak

2. Using Notepad (Windows) or vi or your favorite text editor (UNIX), make the
following changes:

a. Locate the DB_BLOCK_SIZE parameter. Calculate how many blocks need
to be cached in order to have 2,427,600 bytes in the buffer cache. The
formula is

2.,42.7,600 - DB_BLOCK_SIZE

For a database with 2KB blocks, the result is 1,200. For 4KB blocks, you
need 600. For 8KB blocks, it works out to 300 blocks. Assuming 4KB
blocks, the parameter should look like this:

db_block_buffers=600

b. Edit the LOG_BUFFER parameter:
log_buffer=131072

c. Edit the SORT_AREA_SIZE parameter:
sort_area_size=131072

3. To make the changes take effect, restart the database:

SVRMGR> SHUTDOWN IMMEDIATE;

Database closed.

Database dismounted.

ORACLE shut down.

SVRMGR> STARTUP PFILE=location_of_parameter_file

4. To check that the changes took effect, you can use the SHOW PARAMETER
command or query the VSPARAMETER view:

SVRMGR> SHOW PARAMETER sort_area_size

NAME TYPE VALUE
sort_area_size integer 131072
SVRMGR> SHOW PARAMETER Tog_buffer

NAME TYPE VALUE
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log_buffer integer 131072
SVRMGR> SHOW PARAMETER db_block_buffers

NAME TYPE VALUE
db_block_buffers integer 600
Or:

SVRMGR> SELECT name, value FROM V$PARAMETER WHERE name IN
2> ('sort_area_size', 'log_buffer', 'db_block_buffers');

NAME VALUE
db_bTlock_buffers 600
log_buffer 131072
sort_area_size 131072

3 rows selected.

Lab 3-2

1. You can use the following query:

SVRMGR> SELECT name, issys_modifiable, isses_modifiable
2> FROM V$PARAMETER WHERE name in
3> ('sort_area_size', 'log_buffer', 'db_block_buffers');

NAME ISSYS_MOD ISSES
db_block_buffers FALSE FALSE
log_buffer FALSE FALSE
sort_area_size DEFERRED TRUE

3 rows selected.

The only parameter that can be modified dynamically is SORT_AREA_SIZE. It
can be modified for the current session by using the ALTER SESSION com-
mand or system-wide by using the ALTER SYSTEM ... DEFERRED command.

2. Use the following statement:

SVRMGR> ALTER SESSION SET sort_area_size=65536;
Statement processed.

3. You can use the following command:

SVRMGR> SHOW PARAMETER sort_area_size;
NAME TYPE VALUE

sort_area_size integer 65536

The result shows that the setting has been changed for the current session.

4. Use the following command:

SVRMGR> ALTER SYSTEM SET sort_area_size=8096 DEFERRED;
Statement processed.
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You need to use the DEFERRED option (see the query in step 1).

. Use the SHOW PARAMETER command:

SVRMGR> SHOW PARAMETER sort_area_size;
NAME TYPE VALUE

sort_area_size integer 65536

The value did not change, because the ALTER SYSTEM ... DEFERRED com-
mand only affects new sessions, not the current ones.

. Using another session, connect as SYSTEM and use the SHOW PARAMETER

command to check the value of SORT_AREA_SIZE for this session:
SVRMGR> CONNECT SYSTEM/MANAGER

Connected.

SVRMGR> SHOW PARAMETER sort_area_size

NAME TYPE VALUE
sort_area_size integer 8096

SVRMGR> EXIT
Server Manager complete.

You can see that for this new session the value is the new value.

. After restarting the database, the value returns to the one specified in the

parameter file and all dynamic changes you made are lost, because the
parameter file was not updated.

This is where that backup copy of the parameter file comes in handy.

Lab 3-3

1.

You need to enable RESTRICTED SESSION:

SVRMGR> ALTER SYSTEM ENABLE RESTRICTED SESSION;
Statement processed.

. The connection succeeds because SYSTEM has the DBA role, which has been

granted the RESTRICTED SESSION privilege:

SVRMGR> CONNECT SYSTEM/MANAGER
Connected.

. You can query the LOGINS column of the VSINSTANCE view:

SVRMGR> SELECT logins FROM V$INSTANCE;
LOGINS

RESTRICTED
1 row selected.

You can see that RESTRICTED SESSION is enabled.

157
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. a. First, you need to find that other session. Query the V$SESSION view:

SVRMGR> SELECT username, sid, serialf# FROM V$SESSION
2> WHERE USERNAME IS NOT NULL;

USERNAME SID SERTAL#
SYS 7 1
SYSTEM 8 40

2 rows selected.

. b. Now you can issue the ALTER SYSTEM command:

SVRMGR> ALTER SYSTEM KILL SESSION '8,40';
Statement processed.

. To find out the status of the session you killed, query the V$SESSION view:

SVRMGR> SELECT username, sid, serial#f, status FROM V$SESSION
2> WHERE USERNAME IS NOT NULL;

USERNAME SID SERTAL# STATUS
SYS 7 1 ACTIVE
SYSTEM 8 40 KILLED

2 rows selected.

The status is “KILLED.” The user has not been notified yet.

You can use any query, actually. The result will be the same:

SVRMGR> SELECT * FROM V$SESSION;
SELECT * FROM V$SESSION
*

ORA-00028: your session has been killed

. Requery the V$SESSION view:

SVRMGR> SELECT username, sid, serial#f, status FROM V$SESSION
2> WHERE USERNAME IS NOT NULL;

USERNAME SID SERTAL# STATUS

SYS / 1 ACTIVE

1 row selected.
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CHAPTER PRE-TEST

1. What file must be configured before you can create a database?

. What are the required elements of the Oracle CREATE DATABASE

statement?

. What privilege is required to create a database?

4. What command must be run on a Windows NT/2000 environment as

© 0 N &

part of the database creation process?

. What mode must the Oracle instance corresponding to the database

be in for the CREATE DATABASE command to execute successfully?

. What is Optimal Flexible Architecture?

. How many redo log files must be created when you create a database?
. How do you create a control file?

. What are two ways that you can create a database in Oracle?

10.

What database block size will Oracle’s datafiles have when the
database is created? How do you change the database block size?

+ Answers to these questions can be found at the end of the chapter. +
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In this chapter, you will learn how to create an Oracle database using both the
Oracle Database Configuration Assistant and the CREATE DATABASE command.
First, you will learn what must be performed at the operating system to ensure that
database creation takes place successfully. You will then find out about the impor-
tance of placing different files that are created in appropriate locations on the hard
disks of the computer that will hold the database. This chapter also discusses the
permissions that users need to create a database. Finally, the chapter discusses and
presents solutions to some common problems that arise during database creation.
In the lab at the end of the chapter, you will create the CERTDB database that you
will use throughout the rest of the book.

Overview of Creating and
Managing a Database

The first step in working with Oracle is to create a database for storing your data.
Although installing Oracle will give you the opportunity to create a starter
database, you will need to create additional databases to support your applications
and to isolate certain types of data from others. Also, the characteristics of a
database designed to handle online transaction processing (OLTP) data, such as
order entry systems and accounting data, are very different from those used to
store data for online analytical processing (OLAP) and decision-support systems
(DSS), such as data warehouses or data marts. For this reason, you need to create
many different databases.

You may need to create databases to replace existing ones or to migrate data from
earlier versions of Oracle. You may also need a database to support a new applica-
tion that has been purchased by the enterprise, such as an enterprise resource
planning (ERP) application, or to support analysis of existing data so that you can
make more informed decisions on future direction. Whatever the reason, as a DBA
you will most certainly have to create a few databases in your career.

A single server running Oracle can have many databases on it. Each database can
be administered by different DBAs or the same group of DBAs can be responsible
for all of them. The ideal situation, if budget were no object, would be to have only
one database on each server and in this way ensure the optimal performance for
the database by not having other databases competing for system resources. Part
of the database creation process also involves properly configuring each database’s
resource requirements to reflect the estimated demands for its data, all the while
keeping in mind what impact those resource requirements may have on other
applications running on the same server. Monitoring resources on the server is
typically done by the system administrator but needs to be a consideration for the
DBA as well.
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The process of creating an Oracle database consists of the following steps:

1. Preparing the operating system for the database. Doing so may involve creat-
ing directories to hold the data, ensuring that the required services exist (on
Windows NT/2000), and verifying that you have the proper permissions to
access the resources on the server that will be required by the database
creation process.

2. Planning the size and location of the different files that make up the database.
These files include the datafiles, redo log files, control files, the parameter file,
and archived redo log files. The Oracle Optimal Flexible Architecture provides
some guidelines on how you should do this.

3. Creating a parameter (INIT.ORA) file for the database with the correct parame-
ters for the database and its intended purpose. This includes properly config-
uring the DB_BLOCK_SIZE parameter and the name and location of control
files; it also includes ensuring that Oracle takes appropriate resources (such
as memory) to run the database.

4. Creating the database. You can use the Oracle Database Configuration
Assistant or issue the CREATE DATABASE command to create the database.

Creation Prerequisites

Before you can successfully create a database, you need to ensure that you have
the required permissions both within Oracle and at the operating system. For the
database creation to be a success, you need to create the folders where the
database files are stored. You also need to create the Oracle parameter file for
the database and estimate the number and storage requirements of the datafiles
that will be required to support the data to be stored in the database.

Operating system considerations

Prepare the Operating System
[

When it comes to preparing the operating system for a database, there really is not
that much to do. The Oracle executables, if properly configured when the software
was installed on the computer, have already been assigned the proper privileges
and have membership in the required groups. This is true in both Windows
NT/2000 and UNIX environments. As a DBA, you may not actually have the option to
change any of the settings for how the Oracle software runs on the machine
because this is something that system administrators may do, especially in larger
enterprises. The tasks that need to be performed here deal with ensuring that the
proper file structure can be created when the CREATE DATABASE statement is
executed, and that there is sufficient memory (RAM) on the computer that will
house the database.
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To ensure that the database creation process works properly, first make sure that
you have sufficient free disk space on the hard disks where you intend to place
your database files. The amount of disk space required and the number of disks
needed will depend on the amount of data that the database will manage, the
number of users accessing the data simultaneously, the type of activity on the
database, and the number of hard disks available. For example, a database storing
order information being accessed by five users will require less storage than one
that is being used by five people to analyze sales trends by customers over the last
three years. In general, you should estimate more rather than less disk space —
data has an uncanny way of growing to fill it anyway.

¢ Cross- You can find more information on where to place the different Oracle files later in
Reference\  this chapter, in the chapters dealing with the Oracle files (chapters 6, 7, 8, and 9),

and in chapters dealing with database objects that require storage (chapters 10,
11, and 12).

You will need to create the physical folders or directories on those drives to pre-
vent an error being generated when the CREATE DATABASE command is executed.
Oracle does not create any paths in the hierarchy specified for each file to be initial-
ized when the database is created. This means that if you specify that a datafile will
be located in a folder called /oradb/sales/datafiles, you will need to ensure that the
physical path already exists on the file system before you issue the CREATE
DATABASE command.

Finally, on the file front, if you will be re-creating a database that previously failed,
scan the directories where the different files were to be created for any files with
the same name as those to be initialized on the hard drive. Unless you have speci-
fied the proper option for the CREATE DATABASE command, Oracle will not create a
file if a file with the same name already exists. If Oracle finds one file that is the
exact same name as the file to be created, Oracle will not overwrite the file but
rather will exit with an error. It is a good idea, in any case, to scan the file system
paths that the database will use for any files that may be problematic and to delete,
rename, or move them before executing the CREATE DATABASE command.

After ensuring that the physical file structure is correct, you also need to ensure
that the amount of memory that the database instance will require is available on
the computer. Because Oracle will, in most cases, allocate its memory requirements
at instance startup, you should confirm that sufficient free memory exists on the
computer and that Oracle will not adversely affect other applications. To complete
this task, you should contact your system administrator and analyze the require-
ments with the resources available to see whether the chosen server for the
database is the right one. As with the amount of disk space required, you will
determine the amount of memory needed by what the database will be used for, the
number of simultaneous users, and the Oracle options that will be needed for this
database.
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Permissions

The CREATE DATABASE command is not one that just anyone can execute. To be
able to execute it, you must be authenticated as a privileged user on the database —
that is, someone who has been granted the SYSDBA or OSDBA roles. You can be
authenticated by using the operating system or by password file authentication.

¢ Cross- Chapter 2 covers creating a password file and granting individuals privileged user
Reference\  ,ccess on the database.

The way that operating system authentication works is different for each operating
system; see Chapter 2 for more information. If you want to use password file
authentication, you will need to create the password file first by using the ORAPWD
utility. The exact name of the password file and its physical location are specific to
each operating system that Oracle runs on, so check your operating system
documentation to be sure. However, on most platforms, the password file is called
orapw<SID>, where <SID> is the SID for the Oracle database that the password file
protects.

For example, if you wanted to create a password file that would grant privileged
access to ten users for a database and instance called CERTDB and set the
password for the INTERNAL account to be oracle, you would issue the following
command:

orapwd file=orapwCERTDB password=oracle entries=10

After you create the password file, make sure that you place it in the proper folder
of the hard drive so that Oracle will find it. On Windows NT/2000 and most UNIX
platforms, this is the DBS folder in the Oracle home directory (ORAHOME).

The final step is to add the Oracle user accounts that will issue the create database
command to this password file. To do this, you will need to start the instance.
Because you have not created a parameter file yet, you will need to wait until you
have performed that step to update the password file.

Planning database file locations

When creating a database, part of the role of the DBA is to ensure that files are
placed to provide for good recoverability as well as good performance. This means
that, where possible, the DBA should place multiple copies of key critical database
files on several physical disks. This also means that the DBA needs to place files
that may have a high probability of contention on separate physical disks to avoid
introducing a point of contention. In deciding the placement of files, you need to be
concerned about control files, redo log files, and the Oracle datafiles before creat-
ing the database.
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Control file placement

As you will find out in Chapter 6, the Oracle control file is a critical file for any
database. It contains information about the location of all other files that the
database uses. In fact, you can’t start an Oracle instance if the control file is lost or
damaged in any way. For this reason, Oracle recommends that you create multiple
control files when you configure the parameter file.

¢ Cross- For information on how to add more control files after the database has already
Reference’\ oo created, please refer to Chapter 6.

During the database creation process, Oracle reads the parameter file to determine
the locations of the control file to be created. If the parameter file specifies more
than one control file, Oracle will create both at this time. To ensure that database
recoverability remains high, you should specify at least two control files in the
parameter file with the CONTROL_FILES parameter, as follows:

CONTROL_FILES=(/certdb/diskl/CONTROLO1.CON,
/certdb/disk2/CONTROLO2.CON)

When you issue the CREATE DATABASE command, Oracle will create both files and
provide for fault tolerance should you lose a disk.

r Cross- Chapter 6 provides basic information on how to further protect the control file
Reference'\  through backups and other means. Please consult it for further information on the

control file.

Redo log file placement

The Oracle redo log files are critical to the good recoverability of the database. As
with the control files, the redo log files are initialized when the database is created
and maintained thereafter. The redo log files contain information on the chronologi-
cal changes made to the data in the database, and you can use them to recover all
the data in the case of failure.

(D Chapter 7 covers redo log files.
Reference

Oracle places redo log files in redo log file groups, which are a collection of one or
more individual redo log files, called members, that will have the same information
written to them. Because all members of a redo log file group have identical con-
tents, if a member of a group is not available when a write needs to be made, as
long as another member of the same group exists, Oracle can perform the write and
thereby ensure that the database can be recovered. However, if no members of a
redo log file group are available — because only one was created and no others
were added, for example — Oracle cannot perform the write. The unpleasant side
effect of this is that you can’t make any changes to the database, and it simply
stops; it allows no further modifications unless the problem is corrected.
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The way redo log files work is quite simple. When you make a change to the
database, such as deleting, updating, or adding a record in a table or creating,
updating, or dropping database objects, these changes are first recorded in the
redo log files. Before a transaction can be committed, a write must be made to
the redo log file to ensure that a physical record of the change exists. This means
that redo log files are the most write-intensive files in an Oracle database.

When deciding the placement and number of redo log files, you will need to keep
both the recoverability aspects and the write-intensive nature of the files in mind.
This means that you should create at least two redo log file groups (preferably
three) with two members each on physical disks that are separate from the rest of
the database. You should not place redo log files on the same physical disks as
datafiles because doing so may have a negative impact on performance owing to
the write-intensive nature of the files. Furthermore, because these files are so
critical, having two members in each redo log file group, with each member on a
separate physical disk, allows you to mirror the contents of the files and ensure
that the database can be recovered in case of physical disk loss.

Data file placement

In deciding on the placement of datafiles for the database, at the time of database
creation you should know the characteristics of the data to be contained in the
database, as well as how it will be accessed and which tables will be the most read-
or write-intensive. In other words, before creating a database, you should apply the
KYD factor —Know Your Data. The KYD factor will help you determine how many
datafiles you require and where they should be placed to minimize contention and
optimize disk performance. In practice, if you are implementing a new database for
an application that has never been deployed, this might be more difficult. If the
application is being purchased from a third-party vendor, the vendor may be able to
offer some assistance.

Many Oracle databases are used for the deployment of enterprise resource plan-
ning (ERP) or other systems being purchased from a third party. In this situation,
the vendor must be able to offer some guidelines on how much data storage you
will require and the optimal placement of datafiles, redo log files, and control files.
A vendor's inability or unwillingness to provide this kind of information should
raise a flag in your mind.

When deciding on the placement of datafiles, keep these guidelines in mind:

1. Place the SYSTEM tablespace and its datafiles on a physical disk separate
from the data and index tablespaces.

2. Place datafiles for tablespaces containing tables, indexes, clusters, and parti-
tions on separate disks from datafiles containing indexes. Doing so ensures that
index 10 operations and data IO operations do not contend with each other.

3. Create multiple tablespaces to house rollback segments and temporary seg-
ments and place their datafiles across several disks to balance out the 10
across multiple drives.
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4. Place datafiles for tablespaces with different characteristics on separate
physical disks. This means that you should keep tablespaces with high frag-
mentation propensity separate from those with a low fragmentation propen-
sity. Furthermore, if data has different life spans, such as temporary objects
and application data, you should place these on different disks.

5. If you are partitioning tables, place the datafiles for each partition in different
physical disks to minimize the possibility of IO contention. Doing so typically
is a good idea in data warehouse situations in which a large fact table is parti-
tioned across multiple tablespaces. Having the datafiles for each tablespace
on a separate disk will allow for multiple simultaneous reads to take place and
provide better performance.

6. If you are using hardware RAID, ensure that the redo log files are not on the
RAID strip set but only the datafiles. Datafiles may be all right to place on a
RAID array, but redo log files may negatively impact performance because of
their write-intensive nature, and you should always place them on separate
physical disks.

r Cross- Chapter 8 provides more detail on key criteria for the placement of datafiles for
Reference’\  your Oracle database. Chapter 9 provides additional information on the Oracle

storage structures.

Oracle’s Optimal Flexible Architecture

With the introduction of Oracle8, Oracle also provided a set of guidelines on where
to place different files in a database. When creating a database with the Database
Configuration Assistant, you use the Optimal Flexible Architecture (OFA) to decide
where to put each file that makes up the database.

A team at Oracle responsible for tuning and installing UNIX-based Oracle databases
wrote the Optimal Flexible Architecture. It is designed to facilitate a structure on
your server that makes administering and facilitating the growth of databases easy.
It includes provisions for hosting multiple databases on the same server, locating
the datafiles for each database easily, and minimizing IO contention by properly
placing files on disks in such a way that files with high probability of contention are
physically separated. The OFA also takes into account the addition of drives to
more smoothly even out the IO on the system.

When you install Oracle, the Oracle Universal Installer automatically uses OFA to
decide on the best place to locate the Oracle executable and support files, as well
as the location of database files if a started database is installed. When you run the
Database Configuration Wizard, Oracle also uses the OFA structure to assist in the
determination of the best location of your datafiles, redo log files, and control files.

The Optimal Flexible Architecture consists of the following structural elements, some
of which are defined as environment variables on the target operating systems:
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4 ORACLE_BASE — This environment variable points to the root of the OFA
directory tree. When you install Oracle8i, ORACLE_BASE is set to the name of
the folder that will host your Oracle software: C:\ORACLE. This location is
where software is installed and is the root for multiple ORACLE_HOME fold-
ers, in case multiple versions of Oracle are installed on the same machine.

4+ ORACLE_HOME — This environment variable points to the location of the
Oracle software and (only indirectly) data. When you install Oracle on your
server, you are prompted for the location of the ORACLE_HOME and, if it does
not exist, Oracle creates it. Each ORACLE_HOME can have a different version
of the Oracle software, and multiple ORACLE_HOMEs can exist on the same
server, thereby allowing you to run multiple versions of Oracle on the same
machine, which might be necessary during a migration or an upgrade. Oracle
provides a way to switch between multiple ORACLE_HOMESs on the same
machine to ensure that the proper version of the product is run.

4 Individual product files for each version are stored in separate folders to
avoid causing any potential conflicts. The same goes for database creation
and other scripts, administrative utilities, parameter files, and other software
used for each version of Oracle, each database, or both. For example:

e A directory for storing Oracle server data (typically called oradata) on
each of the physical disks present. OFA will make use of all available
physical devices and will create a folder on each hard disk to hold the
data for the different databases created. This organization makes locat-
ing Oracle data and other files easy when you’re browsing the contents
of the hard disk.

e A separate physical directory on each disk under the oradata directory
for each database’s files. If you had a database called CERTDB, a folder
called oradata/CERTDB would be created on each physical disk that OFA
decides to use. This arrangement would allow the placement of data and
other files on multiple physical disks and provide better performance as
well as increase recoverability.

A typical structure on Windows NT/2000 might look like this:

C:\ORACLE --- The ORACLE_BASE directory

C:\ORACLE\NADMIN --- The admin scripts and product files for the databases
--- created. A separate directory is created under the
--- ADMIN directory with the same name as the SID of the
--- database to store its files, e.g. INIT.ORA.

C:\ORACLE\ORA81 --- The ORACLE_HOME directory for Oracle8i. This is the
--- location of the Oracle executable files and all support
--- files for the particular version installed. Multiple
--- directories can exist, one for each version installed.

C:\ORACLE\ORADATA --- The location of the datafiles for each database
--- created. A separate physical directory exists with
--- the same name as the SID of the database under the
--- ORADATA directory.
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D:\ORACLE\ORADATA --- If multiple hard disks are found on the system, OFA may
E:\ORACLE\ORADATA --- create additional directories on those drives to hold
F:\ORACLE\ORADATA --- the datafiles for the databases created. Under each

--- ORADATA directory, multiple directories with the same
--- name as the SID of the database may exist.

Although Oracle will create this structure for you, you are not bound by OFA and
may choose your own locations for your data and other Oracle database files.
When determining the placement of files, you should keep the principles of OFA in
mind to ensure that your database runs well.

Exam Tip When taking the Oracle exam, you will be expected to know the OFA directory
structure and where different files are stored. Although you may not encounter too
many questions dealing with OFA directly, other questions on file placement will
require knowledge of it because it is the Oracle-recommended method.

Creating a Database

Create the database
[

You are ready to create your database after you have done the following: ensured
that the Oracle files are properly placed to meet the needs of the database and to
make optimal use of the existing physical disk structure; the parameter file has been
created; the operating system has been prepared. You can create an Oracle database
using the Database Configuration Assistant, a GUI tool that guides you through the
process, or you can do it manually using the CREATE DATABASE command.

Using the Oracle Database Configuration Assistant

The Oracle Database Configuration Assistant is a GUI utility that prompts you for all
the settings needed to create an Oracle database. It will create the parameter file
and place the datafiles, control files, and redo log files in the appropriate locations
defined by OFA. Prior to Oracle8i, it was available only on Windows NT/2000, but is
now a standard part of every Oracle installation. You can also use it to modify set-
tings or delete a database from the computer if necessary.

One of the main advantages to using the Oracle Database Configuration Assistant is
its ability to update the LISTENER.ORA and TNSNAMES.ORA files on the computer
where the database is being created. This, in essence, performs the basic configura-
tion of the Oracle networking component, Net8, and allows you to access the
database you create using GUI tools such as DBA Studio, Enterprise Manager, and
SQL*Plus. The preconfiguration of Net8 takes place whether you choose to allow the
Database Configuration Assistant to create the database for you or save the results
of your selections in script files. This preconfiguration can also be a problem if you
saved the scripts and later decide not to create the database: you will need to
remove the network entries manually using Net8 Assistant or by editing the files.
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Exam Tip Configuration of Net8 is beyond the scope of this book and is not covered on this
exam. Oracle has another exam specifically dealing with network administration
in an Oracle environment.

Running the Database Configuration Assistant

To start the Database Configuration Assistant on Windows NT/2000, select Start >
Programs &> Oracle with select your Oracle Home => Database Administration =
select Database Configuration Assistant. The screen shown in Figure 4-1 will be
displayed. The main startup screen allows you to specify whether you want to cre-
ate a new database (the default option), modify an existing database (for example,
change the password for the INTERNAL account), or delete a database. The Create
option will create all the necessary files, as you will see. The Delete option will
remove a database and all of its services (on Windows NT) as well as all the data
and other files.

Welcome to the Oracle Database Configuration Assistant. The Oracle
Database Configuration Assistant enables you to create, configure, or
delete a database.

Selectthe procedure you want the Oracle Database Configuration
Assistantto perform:

® Create a database
" Change database configuration

" Delete a database

Cancel | Help <. Back
aRANGEL ) chel ) .

Figure 4-1: The Oracle Database Configuration Assistant
startup screen allows you to select whether to create, modify,
or delete a database.

If you choose to create a database, you will be presented with the screen shown in
Figure 4-2, which asks whether you want to create a database using a Typical con-
figuration or specify the various settings yourself using a Custom configuration.
The Typical option is the quickest way to create a database, whereas Custom gives
you more control over everything that the Assistant does. Furthermore, selecting
Typical will not allow you to save the configuration in scripts for running later but
will require that you agree to have the Database Configuration Assistant create the
database when it completes.
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Selectthe type of database to create

" Typical {recammended)

This option creates a database with minimal user input. This option
is sufficient for most database environments. Selecting Typical
configures your database for dedicated server suppaort. Ifyou do not
want your database confiqured for dedicated server support, read
the online help.

This option enables you to customize the creation of your database
This option is only for Oracle DBAS experienced with advanced
datahase creation procedures.

Cancel Help < Back

Figure 4-2: If you choose to create a database, you must
select whether to create a typical database or perform a
custom installation.

If you selected Typical, you are presented with the screen shown in Figure 4-3,
which asks whether you want to select a CD-based creation, in which the Database
Configuration Assistant copies files from the CD to create the database, or create
the database files from scratch.

Selectthe method for creating your database ©

® Copy existing database files from the CD

Creates a new database with default parameter settings by copying
existing database files from your Oracle Server COL Place your
Oracle Server CO in the CD-ROM drive

This is the fastest method to create a database.

" Create new database files

Creates a new database consisting of a comhination of default and
customized parameter settings

The customized settings are based on the amount of available
memory detected on your computer and the information you provide
about the environment in which your database will operate.

This option requires moare time than the aption above.

Cancel Help
Sl et

Figure 4-3: The Typical option allows you to perform a quick
CD-based database creation or create new database files.

The CD-based option takes ready-made Oracle files and copies them to your hard
drive to create the database. Essentially, it creates a clone of a typical database
configuration and does not allow you to make any changes to these settings. Except
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for testing or to create a database for education and learning, it is not recom-
mended that you select this option. The configuration of this database may not
match your specific application requirements and you may introduce inefficiencies
at the outset.

The option to create new database files will provide some control in a Typical
installation because later you will be prompted for your specific database charac-
teristics, but a number of things will be assumed (the placement of data, control,
and redo log files, for example) and will be created to conform to OFA. If you want
to have the option to locate Oracle files in specific locations on your hard drives,
you should choose a Custom install. You can do this by clicking Back in the
Database Configuration Wizard and then selecting Custom.

If you chose a Custom database creation, or select Create New Database Files in a
Typical database creation, you will be prompted for the characteristics of your
database, as shown in Figure 4-4. Your choice here will have an impact on how the
parameter file is configured as you step through the wizard; it will also affect how
files will be placed by default later in the wizard. Each database environment makes
certain assumptions, as described in Table 4-1.

Table 4-1
Oracle Database Environment Types
Environment Characteristics
Online Transaction This environment assumes that your database will process large
Processing (OLTP) volumes of database modifications such as INSERTs, UPDATEs,

and DELETEs. Users need to be able to retrieve individual or
small groups of data quickly but typically will not be reading
large volumes of data at one time. The data typically consists of
small records (100-400 bytes). The emphasis is on fast retrieval
of current data and the capability to support many changes to
the database without creating a bottleneck. This database
environment is very update intensive.

Decision Support Decision-support systems, such as data warehouses or OLAP

System (DSS) environments, are used to query large volumes of data typically
from several different tables at the same time. Result sets in this
environment can consist of thousands or even millions of rows.
Complex queries may frequently be processed by the system
and the database should be able to retrieve data as quickly as
possible. Updates and modifications are done rarely or on a
scheduled or batch basis, so there is no real need to optimize
the database for writes.

Multipurpose Hybrid systems are those that need to support both OLTP and
(sometimes also DSS types of functionality. In a hybrid environment, settings
called hybrid) provide a middle ground between optimal OLTP performance

and optimal DSS performance. This is the default selection.
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Select the primary type of application that will be used within this
database :
" Online Transaction Processing (OLTP)

Many concurrent users will petform nurmerous transactions
requiting rapid access to data. Availability, speed, concurrency, and
recoverahility are the key issues

" Data Warehousing

Uszers will perfarm numerous, complex queries that process large
volumes of data. Response time, accuracy, and availability are the
key issues.

@ hultipurpose

Both types of applications will access this database

Cancel Help & Back
St R

Figure 4-4: If you selected a Custom database creation or the
Create New Database Files option of a Typical creation, you will
need to choose the characteristics of the database to be created.

After making your choice regarding the type of environment that your database will
be used to support, you will be prompted to specify the number of users who will
be accessing your database simultaneously (see Figure 4-5). The default selection is
15 but may be changed to correctly indicate your requirements. This number has
an impact on the parameters configured in the INIT.ORA file and the sizing and num-
ber of rollback segments and temporary tablespaces. Enter the number or click the
up or down arrows and then click Next to continue.

Enter the approximate number of users who will he concurrently
connected to the database at any given time

Concurrently connected users ;|18 5

Cancel Help

Figure 4-5: If you selected a Custom database creation or the
Create New Database Files option of a Typical creation, you
will need to specify the number of users that your database
will support.
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If you selected a Custom database creation, you will be prompted to decide
whether your database will support dedicated server mode or multithreaded
server (also known as Shared Server), as shown in Figure 4-6. In most cases, you
should choose Dedicated Server mode. If you are anticipating a large number of
users (400 or more) to be accessing this database, you may select Shared Server.
Shared Server will make better use of system resources for large numbers of users
by having users connected to the database share the Server Process. If you select
Shared Server, Dedicated Server is also supported implicitly —that is, all Oracle
databases support Dedicated Server mode.

Oracle Database Configuration Assistant [ =]

Select the mode inwhich you want your database to operate by
default

® Dedicated Server Mode

For each client connection the database will allocate a resource
dedicated to serving only that client. Use this mode when the
humber of total client connections is expected to be small or when
clients will he making persistent, long-running requests to the
database.

T Shared Serer Maode

Seweral client connections share a database-allocated pool of
tesources. Use this mode when mote than a small nurmber of
users need to connect to the database simultaneousky while
efficiently utilizing system resources. The Oracle multi-threaded
senver feature will be enabled.

Cancel Help ¢ Back

Figure 4-6: If you selected a Custom database creation, you
will be prompted to specify whether your database will
support Dedicated Server or Shared Server mode.

In Dedicated Server mode, when a user connects to the database instance, a Server
Process will be launched to do work on that user’s behalf. If the user is not accessing
the database, memory and a process slot for the server are still being allocated, which
may produce a lack of resources if too many users are connecting to the instance. In
Shared Server mode, the Server processes are started as needed by Oracle and shared
among all the users connecting. This means that the same hardware and database
instance can support more users than in Dedicated mode, because users not
performing any work on the database take up less memory and no CPU.

After clicking Next, you can select which Oracle options will be installed and config-
ured for the database. The list presented, which is shown in Figure 4-7, will include
only those options that have been purchased and installed on your hard drive
when you installed the Oracle software. To find out more about each option, refer
to the Oracle documentation. In general, you should install SQL*Plus Help and, if
you plan to support Java in your database, the JServer option. Other options exist
for more specific characteristics of your database, such as the ability to replicate
data between Oracle databases or to use the database to store videos and images.
This screen will appear in a Custom database creation or if you selected Create New
Database Files for a Typical creation. After making your choices, click Next.
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Select the options you want to configure for use in your database :

I Oracle Time Series

¥ Oracle Spatial

I Oracle JSenver

I Oracle interkedia

I Oracle Visual Information Retrieval
¥ Advanced Replication

¥ 5GL*Plus help

Cancel Help & Back
Al LER )

Figure 4-7: If you selected a Custom database creation or the
Create New Database Files option of a Typical creation, you will
be prompted to specify which Oracle options should be installed.

The next screen asks you to input unique identification information for your
database. This includes the Global Name for the database in the format of
database.domain, in which database is the name of the database and domain is a
DNS-style domain name to which the database belongs. The SID identifies which
instance will access the database and uniquely identifies each instance on the server
running Oracle. In all environments, the SID cannot be larger than eight characters
(prior to Oracle8i, the SID could not be more than four characters on Windows NT).
Figure 4-8 shows how a Global Database Name and SID might be entered.

Reviewr the following database information and make any approptiate

changes. An Oracle8i database is uniguely identified by a Global

Database Name, typically of the form "name.domain”. Enter the

Global Database Narme you want to call this database

Global Database Mame ‘CERTDB.deﬂant.bradsys com

5D |CERTDE

Initialization Filename : ‘D oracleladminCERTDERMleUNItCERTI

Caompatible Parameter \8 1.0 -
Change Character Set...

cancal Help ¢ Back

Figure 4-8: You must enter a SID and Global Database Name
to uniquely identify your database to Oracle.
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If you selected a Typical database creation, you will have only the option to input
the Global Database Name and SID. If you are creating your database using a
Custom option for the Database Configuration Assistant, you will also have the
capability to specify the following: the location of the parameter, that is, the
INIT.ORA file; a compatible value for the database; and the database character set
and national character set.

The default for the compatible parameter is 8.1.0, which makes the database act as
though it is an Oracle 8.1.0 database —the original release of Oracle8i. The compat-
ible parameter determines the behavior of certain Oracle utilities as well as internal
procedures when performing their designated tasks. You should accept the default
choice unless your application requires a different setting or you have been advised
to do so by a vendor or other party. Because changing the parameter value may
affect how a database operates, it should be set with plenty of consultation regard-
ing the impact of the change.

The database character set determines what types of data will physically be stored
in character columns of your tables —that is, columns with datatypes of CHAR,
VARCHARZ2, LONG, and CLOB. The default presented to you will be the best one
determined by Oracle based upon the configuration of your machine, including
language and regional settings as well as the language of the version of Oracle you
purchased. In other words, depending on where you are in the world, you may see a
different selection. In most cases, you should accept the default unless your appli-
cation requires specific settings. If you decide to change the character set or need
to specify a different national language character set, click Change Character Set
and you will see the dialog box shown in Figure 4-9.

Character Sets [ ]
Datahase character sets
laracter oel [wEsIS08858P1 -]
Mational Character |WE8I808859P1 v|
Set:
Ok Cancel

Figure 4-9: In a Custom database
creation, you have the option to
change the character set and
National Language character set
of your database.

You now have the option to change either or both the character set and National
Language character set of your database. These should, in most situations, be left at
the default and be the same. For situations in which you want to store character
data with different character sets in columns with a NCHAR, NVARCHAR2, or NCLOB
datatype, you can specify a different National Language character set. An example of
when doing so might be necessary is having your database used by individuals in
your Hong Kong and U.S. offices. You may choose a character set that corresponds
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to the U.S. office’s requirements, but also choose a Chinese-language character set
for the Hong Kong office. Your application would also need to ensure that tables had
both national language and regular character columns, and it needs to be able to
determine where the data is being input from to place it in the right columns.

In practice, most databases will contain data only for one character set because
having more than one makes the development of applications more difficult. If
another character set needs to be supported, most organizations create another
database.

You should note that after you have selected your character set and National
Language character set, you can’t, in many situations, change them except by re-
creating the database. Oracle8i provides ALTER DATABASE CHARACTER SET and
ALTER DATABASE NATIONAL CHARACTER SET commands to change the character
set and National Language character set, but only if the one you are changing the
database to is a strict superset of the current one. For this reason, you need to
ensure that your choice will support the type of character data that will be resident
in the database. If you are not sure, check with the vendor or your developers. After
making your choice, click OK and then Next to continue with the Assistant.

If you are performing a Custom database creation, you will next be prompted to
enter a password for the INTERNAL privileged account, as shown in Figure 4-10.
This account has the SYSDBA role necessary to create a database and can be used
when you need to perform privileged options. If you need to perform privileged
operations, such as startup and shutdown of the database instance, you need to be
connected as a privileged user. The INTERNAL account is the only one created by
default, and its password needs to be specified. If you are performing a Typical
database creation, the INTERNAL account password will be automatically set to
oracle. In a Custom creation, you have the option to specify the password. You
cannot leave the password blank.

Oracle Database Configuration Assistant [ =]

Enter the passward for the INTERNAL privileged account

Passward : |m

Confirm : |“"""""’

Cancel Help ¢ Back

Figure 4-10: In a Custom database creation, you need to enter
a password for the INTERNAL privileged account.
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The next series of screens are available only if you are performing a Custom
database creation with the Database Configuration Assistant. The first of these asks
you to specify the location of the control files for your database and will present a
recommended location, as shown in Figure 4-11. In most cases, you should accept
the default presented. However, before doing so, ensure that your control files are
located on at least two physical disks (if installed on the computer). This is strongly
recommended by Oracle to ensure that your database does not become inaccessi-
ble if you lose all your control files.

On the same screen, you will also be asked to set some database limits. These are
used to actually size the control file when the database is created. Ensure that you
have a sufficient number of datafiles, redo log groups, and redo log members speci-
fied to support your application. Once set, these values cannot be changed except
by re-creating the control file—not a pleasant experience. If you are not sure,
choose larger rather than smaller values. One value to change is the Redo Log
Members; the default of 2 provides for minimal redundancy in your redo log files
and should be increased to at least 4 or 5. The defaults for datafiles and redo log
groups are sufficient in most cases. After you have made your choices and verified
the settings, click Next.

Oracle Database Configuration Assistant [ =]

Review the following control file parameter information and make any
appropriate changes :

Control Files

Cantral File 1 ‘C1CERTDEI'LD\SK11contmID1 cfl

Cantraol File 2 ‘C WCERTDBADISKZicontrolZ.cfl

Cantral File 3: ‘C WCERTORDISK S antrol0f.ct

Maximurm Datafiles 254
Maximum Log Files : 32
Maxirmum Log Members 2

] w2

Cancel Help ¢ Back

Figure 4-11: In a Custom database creation, you will be
prompted to confirm the location of the control files for the
database and specify the maximum number of datafiles,
redo log groups, and redo log members.

In a Custom database creation, you will next be presented with a tabbed dialog box,
as shown in Figure 4-12. Here, you will be presented with default choices, based
upon answers to questions previously asked by the Database Configuration
Assistant, for the size, location, and storage characteristics of the various
tablespaces that make up your database. The Database Configuration Assistant
requires you to follow the Optimal Flexible Architecture and you must specify these
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values for all the tablespaces that it wants to create, including SYSTEM, USER,
TOOLS, INDEX, ROLLBACK, and TEMPORARY. You should verify that the datafiles
corresponding to the tablespaces are sized appropriately and distributed among
your physical disks to minimize contention. Changing the size of the SYSTEM
tablespace’s datafiles is usually not a good idea because this value is calculated to
hold the objects needed for the Oracle options that you previously selected to
install. You can change the values of other tablespaces by selecting the tab for the
appropriate tablespace and changing the value. After you have made appropriate
choices, click Next to continue.

r Cross- Please see Chapter 8 for a full discussion on the number of tablespaces your
Reference’)  jatabase should have and what they should be used for. The OFA-compliant dia-

log box presented by the Database Configuration Assistant in Custom mode
assumes that you are familiar with the issues presented in Chapter 8.

System | Tools  User | Rollback | Index  Temporan
Review the following SYSTEM tablespace information and make any
appropriate changes :

Name | SvSTEM Size (MB): |75
(IR (C\CERTDEDIS K. ni01.dhi]
Extents - 5
Auto Extend ON ~| Mext (kB 10240 %
Minimum Exdent (KE): |64 —
Storage
% Increase: 50 =1 Initial (KBY: 64 -
Mext (KB G4 = Min 1 =
il 300 ¥ Unlimited

BE) e < Bask

Figure 4-12: In a Custom database creation, you have the
option to specify the placement and size of datafiles for
your tablespaces.

The next screen (see Figure 4-13) in Custom database creation mode asks you to
verify the names and locations of the redo log file groups and the first members of
each group for the database. In most cases, the default number of redo log file
groups and their sizes are sufficient. You should verify that all redo log file groups
to be created are the same size and that their filenames allow for the easy creation
of additional members if needed. For this reason, you will probably have to change
the default names to something like redo0la.log from redo01.log. That way, if you
need to add a second member to the redo log file group, you can name it
redo01b.log and know by the filename that the log member belongs to the first redo
log file group. Oracle requires that your database have at least two redo log file
groups — but three is better, as you will find out in Chapter 7.
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Review the following redo log file parameter information and make
any appropriate changes :

Redo Log Files
Redo Log 1 File : |C:lCERTDEIIDISK311redDD‘1 oy

Redo Log 2 File |C:lCERTDBIDISK31redDD2.IDg

Redo Log 3 File |C:lCERTDBIDISK31redDD3.IDg

RedoLog 1 File Size (KE) : 1024 |7
Redo Log 2 File Size (KB) : 1024 :

Redo Log 3 File Size (K8) : 1024 |5

Cancel Help < Back

Figure 4-13: In a Custom database creation, you have the
option to specify the placement and size of redo log files.

Clicking Next presents a dialog box, as shown in Figure 4-14, that allows you to spec-
ify values for the CHECKPOINT_INTERVAL and CHECKPOINT_TIMEOUT initialization
parameters. The defaults presented for these should be sufficient in most cases.

Review the following logging parameter information and make any
appropriate changes :

Checkpoint Intereal : 10000 :
Checkpaint Timeout (Sec) : 1800 :

[~ Enahble Archive Log

Archive Forrmat: ‘%%ORACLE?SID%%T%TB%S.ARC

Archive Destination : ‘D ‘oracleloradatalCERTDBAarchive

Cancel Help & Back
St R

Figure 4-14: In a Custom database creation, you have the
option to verify and change checkpointing parameters and
turn on archiving.
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Another option that you can select on this dialog box (this option is turned off by
default) is whether to place the database in ARCHIVELOG mode upon creation and,
if so, where the archived redo log files should be placed. Archiving is a process of
copying redo log files to a specific location after a log file switch takes place.
Archived redo log files allow you to perform advanced recovery options, such as
point-in-time recovery, and is recommended for OLTP environments. However, it is
not recommended that archiving be turned off until after the database is created
and loaded with tables and data.

r Cross- Chapter 7 covers checkpoints and archiving in greater detail. A full discussion on
Reference’\  ,rchiving is beyond the scope of this book.

Exam Tip You will not be tested on recovery issues dealing with archiving on this exam.
These issues are covered on the Oracle8i Backup and Recovery exam.

The screens shown in Figures 4-15 and 4-16 are shown to you only if you have cho-
sen a Shared Server configuration for the database to be created. It allows you to
set the various options required for a multithreaded server database environment,
such as the initial and maximum number of dispatchers for each of the protocols
you specify, the initial and maximum number of shared server processes, and other
settings. After you have made your choices, click Next to continue.

Review the following multi-threaded server information and make any
appropriate changes :

Protocal TGP -

Numhber of dispatchers ;
I™ Ovetride Default Value : ] e

Maxirmum number of connections per dispatcher
[ Override Default Value :

Maxirmumn number of dispatchers

Mumber of server processes
™ Owerride Default Value : 1 |

Maximum numhber of server processes

I™ Override Default Value : ] i

I Provide Advanced MTS Configuration Farameters

Cancel | Help £ Back

Figure 4-15: If you selected a Shared Server environment in a
Custom database creation, you now have the opportunity to
configure MTS settings.

Exam Tip This exam does not cover how to configure and create a multithreaded server
environment. Therefore, you will not be tested on your knowledge of the options
presented by this screen.
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Review the following advanced mult-threaded server information and
rmake any approgriate changes @

Multiplexing : of -
Connection Pooling
® Disable
C Enahle
Ticks, in seconds : 11 5

¥ Incaming connections timeout, in ticks © 11
¥ Qutgoing connections timeaut, in ticks : ]1

faxirmurm mumber of network sessions

I= Gyettide Default value ; sy

Cancel | Help
(cancel ) el )

Figure 4-16: If you selected a Shared Server environment in a
Custom database creation, you also have the option to
indicate whether Multiplexing or Connection Pooling should
be enabled.

The next screen (see Figure 4-17) allows you to configure and confirm the initializa-
tion parameter values for the instance, including the following:

4 The size of the shared pool (SHARED_POOL_SIZE)

4 The number of database buffers in the cache (DB_BLOCK_BUFFERS)

4+ The size of the large pool (LARGE_POOL_SIZE)

4 The size of the redo log buffer (LOG_BUFFER)

4 The maximum number of background and server processes (PROCESSES)

4 The size of the database block to be used by the database (DB_BLOCK_SIZE)

These values should be compatible with the resources available on the computer,
particularly memory, and the target database environment. The Database
Configuration Assistant will request information from the operating system on
available RAM and other resources and will take the database environment into
consideration when presenting you with its determination. In many cases, letting
the Wizard make these choices works well; however, if other applications are to be
installed on the same server, you should verify that Oracle’s settings won’t place an
undue strain on the computer. In any case, you can change these values later, with
the exception of DB_BLOCK_SIZE, but not without shutting down the instance.
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Review the following SGA parameter information and make any

appropriate changes :
Shared Pool Size (Bytes) [s2428800)
Large Pool Size (Bytes) ’W —
Block Buffers : [0 %
Log Buffer Size (Bytes) W —
Processes: [1s0 =
Block Size (Byles) : [s192 |2

cancal Help ¢ Back

Figure 4-17: In a Custom database creation, you will be
prompted to verify the values of several key initialization
parameters.

The next screen prompts you to specify the location of user and background process
trace files, that is, the values for USER_DUMP_DEST and BACKGROUND_DUMP_DEST
initialization parameters, respectively. (See Figure 4-18.) You may want to redirect the
USER_DUMP_DEST location to a mapped drive corresponding to the user’s home
directory to ensure that each user has his or her own set of trace files.

Oracle Database Configuration Assistant [ =]

Review the directory path into which debugging trace files for user and
background processes will be written and make any appropriate
changes :

Trace File Directary

For User Processes © [CrioractevadmimCERTDBWAUMP

For Background Processes ;| DioracleladmimCERTDBbAUMp

Cancel Help ¢ Back

Figure 4-18: In a Custom database creation, you will be
prompted to set and verify the location of background and
user process trace files.
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The final screen (see Figure 4-19) in a Custom installation, or in the Create New
Database Files option of a Typical installation, asks whether you would like to
create the database right away or save the scripts to create it on your hard drive
for later execution. This screen is not available in a CD-based typical installation
because the Assistant simply copies files from the CD-ROM, which must be inserted
in the CD-ROM drive, onto the hard disk. Because the creation of a new database
and new files can be a lengthy process, you are given the option here.

Do you want the Oracle Database Configuration Assistant to create
the database now or save your information to a hatch file to be
executed later? Creating the database now will take some time.

" Create database now
@ Save information to a batch file

Cancel | Help <« Back Mext = _}

Figure 4-19: You have the option to create the database right
away or create scripts to be run later.

In all cases, it is recommended that you save the information to a batch or shell
script file and have the Database Configuration Assistant create the scripts. This
way, you can review and make changes to the scripts before you run them in case
some of the settings do not match what is required, as well as to have a way to re-
create the database in case the process fails the first time. This is a lot easier than
trying to remember what settings you entered in the Assistant.

When you decide to save the scripts, you will be prompted for a location. You can
choose to place the scripts in the default location provided or, better still, place the
files in one of the directories that will be used by the database — such as the one
that holds the Oracle parameter (INIT.ORA) file for the database. When all the
scripts have been saved, you will see a screen similar to that shown in Figure 4-20.

[E5Oracle Database Configuration Assistant Alert 3

1\;3 Scripts successfully saved.

Figure 4-20: You have successfully
run the Database Configuration Assistant.
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The files that are created by the database configuration assistant will vary, depend-
ing upon the Oracle options that you have chosen to install. You will usually have
the following files:

4 INIT<SID>.ORA —The Oracle initialization parameter file for the database.

4 create<SID>.bat — A Windows NT/2000 batch file to create the database and
run all the necessary commands. The file will be used to call the various pro-
grams required and pass them the script names to create the database and
install any selected options. On UNIX systems, the file will be a shell script
rather than a BAT file.

4 <SID>run.sql— An Oracle script that issues the CREATE DATABASE command
to create the database.

4+ <SID>runl.sql—An Oracle script that creates additional tablespaces and the
standard data dictionary views.

4+ <SID>altertablespace.sql— An Oracle script to alter the default and temporary
tablespace for the user SYSTEM.

You may have additional files if you have decided to configure other Oracle options.

Reviewing the contents of these files before running them is a good idea so that you
have an idea of what is happening. A final note: Creation of a database with the
Database Configuration Assistant can take quite a while and place a very heavy
burden on the CPU and hard disks of the computer after the process starts, so
consider running the database creation scripts during off hours. Feel free to take
lunch or a break after they start —they take 30-60 minutes on average to complete.

Creating a database manually using
the CREATE DATABASE command

Prepare the operating system
= Prepare the parameter file

Create the database

Although the Oracle Database Configuration Assistant makes the job of creating
your database a point-and-click operation, the actual steps that it goes through are
the same ones you would need to accomplish when you create your database
manually. Basically, you need to perform the following to create a database:

1. Determine a unique instance and database name; also select a database
character set and National Language character set.

2. Configure the operating system and the environment to support starting the
instance and creating the database.

3. Create and configure the Oracle parameter (INIT.ORA) file.
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4. Create a password file for authentication of privileged users.
5. Start the instance.
6. Create the database.

7. Create the data dictionary views and standard packages; configure selected
options for the database.

Of the preceding steps, the first six are covered in this chapter. The last step is
covered in Chapter 5.

Identifying the database

The first step in the creation of a database is to select a name or system identifier
(SID). Although Oracle places virtually no restrictions on what name you can use
for your instance and database, you are limited to eight (8) characters.
Furthermore, the name of the instance and database must start with a letter and
cannot contain any reserved characters such as $ or #. The Oracle community
generally accepts that SIDs should contain only letters and numbers.

A SID must be unique on the computer on which Oracle is running. This means that
if you have several different databases on a computer, each must have its own
unique SID. Because the database will most likely be accessed across the network,
the Global Database Name, of which the SID is a part, must also be unique across the
network. You specify the Global Database Name when you create the parameter file.

To ensure that the SID for your database is unique, you can verify which other SIDs
have been used on the target computer. In a Windows 2000 environment, you do
this by using Administrative Tools/Services to get a list of all services that start
with “OracleService” (the list of services on a Windows NT system is found by using
Control Panel/Services). The characters after “OracleService” in the name of the
service indicate the SID that is already in use and cannot be used, unless the ser-
vice is removed from the computer. For example, as shown in Figure 4-21, you could
not use a SID name of ORCL on this computer because a service called
“OracleServiceORCL” already exists.

A UNIX system has a corresponding utility to determine which SIDs are being used.
One way to determine which SIDs may potentially be unavailable is to use the UNIX
find command to search the hard disk for all Oracle initialization files; from that you
can discern which SIDs have already been allocated. The syntax to type and the
UNIX prompt are as follows:

find / -name "init*.ora" - print | pg

This command searches the hard disk from the root directory for any files whose
name matches the pattern init*.ora and then prints the results to the screen. The

| pg portion tells UNIX to stop and allow you to scroll in case more than a screenful
of information is returned.
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*; Senvices
J Action  Wiew H - = ‘- ‘@ H PRIl B
Tiee I Mame / | Description I Status I Startup Type | Log [;I
Services (Local) %Network DDE DSDM Manages ... Manual Laca

% Naorton Antivinus Clisnt Started Automatic Loca
%NT LM Security Support Provider Provides se... tdanual Loca
% OracleOraHomeE14gent Started Automatic Loca
% COracle0raHome81 ClientCache Manual Loca
% OracleOraHomed1 D atalatherer Started Automatic Loca
% Oracle0raHomeBHT TPServer Started Automalic Loca
%DracIeDraHom581ManagementServer Started Automatic Loca
% OracleOraHome1PagingServer Manual Loca
% OracleOraHomed1 TS Listener Started Automatic Loca
% OracleServiceORCL Started Automalic Loca
% Perfarmance Logs and Alerts Configures ... Manual Loca
% Plug and Play Manages d..  Started Automatic Laca
% Print Spoaler Loads filest . Started Automatic Loca
% Protected Storage Provides pr...  Stared Automatic Loca
%QDS RSWF Provides rne... Manual Loca
% Flemote Access Auto Connection M. Creates ac.. Manual Loca
% Remote Access Connection Manager  Creates an Manual Loca
% Fiemate Procedure Call [RPC) Provides th...  Stared Automatic Loca
?Tﬂnmnm Procedure Cal IBPC acatnrbMananes th b anal | | rﬂll

\ \ |

Figure 4-21: Use the Services MMC snap-in in Windows 2000 to
get a list of SIDs that are currently in use.

After issuing this command, you can scan through the names of the files presented
and take any portion after init and before .ora as a SID that may be used on the
computer. These are not available to you and you must choose another name for
the SID.

In both Windows NT/2000 and UNIX environments, if you adhered to the Optimal
Flexible Architecture, you can also view the list of directories under the ADMIN
directory in the location pointed to by the ORACLE_BASE environment variable.
OFA creates a separate directory for each database created to store the INIT.ORA
and other files. This will not work if databases were created outside OFA or their
locations otherwise altered.

After you have decided on a SID, you should also determine what the database
character set and National Language character set should be.

Preparing the operating system for database creation

Before creating a database on your server, you need to configure the operating
system environment to successfully create the database. On a Windows NT/2000
computer, the Oracle Universal Installer does this when the Oracle software is
installed. Unless you are running multiple versions of Oracle on the same computer,
the configuration arrived at by Oracle Universal Installer will properly prepare the
operating system environment for the creation of a database. However, on a UNIX
system, your session may not have all the required environment variables set, so
you will need to ensure that they have been passed on to you in your startup script,
or you will need to configure them before you create the database.
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Table 4-2 lists the operating system environment variables that are required or rec-
ommended to be set for a successful database creation.

Table 4-2
Environment Variables Required for Database Creation
Variable Description
ORACLE_HOME This variable must point to the location of the Oracle executable

(binary) files, for example “/usr/app/oracle/product/8.1.7" on a
UNIX system. This allows Oracle to properly locate the files
needed for database creation. This variable is required.

ORACLE_SID This variable specifies the name of the instance and database to
be created. It must be set to properly start the instance and must
be unique on the machine. This variable is required.

ORA_NLS33 If you are creating a database with a character set and National
Language character set other than US7ASCII, you will need to set
this environment variable so that Oracle can locate the character
set specifications during the creation process. This variable is
required in all cases except when creating a database to use the
US7ASCII character set. It typically should point to the
“ocommon/nls/admin/data” directory under ORACLE_HOME, the
default installation location of the NLS files.

ORACLE_BASE This variable is not required, but should be set if you are performing
an OFA-compliant installation. It typically points to the base
directory for all Oracle installations, for example, /usr/app/oracle.

PATH The search path must include the Oracle “bin” directory under
ORACLE_HOME where all the executable files are stored. On a
UNIX system ensure that you modify the contents of the PATH
environment variable to include it — this was already done on
Windows NT/2000 when the Oracle software was installed.

To set these environment variables on a UNIX system running the Korn shell, issue
command similar to the following:

$ ORACLE_SID=CERTDB; export ORACLE_SID

$ ORACLE_BASE-/usr/app/oracle; export ORACLE_BASE

$ ORACLE_HOME=/usr/app/oracle/product/8.1.7; export ORACLE_HOME
reverse order, most DBA's use
ORACLE_HOME=$0RACLE_BASE/product/8.1.7; export ORACLE_HOME

$ ORA_NLS33=$0RACLE_HOME/ocommon/nls/admin/data; export

ORA_NLS33

$ PATH=$PATH:$0RACLE_HOME/bin; export PATH
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Please note that UNIX is a case-sensitive environment and the environment variable
names must be in all uppercase. Ensure that when setting these environment vari-
ables you do not use mixed or lower case as subsequent commands will fail.

On a Windows NT/2000 system, you only need to set the ORACLE_SID environment
variable for the Command Prompt window you will be using to create the database.
To do so, issue a command similar to the following:

C:\> set ORACLE_SID=CERTDB

The ORADIM utility

One further consideration for Windows NT/2000 environments is the creation of the
service for the database. This is done by running the ORADIM utility and passing it
a number of parameters. The syntax of the ORADIM utility, as it pertains to the
creation of a database, is as follows:

oradim -NEW -SID <SID> [-INTPWD <password>]
[-SRVC <servicename>] [-MAXUSERS n]
[-STARTMODE auto|manuall [-PFILE <parfile>]

Table 4-3 provides more information on the meaning of each of the parameters for
the utility.

Table 4-3
ORADIM Utility Parameters
Parameter Description
-NEW Indicates that you are creating a new database and instance.
-SID <SID> Specifies the name of the SID to create. <SID> cannot be more

than 8 characters, must start with a letter, and cannot be the
same as another <SID> on the system.

-INTPWD <password> The password to be used for the INTERNAL privileged account
after the service is created. If this parameter is not specified on
the command line, the INTERNAL account will automatically be
assigned a password of oracle.

-SRVC <servicename> The name of the Windows NT/2000 service to be created. If
this parameter is not specified, the service will automatically be
given a name of OracleServce<SID>, for example
OracleServiceCERTDB.

-MAXUSERS n The maximum number of users defined in the password file.
The default is 5 and limits how many individuals can be
granted SYSDBA or SYSOPER privileges.

Continued

169
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Table 4-3 (continued)

Parameter

-STARTMODE auto|manual

-PFILE <parfile>

Description

Specifies the initial startup mode for the service. The choices
are auto, where the service will start automatically whenever
Windows NT/2000 starts, or manual, where the DBA or system
administrator must manually start the service. For production
systems, this should be set to “auto” after database creation.
The default setting is manual.

You can also change the startup mode of the Oracle service at
any time by using Control Panel/Services in Windows NT or the
Services MMC snap-in in Windows 2000.

The full physical path to the Oracle initialization parameter file

for the instance. This file must exist. You should always specify

the full path and filename so that the service can start properly,
as follows:

C:\CERTDB\DISK1\INITCERTDB.ORA

To create Windows 2000 services for a database called CERTDB, you may issue a
command similar to the following:

oradim -new -sid CERTDB -maxusers 30 -pfile c:\certdb\diskl\initcertdb.ora

Whenever the ORADIM utility is executed, it records the operations executed in a
log file called ORADIM.LOG in the DATABASE directory under ORACLE_HOME.
For example, if Oracle8i was installed on your C: drive, the file will typically be
c:\oracle\ora81\database\oradim.log.

Preparing the parameter file

Prepare the parameter file
2

Before you can create a database, you need to create a parameter file, also called an
INIT.ORA file, with the proper configuration parameters to start the instance. In order
to create a database, you must start the instance for the database. In order to start
the instance, you must have a parameter file with the proper configuration settings.

If you use the Database Configuration Assistant to create your database, the param-
eter file is created at the same time. In this case, you do not need to do anything.
However, if you want to manually create the database using the CREATE DATABASE
command, you will need to manually create the parameter file.
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Exam Tip Although the Database Configuration Assistant makes life easy when creating a
database, you will be tested on how to create a parameter file manually and the
different elements that must be included for database creation to succeed.

To create a parameter file, use a text editor (that is, vi or Notepad) to create the
file from scratch, or copy an existing parameter file to the name you require for the
new database. When creating a parameter file, you must use a text editor, as the file
must contain only ASCII data.

The parameter file should be named INIT<SID>.0ORA, where <SID> is the SID of the
instance that will access the database, and should be placed in the ORACLE_HOME/
DBS directory after creation. This is because when starting the instance, Oracle will
look for a file called INIT<SID>.ORA, and, if it does not find it, will return an error.
You can name it something else, but then you will need to refer to it explicitly dur-
ing instance startup.
:{‘egﬁ% On Windows NT/2000 environment, the name and location of the parameter file
rid . . . .
are tied to the database instance during the database creation process. If you want
to move the parameter file after the services are created, you will need to modify
the startup settings for the service in the registry.

The parameter file for the database to be created must have at least the parameters
listed in Table 4-4 specified.

Table 4-4
Required INIT.ORA Parameters
Parameter Description
DB_NAME The name of the database to be created. This parameter is typically

the same as the value for the environment variable ORACLE_SID and
the <SID> portion of the INIT<SID>.ORA filename. Although
DB_NAME does not need to match these values, Oracle recommends
that it does for simplicity’s sake.

This parameter must match the database name specified when
issuing the CREATE DATABASE command.

CONTROL_FILES The name and location of the control files for the database. These
files do not need to exist and will be created when the CREATE
DATABASE command is executed. You should specify at least two
control files on separate physical disks. If you're specifying more
than one control file, enclose the control files in parentheses and
separate them by commas, as shown in the example below.

Continued
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Table 4-4 (continued)

Parameter Description

DB_BLOCK_SIZE Although this parameter defaults to 2048 and does not need to
be specified, you should carefully plan and specify it here.
DB_BLOCK_SIZE specified the size of each block in the datafiles and
the size of each database buffer cache buffer in the SGA. The value
of DB_BLOCK_SIZE cannot be changed except by re-creating the
database, so make sure that you specify the correct value for your
expected data type.

{E Optimal values for DB_BLOCK_SIZE will be discussed in Chapter 9.
Reference

You can specify other parameters in the parameter file as well, and many more will
be discussed in later chapters. Their settings are important in determining the
resources that the instance will consume when it is started and will also affect the
performance of the database. Later chapters discuss these issues in more detail.
Your parameter file may look something like this:

db_name = "orcl"

db_domain = mars.bradsys.com
instance_name = ORCL

service_names = orcl.mars.bradsys.com
db_files = 200

db_block_size = 8192

control_files = ("d:\oracle\oradatalorcl\controlOl.ctl",
"e:\oracle\oradata\orcl\control02.ct1", "f:\oracle\oradata\orcl\control03.ctl1")

remote_login_passwordfile = exclusive
os_authent_prefix = ""

open_cursors = 300
max_enabled_roles = 30

db_file_multiblock_read_count = 8 # INITIAL
db_block_buffers = 15602 4 INITIAL
shared_pool_size = 35000000

large_pool_size = 614400

java_pool_size = 20971520
log_checkpoint_interval = 10000
log_checkpoint_timeout = 1800

processes = 150 # INITIAL
parallel_max_servers = 5 4 SMALL

Tog_buffer = 32768 # INITIAL
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ffaudit_trail = true # if you want auditing
fftimed_statistics = true # if you want timed statistics
max_dump_file_size = 10240 4 1imit trace file size to 5MB each

# Uncommenting the Tine below will cause automatic archiving if archiving has
f# been enabled using ALTER DATABASE ARCHIVELOG.

# log_archive_start = true

# Tog_archive_dest_1 = "location=f:\oracle\oradata\orcl\archive"

# 1og_archive_format = %%0RACLE_SID%%T%TS%S.ARC

rollback_segments = ( RBSO, RBS1, RBS2, RBS3, RBS4, RBS5, RBS6 )

background_dump_dest = f:\oracle\admin\orcl\bdump
user_dump_dest = f:\oracle\admin\orcl\udump

compatible = 8.1.0
sort_area_size = 65536
sort_area_retained_size = 65536

Creating a password file

If you are running Windows NT/2000, the ORADIM utility automatically creates a
password file in the ORACLE_HOME/DBS directory and makes it a hidden file. In this
environment, you don’t need to do anything else to create the file. On UNIX systems,
you will need to create the password file using the ORAPWD utility. Information on
doing this is presented earlier in this chapter, as well as in Chapter 2.

The bottom line is that before you create a database, you need to be able to con-
nect to the instance as a privileged user, using either operating system or password
file authentication. If you don’t establish proper authentication, you will not be able
to issue the CREATE DATABASE command.

Starting the instance of the database to be created
The next step in the creation of a database is to start the instance that will be used

to access the database. To do so, you need to be a privileged user either through
operating system or password file authentication.

To start the instance, start Server Manager Line Mode and start the instance in a
NOMOUNT state. The startup state must be NOMOUNT because no datafiles or con-
trol files exist to open. If you forget to specify the NOMOUNT state when you issue
the STARTUP command in Server Manager Line Mode, Oracle will generate an error
but stop at this startup state anyway. To start the instance for database creation,
issue the following commands:

C:\> svrmgr]
Oracle Server Manager Release 3.1.7.0.0 - Production

Copyright (c) 1997, 1999, Oracle Corporation. All Rights Reserved.
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Oracle87 Enterprise Edition Release 8.1.7.0.0 - Production
With the Partitioning option
JServer Release 8.1.7.0.0 - Production

SVRMGR> connect internal/oracle;

Connected.

SVRMGR> startup nomount pfile="c:\certdb\diskl\initcertdb.ora";
ORACLE instance started.

Total System Global Area 198010908 bytes
Fixed Size 75804 bytes
Variable Size 70045696 bytes
Database Buffers 127811584 bytes
Redo Buffers 77824 bytes
SVRMGR>

When issuing the STARTUP command in Server Manager Line Mode, you should
specify the PFILE parameter and pass it the full path of the parameter file to ensure
that you are starting the proper instance. In Windows NT/2000, this should be the
same file as that specified when running ORADIM.

You are now ready to issue the CREATE DATABASE command to create the database.

Issuing the CREATE DATABASE command

With all the preparatory work done, you are ready to issue the CREATE DATABASE
command to create your database. The syntax for the CREATE DATABASE command
is as follows:

CREATE DATABASE [dbname] [CONTROLFILE REUSE]
[DATAFILE filename SIZE n[K|M] [REUSE]
[AUTOEXTEND {OFF|ON [NEXT n[K|M]]

MAXSIZE {UNLIMITED|n[K|M]}]

]

[LOGFILE [GROUP nl(filename, filename,...)SIZE

n[K|MI[REUSE]

LGROUP nl(filename, filename,...)SIZE n[K|M] [REUSE]...]

[MAXLOGFILES n]

[MAXLOGMEMBERS n1]

[MAXLOGHISTORY n]

[MAXDATAFILES n]

[MAXINSTANCES n]

[ARCHIVELOG|NOARCHIVELOQG]

[CHARACTER SET charset]

[NATIONAL CHARACTER SET charset]

Table 4-5 outlines the meaning of the various parameters for the command.
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Table 4-5
CREATE DATABASE Command Parameters
Parameter Description
Dbname Specifies the name of the database to be created. If not

CONTROLFILE REUSE

DATAFILE

LOGFILE GROUP n

specified, defaults to the value of the DB_NAME Oracle
initialization parameter and must be equal to it. This
parameter is specified in the CREATE DATABASE syntax more
for readability than any other useful purpose.

Tells Oracle not to generate an error if it finds a file on disk
with the exact same name as that specified in the parameter
file for the control file. This is typically specified if you are re-
creating an existing database because the previous creation
attempt did not complete. If Oracle finds a file on disk, it will
abort the creation process unless this parameter is specified.

The DATAFILE parameter indicates the physical name and size
as well as AUTOEXTEND characteristics of the datafiles for the
SYSTEM tablespace. More than one datafile can be specified,
but the CREATE DATABASE statement will associate all
datafiles specified with the SYSTEM tablespace only. You need
to provide the full physical path for the datafiles as well as the
size. The size can be specified in bytes, kilobytes (K), or
megabytes (M). If the file already exists on disk from a
previous database creation attempt, you need to also specify
the REUSE parameter to tell Oracle to overwrite the file.

There is no default for the DATAFILE parameter and both the
filename and size need to be specified. The path to the
datafile must already exist for the creation to succeed.

For each datafile, you may also specify AUTOEXTEND
characteristics, that is, what should happen if the datafile runs
out of disk space. The default is AUTOEXTEND OFF, but you
may turn it on and tell Oracle to enlarge the file each time
more room is needed by the value of NEXT, up to a maximum
value of MAXSIZE. If you specify a NEXT incremental value but
do not specify MAXSIZE, MAXSIZE defaults to UNLIMITED.

Instructs Oracle to create a redo log file group with the
associated members specified. You must specify at least two
redo log file groups with one member each when creating a
database. Additional redo log file groups and members can be
added after the database is created. Each redo log file group
should be the same size. All members of a redo log file group
will always be the same size as that which the SIZE parameter
applies to the group as a whole.

Continued
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Table 4-5 (continued)

Parameter

Description

MAXLOGFILES n

MAXLOGMEMBERS n

MAXLOGHISTORY n

MAXDATAFILES n

MAXINSTANCES n

ARCHIVELOG

NOARCHIVELOG

If the files already exist on disk from a previous attempt to create the
database, you can specify the REUSE parameter to overwrite the
existing files.

Instructs Oracle to create n slots in the control file to hold
information about the redo log file groups. MAXLOGFILES specifies
what the maximum number of redo log file groups that can be
supported by this database should be set to. If you need to change
this value, you must re-create the control files.

Instructs Oracle to allocate space in the control files for n members
of each redo log file group. MAXLOGMEMBERS specifies what the
maximum number of members supported for each redo log file can
be for this incarnation of the database. If you want to change this
value, you must re-create the control files.

For an Oracle Parallel Server environment, specifies the maximum
number of archived redo log files to be tracked in the control files for
automatic media recovery. If you wanted to change this value, you
would need to recreate the control files.

Instructs Oracle to allocate n slots for datafile information in the
control files. Essentially, this sets the maximum number of datafiles
that are supported by this database, unless the control file is re-
created to increase this value.

Specifies the maximum number of Oracle instances that can
simultaneously mount and open this database. The default for
MAXINSTANCES is 1 and should be increased only if you plan to use
Oracle Parallel Server.

Turns on ARCHIVELOG mode for the database immediately after
creation. In ARCHIVELOG mode, Oracle makes a copy of each redo
log file as it becomes full and does not reuse the redo log file unless
it is archived. In order for your database to operate properly, if you
decide to enable ARCHIVELOG mode, you should also configure the
corresponding INIT.ORA parameters of LOG_ARCHIVE_START,
LOG_ARCHIVE_DEST _n, and LOG_ARCHIVE_FORMAT. Failure to do so
may cause the database to stop when redo log files become full.

It is generally not recommended that ARCHIVELOG mode be turned
on at database creation time, but rather after it has been populated
and prior to it becoming operational.

Instructs Oracle to place the database into NOARCHIVELOG mode,
which allows redo log files to be overwritten as they are needed.
This is the default.
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Parameter Description

CHARACTER SET Specifies the character set to be used for this database when storing
data in CHAR, VARCHAR2, LONG, and CLOB columns. If not
specified, this parameter defaults to US7ASCII, a 7-bit character set
that supports the first 128 characters of the ASCII table.

If you specify a character set other than the default, ensure that the
ORA_NLS33 environment variable has been properly set.

NATIONAL Specifies the National Language character set used to store data in
CHARACTER SET NCHAR, NVARCHAR?2, and NCLOB columns. If not specified, this also
defaults to US7ASCIL.

Tip The CREATE DATABASE syntax is long, with many parameters. Rather than type it
_»,_ interactively in server manager, Oracle recommends that you create it using a text
4 editor and then run it as a SQL script in Server Manager Line Mode.

After deciding on the various options for the CREATE DATABASE command, you can
issue the command in Server Manager Line Mode, as in the following example:

SVRMGR> CREATE DATABASE CERTDB
2> LOGFILE '"C:\CERTDB\DISK3\redoOla.log' SIZE 1024K,
3> "C:\CERTDB\DISK3\redo02a.log" SIZE 1024K,
4> "C:\CERTDB\DISK3\redo03a.log"' SIZE 1024K
5> MAXLOGFILES 32
6> MAXLOGMEMBERS 4
7> MAXLOGHISTORY 1
8> DATAFILE '"C:\CERTDB\DISKI\system0l.dbf" REUSE
9> SIZE 75M AUTOEXTEND ON NEXT 10240K
10> MAXDATAFILES 254
11> MAXINSTANCES 1
12> CHARACTER SET WEBIS08859P1
13> NATIONAL CHARACTER SET WE8IS08859P1;
Statement processed.

Tip You may be interested to know that Oracle actually runs a script during the
_»,_ database creation process. The script that Oracle runs when you issue the CREATE

’ DATABASE command is called SQL.BSQ and is located in the ORACLE_HOME\
RDBMS\ADMIN directory.
Caution Never modify the SQL.BSQ script file. Doing so will cause problems in later

database creation attempts. Should the file become damaged, you may copy it
from the CD or another installation of Oracle. The script is the same on all plat-
forms running the same version of Oracle, such as 8.1.7 or 8.1.6.

You have now created the database at its most basic level. However, you cannot use
the database in its present condition. You still need to create the data dictionary
and the Oracle standard packages and procedures. This is discussed in Chapter 5.
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Post-creation status

After the database is created, Oracle mounts and opens the database. The newly
created database consists of the following elements:

4+ The SYSTEM tablespace and the datafiles that make it up. As mentioned ear-
lier, creating the database with the CREATE DATABASE command creates only
the SYSTEM tablespace. All other tablespaces need to be created manually.

4 The control files in the location specified in the parameter file. Control files will
be sized according to the parameters specified during database creation, includ-
ing MAXLOGFILES, MAXLOGMEMBERS, MAXDATAFILES, MAXLOGHISTORY, and
MAXINSTANCES.

4 The online redo log files with members in the location specified in the CREATE
DATABASE command. Each member of the same group will be the same size.

4 Two Oracle users —SYS and SYSTEM. SYS —will be created with a default
password of CHANGE_ON_INSTALL, and SYSTEM will be created with a default
password of MANAGER. Oracle recommends, after you create the data dictio-

nary views as outlined in Chapter 5, you change the password for these users
using the ALTER USER command.

4+ A SYSTEM rollback segment located on the SYSTEM tablespace.

4 Internal data dictionary tables. At this point no DBA_, ALL_, or USER_ data
dictionary views exist in the database, but the base data dictionary tables are
not created as of yet.

4+ Dynamic performance views. The V$ dynamic performance views, such as
V$CONTROLFILE, V$DATAFILE, VSPARAMETER, and others can be queried at
this point.

You may wish to query the dynamic performance views to ensure that things were
created as expected. For example, to verify the number of redo log file groups and
the location of your redo log members, you can issue the following commands:

SELECT * FROM V$LOG
SELECT * FROM V$LOGFILE

Troubleshooting Database Creation Problems

Although database creation is a smooth process in most cases, you may encounter
some problems during the process. Some of the more common ones include:

4 Syntax errors in the SQL script — Many of us may faithfully type the syntax of
the CREATE DATABASE command in our scripts and be absolutely certain that
it is correct, and then leave a stray comma or some other typo in the mix.
These types of errors are sometimes referred to as “PIBCAS” or “Problem is
between chair and system” errors. If one is found in your CREATE DATABASE
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script, the creation process will fail. This is why it is a good idea to spool the
output of the CREATE DATABASE command to a file by adding a line similar to
the following prior to the CREATE DATABASE command:

spool credb.log

4 File to be created already exists on the hard drive— This is a common prob-
lem when you are issuing the CREATE DATABASE command again because a
previous attempt failed. Before doing so, ensure that all files are removed
from the hard drive (remember to SHUTDOWN the instance first) by scanning
the directories referenced in your CREATE DATABASE statement and deleting
any redo log, data, or control files found.

4 The path where database files need to be does not exist —If you did not cre-
ate the directories referenced by your CREATE DATABASE command or where
your control files are to be located, the process will fail. Ensure that all direc-
tories have been created before you execute the command.

4 Permission problems — For the CREATE DATABASE to succeed, the Oracle
software needs to have proper permissions to create files in all the directories
you are referencing. Ensure that the owner of the Oracle software has these priv-
ileges. This is more of an issue with UNIX installations than those on Windows
NT/2000 because the Oracle Universal Installer ensures that the Oracle software
has Administrator privileges on the Windows NT/2000 computer.

4+ Insufficient space on the hard drive —Before creating a database, make sure
you have sufficient free space to create data and redo log files of the sizes
mentioned in your CREATE DATABASE statement. To correct the problem of
insufficient space, move existing files from the target hard drive to another
disk or move the location of the files to be created to a different location in the
script. This problem may also arise if you have a disk quota configured on the
hard disks. In the latter case, increasing the quota should solve the problem.

If any of these situations occurred when you executed your CREATE DATABASE
statement, remove all files that may have been generated by the statement,
SHUTDOWN the instance, and repeat the process.

Key Point Summary

4 You can use the Database Configuration Assistant or the CREATE DATABASE
command to create a database. The Database Configuration Assistant will cre-
ate all the necessary directories and files according to the parameters you
outline.

4+ Database Configuration Assistant will place files in locations that conform to
the Optimal Flexible Architecture and will configure Oracle parameter file
(INIT.ORA) parameters based upon the characteristics you specify and the
resources available on the computer where it is run. You should review these
settings to ensure that they are adequate for your requirements.
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4+ When creating a database with the Database Configuration Assistant, you
should let it create the scripts that you will later run to perform the database
creation. This allows you to verify your configuration and make changes if
necessary. It also makes it easier to repeat the database creation process
should an error occur.

4+The Optimal Flexible Architecture was designed to organize the file system to
minimize contention, make adding files to the database easy, and create a
directory structure that is easy to maintain. It is one solution that you can use
to solve the problem of arranging Oracle database files for best performance.

4+ Planning your database file structure is a critical step to be performed prior
to the creation of a new Oracle database. Before deciding on where to place
files, you should have a good understanding of how the data will be accessed.

4+ When creating a database you should create at least two control files on
separate physical disks.

4 Only privileged users who have been granted the SYSDBA or OSDBA role have
permission to create the database. Authentication of privileged users can take
place through the operating system or by using a password file.

4+ When creating a database, you must create at least two redo log file groups —
three is preferred. Each group should have at least two members, each on
separate physical disks.

4 If you want to use the CREATE DATABASE command, create a script to be run
instead of typing in the command interactively.

4 Before creating the database with the CREATE DATABASE command, ensure
that all directories specified in your script already exist. If not, the creation
process will fail.

4 The parameter file for a new database must contain at least the DB_NAME and
CONTROL_FILES parameters with the correct values. You should also specify
a value for the DB_BLOCK_SIZE parameter if the default of 2048 does not meet
your database characteristics.

4 When using the CREATE DATABASE command, you must prepare the operat-
ing system by initializing the ORACLE_HOME, ORACLE_SID, ORA_NLS33, and
PATH environment variables. This is required on UNIX systems, whereas only
ORACLE_SID is required on Windows NT/2000 because the others are config-
ured by the Universal Installer when the Oracle software is installed.

4 On Windows NT/2000, the ORADIM utility must be run to create the service
for the instance.

4+ To create a database, you must start the instance to a NOMOUNT state.

4+ Decide on an appropriate character set and National Language character set
before creating the database because you can’t change these character sets
except by re-creating the database after exporting all the data. Do not use the
default US7ASCII character set.
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4 After creation of your database, the data dictionary base tables are created
and you can query the V$ dynamic performance views. The database is not
yet fully configured and additional scripts need to be run.

4 After database creation, two users will exist in the database: SYSTEM with a
password of MANAGER and SYS with a password of CHANGE_ON_INSTALL.
You should change the passwords for these users by using the ALTER USER
command.

4 If your database creation fails for any reason, remove any files that were
initialized, correct the problem, and repeat the process.

+ o+ ¢
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STUDY GUIDE

This portion of the chapter tests your understanding of the material covered by
having you go through some assessment questions that are similar in style to those
you will be asked on the Oracle exam. This section is followed first by scenarios for
creating a database and then lab exercises that have you create a database to use for
the remainder of the book. Finally, at the end of the chapter you can find answers and
explanations for the chapter pre-test questions, assessment questions, scenarios, and
the lab exercises.

Assessment Questions

1. You have received a script that is used to create a database for your newly
purchased customer management system. When you execute the script, it
generates an error. Which of the following lines from the script is causing the
error? (Choose the best answer.)

A. CREATE DATABASE CRMDATA

B. LOGFILE '/CRMDATA/redoOla.log"' SIZE 1024K,
'/CRMDATA/redo02a.1og" SIZE 1024K,
'/CRMDATA/redo03a.log"' SIZE 1024K

C, DATAFILE '/CRMDATA/systemOl.dbf' SIZE 75M
AUTOEXTEND OFF NEXT 10240K

D. CHARACTER SET WEBIS08859P1
E NATIONAL CHARACTER SET WE8IS08859P1;

2. Which of the following is the Oracle Optimal Flexible Architecture not specifi-
cally designed to address? (Choose the best answer.)
A. Ease of administration
B. Improving performance of the database
C. Hosting multiple databases on the same server
D. Location of files to minimize IO contention
E. Providing a structure to easily locate files
3. After creating a database, which of the following views can be used to get

information about different files that make up the database? (Choose two
correct answers.)

A. V$DATAFILE
B. DBA_DATA_FILES
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C. DBA_REDO_LOGS
D. VSREDO_LOGFILE
E. VSLOGFILE

4. You need to create a database on a UNIX-based system that will use a Japanese
National Language character set. When creating the database manually using
the CREATE DATABASE command, which environment variables must be initial-
ized for the process to work correctly? (Choose all correct answers.)

A. ORACLE_HOME
B. ORACLE_BASE
C. ORACLE_NLS
D. ORA_NLS33

E. ORACLE_DB

F. ORACLE_SID

5. What units can be used to specify the size of the redo logs when issuing the
CREATE DATABASE statement? (Choose all correct answers.)

A. Gigabytes

B. Bytes

C. Megabytes
D. Kilobytes
E. Database blocks

F. Operating system blocks

6. While issuing the CREATE DATABASE command, after starting the instance to
a NOMOUNT state, you receive the following error messages:

ORA-01501:
O0RA-00200:
ORA-00202:
ORA-27038:
0SD-04010:

CREATE DATABASE failed

controlfile could not be created

controlfile: '"C:\CERTDB\DISKI1\controlQOl.ctl"'
skgfrcre: file exists

<create> option specified, file already exists

What are possible reasons for the error? (Choose all correct answers.)

A. The database to be created already exists.

B. You do not have permissions to create the control file in the specified

location.

C. A previous attempt to create the database failed and was not cleaned up
properly.

D. You do not have SYSOPER privileges on the database.

E. You do not have SYSDBA privileges on the database.
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7. What roles must the individual who will be creating an Oracle database be
granted on the database in order to perform the task? (Choose two correct
answers.)

A. DBA
B. SYSDBA
C. SYSOPER
D. OSDBA
E. SQLDBA
F. OSOPER
8. After a CREATE DATABASE command is successfully executed, what

user/password combinations exist in the database? (Choose two correct
answers.)

A. SCOTT/MANAGER
B. SYSTEM/CHANGE_ON_INSTALL
C. SYS/CHANGE_ON_INSTALL
E. SCOTT/TIGER
F. SYSTEM/MANAGER
G. SYS/MANAGER
9. Which script file is run by Oracle when the CREATE DATABASE command is
executed? (Choose the best answer.)
A. CREATEDB.SQL
B. SQL.SQL
C. SQL.BSQ
D. CATALOG.SQL
E. CATPROC.SQL
10. You have received a script that is used to create a database for your newly
purchased customer-management system. When you execute the script, it

generates an error. Which of the following lines from the script is causing the
error? (Choose the best answer.)

A. CREATE DATABASE CRMDATA

B. LOGFILE '/CRMDATA/redo(Ola.log" SIZE 1024K,
C. DATAFILE '/CRMDATA/systemOl.dbf' SIZE 75M
D. CHARACTER SET US7ASCII

E. NATIONAL CHARACTER SET WE8IS08859P1;
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Scenarios

1. You have just been hired as the database administrator for a Web-based

solutions company. Part of your responsibility is to create new databases and
ensure that they are properly configured. The IS Manager has set a policy that
all database creation and modification must be done using scripts so that if a
problem occurs, the steps can be repeated. You need to create a database with
three tablespaces (SYSTEM, DATA, and INDEX) that will be used for decision
support. The database should take advantage of all the hardware available on
the server to minimize contention and properly configure the instance.

You are asked to put together a script that would perform the necessary
tasks. The database will run on a Linux server. What is the best way to create
the script?

. Your large Fortune 200 company has decided to decentralize some of its IS

operations. Users have frequently been asking for the ability to create their
own databases for departmental applications that will be used only inside the
company. Recently, your junior DBAs have been reporting that a number of
support calls have been received from departments regarding their new-found
authority to create databases. The databases are created properly but they
cannot be accessed except from the computer on which they are created.
What is the cause of the problem and how can it be rectified?

Lab Exercises

Lab 4-1 Creating an Oracle Database

1

. On your computer, create a directory called CERTDB off the root of your C

drive (on Windows NT/2000) or off the root on UNIX.

. In the CERTDB directory, create these additional directories: DISK1, DISK2,

DISK3, DISK4, DISK5, and DISK6. These will be used to represent physical disks
that your database will use to place files into.

. Create a database called CERTDB, with the appropriate parameter file, on

your computer with the following characteristics:

e A SYSTEM tablespace with a size of 50MB located on DISK1 (that is,
C:\CERTDB\DISK1) with a filename of system01.dbf. The datafile should
not grow automatically if it becomes full.

e Three redo log file groups with one member each. The redo log member
files should be called redo01la.log, redo02a.log, and redo03a.log for
groups 1, 2, and 3, respectively. The files should be located in DISK3 and
all redo log groups should be 1MB (that is, 1,024KB) in size.

e Two control files called control01.con and control02.con located on
DISK1 and DISK2, respectively.
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e Database block size of 8,192 bytes. You should also allocate 200 buffers
for the database buffer cache.

e Shared pool size of 16,384,000 bytes.
¢ Redo log buffers size of 65,536 bytes.

¢ Do not select any Oracle options for the database except the Partitioning
option and SQL*Plus Help.

e The password for the INTERNAL user should be oracle.
e The parameter file for the database should be located on DISK1.

Answers to Chapter Questions

Chapter Pre-Test

1.

Before you can create a database using the CREATE DATABASE command, you
need to create the parameter (INIT.ORA) file. The filename should be
INIT<sid>.ORA and must contain at least the DB_NAME, CONTROL_FILE, and
DB_BLOCK_SIZE parameters.

. The CREATE DATABASE statement requires that you specify the name, size,

and location of the data file that will make up the system tablespace. You also
need to specify the location of at least two redo log file groups and their
members. Other elements of the CREATE DATABASE command, including the
character set and National Language character set, are optional.

. To issue the CREATE DATABASE command, you must have either the SYSDBA

or OSDBA privilege, through password file or O/S authentication, respectively.

. In a Windows NT/2000 environment, you need to create the services for the

instance. To do this, you need to run the ORADIM utility with two parameters
specified: the -NEW and -SID parameters.

. To issue the CREATE DATABASE command, the instance must be started in

NOMOUNT mode. Any attempt to start the instance in any other mode will fail
because the control files are not created until you issue the CREATE
DATABASE command. To proceed to the MOUNT state, Oracle will need to
open the control files.

. Optimal Flexible Architecture is designed to facilitate a structure on your

server that makes administering and facilitating the growth of databases easy.
It includes provisions for hosting multiple databases on the same server,
locating the datafiles for each database easily, minimizing IO contention by
properly placing files on disks in such a way that files with high probability of
contention are physically separated. The OFA also takes into account the
addition of drives to more smoothly even out the IO on the system.
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7. You must create at least two redo log file groups with at least one member in
each group. This is because redo log files operate in a circular fashion so that
one group of files is always in use and the other will take over when the first
becomes full. This allows Oracle to delay committing changes to the datafiles
without losing data—the changes are recorded in the redo log files.

You should create at least three redo log file groups with two members each,
with each member of the same group on a separate physical disk. Doing so
will allow you to continue to work even if a log file member is lost because of
disk failure. All log file groups should be sized identically.

8. The control file is created when you issue the CREATE DATABASE command.
The name and location of the control files to be created is read from the
parameter file when the instance is mounted. In this way, Oracle knows how

many to create and where to create them when you issue the CREATE
DATABASE command.

9. You can create a database in Oracle using the CREATE DATABASE command or
by using the Database Configuration Assistant. The CREATE DATABASE com-
mand requires that you do all post- and preconfiguration tasks manually,
whereas the Database Configuration Assistant does all of them for you, as well
as allowing you to save your choices as scripts for later creation of the
database. The preferred method is to use the Database Configuration Assistant
to create the scripts and then make any changes before executing them.

10. The size of the database block in the datafiles is determined by the value of the
DB_BLOCK_SIZE initialization parameter. The default on most systems is 2048
bytes. To change the database block size, you will need to export all your
data from the database and then drop and re-create it. You can’t change
the database block size after database creation except by re-creating the
database.

Assessment Questions

1. C. The line that specifies the physical location and size of the data file is caus-
ing the error because it has AUTOEXTEND OFF while simultaneously specify-
ing a value for NEXT.

2. B. Optimal Flexible Architecture is specifically designed to improve the
performance of a database as there are many variables involved that could
have a negative impact on performance (CPU, data access patterns, and so
on). However, following OFA guidelines will, in many cases, actually provide
better performance than might otherwise be realized. OFA was designed to
ease administration and make it easier to host multiple databases on the
same machine by providing an easy-to-adhere to file structure, which also
minimizes 10 contention by locating files on several disks, if available.

3. A, E. You can use V$DATAFILE to get a list of datafiles that were initially
created and use V$LOGFILE to get a listing and location of the redo log file
members. No DBA_ views are created when you execute the CREATE

DATABASE command, so answers B and C are wrong. There is no view called
V$REDO_LOGFILE, so answer D is also incorrect.
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. A, D, F. To create a database manually by executing the CREATE DATABASE

command, you need to ensure that the ORACLE_SID environment variable has
been initialized with the instance name, the ORACLE_HOME environment
variable points to the location of the Oracle software installation, and the
ORA_NLS33 environment variable points to the location of the National
Language support files. This last environment variable is required in this case
because you need to create a database to support Japanese language charac-
ters. Although Oracle recommends doing so, initializing the ORACLE_BASE
environment variable is not necessary. Oracle does not use ORACLE_NLS.

. B, C, D. You can specify the size of the redo log files (as well as datafiles) in

bytes, kilobytes (K), or megabytes (M).

. A, C. The error message received indicates that the control file already exists

on the hard disk and Oracle will not overwrite the file unless you specify the
REUSE parameter (which was not done here). If the file exists, the most likely
reasons are that the database has already been successfully created and the
file should be there, or that a previous creation attempt failed and the file was
not manually removed, as it should have been. A third option, not given as a
possible answer, is that a file with the same name as the control file exists in
the location but is not part of any database. The bottom line in all the scenar-
ios is that the file cannot be overwritten, so Oracle returns an error and aborts
the database creation process.

. B, D. To create a database, the user will need to be authenticated as a

privileged user who has the SYSDBA or OSDBA role. Although SYSOPER and
OSOPER will allow a user to start the instance, only those individuals with the
SYSDBA or OSDBA role can execute the CREATE DATABASE command. The
DBA role is used to administer a database after it is created. There is no
SQLDBA role in Oracle by default.

. C, F. After the CREATE DATABASE command is executed, a user SYS with a

password of CHANGE_ON_INSTALL and a user SYSTEM with a password of
MANAGER are created.

. B. Oracle’s CREATE DATABASE statement runs the script SQL.BSQ located in

the ORACLE_HOME/rdbms/admin directory. CATALOG.SQL and CATPROC.SQL
are also valid scripts but they need to be run manually to create the standard
data dictionary views and packages.

B. This line will cause an error because it specifies only a single redo log file
group for the database. Oracle requires that at least two log file groups with
one member each be specified with creating a database.

Scenarios

1.

You could create this database by creating scripts to accomplish the task and
manually configuring the Oracle initialization parameter file based upon what
you determine are optimal settings. Nothing is wrong with doing so and it will
work. However, one of the requirements was that resources on the server be
properly allocated to satisfy the requirements of the target database.
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The Oracle Database Configuration Assistant uses Optimal Flexible
Architecture to determine the best location of files so that contention is mini-
mized. Furthermore, it evaluates the resources available and the requirements
outlined for the database to configure the parameter in the INIT.ORA file to
take advantage of what can be used. For this reason, the optimal solution is to
use the Database Configuration Assistant to provide the ideal configuration
settings and then to save the results in a script that can be executed later.

. The most likely reason that users cannot access the databases they created

from remote computers is that they have not properly configured Oracle’s
networking component Net8. If they used the Database Configuration
Assistant, the LISTENER.ORA and the TNSNAMES.ORA files were updated on
the machine where the database was created, but these changes were not
propagated to other client computers. The result is that no one else can
resolve the names of the new databases except for those individuals at the
machine on which they are resident.

Although the Oracle8i Architecture and Administration exam will not test you on
the specifics of Net8, you may be asked general questions, such as the one pre-
sented in this scenario, to show that you understand generally what pieces make
a client and a server communicate.

Lab Exercises
Lab 4-1

1. For a Windows NT/2000 system, open a Command Prompt window and issue

the following commands:

c:
cd \
mkdir CERTDB

For a UNIX-based system, open a UNIX shell window and issue the following
commands:

mkdir /CERTDB

. For a Windows NT/2000 system, open a Command Prompt window and issue

the following commands:

€3
cd \CERTDB
mkdir DISK1
mkdir DISK2
mkdir DISK3
mkdir DISK4
mkdir DISK5
mkdir DISK6
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For a UNIX-based system, open a UNIX shell window and issue the following
commands:

cd /CERTDB
mkdir DISK1
mkdir DISK2
mkdir DISK3
mkdir DISK4
mkdir DISK5
mkdir DISK6

. a. The creation of the database will require that you create and configure a

parameter file called initCERTDB.ora. The parameter file will look something
like this (additional parameters may exist if copied from another database or
created by the Database Configuration Assistant):

DB_NAME=CERTDB

DB_BLOCK_SIZE=8192

DB_BLOCK_BUFFERS=200

LOG_BUFFER=65536

CONTROL_FILES=(C:\CERTDB\DISKI\controlOl.con,
C:\CERTDB\DISK2\control02.con)

#

#1f you are using a UNIX-based system, uncomment the

#)CONTROL_FILES= T1ines below and comment out the

f#fsame lines above.

#

CONTROL_FILES=(/CERTDB/DISK1/controlQl.con,
/CERTDB/DISK2/control02.con)

SHARED_POOL_SIZE=16384000

. b. To prepare the environment to create the database manually for a Windows

NT/2000 system, open a Command Prompt, and issue the following commands
(NOTE: The ORADIM command-line parameters span two lines for readability):

set ORACLE_SID=CERTDB
oradim -new -sid CERTDB -intpwd oracle
-startmode manual -pfile "C:\CERTDB\DISKI\initCERTDB.ora"

To prepare the environment to create the database manually for a UNIX-based
system using a Korn or Bourne shell, open a shell window and issue the fol-
lowing commands:

ORACLE_SID=CERTDB; export ORACLE_SID

ORACLE_HOME=<path to Oracle binaries>; export ORACLE_HOME
ORA_NLS33=$0RACLE_HOME/ocommon/nls/admin/data

PATH=$PATH: $ORACLE_HOME/bin
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3. c. To create the database manually for a Windows NT/2000 system, invoke
Server Manager Line mode (svrmgrl) from a command prompt and issue the
following commands:

spool createCERDB.Tog

connect internal/oracle;

startup nomount pfile=C:\CERTDB\DISK1\initCERTDB.ora;

CREATE DATABASE CERTDB

LOGFILE "C:\CERTDB\DISK3\redoOla.log" SIZE 1024K,
"C:\CERTDB\DISK3\redo02a.log"' SIZE 1024K,
"C:\CERTDB\DISK3\redo03a.log"' SIZE 1024K

MAXLOGFILES 32

MAXLOGMEMBERS 4

MAXLOGHISTORY 1

DATAFILE 'C:\CERTDB\DISKI\system0Ol.dbf' SIZE 50M REUSE

AUTOEXTEND OFF

MAXDATAFILES 254

MAXINSTANCES 1

CHARACTER SET WEBIS08859P1

NATIONAL CHARACTER SET WEBIS08859P1;

spool off

To create the database manually for a UNIX system, invoke Server Manager
Line mode (svrmgrl) from a command prompt and issue the following
commands:

spool createCERDB.Tog

connect internal/oracle;

startup nomount pfile=/CERTDB/DISK1/initCERTDB.ora;

CREATE DATABASE CERTDB

LOGFILE '/CERTDB/DISK3/redoOla.log' SIZE 1024K,
'/CERTDB/DISK3/redo02a.log' SIZE 1024K,
"/CERTDB/DISK3/redo03a.log"' SIZE 1024K

MAXLOGFILES 32

MAXLOGMEMBERS 4

MAXLOGHISTORY 1

DATAFILE '/CERTDB/DISK1/systemOl.dbf' SIZE 50M REUSE

AUTOEXTEND OFF

MAXDATAFILES 254

MAXINSTANCES 1

CHARACTER SET WEBIS08859P1

NATIONAL CHARACTER SET WE8IS08859P1;

spool off
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CHAPTER PRE-TEST

1. Which script creates the DBA_ views in your database?

2. Is PL/SQL support available in a database after the CREATE DATABASE
command has been issued?

3. What is a package and what are its components?

4. Provide examples of PL/SQL program units that are available in
Oracle8i.

5. Which programming languages can be used to create a stored
procedure in Oracle?

6. What are triggers and when are they invoked?
7. What is the difference between a function and a stored procedure?

8. What are the four types of scripts that can be used to extend the
capabilities of your database?

9. How can you manipulate columns of the BLOB datatype in Oracle8i?

10. What are two ways to change your NLS territory setting for your session
in Oracle8i?

+ Answers to these questions can be found at the end of the chapter. +
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In the previous chapter you issued the CREATE DATABASE command to create
the basic structure of a database in Oracle. At that point, some raw objects were
created in the database’s SYSTEM tablespace, and the V$ dynamic performance
views could be queried. However, most of the functionality that you would expect
from Oracle, such as support for PL/SQL in the database, the ability to query the
DBA_, ALL_, and USER_ data dictionary views, as well as other optional capabilities
such as Java support and replication, is not yet available. In order to have Oracle
provide these capabilities you need to run certain scripts that create the necessary
views and objects to provide it. This chapter will show you how to create the data
dictionary views that you will use as a DBA, as well as explain the standard Oracle
packages that you will need to create.

Overview of Data Dictionary Views, Standard
Packages, and Database Event Triggers

As you saw in Chapter 4, when the CREATE DATABASE command is issued, Oracle
creates the control files, data files, redo log files, and runs a script called SQL.BSQ to
create the core data dictionary structure. However, in its basic state, the database
really cannot be used for too many things and is like the foundation for a house —
just a big hole in the ground with some key properties. In order to make the house
complete, you need to put up the interior and exterior walls, plumbing, wiring, and a
roof. The creation of the data dictionary views and standard packages is like putting
those things in place for a house. Just as every house can look different outside and
have a different internal layout, Oracle allows you to use various scripts to install
features that you may require to make your database have different characteristics
from another.

The Oracle data dictionary consists of a number of elements, once populated.
These include:

4+ Base tables— These are the fundamental core tables that store information
about what is in the Oracle database. The data dictionary views and standard
packages use the base tables to store their information. These tables are
created when the CREATE DATABASE command is issued and the SQL.BSQ
script is run.

4+ Data dictionary views — These views are created by running additional
scripts and are based on the base tables. They provide the capability to query
the data dictionary in a more logical format and have more meaningful
column names. These views are prefixed with DBA_, ALL_, or USER_.

4+ Dynamic performance views — Dynamic performance views are created
when the CREATE DATABASE command is issued, with others being created
by running scripts to add functionality to the database. These views start with
V$ and enable the DBA to monitor the performance of the database and get
additional information on the database status.
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4+ PL/SQL packages, procedures, and triggers — These PL/SQL program units

further extend the database and provide most of the advanced functionality of
the database such as allowing you to configure replication or distributed
database, and install and configure Java support. They also provide some of
the basic functionality required to make the database useful, such as syntax
for the ALTER SESSION command that can be used in PL/SQL procedures
through the DBMS_SESSION package and its procedures.

The data dictionary is central and critical to the operation of an Oracle database. It
provides the information that tells users what is available for manipulation and
access. It separates the objects created by one user from objects created by
another and ensures that both exist. The data dictionary also allows the Oracle
engine to enforce the rules necessary for it to be an RDBMS or ORDBMS. When a
query is executed, the Server Process queries the data dictionary about the objects
being referenced, as well as the permissions that the user performing the query has
on the objects. It ensures that integrity constraints can be easily found and
enforced by the engine and much more.

The data dictionary contains a great many things, including information on:

- Cross-
Reference

4+ Database structure — Both the physical (that is, the files that make up the

database) and the logical (that is, tablespaces) structure of the database are
stored in the data dictionary. While much of this information is also in the con-
trol files, the data dictionary is the primary location for logical file structure
information, while the control file deals primarily with the physical structure.

4 Object definitions— The data dictionary stores information about all database

objects, whether or not they require storage space. For example, views do
not —unless they are materialized views — require storage for their data, while
tables do require storage and are therefore also referred to as segments.

Segments and the allocation of database storage to them are covered in detail in
Chapter 9.

4+ Segments and their space allocation — The data dictionary also keeps track

of the blocks in the data files that each segment (that is, table, index, cluster,
and so on) uses and the total amount of space used. This is to enable SMON
to coalesce free space in a tablespace as the space is released by a table being
dropped or truncated. It is also used to be able to determine where to allocate
additional space for a segment if it is required. The data dictionary also tracks
a user’s segment space utilization against the quota a user has been given on
a tablespace.

4 Integrity constraints — When you define an integrity constraint on a table or a

view, information about the constraint and its associated rules is stored in the
data dictionary and used to enforce the constraint.

4 Users, roles, and privileges —In order for individuals to have access to the

database, they must have an Oracle user account. The data dictionary stores
information on each user created, their quotas, their password management
settings, their privileges, roles they have been granted, and so on.
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r Cross- User quotas are discussed in more detail in Chapter 17. Information about users,
Reference\  ,rofiles, and managing permissions can be found in Part V.

4 Auditing — Though many people are not aware of this, Oracle does have an
auditing facility to track user access to objects and the issuance of certain
Oracle commands. Information on what to audit, as well as the audit log table,
are both data dictionary components.

4 Other information — Oracle also stores other general information in the data
dictionary, such as DIRECTORY objects to be used with BFILE data types,
National Language Support (NLS) settings, constant definitions such as
SYSDATE, and much more.

The bottom line with the data dictionary is simple —it is the one set of objects and
information that tells you everything about your database. It is the encyclopedia of
your database.

Data dictionary base tables and views

The base tables part of the data dictionary actually stores the data describing the
logical and physical structure of the database. Base tables are created when you
issue the CREATE DATABASE command. During the creation of the database, one of
the tasks that Oracle performs is to run a script called SQL.BSQ. This script is
located in the RDBMS/ADMIN directory pointed to by the ORACLE_HOME environ-
ment variable. This can be C:\ORA81\RDBMS\ADMIN on a WindowsNT/2000 com-
puter, or /usr/ora81/rdbms/admin on a UNIX-based computer. The SQL.BSQ
script creates a number of objects in the SYSTEM tablespace in the SYS schema. All
of the data dictionary objects are owned by the user SYS, and the user SYSTEM is
granted full permission to these objects.

Data dictionary base tables typically end or use several $ in the name, and many
base tables names are designed to be difficult to remember. This is because you
should not modify the data in the base tables by using standard DML commands
but let Oracle modify them when you use DDL statements. Examples of base tables
include COL$ (to store information on columns), IND$ (to store information about
indexes in the database), TAB$ (containing data about each table in the database),
TS$ (for tablespace information), and many more.

In order to add, remove, or modify the data dictionary, you need to use Data
Definition Language (DLL) commands such as CREATE, ALTER, TRUNCATE, or
DROP. These commands add, change, or remove entries in the data dictionary to
ensure that it correctly reflects the status of your database at all times. Some Data
Manipulation Language (DML) commands may also cause the data dictionary to be
modified, though the DML command will not operate directly on the data dictio-
nary. For example, adding many rows to a table by performing an INSERT ... SELECT
may allocate extents to the table. These new extents and their location will be
tracked in the data dictionary. Once the extent is allocated, Oracle automatically
adds entries to the data dictionary to track its location and size.
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To query the contents of the data dictionary, you normally would not issue SELECT
statements against the base tables. This is because the base tables are normalized
and would require that you perform several joins to get even simple information,
such as the names of columns in a table. For this reason, Oracle has provided a
number of data dictionary views that can be used to extract data dictionary
information. There are actually three classes of views:

4+ DBA_ Views— Views with the DBA_ prefix provide a complete picture of all
objects in the data dictionary and are for the use of the database administrator.

4+ ALL_ Views— Views with the ALL_ prefix allow users to get information on
objects that they own as well as those that they have been granted permis-
sions to.

4+ USER_ Views — Views with the USER_ prefix allow users to get a complete
picture of all objects that they have created in their own schema.

Each view of any of the above three types is based upon a complex join of data in
the base tables to provide you with the most useful information for the objects you
are querying. For example, the definition of the DBA_USERS view, providing infor-
mation on user accounts created in the database, is the following:

select u.name, u.user#, u.password,
m.status,

decode(u.astatus, 4, u.ltime,
5, u.ltime,
6, u.ltime,
8, u.ltime,
9, u.ltime,
10, u.ltime, to_date(NULL)),
decode(u.astatus,
1, u.exptime,
2, u.exptime,
5, u.exptime,
6, u.exptime,
9, u.exptime,
10, u.exptime,
decode(u.ptime, "', to_date(NULL)

decode(pr.limitf, 2147483647, to_date(NULL),
decode(pr.Timit#, 0,
decode(dp.Timit#, 2147483647, to_date(NULL), u.ptime +
dp.1imit#/86400),
u.ptime + pr.1imit#/86400)))),
dts.name, tts.name, u.ctime, p.name, u.defschclass, u.ext_username
from sys.user$ u, sys.ts$ dts, sys.ts$ tts, sys.profname$ p,
sys.user_astatus_map m, sys.profile$ pr, sys.profile$ dp
where u.datats# = dts.ts#
and u.resource$ = p.profilef
and u.tempts# = tts.ts#
and u.astatus = m.status#
and u.type# = 1
and u.resource$ = pr.profiles
and dp.profile# = 0
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and dp.typei=1

and dp.resourcef=1
and pr.type# = 1

and pr.resourcef = 1

As you can see, it is far easier to make use of the data dictionary views than to
query the base tables directly.

Uses of the Oracle data dictionary

The Oracle data dictionary is used by both Oracle server and users in the Oracle
database.

The Oracle server uses the data dictionary whenever a user connects to the instance
or issues a command. Whenever a user attempts to connect to the instance, the
Oracle server needs to determine whether the user has permission to connect or is
even a valid user in the database, all of which is stored in the data dictionary. When
the user then issues a command, such as “SELECT * FROM Instructors,” the Oracle
server uses the data dictionary to determine if the object being referenced exists and
the user has permission to access it and perform the command. As you have seen
previously, once read, this information is cached in memory in the Shared Pool to
reduce the amount of I/O on the SYSTEM tablespace and thereby have data dictio-
nary resolution take place more quickly.

The Oracle server also automatically updates the data dictionary when changes
take place in the database structure, such as the addition, removal, or modification
of a data file or tablespace, when permissions are granted or revoked to users,
when objects are created, altered, or dropped, or when new functionality is added
to the data dictionary through the invocation of scripts or procedures.

Oracle users make use of the data dictionary to determine which objects they have
access to by querying the data dictionary views, or to determine the structure of an
object when using the DESCRIBE command in SQL*Plus. All users have access to
the ALL_ and USER_ views mentioned previously, while only database administra-
tors have access to the DBA_ views, as well as the USER_ and ALL_ views. When
querying these data dictionary views, users do not need to change the SQL syntax
they are already familiar with — the same rules apply to the SELECT statement
against data dictionary views as against your own tables and views.

Data Dictionary View Types

Objective Query the data dictionary
[

Oracle provides several ways to get information on the database. While querying the
base tables is not recommended, a set of static data dictionary views, broken down
into three different categories, is available. As previously indicated, these include:
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4+ DBA_ Views — Views with the DBA_ prefix provide a complete picture of all
objects in the data dictionary and are for the use of the database administra-
tor. The DBA is able to get a complete picture of all objects in all schemas and
thereby have information to help solve any problems users may be having
accessing database objects.

4+ ALL_ Views— Views with the ALL_ prefix allow users to get information on
objects that they own as well as those that they have been granted permis-
sions to. The ALL_ views provide information on more objects than the
USER_ views, but do not provide as much information on each object. This
means that a superset of the data available through USER_ views is returned,
but only a subset of information on each object. All users have access to the
ALL_ views so that they may be able to determine which objects they can
manipulate in Oracle.

4+ USER_ Views — Views with the USER_ prefix allow users to get a complete
picture of all objects that they have created in their own schema. The USER_
views provide the same information as the DBA_ views do for each object, but
are limited to only those objects in the schema of the user querying the view.
Objects in other users’ schemas are not available through the USER_ views.

The DBA_, ALL_, and USER_ views are always plural in their naming. For example,
you query the DBA_TABLES, DBA_OBIJECTS, views and not DBA_TABLE or
DBA_OBIJECT. This helps to differentiate them from dynamic performance views,
discussed later, which are singular in their naming, with only a few exceptions.

Another type of view that can be used to query information in the data dictionary,
as well as the operational state of the instance is the V$ view (also known as the
dynamic performance view). These views query virtual tables that are defined when
the instance is started. The information retrieved through dynamic performance
views is not persistent between instance restarts, which means that each time the
instance is started the data values are reset.

DBA_ Views

Oracle8i contains over 150 views that are prefixed with DBA_. By default, only users
who have been granted the DBA role have access to these views. Only those Oracle
users who have been granted the SELECT ANY TABLE privilege can query these
views.

g Roles and privileges will be discussed in Part V later in this book.
Reference

The philosophy behind DBA_ views is quite simple: database administrators need
to always have access to all objects in the database so that they may perform their
jobs with a minimum of problems. Furthermore, since the database administrator,
for all intents and purposes, “owns” the database, DBAs should have complete
access to all database contents. The DBA_ views provide this functionality to
database administrators.
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Although the vast majority of the DBA_ views in Oracle present the same informa-
tion as is available in the USER_ data dictionary views, the main difference is the
inclusion of the OWNER column in the DBA_ views, when dealing with database
objects that are created by users. Furthermore, some of the DBA_ views are only
available to the database administrator because their scope is database-wide. For
example, the DBA_ROLLBACK_SEGS data dictionary view, which provides informa-
tion on rollback segments, does not have a corresponding USER_ or ALL_ view
because users would not create rollback segments — only the database administra-
tor performs this function. Similarly, only the DBA creates user profiles and assigns
them to users, so there is no USER_PROFILES view, but there is a DBA_PROFILES
view. Finally, the DBA controls any physical attributes of the database, such as the
creation of data files to be used by tablespaces in the database, so only a
DBA_DATA_FILES view exists, without a corresponding ALL_ or USER_ view.

For example, if you wanted to retrieve a list of tables and the tablespaces in which
they are created for the ‘STUDENT’ schema, you would issue the following query:

SQL> SELECT table_name, tablespace_name FROM DBA_TABLES
2  WHERE owner='STUDENT'
3* ORDER BY table_name;

TABLE_NAME TABLESPACE_NAME
BATCHJOBS CERTDB
CLASSENROLLMENT CERTDB
COURSEAUDIT CERTDB
COURSES CERTDB
INSTRUCTORS CERTDB
LOCATIONS CERTDB
SCHEDULEDCLASSES CERTDB
STUDENTS CERTDB

8 rows selected.

If you then wanted to know which datafiles on disk the CERTDB tablespace used for
storage, you could issue the following command:

SQL> col file_name format a40

SQL> SELECT file_name, TO_CHAR(bytes, '999,999,999,999") FILESIZE, status
2 FROM DBA_DATA_FILES
3* WHERE tablespace_name = 'CERTDB';

FILE_NAME FILESIZE STATUS
C:\CERTDB\CERTDBO1.DBF 10,485,760 AVAILABLE
SQL>

If the user STUDENT wanted to, he or she could issue the first query against the
USER_TABLES data dictionary view and return the same result; however, only the
DBA can issue the second command to find out in which file or disk the CERTDB
tablespace is located.
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r Cross- Throughout this book as topics are introduced you will also be presented with
Reference \ ;. formation on which DBA_ views can be used to query information on the items

being discussed. This chapter serves only as an introduction to these views and
does not provide a comprehensive listing of the views available.

USER_ Views

While DBA_ views are designed to be used by database administrators, USER_
views are designed to allow any user to get a complete picture of the objects that
he or she owns (that is, those objects in the user’s schema). The number of USER_
views available in Oracle is over 140.

The big difference between DBA_ views and USER_ views is that most USER_ views
do not have an OWNER column, as the owner is assumed to be the current user.
The information returned for each row when querying any USER_ view is identical
to the corresponding DBA_ view, with the exception of the OWNER column.

For example, the DBA_USERS view can be used by the database administrator to
get information on users in the database. Its structure is as follows:

SQL> DESC DBA_USERS;

Name Null? Type
USERNAME NOT NULL VARCHAR2(30)
USER_ID NOT NULL NUMBER
PASSWORD VARCHAR2(30)
ACCOUNT_STATUS NOT NULL VARCHAR2(32)
LOCK_DATE DATE
EXPIRY_DATE DATE
DEFAULT_TABLESPACE NOT NULL VARCHAR2(30)
TEMPORARY_TABLESPACE NOT NULL VARCHAR2(30)
CREATED NOT NULL DATE
PROFILE NOT NULL VARCHAR2(30)
INITIAL_RSRC_CONSUMER_GROUP VARCHAR2 (30)
EXTERNAL_NAME VARCHAR2(4000)
saL>

If you were a regular user in the database and wanted to get information on your
user account, you would query the USER_USERS data dictionary view, whose struc-
ture is as follows:

SQL> DESC USER_USERS;

Name Null? Type
USERNAME NOT NULL VARCHAR2(30)
USER_ID NOT NULL NUMBER

ACCOUNT_STATUS NOT NULL VARCHAR2(32)
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LOCK_DATE DATE
EXPIRY_DATE DATE
DEFAULT_TABLESPACE NOT NULL VARCHARZ(30)
TEMPORARY_TABLESPACE NOT NULL VARCHARZ(30)
CREATED NOT NULL DATE
INITIAL_RSRC_CONSUMER_GROUP VARCHARZ(30)
EXTERNAL_NAME VARCHARZ (4000)
SaL>

With the exception of the PROFILE and PASSWORD columns that are visible in the
DBA_USERS view, all the other columns provide the same information in both
views, though USER_USERS always returns only a single row describing the current
user, whereas the DBA_USERS view may return any number of rows.

USER_ views are handy when you need to determine what the structure of a table
is, or what objects you have created in your schema. For example, to get a com-
plete list of all objects in your schema, as well as their object type, you can issue
the following query:

SQL> col object_name format a30

SQL> SELECT object_name, object_type, status
2 FROM USER_OBJECTS
3 ORDER BY object_name;

0BJECT_NAME 0BJECT_TYPE STATUS
BATCHJOBS TABLE VALID
BATCHJOBS_JOBID_PK INDEX VALID
CLASSENROLLMENT TABLE VALID
COURSEAUDIT TABLE VALID
COURSEAUDIT_PK INDEX VALID
COURSES TABLE VALID
INSTRUCTORCOST INDEX VALID
INSTRUCTORS TABLE VALID
INSTRUCTORS_LASTNAME_IDX INDEX VALID
LOCATIONS TABLE VALID
PK_CLASSID INDEX VALID
PK_CLASSID_STUDENTNUMBER INDEX VALID
PK_COURSENUMBER INDEX VALID
PK_INSTRUCTORID INDEX VALID
PK_LOCATIONID INDEX VALID
PK_STUDENTNUMBER INDEX VALID
SCHEDULEDCLASSES TABLE VALID
STUDENTLASTNAME INDEX VALID
STUDENTS TABLE VALID

19 rows selected.

sQL>
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ALL Views

When users need to determine which objects are available to them, the ALL_ views
provide the information. ALL_ views provide users a complete perspective of what
the database looks like to them. Querying ALL_ views lets you know what objects
you own or have been granted permissions to by other users. From your perspec-
tive, this is the totality of database objects available to you. This is because
Oracle’s security model will not allow you to see any objects to which you have not
explicitly been granted permissions.

For example, if you connect to the database instance as the user Student, to get a
listing of tables that you have the capability to access, you may issue the following
command:

SQL> SELECT owner, table_name FROM ALL_TABLES
? ORDER BY owner, table_name;

OWNER TABLE_NAME

MDSYS CS_SRS

MDSYS MD$DICTVER

MDSYS OGIS_SPATIAL_REFERENCE_SYSTEMS
MTSSYS MTS_PROXY_INFO
STUDENT BATCHJOBS

STUDENT CLASSENROLLMENT
STUDENT COURSEAUDIT

STUDENT COURSES

STUDENT INSTRUCTORS

STUDENT LOCATIONS

STUDENT SCHEDULEDCLASSES
OWNER TABLE_NAME

STUDENT STUDENTS

SYS AUDIT_ACTIONS

SYS DUAL

SYS PSTUBTBL

SYS STMT_AUDIT_OPTION_MAP
SYS SYSTEM_PRIVILEGE_MAP
SYS TABLE_PRIVILEGE_MAP
SYSTEM DEF$_TEMPS$LOB

SYSTEM HELP

20 rows selected.

sQL>

As you can see, the list includes those tables owned by Student, as well as tables
owned by SYS, such as DUAL, and tables owned by SYSTEM, MDSYS, and MTSYS.
The list of tables may vary depending on the Oracle options installed on the system
and database, as well as which other users’ schemas objects you have been given
permissions to.
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Special data dictionary views

Oracle also has some data dictionary views that do not use the DBA_, ALL_, or
USER_ prefixes. These include the views DICTIONARY and DICT_COLUMNS. The
DICTIONARY view also has a synonym DICT, which can be used as shorthand.

The DICTIONARY view allows you to get information on the DBA_, ALL_, and USER_
views, as well as other data dictionary and dynamic performance views that you
have access to and you can use to query the data dictionary, as well as any com-
ments that were placed on them to give you more information on their use. This
view does not include any tables or views that are not part of the data dictionary,
such as those that you may have created in your own schema.

For example, when connected to the instance as Student, to get a complete list of
views that contain the string TABLE in their name, as well as their comments, you
would execute the following statement:

SQL> SELECT * FROM DICT

2* WHERE table_name LIKE '%TABLE%';

TABLE_NAME

ALL_ALL_TABLES
ALL_NESTED_TABLES
ALL_OBJECT_TABLES

ALL_PART_TABLES
ALL_QUEUE_TABLES
ALL_TABLES

ALL_UPDATABLE_COLUMNS
USER_ALL_TABLES

USER_NESTED_TABLES

USER_OBJECT_TABLES
USER_PART_TABLES
USER_QUEUE_TABLES
USER_TABLES
USER_TABLESPACES
USER_UPDATABLE_COLUMNS
TABLE_PRIVILEGES

16 rows selected.

SQL>

COMMENTS

Description of all object and relational tables
accessible to the user

Description of nested tables in tables accessible
to the user

Description of all object tables accessible to the
user

A1l queue tables accessible to the user
Description of relational tables accessible to the
user

Description of all updatable columns

Description of all object and relational tables
owned by the user's

Description of nested tables contained in the
user's own tables

Description of the user's own object tables

A1l queue tables created by the user

Description of the user's own relational tables
Description of accessible tablespaces

Description of updatable columns

Grants on objects for which the user is the

grantor, grantee, owner, or an enabled role or PUBLIC
is the grantee
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The DICT_COLUMNS view allows you to find the structure of the views and tables
returned by the DICTIONARY view. Its structure is as follows:

SQL> DESC DICT_COLUMNS;

Name Null? Type
TABLE_NAME VARCHAR2(30)
COLUMN_NAME VARCHARZ2(30)
COMMENTS VARCHARZ2 (4000)
sQL>

Dynamic performance views

One of the most useful sets of views from the perspective of the database adminis-
trator is the dynamic performance, or V$ views. These views are often referred to
as virtual tables as they do not have any corresponding physical structure, like a
regular table, and they are not based on any physical tables, like a normal database
view is. They are initialized and populated on instance startup, and maintained by
Oracle as the instance is running. When the instance is shut down, any values they
contained disappear.

Dynamic performance views are designed to help the DBA gauge performance of
the database, determine the current running status, monitor database operations
and so on. Although some of them are available to regular Oracle users, the vast
majority are only accessible to the database administrator. Their names are, with a
small number of exceptions, specified in the singular such as VSDATABASE, or
V$DATAFILE. This is in contrast to the data dictionary views, such as DBA_, ALL_,
or USER_, whose names are specified in the plural.

The Oracle database does not have a consistent number of dynamic performance
views as they may be added to the database by running scripts, by turning on
database features, or specifying INIT.ORA parameters. The complete list of views
that are available for a given instance can be retrieved by querying the
V$FIXED_TABLE dynamic performance view when connected to the instance as a
user with the DBA role. For example, to find out how many dynamic performance
views are available, you may issue the following command:

SQL> SELECT COUNT(*) FROM V$FIXED_TABLE;

COUNT (*)
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An important thing to remember about V$ views is that they are available even if
the database is not open. As long as the instance is mounted, the V$ views can be
queried, although their results may not always be available, as shown here:

SQL> SELECT STATUS FROM V$INSTANCE;

STATUS

SQL> SELECT COUNT(*) FROM V$FIXED_TABLE;

COUNT (*)

SQL> SHUTDOWN IMMEDIATE;
Database closed.

Database dismounted.
ORACLE instance shut down.
SQL> STARTUP MOUNT;

ORACLE instance started.

Total System Global Area 89114652 bytes

Fixed Size 75804 bytes
Variable Size 57118720 bytes
Database Buffers 31842304 bytes
Redo Buffers 77824 bytes

Database Mounted

SQL> SELECT STATUS FROM V$INSTANCE;

STATUS

MOUNTED
SQL> SELECT COUNT(*) FROM V$FIXED_TABLE;

COUNT (*)

0 SYSTEM
3 TEMP

1 RBS

5 INDX
4 TOOLS
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6 DRSYS

2 USERS

8 OEM_REPOSITORY
9 CERTDB

9 rows selected.
sSQL>

Of the 641 dynamic performance views returned by the previous query when the
instance was open, as well as mounted, a much smaller portion actually deals with
V$ views. This is because the V$FIXED_TABLE view also includes X$ and GV$ views.
The X$ views are base views, rarely queried directly, upon which the V$ and GV$
views are based. The GV$ views and V$ views return the same results, with the V$
views being synonyms for the GV$ views, in most cases.

The actual number of V$ views in this database is found by issuing the following
command:

SQL> SELECT COUNT(*) FROM V$FIXED_TABLE
2 WHERE NAME LIKE '"V$%';

COUNT (*)

SQL>

In general, the most commonly used views deal with the instance, memory, and
performance issues. Their information is not accessed from the database, but
rather the control file and memory. For example, to get a list of currently running
INIT.ORA parameters, you can query the VSPARAMETER view, or to find out the
physical location of the control file, the VESCONTROL_FILE view can be queried, as
shown here:

SQL> COL NAME FORMAT A55
SQL> SELECT * FROM V$CONTROLFILE;

STATUS  NAME

D:\ORACLE\ORADATA\ORCL\CONTROLO1.CTL
D:\ORACLE\ORADATA\ORCL\CONTROLO2.CTL
D:\ORACLE\ORADATANORCL\CONTROLO3.CTL

sqL>
r Cross- Later in this book, you make extensive use of all the different types of views intro-
Reference\ 1, ced here. For this reason, a detailed discussion of every view available did not
take place. Future chapters introduce you to the views you need to do your job, as
well as answer the relevant questions on the exam.
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Stored Program Units

Administer stored procedures and packages
= List the types of database event triggers

The Oracle data dictionary is not only composed of views and base tables. Oracle
also creates other database objects to make the use and administration of the
database easier. Some of these are stored procedures, functions, triggers, and pack-
ages — collectively known as stored program units. They are created when the data
dictionary is built with the CREATE DATABASE statement and further extended with
other scripts that are run, such as CATALOG.SQL and CATPROC.SQL (discussed
later in this chapter).

Stored program unit types

Oracle provides support for several different types of stored program units, including:

4+ PL/SQL Program Units — Functions, procedures, and packages written in
Oracle’s PL/SQL language fit into this type. PL/SQL allows you to mix SQL
code, to manipulate data, with procedural constructs such as loops, condi-
tional logic (IF..ELSE...END IF), and identifiers (such as variables, cursors,
PL/SQL records, and so on).

Exam Tip The “Oracle8i DBA: Architecture and Administration” exam does not test your in-
depth knowledge of PL/SQL and how it can be used to create stored program
units such as triggers, procedures, packages, and others. However, it is a good
idea to have a fundamental understanding of PL/SQL since it enables you to cre-
ate programs that can make your DBA tasks more efficient. For more information
on PL/SQL and how to use it, consult the PL/SQL User’s Guide and Reference, a
part of the Oracle documentation set.

4 Java Program Units — Oracle8 introduced support for Java in the database,
and Oracle8i continues to allow you to create stored program units using
Java. After you install the JServer component of Oracle in the database, you
are able to create Java program units and have them exposed to SQL and
PL/SQL by publishing the call specification. The call specification maps the
Java method you have created, its parameters and their datatypes, as well as
any return parameters and datatypes to their corresponding SQL and PL/SQL
components. In this way Java program units can call PL/SQL program units,
and vice versa.

Exam Tip Like PL/SQL program units, the “Oracle8i DBA: Architecture and Administration”
exam will not test your in-depth knowledge of Java. If you want to know how to
configure Java support and the basics of using Java in Oracle8i, please consult
the Oracle8i Java Developer’s Guide, a part of the Oracle documentation set.
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Exam Tip

4 External Program Units — Oracle8i introduced support for external program
units, primarily written in the C programming language, that are accessed in
the form of a shared library (on UNIX systems) or dynamic link library (DLL)
on WindowsNT/2000 platforms. External program units can be used to per-
form complex calculations that may not be efficient in Oracle, or to extend the
functionality of the database by adding support for features not present in
Oracle. External program units can be functions or procedures that can be
called from Oracle because their names, parameters and datatypes, and
return parameters and datatypes are published in Oracle to allow PL/SQL or
Java program units to reference and use them.

Like PL/SQL program units, the “Oracle8i DBA: Architecture and Administration”
exam will not test your in-depth knowledge of external program units and how
to make use of them. For more information on how to make external program
units work, as well as how to configure database support for them, refer to the
“External Routines” chapter of the Oracle8i Application Developer’s Guide —
Fundamentals, a part of the Oracle documentation set.

Benefits of stored program units

No matter which stored program unit type you decide to implement, or have
already implemented, the advantages are similar. In fact, as soon as you create a
database and run the scripts that are outlined in this chapter, you are making use of
stored program units. Oracle relies upon stored program units such as packages,
functions, and procedures to perform core database tasks.

Some of the benefits of stored program units include the following features:

4 Once created, stored program units reside in the data dictionary with the
source code, by default.

4+ Once created, stored program units are pre-compiled to reduce the overhead
of running them. As outlined in Chapter 1, when a statement is sent to the
Oracle server, it goes through three phases — parse, execute, and fetch. With
stored program units, the first phase is done.

4 Once invoked, stored program units are loaded into the shared pool and may
optionally be pinned so that they are never flushed out, thereby increasing
performance.

4 Java and external program units can be called from SQL and PL/SQL after
their call specification has been defined. Java and PL/SQL program units can
call one another, whereas external program units can only be called from Java
and PL/SQL.

4 Any stored program unit, no matter how many different users are making calls
to it, will only be loaded once in the shared pool making memory utilization
more efficient.

4 Stored program units can perform any complex task and can help in the
enforcement of complex business rules.
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4+ Users granted permissions to execute a stored program unit may be allowed to
manipulate other database objects that they may not have permissions to. In
this way, you have more control over the security of the data in the database
by limiting access to the underlying objects through a procedure or package.

4+ User-defined functions can extend the SQL language of Oracle and provide
functionality that meets your unique requirements.

The above list is only a sample of some of the benefits that stored program units
provide. In your own environments, you may come up with a few more that satisfy
requirements specific to you.

Stored PL/SQL program units

The majority of stored program units developed in Oracle environments still tend
to be done in PL/SQL. Not only is PL/SQL probably the easiest programming envi-
ronment to learn (Java and C seem to be way too complex for most tasks databases
are used for), it also does not suffer in breadth within Oracle. Using PL/SQL you can
create any program unit that Oracle supports including procedures, functions,
packages, triggers, and type methods. The syntax of PL/SQL is relatively easy for
anyone who has done some basic programming, and it includes full support for
standard SQL DML commands, although SELECT statements are somewhat differ-
ent, and DDL statements in PL/SQL are not allowed (although they can be per-
formed when using dynamic SQL and the EXECUTE IMMEDIATE PL/SQL command).

Stored PL/SQL program units are simply a set of SQL and PL/SQL commands that
are logically related to perform a specific task. Each stored program unit is given a
logical name using Oracle’s naming conventions and is created within a particular
schema. The CREATE command is used to create program units, the CREATE OR
REPLACE command is used to modify an existing program unit without removing
permissions, and the DROP command is used to remove program units from the
database. Stored program units can be invoked from client tools such as SQL*Plus,
Enterprise Manager, and others, or may be called from other program units or SQL
commands, in the case of functions and methods. Once called, stored program
units are loaded into the Shared Pool and remain there until flushed out due to lack
of space, unless pinned by the DBA.

Stored procedures

Stored procedures written in PL/SQL are program units that perform a specific task,
and usually include code to ensure that data is properly manipulated and excep-
tions are properly handled. For example, a procedure to calculate the sales tax on a
course might look something like this:

SQL> CREATE OR REPLACE PROCEDURE calculate_tax
2 (p_course IN NUMBER)
3 IS
4 v_tax NUMBER;
5 v_price NUMBER;
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BEGIN
SELECT RetailPrice
INTO v_price
FROM Courses
WHERE CourseNumber = p_course;

v_tax := v_price *.15;

'Tax on that course is '||TO_CHAR(v_tax,'$9,990.00"'));
EXCEPTION

WHEN NO_DATA_FOUND THEN

DBMS_OUTPUT.PUT_LINE(

'Course number '
WHEN OTHERS THEN

21 DBMS_OUTPUT.PUT_LINE(

6
7
8
9
10
11
12
13
14 DBMS_OUTPUT.PUT_LINE(
15
16
17
18
19 || p_course || ' does not exist.');
20

22 "Error ' || SQLCODE || " occurred.');
23 DBMS_OUTPUT.PUT_LINE(

24 'The error message is: ' || SQLERRM);
25 END;

26/

Procedure created.

sSQL>

As you can see in the previous code example, procedures can take parameters
(p_course) and those parameters can be input parameters (IN), which is the
default, output parameters (OUT), which will return data to the calling environ-
ment, or input and output parameters (IN OUT), which do both. Parameters are not
required for a procedure, but they are typically used as they make the procedure
more flexible allowing it to be used in different ways.

Procedures can also have identifiers defined in them, such as variables or cursors,
and so on. Variables, and other identifiers are defined following the keyword IS or AS
and before the keyword BEGIN, indicating the start of the executable section, or main
body, of the procedure. The area where identifiers are declared is called the declara-
tion section. A procedure may define one, more, or no identifiers —depending on its
requirements and what it does.

The next part of the procedure is the main body, which starts with the keyword
BEGIN and contains the actual procedure code. Here you can use valid PL/SQL
commands to perform any operations that are necessary to complete the task of
the procedure. Note that SELECT statements follow a different syntax than in regu-
lar SQL, and must have their results stored in variables or PL/SQL records. Also, a
single SELECT statement is only allowed to return one row, whereas INSERT,
UPDATE, and DELETE statements work the same way as in regular SQL syntax from
the SQL*Plus command line.
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Finally, after the main body, the keyword EXCEPTION indicates that the procedure
has an exception handler where exceptions or errors will be processed should they
occur, such as NO_DATA_FOUND, indicating that the SELECT statement did not
return a row. Exceptions can be user-defined exceptions declared in the
declaration section of the procedure, or Oracle pre-defined exceptions such as
NO_DATA_FOUND, TOO_MANY_ROWS, and so on. The generic WHEN OTHERS in
the exception handler allows you to handle any other exception within the code of
the procedure.

To make use of the calculate_tax stored procedure and determine the tax on course
number 310 (Advanced PL/SQL), you would issue the following commands:

SQL> set serveroutput on;
SQL> EXECUTE calculate_tax(310);
Tax on that course is $300.00

PL/SQL procedure successfully completed.

sQL>

Although the preceding example is somewhat simplistic, PL/SQL stored procedures
can perform extremely complex operations and, in many cases, do just that. For
more information on how to create PL/SQL stored procedures and PL/SQL, refer to
the PL/SQL User’s Guide and Reference, part of the Oracle8i documentation set.

Functions

Another PL/SQL stored program unit that enables you to extend the functionality of
your Oracle database is a PL/SQL function. A PL/SQL function is similar to a stored
procedure but may be used in regular SQL syntax and cannot have OUT or IN OUT
parameters defined. Furthermore, a PL/SQL function must specify a return datatype
and will always return a value. For example, if you wanted to return the price, sales
tax and full price for each course in the Courses table, you can create a function to
calculate the sales tax, and then use that in your SQL statements, as follows:

SQL> SQL> CREATE OR REPLACE FUNCTION tax_calc

2 (p_price IN NUMBER)

3 RETURN NUMBER

4 IS

5 v_tax NUMBER;

6 BEGIN

7 v_tax := p_price *.15;
8 RETURN v_tax;

9 END;

10 /

Function created.

SQL>
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Tip

SQL> SELECT CourseNumber, TO_CHAR(RetailPrice, '$99,999.99') as Price,
2 TO_CHAR(tax_calc(RetailPrice), '$99,999.99"') as Tax,
3 TO_CHAR((RetailPrice + tax_calc(RetailPrice)),'$99,999.99') as TotalCost
4 FROM Courses;

COURSENUMBER PRICE TAX TOTALCOST

200 $4,000.00 $600.00  $4,600.00
210 $4,500.00 $675.00  $5,175.00
220 $3,000.00 $450.00  $3,450.00
300  $2,500.00 $375.00  $2,875.00

310 $2:OO0.00 $300.00  $2,300.00
320 $1,750.00 $262.50  $2,012.50

9 rows selected.

SQL>

The tax_calc function takes a number in as a parameter and also returns a number.
Because it is not tied to any one table, it can be used to calculate taxes on anything
in the database, provided the value passed to it is a number. The SELECT statement
uses the tax_calc function on the RetailPrice of each course to return both the tax
to be paid and the total cost, with taxes, for each course.

Functions must follow a few rules. They cannot modify data in any table in the
database, and may also be prohibited from changing the value of any variables that
are declared outside the function itself. For more information on functions, refer to
the PL/SQL User’s Guide and Reference, part of the Oracle8i documentation set.

Triggers

PL/SQL code can be used to write database triggers. Database triggers are PL/SQL
programs that fire when certain actions occur within the database. They are useful
for ensuring database integrity, or protecting data from changes, or for logging user
actions or dealing with Oracle server errors.

A single table can have many database triggers, and one database trigger can be
invoked by multiple events and perform many actions.

A useful guideline for determining whether to create separate triggers or to com-

_»_ bine them into one trigger is to ask yourself how many different business rules you

W

are enforcing. Create one database trigger for each business rule. Triggers may call
other procedures or functions, which may actually perform more complex actions.

Triggering events

Three events in the database can cause a database trigger to fire: DELETE, INSERT,
and UPDATE. Database triggers fire regardless of how the DELETE, INSERT, or
UPDATE command is issued; this is why they are useful for ensuring database
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integrity. For example, if you have a Web page and an Oracle Developer application
that sends updates to the database and you have a support team that uses
SQL*Plus to update the database, the database triggers will fire regardless of who
or what application issues the command.

Statement-level triggers

Statement-level triggers fire once for each triggering event. In the trigger code, you
can perform validation and calculations, execute SQL statements, and call other
PL/SQL programs. When you raise an error in a trigger, the triggering UPDATE,
INSERT, or DELETE is rolled back. Statement-level triggers are used to prevent users
from performing modifications to a table under specified conditions.

When you create a statement-level trigger, you must specify the following in the
trigger heading:

4 Trigger name

4 Trigger table

4+ Triggering event

4 BEFORE or AFTER event

The trigger name is a program name you give to the trigger. The trigger table is the
name of the database table that is being updated when you want the trigger to fire.
The triggering event is INSERT, UPDATE, DELETE, or a combination of the three.
The triggering event specifies what commands on the trigger table will cause the
trigger to fire. A BEFORE or an AFTER event specifies whether the database trigger
will fire before or after the update that caused the trigger to fire.

If you are creating a trigger and it does not matter whether the trigger fires before
~, or after the triggering event, fire the trigger after the event for best performance

4 results.

All these parameters are specified in the trigger header as follows:

CREATE OR REPLACE TRIGGER trigger_name
BEFORE|AFTER trigger_event
ON trigger_table

For example, suppose a batch program CLASS_STATUS updates the status of sched-
uled classes based on the records in the ClassEnrollment table. When CLASS_STA-
TUS is running, you do not want anyone to update the ClassEnrollment table.
CLASS_STATUS updates a record in the table BatchJobs with the status “RUNNING”
when it executes. You want to create a database trigger that will stop users from
updating, inserting, or deleting records from the ClassEnrollment table when
CLASS_STATUS is running, as follows:
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SQL> CREATE OR REPLACE TRIGGER check_batch_job
2 BEFORE INSERT OR UPDATE OR DELETE ON ClassEnrollment
DECLARE
v_status batchjobs.status%TYPE;
BEGIN
SELECT status
INTO v_status
FROM batchjobs
9 WHERE jobname = 'CLASS_STATUS';
10
11 IF v_status = "RUNNING" THEN
12 RATISE_APPLICATION_ERROR (-20001,'Error: Batch job class_status is
running. 'Updates are not allowed');
13 END IF;
14 END;
sQL> /

®~N oW

Trigger created.
sSaQL>

This code checks the status for the CLASS_STATUS record in the BatchJobs table. If
the status is “RUNNING,” you will raise an error that will rollback the triggering
event and prevent the user from making changes to the ClassEnrollment table. If
you attempt to update the classenrollment table when the batch job CLASS_STATUS
is running, you will get an error, and the update will be rolled back.

SQL> UPDATE classenrollment
2 SET status = 'Confirmed'
3 WHERE classid = 53
4  AND studentnumber = 1003
5 /

UPDATE classenrollment

*

ERROR at Tline 1:

ORA-20001: Error: Batch job

class_status is running, updates are not allowed
ORA-06512: at "STUDENT3.CHECK_BATCH_JOB", Tline 10
ORA-04088: error during execution of trigger
"STUDENT3.CHECK_BATCH_JOB'

Row-level triggers

Row-level triggers fire once for each record updated, deleted, or inserted. They are
often used to perform complex validation or calculations, to populate default val-
ues, to modify data in related tables, or to modify data values.

Row-level triggers are created by adding the statement FOR EACH ROW to the
trigger header, as in the following syntax example:
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CREATE OR REPLACE TRIGGER trigger_name
BEFORE|AFTER trigger_event

ON trigger_table

FOR EACH ROW

Because row-level triggers fire for each actual record being updated, you can access
the values contained in those records. To access the values in the record, you spec-
ify the name of the column whose value you wish to access with the prefixes :old or
:new, as follows:

4 If you are updating a record, :old returns the values of the original record in
the database, and :new returns the new values being sent to the database for
update.

4 If you are deleting a record, :old returns the values contained in the record
about to be deleted, and :new returns NULL.

4 If you are inserting a record, :old returns NULL, and :new returns the values
about to be inserted into the database.

The following example is a trigger that ensures that the state column in the
Students table is always entered in uppercase letters:

SQL> CREATE OR REPLACE TRIGGER upper_state
2 BEFORE INSERT OR UPDATE OF State ON Students
3 FOR EACH ROW
4  BEGIN
5 :new.State := UPPER(:new.State);
6 END;

sqQL> /

Trigger created.

SQL> UPDATE Students
2 SET City = 'Boston', State = 'ma'’
3 WHERE StudentNumber = 1005
4/

1 row updated.

SQL> SELECT StudentNumber, City, State
2 FROM Students
3 WHERE StudentNumber = 1005
4/

STUDENTNUMBER CITY ST
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The WHEN clause can be used on row-level triggers to prevent unnecessary firing of
a database trigger. A condition is specified in the WHEN clause. If that condition is
not met, the database trigger does not fire. The WHEN clause is added to the trigger
header after the FOR EACH ROW clause. The syntax is as follows:

CREATE OR REPLACE TRIGGER trigger_name
BEFORE|AFTER trigger_event ON trigger_table
FOR EACH ROW

WHEN (condition)

For example, U.S. ZIP codes are numeric, and Canadian postal codes are alphanu-
meric. If a Canadian record is entered, you want to ensure the postal code is all
uppercase. This is unnecessary in the United States, because only numbers are
specified. To avoid wasting processing time when entering U.S. records in the stu-
dents table, you add a WHEN clause so the trigger only fires for Canadian students:

SQL> CREATE OR REPLACE TRIGGER canada_postal_code

2 BEFORE INSERT OR UPDATE OF PostalCode ON Students
3 FOR EACH ROW
4 WHEN (new.Country = 'Canada')
5 BEGIN
6 :new.PostalCode := UPPER(:new.PostalCode);
7 END;
sqQL> /

Trigger created.

Caution When referencing the :new and :old prefixes in the WHEN clause, you do not use
the colon (©) in front of the prefix.

SQL> UPDATE Students
2 SET PostalCode = 'mbh 5f6'
3 WHERE StudentNumber = 1003
4/

1 row updated.

SQL> SELECT StudentNumber, PostalCode
2 FROM Students
3 WHERE StudentNumber = 1003
4/

STUDENTNUMBER POSTALCODE

1003 M5H 5F6

Trigger predicates

When you have a trigger that fires for multiple triggering events, such as INSERT
and UPDATE, you may wish to perform different actions depending on which event
actually caused the trigger to fire. Trigger predicates enable you to check which
action was performed from within the trigger. There are four trigger predicates:
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4 INSERTING: Returns TRUE if INSERT statement fired trigger
4 DELETING: Returns TRUE if DELETE statement fired trigger
4 UPDATING: Returns TRUE if UPDATE statement fired trigger
4 UPDATING(column_name): Returns TRUE if UPDATE statement, which

updates the specified column, fired the trigger

These predicates are referenced within the database trigger code. They return
TRUE or FALSE depending on the action that caused the trigger to fire.

For example, you might want to use a database trigger to keep an audit of changes
to the courses table. You need to track when new courses are added and deleted
and when course prices are changed.

SQL> CREATE OR REPLACE TRIGGER Audit_Courses
2 AFTER INSERT OR DELETE OR UPDATE ON Courses

3 FOR EACH ROW

4 BEGIN

5 IF INSERTING THEN

6 INSERT INTO CourseAudit

7 (CourseNumber,Change,Price,ChangedBy,DateChanged)

8 VALUES

9 (:new.CourseNumber, 'INSERT', :new.RetailPrice, USER, SYSDATE);
10 ELSIF DELETING THEN

11 INSERT INTO CourseAudit

12 (CourseNumber,Change,Price,ChangedBy,DateChanged)

13 VALUES

14 (:01d.CourseNumber, '"DELETE',:0ld.RetailPrice, USER, SYSDATE);
15 ELSIF UPDATING THEN

16 INSERT INTO CourseAudit

17 (CourseNumber,Change,Price,ChangedBy,DateChanged)

18 VALUES

19 (:01d.CourseNumber, 'UPDATE PRICE', :old.RetailPrice, USER, SYSDATE);
20 END IF;

21 END;

22/

Trigger created.

SQL> INSERT INTO Courses
2 (CourseNumber, CourseName, ReplacesCourse, RetailPrice, Description)
3 VALUES (400, 'Database Concepts',NULL,1000,
4 "A course which gives an overview of database concepts and capabilities');

1 row created.

SQL> UPDATE Courses
2 SET RetailPrice = 1500
3 WHERE CourseNumber = 400
4/

1 row updated.
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SQL> DELETE FROM Courses
2  WHERE CourseNumber = 400
3/

1 row deleted.

SQL> SELECT *
2 FROM CourseAudit;

COURSENUMBER CHANGE DATECHANGED ~ PRICE CHANGEDBY
400 INSERT 10-MAY-01 1000 STUDENT
400 UPDATE PRICE  10-MAY-01 1000 STUDENT
400 DELETE 10-MAY-01 1500 STUDENT
Order of firing

When you create database triggers, it is important to understand when database
triggers fire with respect to each other and with respect to the triggering event. The
following shows the order in which triggers and events are executed:

1. User executes a DML statement (INSERT, UPDATE, or DELETE).
. Oracle fires any BEFORE statement-level triggers.
. Oracle fires any BEFORE row-level triggers.
. Oracle executes DML on that row.

. Oracle fires any AFTER row-level triggers.

S U1 e W

. If more than one row is modified, steps 3 through 5 are repeated until all rows
have been processed.

7. Oracle fires any AFTER statement-level triggers.

If multiple database triggers on the same table are triggered by the same triggering
event, the order in which those triggers will be fired cannot be determined. When
you require the commands in one trigger to be fired before another, you should
combine the code into one database trigger and list the code in the order you want
it executed.

INSTEAD OF triggers

If you are using complex views (that is, views that are based on more than one table)
in your database, you may not be able to use UPDATE, DELETE, and INSERT state-
ments on the view to update the tables accessed by the view. The INSTEAD OF trig-
ger enables you to update the tables accessed by any view, including complex views.
INSTEAD OF triggers can be placed only on views and always fire for each row.

You might have a view that shows all the ScheduledClasses and course information.
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SQL> CREATE OR REPLACE VIEW CourseSchedule
AS SELECT sc.ClassID, sc.CourseNumber, sc.lLocationID,
c.CourseName, c.RetailPrice
FROM ScheduledClasses sc, Courses c
WHERE sc.CourseNumber = c.CourseNumber

OOl WM

/
View created.

SQL>
If you try to add a new course through the view, you will get an error because
Oracle does not allow you to insert data into more than one table in a single SQL

statement, as shown here:

SQL> INSERT INTO CourseSchedule

2 (ClassID, CourseNumber, LocationId, CourseName, RetailPrice)
3 VALUES (50, 500, 200, 'SQL for beginners', 3000)
4/

(ClassID, CourseNumber, Locationld, CourseName, RetailPrice)
*

ERROR at Tline 2:
O0RA-01776: cannot modify more than one base table through a join view

SQL>

Using an INSTEAD OF trigger, you can tell Oracle how to add a record to the courses
table when a user INSERTS into the view.

SQL> CREATE OR REPLACE TRIGGER add_course
2 INSTEAD OF INSERT ON CourseSchedule

3 FOR EACH ROW

4 BEGIN

5 INSERT INTO Courses

6 (CourseNumber, CourseName, ReplacesCourse, RetailPrice, Description)
7 VALUES (:new.CourseNumber, :new.CourseName, NULL,

8 :new.RetailPrice, NULL)

9 END;

10 /

Trigger created.

saL>
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Now when you insert a row into the CourseSchedule view, a record is created in the
Courses table.

SQL> INSERT INTO CourseSchedule

2 (ClassID, CourseNumber, LocationID, CourseName, RetailPrice)
3 VALUES (50, 500, 200, 'SQL for beginners', 3000)
4

1 row created.

SQL> SELECT CourseNumber, CourseName, ReplacesCourse, RetailPrice
2 FROM Courses
3 WHERE CourseNumber = 500
4/
COURSENUMBER COURSENAME REPLACESCOURSE RETAILPRICE

500 SQL for beginners 3000

Database event triggers
List the types of database event triggers
B

In addition to creating triggers that fire when an INSERT, UPDATE, or DELETE is
executed on a particular table or view, you can create triggers that fire when certain
events occur in the database. These are called event triggers. There are two types
of event triggers.

The first type of event triggers are resource manager, or system event, triggers that
can fire after database startup, before database shutdown, and after server errors.
These triggers must be created by the database administrator since they apply to
the database as a whole. The DBA must connect to the instance with SYSDBA privi-
leges as system event triggers need to reside in the SYS schema. The ON DATABASE
keyword in the event trigger definition denotes a resource manager or system event
trigger.

For example, you can create a trigger that writes error information to a table when-
ever a server error occurs.

SQL> connect system/manager@orcl.delphi.bradsys.com as SYSDBA;
Connected.
SQL> CREATE TABLE Error_Log (

2 UserName varchar2(30),

3 ErrorTime date,

4 Error varchar2(200));

Table created.
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SQL> CREATE OR REPLACE TRIGGER Track_Errors
2 AFTER SERVERERROR

3 ON DATABASE

4 BEGIN

5 INSERT INTO Error_Log (UserName, ErrorTime, Error)

6 VALUES (ora_login_user, SYSDATE, 'Error: ' ||ora_server_error(l));
7 END;

8 /

Trigger created.

SaL>

Each event trigger has a number of attribute functions that can provide information
about the triggering event. In the preceding example, ora_login_user returns the
username of the person who caused the triggering event. ora_server_error accepts
a position number and returns the error number with that position in the stack.
Position one is the top of the stack.

The second type of event trigger is the client or user event trigger, which can fire
after LOGON, before LOGOFF, or before and after most DDL and DCL commands.

For example, if you want to track when a user accesses your database, you could
fire a trigger whenever a user logs on to add a record to an audit table.

SQL> CREATE OR REPLACE TRIGGER Track_logon

2 AFTER LOGON
3 ON DATABASE
4 BEGIN
5 INSERT INTO Audit_Action (Username,LogonTime,Action)
6 VALUES (ora_Tlogin_user, SYSDATE, '"LOGON');
7 END;
8 /
Caution Event triggers are available only in Oracle8i and higher. To create event triggers ON

DATABASE, you must set the COMPATIBLE parameter in the INIT.ORA file to 8.1.6
or higher. You also need the ADMINISTER DATABASE TRIGGER privilege.

You can also create triggers that log the creation, modification, or deletion of tables
or views, or other database objects in your schema. For example, to log an event
whenever an object in your schema is altered, you could create the following trigger:

SQL> CREATE OR REPLACE TRIGGER Track_Alter

AFTER ALTER

ON SCHEMA

BEGIN
INSERT INTO Audit_Action (UserName,lLogonTime,Action)
VALUES (ora_login_user, SYSDATE, "ALTER");

END;

/

co~NOYOor WM
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Like row-level triggers, database event triggers can also have a WHEN clause that

must evaluate to TRUE, in which case the trigger fires, or FALSE, in which case the
trigger does not fire. For example, to create an event trigger that fires on any DDL

command executed in the database by the user SYSTEM or SYS, you can issue the
following command:

SQL> CREATE OR REPLACE TRIGGER Track_DBA_DDL
2 AFTER DDL

3 ON DATABASE

5 WHEN (USER IN ("SYS','SYSTEM"))

6 BEGIN

7 INSERT INTO Audit_Action

8 (Username, LogonTime, Action,

9 ObjectName, ObjectType, ObjectOwner)

10 VALUES (ora_login_user, SYSDATE, ora_sysevent,

11 ora_dict_obj_name, ora_dict_obj_type,
12 ora_dict_obj_owner);

13 END;

14/

Enabling and disabling triggers

Once a database trigger has been created, it can be disabled and re-enabled using
the ALTER TRIGGER command. When a trigger is created, it is automatically
enabled. A disabled trigger does not fire when the triggering event takes place. A
disabled trigger remains disabled until it is re-enabled using the ALTER TRIGGER
command.

SQL> ALTER TRIGGER my_trig DISABLE;
SQL> ALTER TRIGGER my_trig ENABLE;

You can also use the ALTER TABLE command to enable or disable all triggers on a
particular table.

SQL> ALTER TABLE Students ENABLE ALL TRIGGERS;
SQL> ALTER TABLE Students DISABLE ALL TRIGGERS;

Packages

Any PL/SQL programs can be put inside a package. A package is a grouping of
PL/SQL programs stored together. By placing your PL/SQL programs inside a
package, you can improve performance and increase functionality.

Performance can be improved by putting PL/SQL code in packages when you fre-
quently call a number of programs one after the other. For example, you might want
to write a program to enroll a student in a class:

1. Your program calls a check_status program that checks whether the course
has been canceled.

2. The program calls a check_max program to ensure the class is not full.
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3. The program calls a create_enrollment program that creates the enrollment
record.

If you do not use a package, each of these programs is loaded into memory when it
is called. If you put all these programs into a package, all the programs will be
loaded into memory at once when the first program in the package is called.

Increased functionality can be added when packages are used because you can cre-
ate variables in a package that hold their value throughout the database session.
Without packages, you can create local variables in PL/SQL programs, but the values
contained in these variables are lost when the program execution stops. When you
create a package, values in any variables declared in the program specification are
kept in memory and may be accessed at any time throughout the database session.

When you create a package, you must first create a package specification that lists
all the public programs and variables, and then you create a package body that
specifies all the PL/SQL code and any private variables you wish to create.

Package specification

The package specification is a list of all the PL/SQL procedures and functions you
are going to include in the package that will be public. Public programs are programs
that can be accessed by anyone with permissions to execute the package. The pack-
age specification also lists any public variables you wish to create. A public variable
is a variable that can be read or modified by anyone with permissions to execute the
package.

To create the package specification, you must specify the following:

4+ A package name
4 A list of programs and their parameters

4+ A list of public variables

The syntax for creating a package is as shown here:

CREATE OR REPLACE PACKAGE package_name
I
variable_declarations;
program_declarations;
END;
/

For example, you might want to create an enrollment package that contains the
public programs CHECK_CANCELLED and ENROLL_STUDENT, and a variable called
class_maximum.

225



226  Partll 4+ Creating and Administering an Oracle Instance and Database

CREATE OR REPLACE PACKAGE enrollment
IS
class_maximum NUMBER := 16;

FUNCTION check_cancelled (p_classid IN NUMBER)
RETURN BOOLEAN;

PROCEDURE enroll_student
(p_studentnumber IN NUMBER,
p_classid IN NUMBER,
p_price IN NUMBER);

END;
/

Package body

Once you have created the package specification, you can create the package body.
The package body contains the code for all of the programs listed in the package
specification.

Additional programs can be included in the package body that are not listed in the
package specification. These are called private programs because they can be
called only by other programs within the package. Additional variables can be
included in the package body that are not listed in the package itself. These are
called private variables because they cannot be accessed from outside the package.

To create the package body, you use the CREATE PACKAGE BODY command and
specify the same package name you used for the package specification.

CREATE OR REPLACE PACKAGE BODY package_name
IS
variable_declarations;
program code;
END;
/

For example, for your enrollment package, you need three programs: the two public
programs, check_cancelled, enroll_student and check_maximum, as well as
Check_maximum, which is a private function because it was not declared in the
package specification.

CREATE OR REPLACE PACKAGE BODY enrollment
IS
FUNCTION check_cancelled (p_classid IN NUMBER)
RETURN BOOLEAN
IS
v_status ScheduledClasses.status%TYPE;
BEGIN
SELECT status
INTO v_status
FROM scheduledclasses
WHERE classid = p_classid;
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IF v_status = 'Cancelled' THEN
RETURN(TRUE) ;
ELSE
RETURN(FALSE) ;
END IF;
END check_cancelled;

FUNCTION check_maximum (p_classid IN NUMBER)
RETURN BOOLEAN
IS
v_total NUMBER;
BEGIN
SELECT COUNT(*)
INTO v_total
FROM classenrollment
WHERE classid = p_classid;

IF v_total >= class_maximum THEN
RETURN(TRUE) ;
ELSE
RETURN(FALSE) ;
END IF;
END check_maximum;

PROCEDURE enroll_student
(p_studentnumber IN NUMBER,
p_classid IN NUMBER,
p_price IN NUMBER)

IS

BEGIN

IF check_cancelled(p_classid) THEN
RAISE_APPLICATION_ERROR
(-20002, 'Course is cancelled');
END IF;

IF check_maximum(p_classid) THEN
RATISE_APPLICATION_ERROR
(-20003, 'Course is full');
END IF;

INSERT INTO ClassEnrollment
(ClassId, StudentNumber, Status,
EnrollmentDate, Price, Grade, Comments)
VALUES (p_classid, p_studentnumber, 'Hold',
SYSDATE, p_price, NULL, NULL);

COMMIT;
END enroll_student;

END enrollment;
/
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Accessing programs and variables in packages
When you call a program in a package, you must begin the program name with the
package name as a prefix.

SQL> EXECUTE enrollment.enroll_student(1000,51, 2000)

The only time you do not need to use the package prefix is when you are calling a
program in a package from another program within the same package.

When you want to access a variable that is declared in a package, you must begin
the variable name with the package name as a prefix.

SQL> BEGIN enrollment.class_maximum := 20; END;
2/

The only time you do not need to use the package prefix is when you are
referencing a variable in a package from a program in the same package, as the
check_maximum function does when verifying that the number of students in the
class does not exceed the value of the class_maximum package variable.

To determine what the parameters of the various public functions and procedures
are, you can use the describe command against the package, as follows:

SQL> desc enrollment;
FUNCTION CHECK_CANCELLED RETURNS BOOLEAN

Argument Name Type In/0ut Default?
P_CLASSID NUMBER IN

PROCEDURE ENROLL_STUDENT

Argument Name Type In/0Out Default?
P_STUDENTNUMBER NUMBER IN

P_CLASSID NUMBER IN

P_PRICE NUMBER IN
sQL>

Oracle data dictionary packages

Perhaps you have been wondering why the previous section introduced you to a
number of programming concepts in a book about database administration. The
answer is quite simple — packages and other program units are heavily used by
Oracle to perform maintenance tasks and to enable you to determine if you have
structural problems in the database, such as corruption. Oracle also uses package
extensively to support its own internal workings, such as use of the DBMS_LOB
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package and its contents to deal with manipulation of large objects in your
database. Not only does the DBMS_LOB package provide routines for managing
large objects, but it also sets limits for LOBs, such as a maximum size of 4GB.

While Oracle has many packages created as part of the database creation process,
depending on the options chosen, some that are key and that you should keep in
mind include:

4+ DBMS_LOB —The DBMS_LOB package provides routines for opening
(DBMS_LOB.OPEN), reading (DBMS_LOB.READ), writing (DBMS_LOB.WRITE)
and closing (DBMS_LOB.CLOSE) columns using large object types (BLOB,
CLOB, NCLOB, BFILE). Procedures for creating and managing temporary LOBs
(DBMS_LOB.CREATETEMPORARY, DBMS_LOB.FREETEMPORARY) are also
available, as are routines for comparing LOBs (DBMS_LOB.COMPARE), and
much more.

4+ DBMS_SESSION — The DBMS_SESSION package allows a user or developer to
change various session parameters within PL/SQL program units. While you
would normally use the ALTER SESSION command to change settings in your
own session, DDL statements are not allowed in PL/SQL. DBMS_SESSION pack-
age procedures allow you to change active roles (DBMS_SESSION.SET_ROLE
procedure), turn tracing on or off (DBMS_SESSION.SET_SQL_TRACE), change
NLS parameters (DBMS_SESSION.SET_NLS) and more.

4+ DBMS_UTILITY — The DBMS_UTILITY package is a database administrator’s
best friend. Through this package, you can do such things as perform a
database-wide analysis of all objects and provide the optimizer with current
statistics (DBMS_UTILITY.ANALYZE_DATABASE), or limit the analysis to a
schema only (DBMS_UTILITY.ANALYZE_SCHEMA), or compile all of the
program units in a schema (DBMS_UTILITY.COMPILE_SCHEMA), or do such
simple things as get the database version number (DBMS_UTILITY.DB_
VERSION), or the current setting of an INIT.ORA parameter
(DBMS_UTILITY.GET_PARAMETER_VALUE).

4+ DBMS_SPACE — The DBMS_SPACE package has only two public procedures:
DBMS_SPACE.UNUSED_BLOCKS, which returns the number of unused blocks
in a segment, and DBMS_SPACE.FREE_SPACE, which returns that number of
free blocks belonging to a specific free list group.

4+ DBMS_ROWID — The DBMS_ROWID package is designed to allow you to
convert between Oracle7 and Oracle8 ROWID formats (DBMS_ROWID.ROWID_
TO_EXTENDED and DBMS_ROWID.ROWID_TO_RESTRICTED), as well as
extract details of a ROWID (DBMS_ROWID.ROWID_INFO) or specific informa-
tion such as the object id (DBMS_ROWID.ROWID_OBJECT)), file number
(DBMS_ROWID.ROWID_RELATIVE_FNO and DBMS_ROWID.ROWID_TO_
ABSOLUTE_FNO), or block number (DBMS_ROWID.ROWID_BLOCK_NUMBER)
from a given ROWID. It can also be used to generate ROWIDs for testing pur-
poses (DBMS_ROWID.ROWID_CREATE).
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4+ DBMS_SHARED_POOL —The DBMS_SHARED_POOL package provides a rou-
tine to pin frequently accessed objects, such as procedures, packages, trig-
gers, and types in the shared pool (DBMS_SHARED_POOL.KEEP) so that they
will not be aged out or to turn off the pinning capability so that these objects
can be aged out of the shared pool normally (DBMS_SHARED_POOL.UNKEEP).
It also allows you to find which objects in the shared pool are larger than a
specified size threshold (DBMS_SHARED_POOL.SIZE).

As you continue to work through this book, these and other Oracle supplied pack-
ages will be introduced to you. The use of each package and its procedures and
functions will be dealt with in the chapter that most closely matches the database
objects dealt with by the package and its intended purpose.

View stored object information

Once you have created stored objects in Oracle, there are a number of ways to view
data dictionary information on them. One method is to make use of DBA Studio and
view the schema information, as shown in Figure 5-1.

ngracle DBA Studio [_[O] ]

Ohject Tools

Help

ORACLE
Created Last Modified | Status
14-Hov-2000 14-Mow-2000  Valid
DEMS_RULE_EXIMP 14-Hov-2000 14-Mow-2000  Valid
DEMS_SESSION 14-Hov-2000 14-Mow-2000  Valid
DEMS_SHARED_POOL 15-May-2001 15-May-2001  Valid
DEMS_SMAPSHOT 14-Hov-2000 14-Mow-2000  Valid
DEMS_SMAPSHOT_UTL 14-Hov-2000 14-Mow-2000  Valid
DEMS_SHAP_INTERMAL 14-Hov-2000 14-Mow-2000  Valid
DEMS_SHAP_REPAFRI 14-Hov-2000 14-Mow-2000  Valid
DEMS_SPACE 14-Hov-2000 14-Mow-2000  Valid
DEMS_SPACE_ADNMIN 14-Hov-2000 14-Mow-2000  Valid
DEMS_SaL 14-Hov-2000 14-Mow-2000  Valid
DEMS_STANDARD 14-Hov-2000 14-Mow-2000  Valid
< |DBMS_STATS 14-Hov-2000 14-Mow-2000  Valid
|DBMS_SUmMADY 14-Hov-2000 14-Mow-2000  Valid
< |DBMS_SUMMARY 14-Hov-2000 14-Mow-2000  Valid
|DBMS_SUMREF_CHILD 14-Hov-2000 14-Mow-2000  Valid
|DBMS_SUMREF_PARENT 14-Hov-2000 14-Mow-2000  Valid
< |DBMS_SUMREF_UITIL 14-Hov-2000 14-Mow-2000  Valid
S IDEMS_SUMREF_UTIL2 14-Hov-2000 14-Mow-2000  Valid
DEMS_SLUMYTIN 14-Hov-2000 14-Mow-2000  Valid
DEMS_SYSTEM 14-Hov-2000 14-Mow-2000  Valid
DEMS_SYS_ERROR 14-Hov-2000 14-Mow-2000  Valid
DEMS_5YS_SaL 14-Hov-2000 14-Mow-2000  Valid
DEMS_TRACE 14-Hov-2000 14-Mow-2000  Valid
DEMS_TRANSACTION 14-Hov-2000 14-Mow-2000  Valid
DEMS_TTS 14-Hov-2000 14-Mow-2000  Valid
DEMS_UTILITY 14-Hov-2000 14-Mow-2000  Valid
DEMS_HMLQUERY 14-Hov-2000 14-Mow-2000  Valid
DEMS_HMLSAYE 14-Hov-2000 14-Mow-2000  Valid
B-_JQueue Table DEMS_FHELP 14-Hov-2000 14-Mow-2000  Valid
&) Refresh Group - [ |pems_zHELP_IR 14-Hov-2000 14-Now-2000 Valid -
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Figure 5-1: DBA Studio allows you to view objects in your database.
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Another method is the DBA_OBJECTS view, which has a structure as follows:

SQL> desc DBA_OBJECTS

Name Null? Type

OWNER VARCHAR2(30)
OBJECT_NAME VARCHAR2(128)
SUBOBJECT_NAME VARCHAR2(30)
OBJECT_ID NUMBER
DATA_OBJECT_ID NUMBER
OBJECT_TYPE VARCHAR2(18)
CREATED DATE
LAST_DDL_TIME DATE
TIMESTAMP VARCHAR2(19)
STATUS VARCHAR2(7)
TEMPORARY VARCHAR2(1)
GENERATED VARCHAR2(1)
SECONDARY VARCHARZ2(1)
SQL>

Of the columns presented, pay special attention to the STATUS column. Objects in
Oracle can have two possible values for the STATUS column: VALID and INVALID. If
the object’s status is VALID, then it and all of its dependent objects are properly
formulated and the object can be invoked without any problems. However, if the
object’s status is INVALID, it does not necessarily mean that the object itself cannot
be used. It may simply indicate that, since the last time the object was compiled, a
dependent object has changed and a recompilation is necessary to make the object
VALID again.

For example, the enrollment package, mentioned previously, is dependent upon the
ClassEnrollment table. If the ClassEnrollment table were modified to add a new col-
umn, this would invalidate the enrollment package (that is, change its status to
INVALID).

To make the package valid again, all you, or a user, would need to do is to run one
of the procedures in the package. This would force Oracle to recompile the package
and bring it to a VALID state again. The fact that a new column was added would
not cause the package to remain invalid, but dropping a column that the package
depends upon may continue to make it invalid until references to the column are
removed from the package.
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Tip

Oracle also includes a view that enables you to track dependencies of Oracle
., objects. This is the DBA_DEPENDENCIES view, and its corresponding ALL_DEPEN-

4 DENCIES and USER_DEPENDENCIES views. These can be used to determine

which objects another object depends upon. Also, the UTLDTREE.SQL utility script
in the ORACLE_HOME\RDBMS\ADMIN directory has additional routines that can
help you track object dependencies.

Creating Data Dictionary Views

After this long discussion on the various Oracle objects and what the data dictio-
nary consists of, you probably are wondering what all this is leading up to. The
answer is simple — all of the information presented to this point is to show you the
various objects that can be created in Oracle, and to also demonstrate that Oracle
itself uses all of these objects to manage any database. In fact, the CREATE
DATABASE command, as shown in Chapter 4, does nothing to prepare a database
for use by you. The CREATE DATABASE command gets the ball rolling but you need
to create additional objects, such as packages, functions, stored procedures, views,
and tables, that Oracle itself uses to manage the database and to make it usable for
you as a database administrator. All of those wonderful DBA_, ALL_, and USER_
views that were mentioned earlier do not exist in the database after the CREATE
DATABASE statement is issued — they need to be created.

Scripts to create data dictionary views and packages

Parts of the data dictionary are created by running scripts that are located in the
RDBMS\ADMIN (for Windows NT/2000) or rdbms/admin (for Linux/UNIX) directo-
ries in the path where you installed the Oracle software. While many scripts exist,
two that are required to create the basic structure of the data dictionary are
CATALOG.SQL and CATPROC.SQL.

The CATALOG.SQL Script

The first script that needs to be run after the CREATE DATABASE statement suc-
cessfully completes is the CATALOG.SQL script. This script creates the V$ dynamic
data dictionary views, and the DBA_, ALL_ and USER_ data dictionary views, as well
as any other data dictionary views needed such as SESSION_PRIVS. It also creates
synonyms for many of the views, and creates comments on the various data dictio-
nary tables and columns. As part of the creation process, the CATALOG.SQL script
also grants the necessary privileges on the objects created so that users and DBAs
can each access the views they should be allowed to query. The CATALOG.SQL
script also configures data types, exceptions, procedures and functions that will
later be used to configure PL/SQL support for the database. Finally, support for
Import/Export, SQL*Loader, auditing and the basic installed options is also set up.
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To run the CATALOG.SQL script, you can use Server Manager line mode (SVRMGRL)
or SQL*Plus. You must connect to the instance as a user with SYSDBA privileges,
such as INTERNAL. If you are using SVRMGRL, you need to be logged in to the
computer where the database was created, and properly configure the ORACLE_SID
environment variable, as follows:

C:\CERTDB>SET ORACLE_SID=CERTDB

C:\CERTDB>svrmgr]

Oracle Server Manager Release 3.1.7.0.0 - Production

Copyright (c) 1997, 1999, Oracle Corporation. A1l Rights Reserved.

Oracle8i Enterprise Edition Release 8.1.7.0.0 - Production
With the Partitioning option
JServer Release 8.1.7.0.0 - Production

SVRMGR> connect internal;
Connected.
SVRMGR>

Once you have properly configured the environment, you can execute the CATA-
LOG.SQL script and monitor its progress. The script will not spool its output to a
file but if you want to review the results of the script and check for errors, you may
want to spool to a file before invoking the script. To spool the output to a file and
run the script, issue the following commands:

SVRMGR> spool catalog.out
SVRMGR> @%0RACLE_HOME%\RDBMS\ADMIN\CATALOG.SQL;
Statement processed.
Statement processed.
Statement processed.
Statement processed.
drop public synonym védim_misc
*

ORA-01432: public synonym to be dropped does not exist
Statement processed.
Statement processed.
Statement processed.
drop public synonym védim_Tatch
*

ORA-01432: public synonym to be dropped does not exist
Statement processed.
Statement processed.
Statement processed.
drop public synonym védim_convert_Tlocal
*

ORA-01432: public synonym to be dropped does not exist
Statement processed.
Statement processed.
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The output of the CATALOG.SQL script executing has been truncated for reasons of
space, but you should know that the script takes five to fifteen minutes to run,
depending upon the speed of the machine and other factors. The ORA-01432 errors
that you see in the output simply indicate that the script tried to drop an object
that did not exist. This is not a problem and occurs the first time the script is run. If
you ran the script again, and you can safely do so without causing any harm to the
database, you would normally not see these errors.

After the script has completed execution, remember to turn off spooling, as follows:

SVRMGR> spool off
SVRMGR>

At this point you should be able to query the V$, DBA_, ALL_ and USER_ views from
any session. To test this, you may wish to invoke SQL*Plus and connect to the
instance as the user SYSTEM with a password of MANAGER and query the
DBA_USERS and USER_USERS views, as follows:

SQL> connect system/manager@certdb.mars.bradsys.com

Error accessing package DBMS_APPLICATION_INFO

ERROR:

ORA-06554: package DBMS_STANDARD must be created before using
PL/SQL

Connected.
SQL> SELECT username FROM DBA_USERS;

USERNAME

SQL> SELECT username FROM USER_USERS;
USERNAME

SYSTEM

sSQL>

If you had errors when running the CATALOG.SQL script, or connecting to the
instance later does not let you query some of the basic views, you can safely re-run
the script. This is because the script replaces all data dictionary views that you
have in the database when it is run, but does not change the underlying base
tables. Your data will still be intact. In fact, if a DBA accidentally dropped one of the
DBA_ views, the best way to re-create the missing view is to rerun CATALOG.SQL.
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The CATPROC.SQL Script

After only running the CATALOG.SQL script, the database is not in a state where
PL/SQL code can be run. The DBMS_APPLICATION_INFO error reported when
connecting to the instance using SQL*Plus simply states that PL/SQL is not prop-
erly configured in the database. This will be done after running the next script —
CATPROC.SQL —which sets up PL/SQL support. CATPROC.SQL performs the
following tasks:

4+ Creates packages to support alerts, and named pipes

4 Installs and configures LogMiner support

4+ Installs and configures support for object types and large objects (LOBs) in
the database

4 Installs and configures support for Advanced Queuing

4+ Provides for minimal replication support, as well as support for Parallel
Query, stored outlines, row-level security and others

CATPROC.SQL is not really a single script, but rather a script that invokes many other

scripts, which may in turn invoke still other scripts. CATPROC.SQL acts as a master
script that coordinates the establishment of PL/SQL support in Oracle. For this
reason, the script takes a lot more time to run than CATALOG.SQL. Generally, after

connecting to the instance as a user with SYSDBA privileges (such as INTERNAL) and

invoking the script, you may want to take lunch or a coffee break. It can take any-
where from 15 minutes or more (typically 30 minutes) for the script to complete.

Similar to executing CATALOG.SQL, you may want to spool the output to a file before

invoking the script, as follows:

SVRMGR> connect internal/oracle;

Connected.

SVRMGR> spool catproc.out

SVRMGR> @%0RACLE_HOME%Z\RDBMS\ADMIN\CATPROC.SQL;

Statement processed.

Statement processed.

Statement processed.

Statement processed.

Statement processed.

Statement processed.

Statement processed.

Statement processed.

Statement processed.

drop public synonym USER_ERRORS
*

ORA-01432: public synonym to be dropped does not exist
Statement processed.
Statement processed.
Statement processed.
Statement processed.
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Statement processed.
Statement processed.
Statement processed.
Statement processed.
Statement processed.
Statement processed.
Statement processed.
drop public synonym ALL_ERRORS
*

ORA-01432: public synonym to be dropped does not exist
Statement processed.
Statement processed.
Statement processed.
drop public synonym DBA_ERRORS
*

ORA-01432: public synonym to be dropped does not exist
Statement processed.
Statement processed.
Statement processed.

Similar to the running of CATALOG.SQL, any ORA-01432 errors are normal the first
time CATPROC.SQL is run and should not be of any concern. If you are re-running the
script, which can also be done safely at any time, you should not see these errors.

To confirm that the scripts worked correctly, you can connect to the instance as
SYSTEM with a password of MANAGER using SQL*Plus and verify that the error you
received regarding DBMS_APPLICATION_INFO after running the CATALOG.SQL
script no longer exists. You can also try creating a small PL/SQL block to ensure
that PL/SQL support is functioning properly, as follows:

SQL> connect system/manager@certdb.mars.bradsys.com
Connected.
SQL> set serveroutput on
SQL> BEGIN
2 DBMS_OUTPUT.PUT_LINEC'This is a sample PL/SQL block');
3 END;
4/
This is a sample PL/SQL block

PL/SQL procedure successfully completed.
sqQL>

If you were to review the contents of the CATALOG.SQL and CATPROC.SQL script,
you will notice that they also make calls to execute additional scripts using the
“@@<scriptname>" syntax. This syntax indicates that the script being called resides
in the same location as the script calling it, and that program execution should
return to the calling program. While CATALOG.SQL performs most of its work itself,
CATPROC.SQL relies upon calls to many other scripts almost exclusively, as shown
by this small sample of code from the script:
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Rem basic procedural views
@@catprc
@@catjobq

Rem Remote views
@@catrpc

Rem Setup for pl/sql

@@dbmsstdx

@@plitblm

@@plspur

@@pipidl

rem granting execute on the package created in pipidl.sql
rem to execute_catalog_role...

grant execute on pidl to execute_catalog_role

/

@@pidian

rem granting execute on the package created in pidian.sql
rem to execute_catalog_role...

grant execute on diana to execute_catalog_role
/

@@diutil

@@pistub

@utlhttp

@@prvtpckl.plb

Rem packages implementing PL/SQL file data type
@utifile

@aprvtfile.plb

Rem more PL/SQL I/0 packages

@utlraw

@@prvtrawb.plb

@utltcp

@@prvttcp.plb

@2utlinad

@@prvtinad.plb

@2utlsmtp

@@prvtsmtp.plb

Other scripts and data dictionary objects

Running CATALOG.SQL and CATPROC.SQL will not install support for all the fea-
tures Oracle has. In fact, running these two scripts is designed to install support for
the core set of features available in Oracle8i. There are additional scripts in the
RDBMS\ADMIN directory that can be run to configure support for more options in
Oracle.

If you were to do a listing of files in the RDBMS\ADMIN directory, you would find
files categorized with the following filenames:
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Tip

W

4 CAT*.SQL —Scripts with a CAT prefix in their name are used to create data

dictionary views and to support utilities that are beneficial to the user or
database administrator. Many of these scripts are run by CATALOG.SQL and
CATPROC.SQL, though not all. An example of a script that you may wish to
run after the fact is CATADT.SQL, which installs support for object types and
many object features within the Oracle database. The reason this script, as
well as some others, is not run by CATALOG.SQL or CATPROC.SQL is that the
functionality it provides may not be necessary in your database if you are not
using object types. Oracle does not want to clutter the data dictionary with
information that you do not use.

4+ DBMS*.SQL and PRVT*.PLB — Scripts create Oracle packages and their

bodies that extend the functionality of the Oracle server. An example of a
package that is not created by CATALOG.SQL or CATPROC.SQL is the
DBMS_SHARED_POOL package. In order to create this package you need to
run the DBMSPOOL.SQL script, which will in turn call the PRVTPOOL.PLB
script with the wrapped package body. In most cases, DBMS*.SQL scripts will
call the appropriate PRVT*.PLB scripts within them, though you can use the
PRVT*.PLB scripts to re-create a package body should it become corrupt.

Any script ending in a PLB extension contains wrapped package body code.
Wrapped package bodies are PL/SQL code that has been put through an Oracle
wrapper utility program that converts the source code to alphanumeric data. This
is done to prevent end users from seeing the actual source code of the program
and is used by Oracle, and other developers, to preserve their intellectual property.
For more information on wrapping Oracle packages and other PL/SQL program
units, consult the Oracle8i Application Developers Guide.

4+ UTL*.SQL—Scripts whose names begin with UTL are used to provide sup-

port for utility functions within the Oracle database. The database administra-
tor can use these scripts to create objects making it easier to find chained
rows in a table (UTLCHAIN.SQL), to create the table used by the EXPLAIN
PLAN command (UTLXPLAN.SQL) to show the execution plan of a query, or to
find out what the dependency tree of a given object is (UTLDTREE.SQL).
These scripts are run against the database when needed and are not run by
the CATALOG.SQL and CATPROC.SQL scripts.

In general, Oracle only installs support for what you need. The CAT*.SQL,
DBMS*.SQL, PRVT*.PLB and UTL*.SQL scripts allow you to add functionality to
your database as your needs establish over time. This incremental addition of fea-
tures ensures that the database is not overburdened by having to keep track of
objects that are never used, while providing flexibility to add those features when
you need them.
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The Next Step

After you have created the database by issuing the CREATE DATABASE command,
created the data dictionary views and key objects by running CATALOG.SQL, and
installed support for PL/SQL in the server as well as established key features for the
database using CATPROC.SQL, the next step is to build your database. In doing so
you need to consider storage characteristics for your data, your hardware environ-
ment, and your data and its access patterns. A discussion of all of these elements,
as well as others, is presented in the upcoming chapters.

Key Point Summary

In preparing for the “Oracle8i DBA: Architecture and Administration” exam, please
keep these points regarding data dictionary views, standard packages, triggers, and
other PL/SQL program units in mind:

4 The CREATE DATABASE command only establishes the base data dictionary
components of a database.

4+ CATALOG.SQL is used to create the data dictionary views and CATPROC.SQL
is used to create PL/SQL functionality in the database. Both scripts must be
run in every Oracle database.

4+ CATALOG.SQL, CATPROC.SQL and additional scripts to extend the data
dictionary are located in the ORACLE_HOME\RDBMS\ADMIN directory, where
ORACLE_HOME represents the Oracle home directory specified when you
installed the Oracle software.

4+ DBA_ views provide the database administrator with a complete picture of all
aspects of the database.

4+ USER_ views allow a user to get information on objects and other elements in
their schema.

4+ ALL_ views allow a user to get information on objects in their schema, and
those object in other schemas that they have been given permissions to.

4+ V$ dynamic performance views are used to track performance of the instance
and database. Their values are reset every time the instance is started.

4 Stored procedures are program units that perform a particular task. They may
have input, output or input/output parameters and can manipulate database
data. Stored procedures must be executed off the command line and cannot
be used in SQL statements.

4+ Functions are program units that perform a particular task and must specify a
return value. They typically cannot modify database data and only have input
parameters. User-defined functions can be used almost anywhere Oracle
functions can.
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4+ Triggers are program units that automatically fire when an event on which they
have been defined takes place. Triggers on DML statements can perform vali-
dation of complex business rules and help to ensure database integrity, as well
as log user activity. Database event triggers can be used to configure database
settings or audit user actions. Triggers cannot be invoked interactively.

4+ Packages are a collection of one or more procedures, functions, variables,
exceptions, types, or other identifiers grouped under a logical name. They
enable you to have program elements often used together that are loaded all
at once into the shared pool and thereby improve performance for subse-
quent executions.

4 Program units in Oracle can be written in PL/SQL or Java. Oracle also supports
calls to external procedures written in C, C++, or other supported languages.

4 Oracle uses packages and other program units to extend the functionality of
the database. Examples include DBMS_SESSION, DBMS_LOB, DBMS_SPACE,
DBMS_ROWID, and others.

+ o+ ¢
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Now that you have learned about what the Oracle data dictionary is composed of,
and the roles played by some of the objects available, you should test your under-
standing by reviewing the assessment questions and performing the exercises below.

Assessment Questions

1. You need to keep track of any DROP statements issued by Bob for objects in
his schema. You decide to create a database event trigger. How would you
create the trigger? (Choose two correct answers.)

A. ON DATABASE
B. ON SCHEMA
C. AFTER DDL
D. AFTER DROP
E. FOR EVERY ROW
F. INSTEAD OF
2. If John wanted to get the name and owner of all the tables in the database that

he has access to, which of the following commands would he issue? (Choose
the best answer.)

A. SELECT OWNER, TABLE_NAME FROM ALL_TABLE

B. SELECT OWNER, TABLE_NAME FROM V$TABLES

C. SELECT OWNER, TABLE_NAME FROM DBA_TABLES

D. SELECT OWNER, TABLE_NAME FROM USER_TABLES

E. SELECT OWNER, TABLE_NAME FROM ALL_TABLES

3. Which of the following Oracle users owns the data dictionary? (Choose the

best answer.)

A. SYSTEM

B. SYS

C. ORACLE

D. STUDENT

E. SCOTT
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4. If you wanted to create a stored program unit that calculates the tax for each
enrollment in a course when using a SELECT statement to query the
ClassEnrollment table, which type of program unit should you create?
(Choose the best answer.)

A. Stored procedure
B. Function
C. Package
D. Type
E. Java method
5. When executing CATALOG.SQL, how must you connect to the instance before
invoking the script? (Choose two correct answers.)
A. INTERNAL
B. SYS
C. SYSTEM
D. SCOTT
E. SYS AS SYSDBA
6. Which is not a benefit of putting procedures, functions, and other database
objects in a package? (Choose the best answer.)

A. The entire package is loaded into memory at once when it is first
accessed.

B. Each user running a package procedure has a separate copy in their
PGA.

C. Package variables persist for the duration of a session.
D. Procedures and functions can be made private.
7. Which of the following does CATALOG.SQL create? (Choose all correct
answers.)
A. V$ dynamic performance views and synonyms
B. EXPLAIN_PLAN table
C. DBA_ data dictionary views
D. USER_ data dictionary views

E. The control files
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8. A junior database administrator has accidentally dropped the DBMS_LOB
package from the database. Since your database makes heavy use of BLOB
columns, the DBMS_LOB package is required by your users. How would you
re-create the DBMS_LOB package while keeping all existing data intact?
(Choose the best answer.)

A. Re-run the SQL.BSQ script.

B. Re-run the DBMSLOB.SQL script.
C. Re-run the CATPROC.SQL script.
D. Re-run the CATALOG.SQL script.
E. Re-create the database.

9. You recently were hired as a junior database administrator for a large Oracle
shop. After coming in early one morning and reviewing the data dictionary
information in one of the database, you notice that a number of objects shown
by the DBA_OBJECTS view have a status of INVALID. Indexes for your key

tables are re-created each night. What should you do to resolve the problem?
(Choose the best answer.)

A. DROP and then CREATE the INVALID objects.
B. ALTER the objects and change their state to VALID.
C. Issue a RECREATE command for each object.
D. Shutdown and re-start the instance.
E. Do nothing.
10. What two components make up a package definition? (Choose two correct
answers.)
A. Package procedure
B. Package specification
C. Package function
D. Package variable
E. Package body
F. User-defined type
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Scenarios

1. You have been asked to review the configuration of a database on one of your
servers. You connect to the instance as INTERNAL and attempt to query the
contents of the data dictionary. Your results are the following:

e Querying VSTABLESPACE returns only the SYSTEM tablespace.

¢ Querying the STATUS column of VSINSTANCE indicates that the instance
is OPEN.

e Attempts to query any DBA_ views return errors stating that the object
does not exist.

Why are you not able to query the DBA_ views and how do you solve the
problem?

2. Your database consists of all the tables and other database objects to support
your order entry system. The system is accessed by a Web server where
users can enter orders through your Web site, as well as by 200 order entry
clerks. The order entry component consists of some 30 stored procedures
and functions. Occasionally users complain that a certain portion of the
system takes a long time to load while at other times it works fine. What can
you do to ensure consistent performance?

3. Occasionally, you find that some objects in your database disappear for no
apparent reason. Other objects are still around but their data is no longer
visible. Reviewing the alert log file reveals no apparent reason for this to be
happening. What can you do to find the cause of the error?

Lab Exercises
Lab 5-1 Creating Data Dictionary Views

1. Open a command prompt (for Windows) or shell window (for UNIX) on your
machine and change directories until you are in the location where you cre-
ated the CERTDB database in Chapter 4.

2. Set the ORACLE_SID environment variable to the name of your instance,
typically CERTDB.

3. Invoke Server Manager line mode (svrmgrl) and connect to the instance as
INTERNAL with whatever password you specified when you created the
database (typically “oracle”).

4. Verify that the instance is an OPEN state and that you are connected to the
CERTDB database.

5. Attempt to query the DBA_USERS view? What happens? Why?

6. Configure Server Manager line mode so that the result of all actions is spooled
to a file called CATALOG.OUT in the current directory:.
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7. Invoke the CATALOG.SQL script from the appropriate location.
8. Attempt to query the DBA_USERS view now. What happens? Why?

9. Turn off spooling and review the CATALOG.OUT spool file for any abnormal
errors (that is, ignore the ORA-01432 errors).

10. Exit Server Manager line mode.

Lab 5-2 Installing PL/SQL Support in the Database

1. Invoke Server Manager line mode (svrmgrl) and connect to the instance as
INTERNAL with whatever password you specified when you created the
database (typically “oracle”).

2. Verify that the instance is an OPEN state and that you are connected to the
CERTDB database. If you are not connected to the CERTDB instance, exit
Server Manager line mode and configure the ORACLE_SID environment
variable appropriately, and then try again.

3. Configure Server Manager line mode so that the result of all actions is
spooled to a file called CATPROC.OUT in the current directory:.

4. Invoke the CATPROC.SQL script from the appropriate location.

5. Turn off spooling and review the CATPROC.OUT spool file for any abnormal
errors (that is, ignore the ORA-01432 errors).

6. Exit Server Manager line mode.

Answers to Chapter Questions
Chapter Pre-Test

1. The DBA_ views are created when the CATALOG.SQL script is executed. Prior
to executing this script, while connected as a user with the SYSDBA privilege,
no DBA_, ALL_, or USER_ views exist in the database.

2. No, after the CREATE DATABASE command has been issued, PL/SQL support
does not exist in an Oracle database. In order to install support for PL/SQL in
the database, the database administrator must run the CATPROC.SQL script,
which will install and configure PL/SQL support.

3. A package is a collection of one or more procedures, functions, types, vari-
ables, and other program units that are grouped together under a single logi-
cal name. A package is always composed of a package specification, which
outlines the published components that can be invoked and their parameter,
and a package body, that has the actual code for the procedures, functions,
type methods, as well as (optionally) private procedures, functions, and com-
ponents that are used by the package.

245



246  Chapters

10.

4+ Study Guide

. Oracle8i supports stored procedures, functions, object types and methods,

and packages as program units.

. PL/SQL and Java can be used to create stored procedures natively in Oracle8i.

Support also exists for external procedures to be created using C or C++, or
other languages provided that they properly expose their constructs for use
within Oracle.

. Triggers are program units, developed in PL/SQL or Java, that are automati-

cally invoked when the event on which the trigger is defined occurs. Triggers
can be defined for DML events (INSERT, UPDATE, DELETE) or database events
(LOGON, LOGOFF, SHUTDOWN, STARTUP, ALTER, DROP, and so on). DML trig-
gers can be configured to be invoked once for the statement or once for each
row to which the DML applies. Database event triggers can be configured at
the database or schema levels.

. A function is a program unit that must return a value, and may take input

parameters. A stored procedure is a program unit that does not return a value
and may have input, output or input/output parameters. Both functions and
stored procedures can be written in PL/SQL or Java.

. The four types of scripts that can be used to extend the capabilities of your

database include the CAT*.SQL, DBMS*.SQL, PRVT*.PLB, and UTL*.SQL
scripts. CAT*.SQL scripts extend the data dictionary by creating data dictio-
nary views. DBMS*.SQL and PRVT*.PLB scripts create additional objects in
the data dictionary including packages, procedures, functions and other
tables and views. ULT*.SQL scripts provide for additional utilities in the
database that can be used to track chained rows or determine the execution
of a SQL statement.

. The DBMS_LOB package provides procedures and functions to manipulate

columns of BLOB, CLOB, NCLOB, and BFILE datatypes. In order to manipulate
a BLOB column, you need to make use of these procedures and functions.

To change your NLS territory setting for your session in Oracle8i, you can use
the ALTER SESSION SET NLS_TERRITORY= command, or the
DBMS_SESSION.SET_NLS package procedure.

Assessment Questions

1.

B, D. Since you want to keep track of any drop statements issued by Bob on
his own schema, the easiest way to do so is to create a database event trigger
on his own schema to fire after the DROP command has been issued. You
could also create a trigger ON DATABASE and then check to see which user is
performing the action within the trigger code, but this would be less efficient
as the trigger would fire for every DROP statement issued by any user.

. E. If John wanted to get a list of all tables he has access to, he would query

the ALL_TABLES view. If he were a DBA, he could also query the DBA_TABLES
view, but you do not know this so don’t assume that John is a DBA. The
USER_TABLES view would let him see which tables he owns, but not other
tables he has access to. There are no ALL_TABLE of V$TABLES views in an
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Oracle database by default. In fact, ALL_ views, as well as DBA_, and USER_
views, are almost always plural.

. B. The data dictionary is owned by the user SYS. The user SYSTEM has been

given permissions to view all data dictionary objects but does not own the
data dictionary.

. B. A user-defined function can be used in a SELECT statement and can be

passed the price of the course as a parameter in order to calculate the tax.
You cannot use a procedure within the column list of a SELECT statement.
Packages do not exist by themselves and always include procedures, func-
tions, or others objects.

. A, E. When executing CATALOG.SQL, you must be connected to the instance as

a user with SYSDBA privileges. INTERNAL is a connection as the user SYS with
SYSDBA privileges. A connection as any Oracle user that has been granted the
SYSDBA role will work, although only answer A and E qualified in this case.

. B. One of the benefits of packages is that they can be loaded into the shared

pool the first time any part of the package is referenced. Making copies of each
procedure in the package in the user’s PGA runs counter to this idea and is
therefore the incorrect answer. Package variables will persist for the duration of
a user’s session, thereby acting as global variables once initialized, and parts of
the package’s code can be made private by creating them in the package body.

. A, C,D. The CATALOG.SQL script creates data dictionary views, including V$

dynamic performance views, DBA_, ALL_, and USER_ views. The
EXPLAIN_PLAN table is created by running the UTLXPLAN.SQL script, while
the control files are created by executing the CREATE DATABASE or CREATE
CONTROLFILE command.

. C. Re-running the CATPROC.SQL script re-creates the DBMS_LOB package.

You can also re-create the package by running the DBMSLOB.SQL and
PRVTLOB.PLB scripts — running DBMSLOB.SQL by itself will not create the
package body and would not get everything back as needed.

. E. Chances are that the reason some objects have a status of INVALID is that

the index re-creation has caused references to objects they depend upon to
be broken. This is not necessarily a problem as Oracle re-compiles all depen-
dent objects the next time they are referenced and change the status back to
VALID. The best course of action in this case is to do nothing. Dropping and
then creating the objects would remove all permissions; you cannot alter an
object’s status to VALID — this is not an option for the ALTER command; there
is no RECREATE command in Oracle8i; and, shutting down and restarting the
instance will not change the object’s status.

B, E. A package is made up of a package specification that outlines the pub-
licly accessible parts of the package, as well as any parameters for procedures
and functions, and a package body, which includes the actual code for the
public procedures and functions, as well as any objects private to the pack-
age. A package can contain only a specification, if all it has is variables, but
this is not normally done, therefore answers B and E are correct (besides, the
question asked for two parts).
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Scenarios

1. The most likely reason that you are not able to query the DBA_ views is that
they do not yet exist in the database. Since you connected to the instance as
INTERNAL, this is not a permissions issue because INTERNAL has full access
to the database. The only possible option is that CATALOG.SQL has not yet
been run. It is interesting to note that some V$ views already exist in the
database, though CATALOG.SQL also creates the rest and adds synonyms for
the basic ones.

2. This scenario is crying out for a package. Because you have a well-defined set
of procedures and functions that make up the order entry portion of the
database, you should create a package that includes all 30 of the program
units. You then need to modify the source code for the Web-based and user-
based order entry client application to make use of the package procedures
and functions. Creating a package ensures that the first time any component of
the package is loaded, the entire package goes into the shared pool, thereby
making it unlikely that it will be flushed from memory. The current problem is
being caused by some of the procedures and functions being aged out of the
shared pool due to lack of space. It is also possible to solve some of the prob-
lem by increasing the amount of memory in the shared pool, or pinning the
package or procedures in memory using the DBMS_SHARED_POOL.KEEP
package procedure.

3. To find if the cause of the disappearing objects is user action, you can create a
database event trigger on the DROP event and log who dropped what objects
to a table. You can then review the contents of the table and find out who the
guilty party is. You should create the trigger ON DATABASE and AFTER DROP.
This is because database event triggers cannot prevent the action from taking
place but only record that it happened.

Lab Exercises
Lab 5-1

1. Open a command prompt (for Windows) or shell window (for UNIX) on your
machine and change directories until you are in the location where you cre-
ated the CERTDB database in Chapter 4.

C:\>CD C:\CERTDB (for Windows)

cd /CERTDB (for UNIX)

2. Set the ORACLE_SID environment variable to the name of your instance,
typically CERTDB.

C:\CERTDB>SET ORACLE_SID=CERTDB (for Windows)
$ ORACLE_SID=CERTDB; export ORACLE_SID (for UNIX)
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. Invoke Server Manager line mode (svrmgrl) and connect to the instance as
INTERNAL with whatever password you specified when you created the
database (typically “oracle”).

C:\CERTDB>svrmgr]
Oracle Server Manager Release 3.1.7.0.0 - Production

Copyright (c) 1997, 1999, Oracle Corporation. Al1l Rights
Reserved.

Oracle8i Enterprise Edition Release 8.1.7.0.0 - Production
With the Partitioning option
JServer Release 8.1.7.0.0 - Production

SVRMGR> connect internal;
Connected.
SVRMGR>

. Verify that the instance is an OPEN state and that you are connected to the
CERTDB database.

SVRMGR> SELECT instance_name, status FROM V$INSTANCE;
INSTANCE_NAME STATUS

certdb OPEN
1 row selected.
SVRMGR>

. Attempt to query the DBA_USERS view? What happens? Why?

SVRMGR> SELECT user_name FROM DBA_USERS;
SELECT user_name FROM DBA_USERS
*

ORA-00942: table or view does not exist
SVRMGR>
The query fails because the DBA_ views are not yet created in the database.

. Configure Server Manager line mode so that the result of all actions is spooled
to a file called CATALOG.OUT in the current directory.

SVRMGR> spool CATALOG.OUT;

. Invoke the CATALOG.SQL script from the appropriate location.
SVRMGR>@%0RACLE_HOMEZ\RDBMS\ADMIN\CATALOG.SQL (for Windows)

SVRMGR>@$0RACLE_HOME/rdbms/admin/catalog.sqgl (for UNIX)
. Attempt to query the DBA_USERS view now. What happens? Why?

SVRMGR> SELECT username FROM DBA_USERS;
USERNAME

SYS

SYSTEM
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OUTLN
3 rows selected.
SVRMGR>

The query succeeds and returns the default users installed at database cre-
ation time (SYS and SYSTEM), as well as the OUTLN user created by the
CATALOG.SQL script.

9. Turn off spooling and review the CATALOG.OUT spool file for any abnormal
errors (i.e. ignore the ORA-01432 errors).

SVRMGR> spool off;

10. Exit Server Manager line mode.

Lab 5-2

1. Invoke Server Manager line mode (svrmgrl) and connect to the instance as
INTERNAL with whatever password you specified when you created the
database (typically “oracle”).

C:\CERTDB>svrmgr]
Oracle Server Manager Release 3.1.7.0.0 - Production

Copyright (c) 1997, 1999, Oracle Corporation. Al1l Rights
Reserved.

Oracle8i Enterprise Edition Release 8.1.7.0.0 - Production
With the Partitioning option
JServer Release 8.1.7.0.0 - Production

SVRMGR> connect internal;
Connected.
SVRMGR>

2. Verify that the instance is an OPEN state that you are connected to the
CERTDB database. If you are not connected to the CERTDB instance, exit
Server Manager line mode and configure the ORACLE_SID environment
Variable appropriately and then try again.

SVRMGR> SELECT instance_name, status FROM V$INSTANCE;
INSTANCE_NAME STATUS

certdb OPEN
1 row selected.
SVRMGR>

3. Configure Server Manager line mode so that the result of all actions is spooled
to a file called CATPROC.OUT in the current directory.

SVRMGR> spool CATPROC.OUT;
SVRMGR>
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4. Invoke the CATPROC.SQL script from the appropriate location.
SVRMGR>@%0RACLE_HOMEZ\RDBMS\ADMIN\CATPROC.SQL (for Windows)

SVRMGR>@$0RACLE_HOME/rdbms/admin/catproc.sql (for UNIX)

5. Turn off spooling and review the CATPROC.OUT spool file for any abnormal
errors (i.e. ignore the ORA-01432 errors).

SVRMGR> spool off;

6. Exit Server Manager line mode.
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CHAPTER PRE-TEST

1. What kind of information is kept in the control file?

2. How many copies of the control file should exist and where should
they be located?

3. When is control file information updated?
4. Name at least three views that obtain information from the control file?

5. Can control files grow dynamically? If so, which initialization parameters
can affect control file growth?

6. How do you multiplex a control file?

+ Answers to these questions can be found at the end of the chapter. +
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This chapter outlines how to manage one of the most critical components of an
Oracle8i database —the control file. The first step in knowing how to manage

any component of Oracle8i is to understand what it is used for and how it works. |

cover this first, followed by what kind of information is kept in the file and why this
makes it such a key component of the database. Then you find out how to safeguard
the control file from possible harm, as well as how to protect yourself from the pos-
sible loss of the file. Finally, you learn how to determine the contents of the control
file and which data dictionary views are used to query the contents, as well as which
data dictionary views return their information from the control file.

If you needed to name one of the most critical files that make up an Oracle database,
you should pick the control file. It is as close to an Achilles heel as Oracle has.
Losing a control file could mean losing data if all the information that is needed to
re-create it is not available. It is the one file that, above all others, should be pro-
tected completely.

Overview of the Control File

Explain the uses of the control file
[

Every Oracle8i database has at least one control file, a small binary file that is
required to start an Oracle instance. It contains information on the location of key
critical database files. Oracle reads the control file during the mount phase of start-
ing an Oracle instance. If any copy of the control file cannot be read at that time,
whether you are using one or more files, the instance cannot be mounted and the
database cannot be opened. Simply put, the control file controls whether or not an
instance can be opened and made available to users.

The control file is updated continuously by the checkpoint process (CKPT) to
ensure that its contents are current. This is because the control file is also used to
determine what the last update is that occurred on a datafile, and when it hap-
pened. By having this information in the control file, it is possible to recover up to
the point of failure and not lose any data should a datafile become unavailable due
to the loss of a disk, or some other failure. The control file is a critical element in
the recovery of Oracle data, as it knows what took place with each datafile last.

The contents of the control file cannot be changed by the DBA, or any user of the
Oracle database. The file itself is stored in a binary format that only Oracle is able
to read and write. For this reason, no other maintenance is required or available
except to ensure that at least one copy of the control file is available to Oracle.
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Control File Contents

Objective
[0

List the contents of the control file

Simply said, the control file contains information about all other critical database
files. For the most part, the number of entries for each specific element (such as
datafiles, redo log members, and so forth) is fixed at the time of control file cre-
ation. In other words, the control file starts out with a static size based upon the
options specified when it was created.

The information that can be found in the control file includes:

4+ The name of the database. When a database is created, its name is recorded
in the control file. If you need to change the name of the database, you cannot
do so without re-creating the control file. For this reason, it is important to be
sure the database name you specify in the Oracle initialization file with the
DB_NAME parameter or in the CREATE DATABASE statement is one that you
can live with.

4+ The database identifier. Every Oracle database has an internal identifier that
is generated when the database is created. The database identifier, or
database id, is also stored in the control file.

4+ The date and time the database was created. The control file also records
that date and time of database creation. This is rarely used but can be used in
database recovery.

4+ The archiving mode of the database. Whether or not the database is in
ARCHIVELOG or NOARCHIVELOG mode is also recorded in the database.
Again, this plays a part in the recoverability characteristics of the database.

4+ The names and locations of the datafiles for the database. Every datafile
belonging to tablespaces in the database is recorded in the control file, along
with the last time these files were updated and the last system change num-

ber (SCN) or transaction written to the datafile. The number of datafiles about
which information can be kept is fixed at the time the control file was created.
In other words, if you specified that the maximum number of datafiles you
want to have in a database is 30, this creates thirty slots or records in the con-
trol file to hold this information. If you want to have more datafiles in the
database, you need to re-create the control file.

4 The names and locations of all redo log file groups and their members. The

control file also keeps track of the last log switch number and SCN for each
log group. The status of log members (that is, whether or not the files are
valid) is also maintained. This information is also used to ensure that up-to-
date information is available for recovery. The number of log members and
log groups that a database may have is determined when the log file is cre-
ated. This is similar to what happens for datafiles —the number of available
records is determined at creation time and cannot be changed.
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4+ The location and status of archived log files. The specific number of entries
is also determined at control file creation time. Information about what is con-
tained in each archive redo log file is entered into the control file when logs
are archived. This also helps in recovery.

4+ Backup information. When Recovery Manager (RMAN) is used to perform
backups, information is placed in the control file about what was backed up
and where it is located. The number of backup entries is dynamic and may
cause the control file to grow over time. The time period for which backup
information is kept is specified in days and is determined by the Oracle initial-
ization parameter CONTROL_FILE_RECORD_KEEP_TIME. The default is seven
days, although this value can be adjusted by the DBA if needed. Because infor-
mation on which datafiles were backed up and when is part of the backup his-
tory, and the number of datafiles can differ between databases, it is hard to
predict exactly how large the control file can become.

When looking at the types of entries that exist in the control file, they can be
broadly considered to be reusable and non-reusable. The fixed entries storing infor-
mation on the database structure (that is, datafiles, redo log files and archive log
files) are determined when the control file is created. The non-reusable entries are
those placed into the control file by Recovery Manager (RMAN) as backups take
place. How these are used and created is covered in more detail in the Backup and
Recovery book.

Creating the Control File

You can create the control file by using one of two Oracle SQL statements:

CREATE DATABASE
CREATE CONTROLFILE

The CREATE DATABASE statement is covered in Chapter 4. The CREATE
CONTROLFILE statement is used to re-create the control file if all copies of the
control file are invalid or to make changes in the structure of the control file,
such as increasing the number of datafiles that a database may have.

Whether the CREATE DATABASE or CREATE CONTROLFILE statements are used, the
non-reusable portions of the control file are created. Parameters of either statement
that determine the non-reusable portions of the control file include:

MAXLOGFILES The maximum number of log file groups that can
exist in the database

MAXLOGMEMBERS The maximum number of redo log file members
per log file group that the database may have

MAXDATAFILES The maximum number of datafiles that the

database may have
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MAXLOGHISTORY The maximum number of archive redo log files to
be kept track of in the control file

MAXINSTANCES The maximum number of instances that are
allowed to connect to the database

If any of the above parameters need to be changed, you need to re-create the con-
trol file. These entries are fixed and cannot be changed once the control file is cre-
ated, except by re-creating it.

Another optional parameter that is important when creating the database and/or
control file is the CONTROLFILE REUSE parameter. This option to the CREATE
DATABASE and CREATE CONTROLFILE syntax tells Oracle not to generate an error
if a file with the same name already exists when the command is issued. Oracle will
not overwrite an existing disk file and this optional parameter is needed if you are
re-creating the control files to increase the number of records contained therein or
to change the database name.

You will notice by looking at the CREATE DATABASE syntax, as well as the CREATE
CONTROLFILE syntax (presented later in this chapter), that the location of the con-
trol file is not specified in any Oracle command. In fact, the location of the control
file is only specified by the Oracle initialization parameter CONTROL_FILES. An
example initialization file is as follows:

db_name = "ORCL"
instance_name = ORCL
service_names = ORCL
db_files = 1024 4 INITIAL

control_files = ("C:\Oracle\oradata\ORCL\controlOl.ct1",
"D:\Oracle\oradata\ORCL\control02.ct1",
"E:\Oracle\oradata\ORCL\control03.ct1")

open_cursors = 100
max_enabled_roles = 30
db_file_multiblock_read _count = 8 4 INITIAL

Notice that it is possible to specify more than one control file using the
CONTROL_FILES parameter. When you create a database or issue the CREATE
CONTROLFILE command (both of which can only be done in a NOMOUNT state for
the instance), Oracle reads the contents of the parameter, as well as the options
(above) specified in the command, and creates all control files identified in the
parameter file.

Protecting the Control File

The best way to protect the control file is to ensure that more than one copy exists,
and each copy is stored on a separate physical disk. This can be done by specifying
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more than one control file in the Oracle initialization file before issuing commands
that would create the files. If this is done at database creation time, all files will be
created at that time; if not, you will need to make additional copies manually.

Multiplexing the control file

Multiplexing the control file simply means having more than one copy of the file,
preferably on separate physical disks. This can most easily be accomplished by
specifying more than one filename in the CONTROL_FILES parameter in the Oracle
initialization file. When doing this, it is important to ensure that the physical path
where the file will be stored already exists — Oracle will not create it by default.

Tip When using Oracle Database Configuration Assistant to create your database, mul-

~,  tiple control files are created automatically by default. However, they are all cre-
N ated on the same disk drive and need to be moved. The Database Configuration
Assistant also creates the necessary paths to store the files.

&

If you need to create additional control files in order to multiplex them, follow these
steps:

STEP BY STEP: Multiplexing the Control File

1. Shut down the Oracle instance using the SHUTDOWN command. In order to
shut down the instance, you must be connected as a user with SYSDBA
privileges.

2. After the database is shut down, copy the current control file (or one of them,
if you already have more than one), to the new location. You can specify a dif-
ferent file name for the file from the original. It is also recommended that you
copy the control file to a different physical hard disk from the original. This
will help protect you in the case of disk failure.

If you are running your Oracle database on a UNIX machine, make sure the
UNIX group that owns the Oracle software has read and write permissions on
the new control file copy, otherwise Oracle will not be able to open the file
and the instance will not start. If you are running Windows NT or Windows
2000, make sure the Administrators local group and the SYSTEM system group
has full control of the new control file copy.

Caution Do not copy the control file while the Oracle instance is started. The file will not be
usable.

3. Modify the Oracle initialization file (that is, the INIT<SID).ORA file) to include
the name and location of the new control file in the CONTROL_FILES parameter.
Ensure that you include the full path and correct filename in the Oracle initial-
ization file and separate each control file copy in the Oracle initialization file by
a comma. Oracle will not allow you to start the instance if there are any errors
in the CONTROL_FILES parameter, such as a misspelling of the filename or path.
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Tip

4. Start up the Oracle instance after connecting as a user with SYSDBA privi-
leges. As I mentioned previously, the instance will not start if the
CONTROL_FILES parameter is not properly configured. If you do receive an
error, shut down the instance. Verify the INIT<SID>.0ORA entries. Make any nec-
essary corrections, and then start the instance again.

Each of the above steps is critical to properly multiplex the control file. If you forget
to modify the Oracle initialization file after having copied the control file to another
location, and then re-start the instance, you need to repeat the process. This is
because each time the instance is started, the control file is updated and the old
copy is now out of date. Oracle will not start unless all control files are identical.

Moving the control file is a similar process to multiplexing, with the exception that

_»,_ you need to move and not copy the file. You still need to modify the Oracle initial-

o

ization file to specify the new location, as well as shut down the instance before
moving the file, and re-start it after modifying the Oracle initialization file.

Backing up the control file

Even though it is a critical file, it is possible to make backup copies of the control
file structure or the control file as a whole. To make a copy of the control file in its
binary form while the Oracle instance is started, assuming you are connected as a
user with the SYSDBA privileges, you would need to issue the command:

ALTER DATABASE BACKUP CONTROLFILE TO <Tocation>

where <location> is the full path, including the filename, of the backup copy of the
control file you wish to create.

If you did not want to make a binary copy of the control file, but simply wanted to
create the necessary Oracle commands to re-create the control file, you can issue
the following command:

ALTER DATABASE BACKUP CONTROLFILE TO TRACE

This command creates a trace file in the path pointed to by the Oracle initialization
parameter USER_DUMP_DEST. The contents of this trace file include the necessary
code to re-create the control file if it is lost and looks similar to the following example:

# The following commands will create a new control file and use it

# to open the database.

# Data used by the recovery manager will be lost. Additional logs may

#f be required for media recovery of offline datafiles. Use this

# only if the current version of all online logs are available.

STARTUP NOMOUNT

CREATE CONTROLFILE REUSE DATABASE "ORCL" NORESETLOGS NOARCHIVELOG
MAXLOGFILES 32
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MAXLOGMEMBERS 2
MAXDATAFILES 32
MAXINSTANCES 16
MAXLOGHISTORY 1815
LOGFILE
GROUP 1 "E:\ORACLE\ORADATA\ORCL\REDO03.LOG' SIZE 1M,
GROUP 2 "E:\ORACLE\ORADATA\ORCL\REDO0Z.LOG"' SIZE IM,
GROUP 3 "E:\ORACLE\ORADATA\ORCL\REDOO1.LOG" SIZE 1M
DATAFILE
"E:\ORACLE\ORADATA\NORCL\SYSTEMO1.DBF",
"E:\ORACLE\ORADATA\ORCL\RBSO1.DBF",
"E:\ORACLE\ORADATA\ORCL\USERSO1.DBF",
"E:\ORACLE\ORADATA\ORCL\TEMPO1.DBF",
"E:\ORACLE\ORADATA\ORCL\TOOLSO1.DBF",
"E:\ORACLE\ORADATA\ORCL\INDX01.DBF",
"E:\ORACLE\ORADATA\NORCL\DRO1.DBF",
"E:\ORACLE\ORADATA\ORCL\OEMREPO1.DBF"
CHARACTER SET WE8IS08859P1

#f Recovery is required if any of the datafiles are restored backups,
# or if the last shutdown was not normal or immediate.

RECOVER DATABASE

## Database can now be opened normally.

ALTER DATABASE OPEN;

# No tempfile entries found to add.

#

You should backup the control files (preferably both a binary and a trace copy)
whenever the database structure changes. This means when you add a new
datafile, log file member, or log file group, as well as when you change the location
of any of these files using the Oracle command ALTER DATABASE RENAME FILE. If
you delete a datafile or any other Oracle database file, you should also create a
backup copy of the control file. In this way you will always have a way to recover
the current structure of the database, should all control files be lost.

¢ Cross- Backing up the control file and how to make use of the backup copies is not
Reference )  tested by the “Oracle8i: Architecture and Administration” exam. For more infor-

mation on how to perform these tasks, consult the Oracle8i Backup and
Recovery Guide in the Oracle documentation set.

Displaying Information about the Control File

Oracle provides two primary views to get information about the control files for a
database. They are VSCONTROLFILE, which lists the control files associated with a
database, and VSCONTROL_FILE_RECORD_SECTION.

To determine which control files are currently active and in use, while the instance
is in a mount of open state issue the command

SELECT * FROM V$CONTROLFILE
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This returns the name and location of each control file in use, as follows:

STATUS  NAME

E:\ORACLENORADATANORCL\CONTROLO1.CTL

E:\ORACLE\ORADATANORCL\CONTROLO2.CTL

E:\ORACLENORADATANORCL\CONTROLO3.CTL
3 rows selected.

You can also query the VSPARAMETER view or the Server Manager command
SHOW PARAMETER, which returns the currently running Oracle initialization
parameters for the value of the CONTROL_FILES parameter. However, when using
either of these, the output may be truncated and may not provide a complete listing
of all control files for the database. For this reason, use VSCONTROLFILE.

As you learned earlier in this chapter, the control file is made up of a number of
records detailing the structure of the database. To find out how many records are
available, used, and the size of each record, you can query the
V$CONTROL_FILE_RECORD_SECTION view. To do so, issue the following command:

SELECT * FROM V$CONTROL_FILE_RECORD_SECTION

It will display a row for each record type, as well as the total number available and
used, as in the following sample output:

TYPE RECORD_SIZ RECORDS_TO RECORDS_US FIRST_INDE LAST_INDEX LAST_RECID
DATABASE 192 1 1 0 0 0
CKPT PROGRESS 4084 16 0 0 0 0
REDO THREAD 104 16 1 0 0 0
REDO LOG 72 32 3 0 0 3
DATAFILE 180 32 8 0 0 3
FILENAME 524 97 11 0 0 0
TABLESPACE 68 32 8 0 0 3
RESERVEDI 56 32 0 0 0 0
RESERVED2 1 1 0 0 0 0
LOG HISTORY 36 1815 29 1 29 29
OFFLINE RANGE 56 145 0 0 0 0
ARCHIVED LOG 584 1608 0 0 0 0
BACKUP SET 40 204 0 0 0 0
BACKUP PIECE 736 66 0 0 0 0
BACKUP DATAFILE 116 70 0 0 0 0
BACKUP REDOLOG 76 107 0 0 0 0
DATAFILE COPY 660 74 0 0 0 0
BACKUP CORRUPTION 44 185 0 0 0 0
COPY CORRUPTION 40 204 0 0 0 0
DELETED OBJECT 20 1633 0 0 0 0
PROXY COPY 852 134 0 0 0 0
RESERVED4 1 8168 0 0 0 0

22 rows selected.
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As you may recall from the earlier discussion on how the control file is created, the
number of available records for each type is determined when the control file is cre-
ated. If you find that you are running out of a particular record type —for example,
the number of datafile records is almost exhausted — you will need to re-create the
control file by using the CREATE CONTROLFILE command.

Views using the control file

A number of Oracle V$ views make use of the control file to return their results.
These include the following key V$ views:

V$BACKUP

V$DATAFILFE

V$TABLESPACE

V$TEMPFILE

V$ARCHIVE

V$LOG

V$LOGFILE

V$LOGHIST

V$ARCHIVED_LOG

V$DATABASE

Returns the backup state of datafiles. The backup state
is kept in the control file and determines whether or
not the instance can be opened. If a file is in a backup
state, the backup must be ended before the instance
can be shutdown, or the file in the middle of a backup
will need to be taken offline.

Returns the name of each datafile in the database, as
well as the tablespace number it belongs to. To see
which files belong to which tablespace, join this view to
the V$TABLESPACE view, or use the DBA_DATA_FILES
view after the instance is opened.

Returns the name and number of each tablespace in
the database. To find out which files belong to the
tablespace, join this view to the V$DATAFILE view on
the TS# column.

Returns the name and location of any temporary files
used by the database.

When archiving is taking place, returns information on
the file being archived and the status of archiving.

Returns the log file groups in existence in the
database.

Returns the list of redo log files defined in the database,
which log file group they belong to, the file state, and
the SCNs recorded in each file.

Returns the beginning and ending change number of
the contents of redo log files. This view is populated
whether or not archiving is enabled and simply shows
what took place for each log switch.

Returns the last set of archived redo log files and their
contents.

Contains general information about the database
including the database name, ID, creation date, last
checkpoint, current SCN, archiving state, and others.
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Key Point Summary

In preparing for the “Oracle8i DBA: Architecture and Administration” exam, please
keep these points regarding maintaining control files in mind:

4+ The control file is a critical file for the operation of any Oracle database. The
Oracle instance cannot start unless the control file and all other key files
belonging to the database are in sync. If a control file does not exist, it needs
to be created using the CREATE CONTROLFILE command.

4 Control files should be multiplexed; that is, multiple copies of the control file
should exist on separate physical disks. This helps protect you in case of disk
failure by ensuring that at least one copy of the control file is available,
thereby allowing you to recover up to the point of failure.

4 The control file contains reusable and non-reusable sections. The reusable
sections are used by Oracle Recovery Manager.

4+ The length of time information is kept in the control file is specified in days
and determined by the Oracle initialization parameter
CONTROLFILE_RECORD_KEEP_TIME. This part of the control file can grow
and cause the control file to grow if the value is increased.

4+ The size of the non-reusable record section of the control file is determined at
creation time. If you need to increase the MAX number of datafiles or redo log
groups that your database will have, you need to re-create the control file. For
this reason, it is important that you specify a sufficient number of datafiles,
redo logs, and redo log members at creation time —re-creating a control file
can be time consuming and sometimes difficult.

4+ The control file is a potential Achilles heel in Oracle and should be backed up
whenever your database structure changes. You should create both a binary
copy as well as a trace copy to ensure that you can recover from all potential
failures.

+ 0+ 0+
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STUDY GUIDE

Now that you have learned about the Control File, you should test your under-
standing by reviewing the assessment questions and performing the exercises
below.

Assessment Questions

1. When an instance is started, from which file does Oracle determine where the
control file is located and how many control files to open? (Choose the best
answer.)

A. Archived Redo Log File

B. System Tablespace Datafile
C. Listener Control File

D. Oracle Initialization File

E. LOGIN.SQL File

2. Information about which of the following is not stored in the control file?
(Choose the best answer.)

A. Oracle Datafiles

B. Redo Log Files

C. Clusters

D. Backups

E. Archive Log Status

3. The best way to protect the control file from loss or failure due to system
problems is? (Choose the best answer.)

A. Backup the control file every time your database structure changes.

B. Multiplex the control file on the same physical disk as the Oracle software.
C. Create multiple backups of the control file daily.

D. Backup the control file to trace on a regular basis.

E. Multiplex the control file on each physical disk on the machine.



266 Chapter 6 4 Study Guide

4. To determine how many more datafiles your control file can support, you
could issue which of the following queries? (Choose the best answer.)

A. SELECT * FROM V$CONTROLFILE_RECORD_SECTION
B. SELECT * FROM V$CONTROLFILE_ENTRIES

C. SELECT * FROM V$CONTROLFILE

D. SELECT * FROM V$DATAFILE

E. SELECT * FROM DBA_CONTROL_FILE_ENTRIES

5. You want to increase the length of time backup information is maintained in
the control file from 7 days to 14 days. Which of the following Oracle initializa-
tion settings would you place in your INIT.ORA file? (Choose the best answer.)

A. BACKUP_HISTORY=14

B. CONTROL_FILE_RECORD_KEEP_TIME=14
C. LOG_ARCHIVE_RETAIN=14

D. CONTROL_FILES=14

E. CONTROL_FILE_BACKUP_RETENTION=14

Scenarios

1. You have just been hired as a consultant to help Guru Database Marketing
Ltd. bulletproof their Oracle installation. You are asked to determine whether
or not Guru Database Marketing Ltd. has adequately protected their control
files in the five critical databases in use. The databases are stored on a single
server with a RAID5 hardware array for the datafiles, a set of mirror hard disk
drives where the redo log files are stored, as well as a hard disk where the
operating system and Oracle software files are located. You are provided a
printout of the Oracle initialization files for each of the five databases.

A. Which INIT.ORA parameters should you look at to determine if the con-
trol files are properly protected?

B. How many copies of the control file should exist for each of the
databases and why?

C. Where should the control file copies be located and why?

D. If you needed to correct any deficiencies in the control file configuration,
outline the steps you would take.
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2. Your Oracle database has grown to include 60 datafiles and five log file
groups. Each log file group has three members located on three different hard
disks. Your control file is multiplexed on the same three hard disks. You
attempt to create a new tablespace and associate two datafiles with the
tablespace of 100MB in size each. You have 4GB of free disk space on each of
the two drives where the datafiles will be located. The creation of the
tablespace fails.

A. What is the most likely cause of the failure, assuming the paths to the file
locations already exist and there is sufficient disk space?

B. What would you need to do to resolve the problem and allow for the cre-
ation of the new tablespace and datafiles?

3. You have just recently shutdown your instance and made a copy of the exist-
ing control file to another hard disk on your server. You have also modified
the Oracle initialization file with the name of the new control file. When you
attempt to start your instance, you receive an error that the new copy of the
control file cannot be open and the instance is not mounted past the
NOMOUNT stage. Outline two possible reasons the instance cannot be
mounted.

Lab Exercises

Lab 6-1 Identifying the Control File Configuration

1. Connect to your instance using Server Manager line mode (svrmgrl) as a user
with SYSDBA privileges.

2. Determine the names and locations of the control files for your database by
displaying the contents of the CONTROL_FILES parameter using the SHOW
PARAMETER command, as well as by querying the VSCONTROLFILE view.
Record the results in Table 6-1.

Table 6-1
Control File Configuration

File Number Location

A NN
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Tip

3. Do you have one or more control files?

4. How many control files should you have, as a minimum?

5. For each additional control file you think you should create, add the name and

location to Table 6-1. You will need this for Lab 6-2.

Lab 6-2 Multiplexing the Control File

1.

Using Server Manager line mode (svrmgrl), connect to your instance as a user
with SYSDBA privileges.

. Shutdown the instance using the SHUTDOWN IMMEDIATE command. Note

that on most systems, this command will take a little while to shutdown the
instance, so be patient.

3. Exit Server Manager.

4. Copy your existing control file to the new name and location you specified in

Lab 6-1.

. By using Windows NT Explorer, for NT systems, verify that the Administrators

local group and the SYSTEM system group have full control permissions to
each copy of the control file you created; if not, assign the appropriate per-
missions. For UNIX systems, use the 1s -1 command to verify that the UNIX
group that owns the Oracle software has read and write permissions on the
new control file copies; if not, use chmod 660 and chgrp, or other UNIX com-
mands to change the permissions on the file so that Oracle can read and write
the file.

. Locate your Oracle initialization file, such as INITORCL.ORA, and, using

Notepad or vi, or any text editor, modify the CONTROL_FILES parameter to
include the new control files. Make sure to place parentheses around the list
on control files and separate each individual control file entry by a command
(,). If the paths to your control files include spaces, make sure to fully enclose
the entire control filename in double quotes (*).

. Using Server Manager line mode, re-start your instance using the STARTUP

command ensuring you specify the appropriate Oracle initialization file using
the PFILE parameter of the STARTUP command.

. Did the instance start properly? If so, CONGRATULATIONS. You have multi-

plexed your control files.

. If the instance did not start properly, verify the file permissions, or, a more

common error, verify the filenames in the Oracle initialization file. The most
common reason for the instance not starting is typing mistakes when modify-
ing the INIT.ORA file.

If your instance did not start, shut it down before re-starting as the INIT.ORA file is
only read on instance startup. Further, you will not be able to proceed past the
NOMOUNT state without a valid control file parameter in the INIT.ORA file.
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Lab 6-3 Verifying the Control File Configuration

1. Connect to your instance using Server Manager line mode (svrmgrl) as a user
with SYSDBA privileges.

2. Determine the names and locations of the control files for your database by
displaying the contents of the CONTROL_FILES parameter using the SHOW
PARAMETER command, as well as by querying the VSCONTROLFILE view.
Record the results in Table 6-2.

Table 6-2
Control File Configuration
File Number Location
1
2
3
4

3. Do you have more than one control file?
4. Did you successfully multiplex your control files?

5. Exit Server Manager line mode.

Answers to Chapter Questions

Chapter Pre-Test

1. The control file contains the database name, identifier, creation date, archiving
status, datafile location, last update and status information, redo log file loca-
tion, last update, SCN, and status information, tablespace names, log history,
current log switch number, archiving history, last checkpoint, and backup
information.

2. You should have at least two copies of the control file— preferably on separate
physical disks. This protects against the loss of one of the control files due to
disk failure and enables you to recover up to the point of failure, if necessary.

3. Control file information is updated whenever a checkpoint or log switch
occurs. Control files are also updated whenever the database instance is shut
down and started up.
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. The views that get their information from the control file include V$DATABASE,

V$DATAFILE, V$LOG, V$LOGFILE, V$TABLESPACE, V$TEMPFILE, VSLOGHIST,
V$ARCHIVE, V$BACKUP, and V$ARCHIVED_LOG.

. Control files can grow dynamically because they also contain information about

the last series of backups. This information is updated when Recovery Manager
is used to perform backups and is maintained for a period of seven days by
default. The retention time for backup information can be specified in days by
modifying the Oracle initialization parameter CONTROL_FILE_RECORD_
KEEP_TIME.

. Multiplexing a control file requires you to make more than one copy of the

control file. This can be done at database creation by specifying more than
one file with the CONTROL_FILES parameter in the Oracle initialization file, or
by copying an existing control file to a new location when the instance is shut
down and then modifying the CONTROL_FILES parameter to include the new

copy.

Assessment Questions

1.

4.

D. The Oracle initialization file is read to find out the value of the
CONTROL_FILES parameter in order to open the control files during instance
startup.

. C. Cluster information is stored in the data dictionary and not in the control

file.

. E. The best way to protect the control file is to make sure a working copy

exists on each physical disk on the system. In this way, should one disk disap-
pear, the other copies of the control file can be used to keep the database run-
ning. Backing up the control file, either to trace or making a binary copy, is
also recommended but is not the best way to protect the control file—which
is what the question asked.

A. To determine how many datafile entries are still available in the control
file, you need to look at the records in the control file. For this reason, a query
of the VSCONTROLFILE_RECORD_SECTION view is required.

. B. CONTROL_FILE_RECORD_KEEP_TIME specifies the number of days backup

entries will be kept in the control file.

Scenarios

1.

In order to determine which control files exist, look at the CONTROL_FILES
parameter of each of the parameter file printouts you were provided. Each
database should have at least two copies of the control file on separate physi-
cal disks to ensure complete recovery in the case of failure. If this was not the
case, you would recommend that each instance be shut down, a copy of the
existing control file be made on another disk, the Oracle initialization file mod-
ified, and then the instance restarted. This would multiplex the control file
and help protect against failure and potential data loss.
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2. The most likely cause of the failure — assuming there is sufficient disk space

and the paths are correct —is that you have reached the maximum datafiles
that are available to the database. This is because the number of datafile
records available is at its maximum and needs to be resized. When the control
file was initially created, the value of the MAXDATAFILES parameter was set
too low and now needs to be readjusted to suit the new requirements. To do
this, you need to re-create the control file.

Re-creating the control file is not required for the Oracle8i Architecture and
Administration exam.

. The possible reasons that you are not able to start your instance include

insufficient permissions or an incorrect filename for the CONTROL_FILES
parameter in the Oracle initialization file. To correct the first, make sure you
assign read and write permissions, as a minimum, to either the group that
owns the Oracle software (on UNIX systems) or the Windows NT/2000
Administrators local group and SYSTEM system group on Windows NT/2000
platforms. To correct the second problem, make sure you verify the path and
filename of the control files on disk are the same as in the INIT.ORA file. For
UNIX systems, also remember that case is important. The most common rea-
son for this problem is the incorrect spelling of the filename in the INIT.ORA
file.
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CHAPTER PRE-TEST

1. What information is kept in the online redo log files?

. What is the relationship between redo log groups and redo log
members?

. When are redo log files written to and by which process?

4. How does running your database in ARCHIVELOG mode protect your

database from data loss?

. How do you multiplex online redo log files?

6. What are the three Oracle database initialization parameters that

control checkpoints?

. Does the size of the redo log files affect the frequency of checkpoints?

8. What are three dynamic performance views that contain information

10

about redo log files?
. How can you tell if your database is in ARCHIVELOG mode or not?
. What can the LOGMINER utility be used for?

+ Answers to these questions can be found at the end of the chapter. +
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This chapter covers one of the more important areas of an Oracle database, the
online redo log files. To appreciate the importance of the files and the need
for their proper configuration, you first need to understand how they are used by
Oracle. This is the first topic covered, followed by the relationship and function of
log groups and members. You will then find out what information Oracle stores in
the online redo log files as well as which processes are responsible for putting it
there. This is followed by an explanation of the importance of checkpoints and log
switches, as well as which factors influence their frequency. Next, you will learn
about a critical topic —to archive or not to archive? This section covers the pluses
and minuses of both options as well as the situations where one option is preferred
over the other. Obtaining information about log files and maintenance operations is
followed by the final section on LogMiner. The LogMiner utility provides for the
extraction of both statistical and recovery information from the redo log and
archive log files.

The online redo log files are required elements of all Oracle databases. Tuned cor-
rectly, major performance issues associated with large volume transaction process-
ing databases and batch processing databases can be minimized. Tuned
incorrectly, and the database users will be singing the blues. The files are key ele-
ments of both instance recovery and database recovery. Data loss can result if the
files are missing or become corrupted. The DBA can, however, prevent this through
proper configuration. The files need to be protected from loss and sized to satisfy
the performance requirements of users.

Overview of the Online Redo Log Files
Explain the uses of the online redo log files.

Oracle uses the online redo log files primarily for recovery. Instance and database
failures are recovered using the log files. The online redo log files are operating
system (OS) files stored on disk. The files record all the change information made
against the database (DML, DDL, and DCL commands) when a commit is issued.
There are a few exceptions to this, such as transactions using the NOLOGGING or
unrecoverable option, direct load inserts, and insert appends.

All changes made in an Oracle database are initially made in the database buffer
cache. Oracle changes the data in the cache and also records the rollback block
and data block changes in the redo log buffer. This gives Oracle the ability to rebuild
the before and after image of the data blocks if required. Changes made in memory
complete much quicker than making the same changes on disk. The problem with
making changes in memory is that the changes are not protected from failure. If the
instance crashes, those changes made only in memory will be lost. Oracle safeguards
against this situation by writing committed changes to the online redo log files. It is
the Logwriter’s (LGWR) responsibility to perform this action. Upon successfully
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writing all the transaction information to the current online redo log file, the LGWR
process notifies the user that the commit has completed. If a failure happens, no
committed transactions will be lost because Oracle can reapply all the transactions
from the current log file to the appropriate data file. The number of changes that
need to be applied from the online redo log files depends on when Oracle last per-
formed a database synchronization. This event is called a checkpoint.

Checkpoints are responsible for taking all the dirty or changed buffers in the
database buffer cache and writing them to disk. Checkpoints also update all data
files and control files with the checkpoint information. Oracle uses this information
to ensure that all data files and control files were last updated at the same time.
This is important information for recovery.

For example, if the last database checkpoint occurred at 9:00 a.m. and a database
failure occurs at 9:20 a.m., when the DBA restarts the database, Oracle scans the
current online redo log for any transactions made since the last checkpoint. If trans-
actions occurred between 9:00 a.m. and 9:20 a.m., then Oracle automatically starts
instance recovery. All committed transactions between those two times are rebuilt
before the database is made available for use. The more transactions that occurred
between the checkpoints, the longer it is going to take Oracle to rebuild the
database and make it available for use.

One of the main functions of a DBA is controlling the frequency with which check-
points occur. More frequent checkpoints mean less work to be done during
instance recovery. The downside to more frequent checkpoints is potentially poor
database performance. Checkpoints can be very resource intensive, effectively
slowing down the database, therefore, you need to find a balance between recovery
time and acceptable database performance. Checkpoint frequency is determined
either by the size of the online redo log files or one of three database initialization
parameters.

Now that you know the basics of online redo log files and checkpoints, you may find
yourself asking the same questions that many others have asked before you: “Why
does Oracle just not write changes made in the database buffer cache to the data
files? Would this not eliminate the need for online redo log files and checkpoints?”
These questions are answered by understanding another role of online redo log
files, archiving.

The online redo log files are used in a circular fashion as seen in Figure 7-1. This
means that after one online redo log file becomes full, LGWR starts writing the
change information to the next redo log file. When this file fills, it starts writing to
the next one. This process continues until the last file becomes full. When this file is
filled, Oracle starts writing to the first file again — overwriting this file and destroy-
ing all the transaction information it contained. Now what happens if a disk fails?
The system administrator would repair or replace the disk and restore the informa-
tion contained on that disk from a backup. Assuming that there were Oracle data
files on this disk, those files would not be synchronized with the rest of the data
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files. Oracle would report an error. The only way to recover those files, and make
them current with the rest of the database, would be to apply all the changes stored
in the online redo log files. However, if the online redo log files have been overwrit-
ten, Oracle no longer has the ability to perform this type of recovery. This would
result in data loss and unhappy users who would be forced to re-enter information
into the database —every DBA’s worst fear.

To prevent this, Oracle has the ability to run the database in something called
ARCHIVELOG mode. When the online redo log files fill, Oracle takes a copy of the
file in something called an archive log file. These files are stored on disk or tape and
can be used to recover from the scenario just described. No data is lost and no
users are unhappy. Without redo log files and archive log files, Oracle would have
no recovery capabilities, and this is a key element for all good databases.

Planning Redo Log Files
Plan online redo log files

Redo log file structure

As previously mentioned, the online redo log files are just operating system files.
The format of the files depends upon the OS that Oracle is running on, however, the
content will always be the same. The files store all the changes made by DML, DDL,
and DCL statements performed. As you can imagine, the files are of tremendous
importance. If the files are lost or corrupted, the end result may be the loss of data,
so the DBA must protect against this by storing multiple copies of the files. This is
referred to as multiplexing.

Redo log groups

Redo log files are part of redo log groups. The redo log groups are just logical entities.
There is no physical component. The physical component of a group is the redo log
file, or member. A group with more than one member is said to be multiplexed. The
LGWR process will perform simultaneous writes to all redo log files that belong to
the current group. Each group is assigned a unique log sequence number when it
becomes the current group, the result of a log switch.

r Cross- Log switches are covered in more detail in the section called “Log switches.”
Reference

The log sequence number is recorded in every data file and control file and is used
by Oracle to determine database synchronization. If a data file contains a log
sequence number that is older than the current log sequence number, then Oracle
knows that the file is old and in need of recovery.
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The optimal number of groups per database depends upon a number of critical
factors, such as the speed of the system and the volume and nature of transactions
being performed. It also depends upon the backup strategy you decide to implement.
If you choose hot database backups, more redo log groups are typically required as
more redo information is generated during these types of backups.

In certain situations, two log groups are all that is required. For high volume online
transaction processing (OLTP) databases, more are needed. A group must always
be available for LGWR; otherwise, it waits until the file becomes available. Waiting
for the LGWR process causes poor database performance and generally unhappy
customers since they cannot make any changes to the database during this time in
this situation. If LGWR needs to wait for a group to become available — typically
from incomplete checkpoints —it records a message in the ALERT file and gener-
ates an LGWR trace file. If the ALERT file has LGWR wait messages then more
groups are required.

Groups are made up of members and while the same number of members is not
required for every group, there is little benefit to not having that configuration. The
only time the number of members between groups should differ is during mainte-
nance operations.

Determining the optimal size of files in the redo log group is one of the most impor-
tant factors for any transactional database. The minimum size is 50KB; the maxi-
mum is OS dependent. The size plays a key role in determining the frequency and
the duration checkpoints. The size must be large enough to allow Oracle enough
time for checkpoints to complete. If the files are too small and checkpoints too fre-
quent, the database will begin to experience poor performance, as LGWR waits for
checkpoints to complete. When LGWR is waiting, transactions are not processing.

@ Checkpoints are covered in more detail in the section called “Checkpoints.”
eference

An important thing to remember about redo log groups is that Oracle requires a
minimum of two. If two are not available, the database cannot start. If the database
is up and running and a group becomes unavailable, leaving only one, then the
database closes.

Redo log members

The redo log files are called log members. These are the physical files that exist on
disk. The size of files is determined when the file is created. The size of the files is
always inherited from the group. The size of all redo log files should be the same for
all groups in the database. This promotes consistency in checkpoints. All members
in a group will contain identical information. Only one member is required per
group, but multiple members averts the problem of creating a single point of failure
for the database. This is referred to as multiplexing.
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Members from the same group should be on separate physical disks. This protects
the database from a single point of failure for the group —the disk—and also helps
reduce contention for writes by the LGWR. It is recommended that log files be
placed on the fastest physical device on the system. LGWR is a busy process and
the longer it waits to perform a write, the slower the database becomes. While this
is true, it is uncommon to have different speed drives on the same system, there-
fore, what is more important is placing the files on inactive drives, drives with little
or no activity except for the log files. With this configuration, LGWR does not com-
pete with other system IO requests. Members should also be stored on separate
physical drives from the drives storing archive redo log files when running the
database in ARCHVELOG mode. This helps avoid contention between the LGWR
and ARCHIVER (ARCn) processes. Members should be placed on disks separate
from data files. This eliminates contention between the LGWR and DATABASE
WRITER (DBWn) process. This will also help prevent the loss of both data files and
log files in the event of a disk failure.

Figure 7-1 illustrates the circular fashion by which online redo log groups are used,
as well as an example of multiplexing online redo log members. Note that each
group has two members (multiplexed), all groups are the same size, and members
from the same group are on different physical disks.

3

i

l

Group 1 Group 2 Group 3 Group 4
Member 1a Member 2a Member 3a Member 4a .
Drive C
Member 1b Member 2b Member 3b Member 4b

Figure 7-1: Online redo log groups and members configuration

Creation of initial redo log groups and members

The initial redo log groups and their members are created when the database is cre-
ated. This is a requirement. The location of the files (members) and the numbers
assigned to the groups is part of the CREATE DATABASE syntax. You should note
that it is possible to create multiple members per group at database creation time.
This is highly recommended.
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The maximum number of redo log group members is also determined at database
creation time. The value specified for MAXLOGFILES determines the maximum num-
ber of groups the database can have and MAXLOGMEMBERS is the maximum num-
ber of members per group. The maximum value for both is OS dependent. Here is
an example of the CREATE DATABASE syntax.

CREATE DATABASE orcl
LOGFILE GROUP 1 ('C:\Oracle\oradata\orc
"E:\Oracle\oradata\orc
GROUP 2 ('C:\Oracle\oradatalorc
"E:\Oracle\oradata\orc
GROUP 3 ('C:\Oracle\oradatalorc
"E:\Oracle\oradata\orc
GROUP 4 ('C:\Oracle\oradatalorc
"E:\Oracle\oradata\orc

\redoOla
\redo0lb
\redo02a.log"',

N
.log") SIZE 1024K,
1
\redo02b.log") SIZE 1024K,
1
1
1
1

09",
0

\redo03a.log",
\redo03b.Tog") SIZE 1024K,
\redo04a.log"',
\redo04b.log") SIZE 1024K

MAXLOGFILES 32

MAXLOGMEMBERS 4

MAXLOGHISTORY 1

DATAFILE 'C:\Oracle\oradatalorcl\system0l.dbf"' SIZE 58M
REUSE AUTOEXTEND ON NEXT 640K

MAXDATAFILES 254

MAXINSTANCES 1

CHARACTER SET WEBIS08859P1

NATIONAL CHARACTER SET WE8IS08859P1;

This database would be initially created with four redo log groups and have two
members per group. As you can see, the size of the files is only specified once, at
the group level. All files belonging to this group will be the same size.

Tip When creating the initial log groups, make sure that you create a minimum of

~,  three. Oracle requires you to have at least two groups so if you are doing any
N maintenance in the future — such as relocating groups or fixing corrupted groups —
and you only have two groups, you must always add a new group to get your
database to three and then drop the problem group. If you try to drop the problem
group first, the statement will fail because the action would leave Oracle with only
one group.

&

Also in this example, the value for MAXLOGFILES is 32 meaning that this database
could have an additional 28 groups on top of the four already created. The value for
MAXLOGMEMBERS is 4 meaning that each group could have up to four members.
The minimum number is one and in our case we have started with two members
per group. This means that we could add an additional two members to each of our
groups.

Tip The only downside to specifying higher values for MAXLOGFILES and MAXLOG-
MEMBERS s that it will make your control files bigger. When using the Oracle
Database Configuration Assistant to create your databases the default value for
MAXLOGMEMBERS is 2. The problem with having a maximum of two members
per group comes up when you are performing maintenance operations later on. If
you want to relocate members to different disks, you must drop members first

>

N
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before you can add it. This leaves your database with a single point of failure. By
setting it to a higher number, you can add the new members to the different drives
and then drop the old members. This is a much safer option.

Multiplexing redo log files

If you want to avoid creating a single point of failure in your database, it is recom-
mended that you multiplex your redo log files. Multiplexing online redo log files
implies that you have more than one log member per group. Oracle requires a mini-
mum of one valid log member per group for LGWR. Figure 7-1 is an example of mul-
tiplexed redo log files. Each group has two members, a and b. When LGWR is
writing to group 1, it will write simultaneously to member 1a and member 1b. Both
files will contain the same information. If either member becomes unavailable, the
LGWR process writes an error to the ALERT file and generates a trace file with the
details as to which file is no longer accessible. The status column of the V$LOGFILE
view will also indicate the invalid group. The important thing to note is that the
database will continue processing. This is unlike control files. With control files, if
any file becomes unavailable, the database stops processing and the DBA must
resolve the problem before the database is operational. When the redo log files are
multiplexed, the DBA can resolve the problem without interrupting the database.

Problems start when there are no log files in the current group available for LGWR.
When this happens, Oracle will stop processing and the DBA will be forced to rec-
tify the problem before the database becomes operational. If there were transac-
tions in the online redo log files that had not been written to the data files before
the database shutdown, those transactions would be lost. You can avoid this situa-
tion through multiplexing. The only time that the multiplexed online redo log files
can be the cause of data loss is when all the members for a given group become
unavailable. This most often occurs when all the members for a given group reside
on the same physical disk and that disk fails. In Figure 7-1, you can see that all “a”
members are on disk C and all the “b” members are on disk D. If disk D fails, Oracle
can still use the members on disk C. If members 1a and 1b were on disk D and it
failed, all members become unavailable and data loss may result. The other situa-
tion where this occurs is when a member of a multiplexed group becomes unavail-
able and the problem is not immediately fixed. If the group has two members and
one fails, the group is left with one member. This is now a single point of failure. If
that member fails, leaving no valid members for the group, data loss may result.

Online redo log files should always be multiplexed and members for a given group
should always reside on separate physical disks.

Using Online Redo Log Files

Control log switches and checkpoints
B
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Log writer

At any given time, one redo log group is the current group. The LGWR process is
responsible for writing to members of the current redo log group. The LGWR pro-
cess performs a write when one of the following criteria is met:

4+ A transaction commits

4 The redo log buffer becomes one-third full

4+ More than one megabyte of changed records exists in the redo log buffer
4+ A timeout occurs (every three seconds)

4+ At every checkpoint

LGWR writes to the redo log groups in a circular fashion. It continues writing to the
current group until it becomes filled. When it fills, a log switch occurs and LGWR
will start writing the next group. This will continue until the last group fills at which
point LGWR will start writing to the first group again. Overwriting those redo log
files.

Log switches

A log switch is the event during which LGWR stops writing to the current redo log
group and starts writing to another. In Figure 7-1, the arrows between Group 1 and
2,2 and 3, 3 and 4, and 4 back to 1 illustrate log switches. At every log switch,
Oracle will assign a unique log sequence number to the new group. This log
sequence is assigned to a member in the log group to identify them and also in the
control file and the header of all data files. The log sequence number is used by
Oracle during recovery. If the log sequence number in the header of a data file is
not the same as the control file, recovery is required.

The frequency of automatic log switches depends on three factors, the size of the
online redo log group, the volume of transactions, and the type of transactions
being performed. LGWR writes out all the information contained in the redo log
buffer, for a given transaction, when a commit occurs. Inserts and deletes are typi-
cally larger than updates. This is because the redo log buffer stores the before and
after image of a transaction. For inserts, the before image is simply a rowid while
the after image is the entire row. The inverse is true for deletes. The before image is
the entire row while the after image is a rowid. For updates, Oracle only needs to
store the rowid, the column or columns that are changing, and the before and after
data values.

Controlling the frequency of automatic log switches is one of the DBA’'s most impor-
tant tasks. This is because at every log switch, a checkpoint occurs. Checkpoints are
resource intensive events, generally resulting in minor pauses in database activity
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while the checkpoint completes. The smaller the online redo log files relative to the
transaction volume and the nature of the transactions, the more frequent are the
log switches and checkpoints.

Checkpoints

Checkpoints are database synchronization events. At every checkpoint, all dirty
buffers in the database buffer cache are written to the data files by DBWn. The
CKPT background process updates the header of all data files and the control files
to reflect the completion of the checkpoint. All files are now synchronized. If an
instance failure occurs, Oracle only needs to recover the transactions that have
occurred since the last checkpoint. Checkpoints occur for all data files or for indi-
vidual files. Checkpoints on individual files occur only when data files are taken
offline.

The DBWn process is always writing out dirty buffers from the database buffer
cache, therefore, the number of dirty buffers that need to written out during a check-
point depends on how active the DBWn process has been since the last checkpoint.
Many of the dirty buffers will have already been written out prior to the checkpoint
event being triggered. The response delay for a checkpoint is typically one to two
seconds but depends on the number of blocks that need to be written out. If the
response delay is larger than two seconds it is usually an indication that check-
points are not happening frequently enough.

Checkpoints can be forced manually by the ALTER SYSTEM CHECKPOINT command
or automatically when one of the following events occurs:

4+ At every log switch

4+ When the instance is shutdown using the normal, immediate, or transactional
options

If a SHUTDOWN ABORT is required, you should always attempt to perform a man-

_», ual checkpoint using the ALTER SYSTEM CHECKPOINT command. If this succeeds,

4 then instance recovery will not be required when the database is restarted.

4+ When forced by one of the following database initialization parameters:
LOG_CHECKPOINT_INTERVAL, LOG_CHECKPOINT_TIMEOUT or
FAST_START_IO_TARGET. (These parameters are covered in the section
“Controlling Log Switches and Checkpoints.”)

Controlling log switches and checkpoints

An often-confusing Oracle subject is that of log switches and checkpoints. The next
two sections address those two points.
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Controlling log switches

Log switches occur automatically when the current redo log group fills or manually
when the ALTER SYSTEM SWITCH LOG FILE command is executed. The ALTER
SYSTEM system privilege is required to perform this command. As a result, unless
log switches are forced manually, the frequency depends on the size of the redo log
files and the frequency and nature of transactions as I previously mentioned. The
recommended size for redo log files varies from 512KB to 100MB depending upon
the database. The log switch event is always recorded in the ALERT file so the DBA
can examine the alert file to determine if the switches are happening too frequently.
Since it is usually difficult to alter the volume and nature of transactions, the only
recourse for DBAs to alter the frequency of log switches is to alter the size of the
online redo log files. This will be covered in the section “Maintaining Redo Log Files.”

Controlling checkpoints

In order to control checkpoints, you must first determine what is causing the check-
point event. Most DBAs prefer to have automatic checkpoints occurring at log
switches. Since DBAs are guaranteed that a checkpoint will occur at every log
switch, this makes checkpoints easier to control. To increase the frequency of
checkpoints, you decrease the size of the online redo log files. To decrease the fre-
quency of checkpoints, you increase the size of the online redo log files.

All online redo log files should be the same size. This promotes consistency in log

_», switches. If files in one group are bigger than files in another group and transac-

4 tion volume is consistent, inconsistent checkpoint frequency will occur. If all online
redo log files are the same size and transaction volume is consistent, the DBA can
expect consistent checkpoints and database performance.

Checkpoints can also occur if triggered by one of the following database initializa-
tion parameters:

LOG_CHECKPOINT_INTERVAL If the target checkpoint position in the cur-
rent online redo log group trails the current position being written to by the
LGWR process by more blocks than specified by LOG_CHECKPOINT_INTER-
VAL, then a checkpoint event is triggered. The LOG_CHECKPOINT_INTERVAL
is specified in OS blocks and not Oracle database blocks. The default value for
LOG_CHECKPOINT_INTERVAL is OS dependent.

Setting this parameter to a value larger than the number of OS blocks occupied by

_»_ the online redo log files ensures that the checkpoint event will never be triggered

LS

as a result of this parameter, since checkpoints are always forced at log switches.

LOG_CHECKPOINT_TIMEOUT If the target checkpoint position in the
current online redo log group trails the current position being written to by
the LGWR process by more seconds than specified by LOG_CHECKPOINT_
TIMEOUT, then a checkpoint event is triggered. The parameter is specified
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in seconds. The default value is 1800 seconds. This means that no more than
1800 seconds or 30 minutes can elapse between checkpoints. The counter is
reset to zero at every checkpoint. Many DBAs will leave the default value to
ensure that, at a minimum, no more than 30 minutes can elapse without a
checkpoint. If checkpoints are typically occurring every 20 minutes, then this
parameter will only cause checkpoints during periods of reduced activity.

Setting the LOG_CHECKPOINT_TIMEOUT parameter to zero turns off the parameter.

LS

FAST_START_IO_TARGET Setting this value to 10,000 ensures that there can
be no more than 10,000 dirty buffers in the database buffer cache. More accu-
rately, it ensures that if an instance failure occurs, no more than 10,000 blocks
would need to be read during recovery. The parameter is intended to ensure
bounded recovery time. If set, DBAs can now estimate how long instance
recovery will take by determining how long it takes to perform the 10,000 IOS.
It ensures that the target checkpoint position in the current online redo log
group trails the current position being written to by the LGWR process by
more data blocks than specified by FAST_START_IO_TARGET. When this
parameter is being used, checkpoint frequency will vary, depending on the
number of different blocks being modified in the database. The default value
for the parameter is the number of database buffers specified by the parame-
ter DB_BLOCK_BUFFERS. The valid range of values is 1000 to the number of
DB_BLOCK_BUFFERS.

Setting the FAST_START_IO_TARGET parameter to zero turns off the parameter.

/%
%,

s

Determining which, if any, of the parameters is affecting the frequency of check-
points can be determined by querying the VSINSTANCE_RECOVERY view. There are
seven columns in the view and, for readability, the names have been abbreviated.

SQL> col recovery_estimated_ios head rec_est_io

SQL> col actual_redo_blks head act_red_blks

SQL> col target_redo_blks head target_blks

SQL> col log_file_size_redo_blks head log_size

SQL> col Tog_chkpt_timeout_redo_blks head timeout

SQL> col log_chkpt_interval_redo_blks head interval
SQL> col fast_start_io_target_redo_blks head fast_st_io
SQL>

SQL> select * from v$instance_recovery;

rec_est_io act_red_blks target_blks log_size timeout interval fast_st_io

120 1764 1843 1844 5838 10000 5883
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The columns have the following meaning:

4+ rec_est_io is the estimated number of IO operations required for instance
recovery.

4+ act_red_blks marks the position of the last write by the LGWR process in
blocks.

4 target_blks represents the position in the redo log file where the next check-
point will occur in blocks. When the act_red_blks reaches this value, a check-
point will be triggered. It is important to note that this value will change
dynamically as it is determined, based upon the values of the three initializa-
tion parameters (LOG_CHECKPOINT_INTERVAL, LOG_CHECKPOINT_TIMEOUT,
and FAST_START_IO_TARGET) and the size of the current online redo log file.
The parameter LOG_CHECKPOINT_TIMEOUT will force the value to change
and more time passes without a checkpoint than is the nature of the parame-
ter. The FAST_START_IO_TARGET parameter will force the value to change as
more blocks are modified in the database buffer cache.

4+ log_size represents the size of the current online redo log file in blocks.

4 timeout represents the value of the LOG_CHECKPOINT_TIMEOUT parameter
in blocks.

4 interval represents the value of the LOG_CHECKPOINT_INTERVAL parameter
in blocks.

4 fast_st_io represents the value of the FAST_START_IO_TARGET parameter in
blocks.

You can see that the size of the online redo log files, represented by the log_size
column, is having the greatest influence on the frequency of checkpoints.

Now, if we were to change the value for LOG_CHECKPOINT_TIMEOUT to a low
value, like ten seconds, we would expect this to have the greatest influence on the
frequency of checkpoints.

SQL> alter system set log_checkpoint_timeout=10;

System altered.

SQL> select * from v$instance_recovery;

rec_est_io act_red_blks target_blks log_size timeout interval fast_st_io

3 2 2 1844 2 10000 5614

After reducing the value of LOG_CHECKPOINT_INTERVAL to ten seconds, you can
now see that the timeout column has changed to two, matching the target_blks col-
umn. The LOG_CHECKPOINT_TIMEOUT parameter is indeed having the greatest
influence on the frequency of checkpoints.
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In most situations, the easiest way to control checkpoint frequency is by adjusting
the size of the online redo log files. This generally leads to more consistent check-
points. The decision to use one of the database initialization parameters is made
when bounded recovery time is of high priority.

Archiving Redo Log Files

To archive or not to archive, that is the question. Luckily for us, it has a simple and
straightforward answer. The decision can be made by answering the following ques-
tion, “Can I afford to lose data?” or, more precisely, “Can I afford to lose any changes
made to the database?” If your answer is no, then you must run your database in
ARCHIVELOG mode. In most production environments where users are constantly
adding, updating, and deleting information, running the database in ARCHIVELOG
mode is mandatory. The last thing a DBA ever wants to do is go to the users and try
to explain why they need to reenter data. In fact, if your database is connected to
the Internet and you have Internet users adding, updating, and deleting informa-
tion, it is impossible to have them reenter data because many times you don’t know
who they are.

To fully understand the costs and benefits of running your database in
ARCHIVELOG mode or NOARCHIVELOG mode, you first need to understand what
implications the two modes have on a database.

NOARCHIVELOG mode

When your database is running in NOARCHIVELOG mode, Oracle will perform a
checkpoint at log switches. Eventually, after the last log group has filled and a
checkpoint occurs, LGWR will start writing to the first online redo log group again,
overwriting the information contained in the files. The online redo log files are not
being backed up, just overwritten.

Since the DBWn is writing out all the dirty buffers in the database buffer cache dur-
ing checkpoints, your data files are being updated. The information in the online
redo log files is no longer required for instance recovery. It is important to note that
Oracle will not let LGWR start overwriting the information in a log file until the
checkpoint triggered when the log file was switched has completed. You have no
risk of losing any data under this scenario except if you were to lose a data file. If
you were to lose a data file, you will have lost the ability to recover that data file
because the information contained in the online redo log files to recover it has been
overwritten. Figure 7-2 gives an example of this scenario.
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Figure 7-2: Running a database in NOARCHIVELOG mode

In this example, a backup was taken at Time T1. All the backed up data files would
contain the current log sequence number in the header. Over time, you can see that
log switches are taking place and eventually the online redo log file that contained
the transactions for log sequence number 1001 will be overwritten. At Time T2
there is a failure. The disk that data file 3 resides on fails. The current log sequence

number for the database is 1050.

After the disk is repaired or replaced, data file 3 must be restored from the backup
taken at Time T1. The problem is that all the online redo log files required to get
data file 3 up to the time T2 have long since been overwritten. Oracle cannot
recover the data file. Since Oracle will not allow for data files to be unsynchronized
with the rest of the database, all the data files taken in the backup at Time T1 will
need to be restored and all the transactions from log sequence number 1001 to log

sequence number 1050 will be lost.
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It is for this reason that most production databases cannot afford to run in
NOARCHIVELOG mode. The only situation in which NOARCHIVELOG mode is
acceptable is when the data is static, such as a data warehouse or in test environ-
ments where the loss of data is acceptable.

ARCHIVELOG mode

The main difference between ARCHIVELOG and NOARCHIVELOG mode is that in
ARCHIVELOG mode, when a log switch occurs, not only does Oracle perform a
checkpoint, it takes a copy of current online redo log files. In ARCHIVELOG mode a
copy of the redo log file must be taken before the online redo log file is overwritten.

The backed up online redo log files are called archive redo log files. The archive is
done either manually or automatically. When done manually, the DBA must issue
either the ALTER SYSTEM ARCHIVE LOG CURRENT or ALTER SYSTEM ARCHIVE
LOG ALL commands for the file to be archived. If the archive does not happen, then
Oracle will not allow the online redo log file to be overwritten. If the log switch
switches to a group that has not been archived, the database will stop processing
until the archive completes. The phone will start ringing off the hook as users dis-
cover they are no longer able to process transactions.

Automatic archiving is generally much more appealing for DBAs. With automatic
archiving, there is a process that is responsible for performing the archive. When a
log switch occurs, the ARCn process will automatically write the redo log file to the
destination specified by the database initialization parameter LOG_ARCHIVE_DEST.
To enable automatic archiving, the database initialization parameter
LOG_ARCHIVE_START must be set to true.

The benefit of running the database in ARCHIVELOG mode is that when a failure
happens and a data file is lost, Oracle can use the archive log files to rebuild a
backed-up data file to the time the failure occurred. There is zero data loss. Figure
7-3 is an example of a database running in ARCHIVELOG mode.

With the database running in ARCHIVELOG mode, as the log switches occur, the
online redo log files will be archived, preserving a copy of the file and all the trans-
actions contained within.

In the example shown in Figure 7-3, a backup was taken at Time T1. All the backed-
up data files would contain the current log sequence number in the header. Over
time, you can see that log switches are taking place and eventually the online redo
log file that contained the transactions for log sequence number 1001 will be over-
written. At Time T2 there is a failure. The disk that data file 3 resides on fails. The
current log sequence number for the database is 1050.
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Figure 7-3: Running a database in ARCHIVELOG mode
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After the disk is repaired or replaced, data file 3 must be restored from the backup
taken at Time T1. The DBA will issue the appropriate database recovery command
and Oracle will rebuild data file 3 to the time of the failure Time T2. There will be

zero data loss.

It is for this reason that most production databases run in ARCHIVELOG mode. Data
loss is usually not acceptable. However, running in ARCHIVELOG mode offers other
benefits as well, such as hot or online database backups and point in time recovery.
Running in ARCHIVELOG mode is not without costs. The system will require space
to store the archive log files and the DBA must ensure that that space does not
become full. You must remember that if the online redo log file is not archived, it
cannot be overwritten when its turn comes up after a log switch. If it has not been
archived, Oracle will stop processing until it is. This will cease operations on the
database and users are generally not happy when they cannot proceed with their
work.
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Exam Tip The exam does not contain questions pertaining to getting the database in
ARCHIVELOG mode, just questions about the differences between ARCHIVELOG
mode and NOARCHIVELOG mode as well as questions about automatic and
manual archiving.

Maintaining Redo Log Files

Obtain log and archive information
[

Obtaining information about redo log files
and archiving

Oracle provides several dynamic performance views and special commands to
obtain information about online redo log files, as well archiving.

VSTHREAD

To view the number of online redo log groups, the current online redo log group,
and the log sequence number of the current group, run the following query:

SELECT groups, current_group#,sequenceft
FROM V$THREAD

The GROUPS column in the output represents the total number of online redo log
groups, the CURRENT_GROUP# represents the current online redo log group and
the SEQUENCE# represents the log sequence number assigned to the current group.

GROUPS CURRENT_GROUP# SEQUENCE#

This database has three online redo log groups and the current online redo log
group is 1 and the assigned log sequence number is 193. When a log switch occurs,
the CURRENT_GROUP# and SEQUENCE# will change. After issuing the ALTER
SYSTEM SWITCH LOGFILE command and rerunning the query, the output looks like
this:

ALTER SYSTEM SWITCH LOGFILE
GROUPS CURRENT_GROUP# SEQUENCE#
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VSLOG

The V$LOG view contains information about individual online redo log groups. To
obtain information about the log groups, run the following query:

SELECT group#,sequencef,bytes,members,archived,status

FROM V$LOG
GROUP#  SEQUENCE# BYTES MEMBERS ARC STATUS
1 193 1048576 1 YES INACTIVE
2 194 1048576 1 NO CURRENT
3 192 1048576 1 YES INACTIVE

GROUP# represents the assigned group number, SEQUENCE# is the assigned log
sequence number from the last log switch, BYTES is the size of the group in bytes,
MEMBERS is the number of online redo log members assigned to the group,
ARCHIVED indicates if the online log group has been archived, and STATUS repre-
sents the status of the group. The following values for the STATUS column are the
most common:

4+ UNUSED indicates the online redo log group has never been written to. After
online redo log groups have been added, this is the initial status. The status
changes once the group is switched to during a log switch.

4 CURRENT indicates that the group is the current online redo log group that
LGWR is writing to.

4+ ACTIVE indicates that the online redo log group is active or has been used
and it is not the current group, however, it is needed for recovery. Generally
when logs have this status, they are waiting for a checkpoint or archiving to
complete.

4+ CLEARING indicates that the log is being cleared as a result of the ALTER
DATABASE CLEAR LOGFILE command. This is a maintenance command cov-
ered in the section on Maintaining Redo Log Files. Once the file has been
cleared, the status changes to UNUSED.

4 INACTIVE indicates the online redo log group is no longer required for
instance recovery. Checkpoints and/or archiving events have completed. This
is along with the status of CURRENT are two most common for log groups.

Caution If the status of the group is not changing from ACTIVE to INACTIVE it is usually an
indication that archiving has not succeeded. Check the ALERT file for errors. This
usually happens when the drive storing the archive redo log files becomes full.

VSLOGFILE

The V$LOGFILE view contains information about the individual online redo log files.
To obtain information about the online redo log files, run the following query:
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SELECT *
FROM V$LOGFILE

GROUP# STATUS MEMBER

1 C:\CERTDB\DISK3\REDOOL.LOG
2 C:\CERTDB\DISK3\REDOOZ.LOG
3 C:\CERTDB\DISK3\REDOO3.LOG

Where the GROUP# column indicates the group that the file belongs to. The STATUS
column indicates the current status of the online redo log file. The following values
in the status column are the most common:

4+NULL, which is the current status in the preceding example. The word NULL
will not appear. This is the most common status and indicates that there are
no problems with the files.

4+ STALE indicates that the files have not been accessed by Oracle. If you add
members to a log group, the new members added will have status of stale
until the group that the members were assigned to becomes the current
group. The confusing part about this status is that if you add a member to the
current online redo log group, the file will maintain the status of STALE until
that group becomes the current group again. No activity is required by the
DBA if the status is STALE.

4+ INVALID indicates that the file is inaccessible by Oracle. When files indicate
this status, red flags should be waving, and the DBA should immediately
resolve this problem. When the file is INVALID, LGWR stops writing to it. If the
problem is not fixed, data loss can occur from another failure.

4+ DELETED indicates that the file is no longer used.

Information about archiving is also obtained through dynamic performance views
plus a special command called ARCHIVE LOG LIST.

VSDATABASE

By querying the VSDATABASE view, you can obtain whether or not your database is
running in ARCHIVELOG or NOARCHIVELOG mode. Run the following query:

SELECT name, Tog_mode
FROM V$DATABASE

NAME LOG_MODE

CERTDB ARCHIVELOG
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The NAME column is the database name and the LOG_MODE column indicates if
the database is in ARCHIVELOG or NOARCHIVELOG mode.

VSINSTANCE

By querying the VSINSTANCE view, you can determine the status of the archiver
process. Run the following query:

SELECT archiver
FROM V$INSTANCE

ARCHIVE

STARTED

A status of STARTED means that automatic archiving has been enabled for the
database and that the ARCn process is running. If the value is STOPPED, this indi-
cates that either manual archiving or no archiving is being performed.

ARCHIVE LOG LIST

The information available for archiving taken from the V$DATABASE and the
VS$INSTANCE views is also available by running a special command, ARCHIVE LOG
LIST in Server Manager line mode.

ARCHIVE LOG LIST

Database 1log mode Archive Mode

Automatic archival Enabled

Archive destination C:\CERTDB\DISK6\archive
Oldest online log sequence 192

Next Tog sequence to archive 194

Current 1og sequence 194

Apart from the archive mode and the status of the automatic archiving, the com-
mand also returns the location for the archive log files, the log sequence number of
the oldest online redo log file, the value of the next log sequence number to be
archived, and the value of the current log sequence number —sort of a one-stop
shopping for log and archive log information.

Caution Archiving changed with release 8.0 of Oracle and then again with release 8.1. The
value of Archive destination from the ARCHIVE LOG LIST command may not be
accurate. VSARCHIVE_LOG_DEST contains the accurate information about the
location of archive log files.
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Managing Redo Log Files
Multiplex and maintain online redo log files

Performing maintenance operations to online redo log files is hopefully something
that does not happen often in a database. Maintenance is generally required as a
result of a failure or poor initial design. If log files become corrupted, lost, or the
files are not multiplexed, maintenance operations will be required. Another factor
that will force maintenance operations on log files is a change in the database work-
load. If transaction volume in the database increases, generally the result of adding
new applications or simply more users, the online redo log files will probably be
required to change as well.

Adding online redo log groups

If the current online redo log groups cannot support the transaction demand, either
because checkpoints are happening too frequently or the log groups are too small,
you need to add new groups. If your goal is to simply increase the size of the online
redo log groups, you must first add new groups and then drop the smaller groups.
Oracle does not allow modifications to the size of the online redo log files. The only
course of action is to add larger groups and then drop the smaller ones.

The following ALTER DATABASE command will add a new online redo log group:

ALTER DATABASE ADD LOGFILE
GROUP 4 'C:\CERTDB\DISK3\Tog4a.rdo' SIZE 1M

In this example, the online redo log group is being assigned the group number of 4.
If the group number assignment is omitted, Oracle will automatically assign it a
number. In this example, the one member belonging to this group will be one
megabyte in size. Groups must have a minimum of one member. You should note
that this group is not multiplexed. There is only one member. As you recall, I recom-
mend multiplexing online redo log files. If you decide to multiplex the online redo
log files, then you need to add a member to this group. Instead of a two-step opera-
tion — creating the groups and then adding additional members — groups can be
multiplexed when they are created. The following command will create GROUP 4
with 3 members. Note that multiplexing is not limited only to two files.

ALTER DATABASE ADD LOGFILE

GROUP 4 ('C:\CERTDB\DISK3\Tog4a.rdo',
"C:\CERTDB\DISK4\1o0g4b.rdo"
"C:\CERTDB\DISK5\1og4c.rdo"') SIZE 1M
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Tip

Tip

Note that in this example the size for the online redo log files is only specified once.
All files for a given group must be the same size, therefore, the size of the files can
only be specified at the GROUP level.

You should always specify the full pathname of the files. If omitted then they are
~, created in the default directory of the database server. It is unlikely that this is the

"4 same directory as where you desire the files to be created.

Adding online redo log members

Adding online redo log members is done to either multiplex an existing online redo
log group or to relocate online redo log members to different disks or directories as
part of a database reorganization. Issue the following command to add an online
redo log member to GROUP 4:

ALTER DATABASE ADD LOGFILE MEMBER
"C:\CERTDB\DISK6\Tog4d.rdo" TO GROUP 4

Note that in this example, the size of the member is not specified. The size is inher-
ited from the group it is being assigned to. You can also use the ALTER DATABASE
ADD LOGFILE MEMBER command to add members to all groups at the same time.
Issue the following command to add a member to all of the online redo log groups
at the same time.

ALTER DATABASE ADD LOGFILE MEMBER
"C:\CERTDB\DISK6\Toglc.rdo' TO GROUP 1,
"C:\CERTDB\DISK6\10g2c.rdo" TO GROUP 2,
"C:\CERTDB\DISK6\10g3c.rdo" TO GROUP 3,
"C:\CERTDB\DISK6\Tog4c.rdo' TO GROUP 4

If the file already exists, then it must be the same size as the file that is being
~, added, and you must add the REUSE option, as shown in the following code:

W

ALTER DATABASE ADD LOGFILE MEMBER
"C:\CERTDB\DISK6\Toglc.rdo" REUSE TO GROUP 1,
"C:\CERTDB\DISK6\Tog2c.rdo" REUSE TO GROUP 2,
"C:\CERTDB\DISK6\Tog3c.rdo" REUSE TO GROUP 3,
"C:\CERTDB\DISK6\Tog4c.rdo" REUSE TO GROUP 4

Dropping online redo log groups

Online redo log groups are usually dropped as part of a resizing or reorganizing
exercise. If you determine that the online redo log groups are too small and wish to
increase them, you must first create the new larger groups and then drop the
smaller ones. Figure 7-4 illustrates this scenario. The DBA has determined that the
online redo log files are too small. Checkpoints are happening too frequently, result-
ing in poor database performance. The DBA first adds two new larger groups, 3 and 4,
before removing the smaller groups, 1 and 2.
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Figure 7-4: Dropping online redo log groups

The ALTER DATABASE DROP LOGFILE command is used to drop online redo log
groups. The command to drop groups 1 and 2 in Figure 7-4 would be as follows:

ALTER DATABASE DROP LOGFILE GROUP 1,

GROUP 2

When dropping an online redo log group, there are several things that you must be
aware of:

4 There must be at least two groups of online redo log files. Oracle will return
an error if the ALTER DATABASE DROP LOGFILE command leaves the database
with only one group. A new group must be added before another can be
dropped.

4+ Groups with a status of either ACTIVE or CURRENT, taken from the V$LOG
dynamic performance cannot be dropped. If the group is the current group, an
ALTER SYSTEM SWITCH LOGFILE command can be issued to force a log switch.
The group will no longer be the current group and can be dropped. Note that
the status will change from CURRENT to ACTIVE. When the status is ACTIVE,
Oracle is waiting for the checkpoint and/or the archive event to complete.
When completed, the status will be changed to INACTIVE and the group can
be dropped.

4+ When dropping groups, all members of the group will also be dropped.

4+ When online groups are dropped, the files are not removed from the OS. The
files will need to be removed manually by issuing an OS command.
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Dropping online redo log members

Online redo log members are usually dropped when the DBA is relocating files to
new disks or when the status of the member is INVALID. The V$LOGFILE view con-
tains the status of log members. The status is set to invalid when LGWR can no
longer write to the file. This can happen either through corruption, loss of a disk, or
if the file is accidentally or intentionally removed at the OS.

Caution Database files, including log files, must always be dropped in Oracle prior to being

Tip

removed at the OS. If a file is removed at the OS first, the OS does not notify
Oracle of the action. Therefore, when Oracle attempts to use the removed file, it
will report an error. The LGWR process will stop writing to the file and place an
error in the alert file as well as generate a trace file.

Issue the following command to remove one or more members of a specified group
or groups:

ALTER DATABASE DROP LOGFILE MEMBER '"C:\CERTDB\DISK6\LOG4C.RDO'
If you want to drop multiple members, just separate the files with a comma:

ALTER DATABASE DROP LOGFILE MEMBER 'C:\CERTDB\DISK6\
LOG3C.RDO", 'C:\CERTDB\DISK6\LOGAC.RDO"

Note that when dropping members, the group does not need to be specified.

As with dropping online redo log groups, there are restrictions to dropping online
redo log members:

4 If there is only one online redo log member left in a group, the member cannot
be dropped. You must drop the group. If attempted, Oracle returns the follow-
ing error:

ORA-00361: cannot remove Tast 1og member C:\CERTDB\DISK3\
REDO03.LOG for group 3

4 If the member you are dropping belongs to the current group, members can-

not be dropped. If attempted, Oracle returns the following error:

ORA-01609: log 3 is the current log for thread 1 - cannot
drop members

If you want to drop a member of the current group, issue the ALTER SYSTEM

_», SWITCH LOGFILE command to force a log switch. It will no longer be the current

&

group.
4 If the database is running in ARCHIVELOG mode, the group the member
belongs to must be archived before it can be dropped.

4+ When removing members, the file at the OS will not be removed. It must be
removed at the OS after being dropped in Oracle.
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Moving or renaming online redo log files

Moving or renaming online redo log files can be performed two ways. The easier

of the two methods is to create the new members with the new name or in the

new location by issuing the ALTER DATABASE ADD LOGFILE MEMBER command
followed by the ALTER DATABASE DROP LOGFILE MEMBER command to drop the
old members. The other option involves issuing the ALTER DATABASE RENAME
FILE command. Before issuing this command, the files in the new location must first
exist. This is accomplished by copying the file at the OS to the new location prior to
issuing the command.

Caution

Prior to copying the source file at the OS to the target file and location, ensure that
the files do not belong to the current group. If they do, issue the ALTER SYSTEM
SWITCH LOGFILE command prior to performing the copy. This will ensure that the
file is not being written to by LGWR when attempting to perform the copy.

If renaming or relocating online members with this method, follow these steps.
These steps will rename the member for group 3. Note that the steps would be the
same if relocating the files to a new directory.

STEP BY STEP: Renaming an Online Redo Log File

1.

Ensure that the member does not belong to the current group. Issue the fol-
lowing query against the V$THREAD view to determine the current group
number.

SELECT CURRENT_GROUP# FROM V$THREAD
CURRENT_GROUP#

. Since group 3 is the current group and we are relocating the member from

group 3, an ALTER SYSTEM SWITCH LOGFILE command must be issued. The
command can be skipped if the member does not belong to the current group.

. Copy the file at the OS to the new location and name. This can be done from

SQL PLUS.

SQL> HOST COPY C:\CERTDB\DISK3\RED003.LOG C:\CERTDB\DISK3\
LOG3A.RDO

. Issue the ALTER DATABASE RENAME FILE command. This command does not

actually rename the file at the OS; it just simply changes the pointer in the
control files.

ALTER DATABASE RENAME FILE'C:\CERTDB\DISK3\REDOO03.LOG' to
"C:\CERTDB\DISK3\LOG3A.RDO";

. Remove the old file from the OS.

SQL> HOST DEL C:\CERTDB\DISK3\RED003.LOG
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Clearing online redo log files

When the status of an online redo log member is INVALID, there are two options for
resolving the problem. The first option involves adding new members using the
ALTER DATABASE ADD LOGFILE MEMBER command followed by the ALTER
DATABASE DROP LOGFILE MEMBER command to drop the corrupted member. The
second option involves using the ALTER DATABASE CLEAR LOGFILE command. The
command has two options — clearing individual members of a group or clearing all
members of a group. The choice depends on the severity of the corruption. To clear
individual members, issue the following command:

ALTER DATABASE CLEAR LOGFILE 'C:\CERTDB\DISK3\LOG3A.RDO'
The following command will work to clear all the members of a group:
ALTER DATABASE CLEAR LOGFILE GROUP 3

If the database is running in ARCHIVELOG mode, a special option of the command,
UNARCHIVED, is required to clear unarchived log files. This applies to log files with
a status of ACTIVE.

ALTER DATABASE CLEAR UNARCHIVED LOGFILE GROUP 3;

Using Oracle Enterprise Manager

The Oracle Enterprise Manager (OEM) utility can be used for performing almost all
the maintenance operations on redo log files.

STEP BY STEP: Managing Online Redo Log Files with DBA Studio

1. Launch DBA Studio and select the Launch DBA Studio in Stand Alone option.
Start = Programs => Oracle OEM (This name may be different on your installa-
tion) => Database Administration => DBA Studio

. Select the CERTDB database and enter the login information if required.
. Select Storage.

. Select Redo Log Groups.

G & W N

. Right-click on the Redo Log Groups and then select the desired option for adding
log groups or switching log files. To drop a group, member, or add members to
existing groups, right-click on the group number and select the desired option.

Troubleshooting LGWR Problems

Troubleshoot common redo log file problems
[
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generated from LGWR. The ALERT file will also report error messages from other
processes as well as general database activity, which is why it is so important to

check.

One important point to remember about redo log files is that as long as there is one

valid member in the current group, LGWR will not cause the database to fail. If

there are no members available in the current group, the database will fail and data

loss may result. In the perfect world, this scenario should never happen, because
redo log members should always be correctly multiplexed. But since this is not a
perfect world, it is important to understand what happens when LGWR fails. The
following table shows what you need to do to fix the problems.

Problem

Solution

Losing a member of a multiplexed group.
There are still valid members in the
group. Database will not fail and LGWR
will continue processing.

All members from the next group are
unavailable and a log switch occurs. This
will cause the database to fail because
LGWR has nowhere to record transaction
information. It is important to note that
Oracle will not continue to switch log files
until a valid group is found. The database
will fail.

All the members of the current group
are invalid and the database does not
initially fail.

All the members of the current group
are invalid and the database failed.

First determine if the member belonged to the
current group. If so, for a manual log switch,
when it is no longer the current group you can
simply add a new member and drop the
invalid one. (These steps were covered in the
section on Maintaining Redo Log Files.)

Since it was the group that Oracle was trying
to switch into and not the current group, you
will have zero data loss. Get the database to a
mount state and then simply create a new
group, replacing the bad one, or fix or replace
the members in the invalid group.

Since the database did not initially fail, the
only recourse for the DBA is to attempt to
force a manual checkpoint. If this succeeds,
then there will be no data loss. The checkpoint
will write all dirty buffers from the database
buffer cache to the data files. Once the
checkpoint completes, the database will need
to be recovered from the loss of the current
online redo log group. If the checkpoint does
not succeed, there may be data loss and the
database will need to be recovered from the
loss of the current online redo log group.

Any transaction written to the current group by
LGWR will be lost since the database failed.
The database will need to be recovered from
the loss of the current online redo log group.
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Using LogMiner
Analyze online and archived redo logs
[

The LogMiner utility is a new feature for Oracle8i. It provides for the interpretation
of the online redo log or archive log files for any Oracle 8.0 database or greater. The
utility translates the contents of the files into SQL statements that represent the
logical operations performed against the database. This functionality has dramati-
cally improved the DBA’s toolbox. Prior to LogMiner, mapping data access patterns,
dropped objects, or busy periods in the day, could only be done through database
auditing. The problem with auditing was the tremendous overhead it added to a
database. The overhead usually prevented DBAs from using it. Also, if the DBA
needed to recover a committed transaction, the only option was point-in-time-
recovery. This type of recovery is complicated and risky and it also requires the
database to be closed. LogMiner can be used to read through log files and extract
both the committed transaction to be recovered as well as the undo statement for
this transaction. No recovery is required and the database need not be closed.

LogMiner adds no overhead to a production system because the analysis is being
performed against transactions that have already occurred and against files that
are not currently being used by Oracle.

How LogMiner Works

Before you can use LogMiner to analyze online redo or archive log files, you first
need to create a dictionary file. The dictionary file allows Oracle to map transac-
tions in a log file to an object in the database. The dictionary file contains the
database it was created for as well as a list of all the objects. While the dictionary
file is not required, interpreting the output without it is very difficult. The dictio-
nary file only needs to be created once, and then again as new objects, like tables,
are added to the database. The DBMS_LOGMNR_D.BUILD procedure is used to
create the dictionary file. The DBMS_LOGMNR package is created when the
CATPROC.SQL script is run as part of the database creation. A directory must be
identified in the UTL_FILE_DIR database initialization parameter where the dictio-
nary file will be created. The UTL_FILE_DIR parameter specifies a directory for
PL/SQL I/O.

Below is an example of the UTL_FILE_DIR in an initialization parameter file. Once
added, the database will need to be restarted for the parameter to take effect.

DB_NAME = "CERTDB"

UTL_FILE_DIR = 'C:\CERTDB\LOGMINER"

DB_FILES = 1024

CONTROL_FILES = ("C:\CERTDB\DISKI\controlOl.ctl",

"C:\CERTDB\DISK2\\control02.ctl1",
"C:\CERTDB\DISK3\control03.ct1")
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In this example, the UTL_FILE_DIR parameter is set to ‘C:\CERTDB\LOGMINER’.
Setting this parameter enables the dictionary file to be created in this directory. Note
that multiple directories can be specified by a comma delimiting the directory names.

UTL_FILE_DIR = ('C:\CERTDB\LOGMINER",'C:\CERTDB\DICT")

Creating the LogMiner dictionary file

Executing the following command creates a dictionary file called CERTDBDICT.ORA
in the directory C:\CERTDB\LOGMINER.

EXECUTE DBMS_LOGMNR_D.BUILD('CERTDBDICT.ORA","C:\CERTDB\LOGMINER");

Specifying log and archive log files to be analyzed

Once the dictionary file has been created, you can now start identifying the files
you wish to analyze. The DBMS_LOGMNR.ADD_LOGFILE procedure is used to spec-
ify the files. The procedure has three constants that can be used.

4+ DBMS_LOGMNR.NEW creates a new list for analysis and specifies the first file
in that list.

4+ DBMS_LOGMNR.ADDFILE adds additional files to the list.

4+ DBMS_LOGMNR.REMOVEFILE removes files from the list.

Execute the following command to create a new list and add the first file.

EXECUTE
DBMS_LOGMNR.ADD_LOGFILE('C:\CERTDB\DISK3\LOG4A.RDO",DBMS_LOGMNR.NEW)

Execute the following command to add log files to the list.

EXECUTE
DBMS_LOGMNR.ADD_LOGFILE('C:\CERTDB\DISK3\LOG3A.RDO",DBMS_LOGMNR.ADDFILE)

This command adds online log file LOG3A.RDO to the list to be analyzed.

Performing the analysis

With the dictionary file created and redo or archive log files added to the list, you
can now perform the analysis. The analysis goes through the files, extracting the
SQL statements. The DBMS_LOGMNR.START_LOGMNR package is used to perform
the analysis. The package has several options for narrowing the search:

StartScn The starting system change number (SCN) in the range
EndScn The ending SCN in the range

StartTime The start time

EndTime The end time

DictFileName The dictionary file to use for the analysis
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The following command is executed to analyze all transactions in the files:

EXECUTE DBMS_LOGMNR.START_LOGMNR(DICTFILENAME=>
"C:\CERTDB\LOGMINER\CERTDBDICT.ORA")

To perform the analysis on a range of SCN numbers, execute the command this way:

EXECUTE DBMS_LOGMNR.START_LOGMNR(DICTFILENAME=> "C:\CERTDB\
LOGMINER\CERTDBDICT.ORA", STARTSCN=>'1234567",
ENDSCN=>"1234589")

Viewing the analysis results

The analysis loads the transactions from the log files into the tables used by the
V$LOGMNR_CONTENTS view. Queries can be written against this table to extract
information about all transactions or specific ones. Here is a partial list of the
columns in the VSLOGMNR_CONTENTS view.

Column Description

SCN System Change Number

TIMESTAMP Time of transaction

THREAD# Redo Log Group Number

LOG_ID Log Sequence Number

XIDUSN Rollback Segment Number of Transaction
ABS_FILE# Absolute File Number for changed row
REL_FILE# Relative File Number for changed row
DATA_BLK# Data Block Number

DATA_OBJ# Data Block Object Number

SEG_OWNER Segment Owner

SEG_NAME Segment Name

SEG_TYPE Type of Segment (table, view, and so on)
TABLE_SPACE_NAME Tablespace

ROW_ID Rowid

SESSION# Session number that performed action
SERIAL# Serial number that performed action
USER_NAME Username that performed action
ROLLBACK Rollback request

OPERATION Type of operation performed
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Column Description

SQL_REDO The SQL of the operation performed
SQL_UNDO The undo of the SQL operation performed
INFO Informational Message

STATUS Status

The key elements of the view are:

4 The SCN number, which can be used to perform recovery.
4 The TIMESTAMP, which indicates when the transaction occurred.
4+ The SEG_OWNER identifies the owner of the segment or table.

4 The SEG_NAME identifies the segment or table the transaction was performed
against.

4+ The USERNAME indicates the user that performed the transaction.

4 The SQL_REDO, which is the statement executed. This can be used to dupli-
cate transactions on other systems.

4 The SQL_UNDO, which is the undo of the statement executed. This can be
used to reverse committed transactions.

The following command could be issued to extract the both the SQL_REDO and
SQL_UNDO for all statements made against the COURSES table:

SELECT SQL_REDO,SQL_UNDO
FROM V$LOGMNR_CONTENTS
WHERE seg_name = 'COURSES'

Finishing LogMiner sessions

The following command should be issued when you are done using LogMiner. This
will clear out all the tables used by LogMiner:

EXECUTE DBMS_LOGMNR.END_LOGMNR

Obtaining information about the LogMiner analysis
There are three primary views that contain information about the LogMiner session
and the logs being analyzed:

4 VSLOGMNR_DICTIONARY contains the LogMiner dictionary file being used.

4+ VSLOGMNR_PARAMETERS contains the parameters used for the session.

4+ VSLOGMNR_CONTENTS contains the contents of the log files being analyzed.
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Features and restrictions of LogMiner

The initial release of LogMiner has some restrictions that you need to be aware of.
Some of these restrictions will be lifted in future releases of the utility.

4+ The contents of the VSLOGMNR_CONTENTS view is only visible to the session
performing the analysis. If you want to keep a record of this information, cre-
ate a permanent table to store the information and then select the contents of
the VSLOGMNR_CONTENTS view into this permanent table before completing
the LogMiner session.

CREATE TABLE LOG_CONTENTS as
SELECT * FROM V$LOGMNR_CONTENTS

4 Only one row is recorded per record.

4+ DML statements are only supported against scalar datatypes.

4+ DDL statements are recorded as DML statements against the data dictionary.
4 SQL statements on chained rows cannot be reconstructed.

4 Objects not listed in the LogMiner dictionary file display HEX values in the
V$LOGMNR_CONTENTS views and not the segment names.

Key Point Summary

In preparation for the “Oracle8i: Architecture and Administration” exam, keep these
points regarding Redo Log files and recoverability in mind:

4+ The online and archive redo log files are critical for both the operation and
recoverability of a database. They are primarily used by Oracle for recovery.
Without at least two valid groups and one valid member in each of the groups,
the database will fail.

4 Multiplexing online redo log groups protects the database from a single point
of failure. Try to ensure that when multiplexing, members from the same group
are placed on different disks (see Figure 7-1). This practice will also protect
the database against a single point of failure, the disk. As long as LGWR can
access one valid member per group, the database will continue processing.

4+ The online redo log groups should all be the same size, as this promotes con-
sistency in database performance. The size is a critical factor in the database
because the frequency of checkpoints is directly correlated.

4 When the current online redo log group fills, a log switch occurs. At every log
switch, a checkpoint occurs.
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4+ If the log files are too small, there will be frequent checkpoints. The inverse
is true when the files are too big. Information about online redo log groups
and members is available in three primary dynamic performance views,
V$THREAD, V$LOG, and V$LOGFILE. When correctly configured, the files need
little maintenance and the database performs consistently and efficiently.

4+ A checkpoint is the synchronization event for the database. It ensures that all
changes made against the database have been written to disk. It also updates
all database files (control files, data files, and the current redo log files) with a
log sequence number.

4 The LSN is assigned to every file in a redo log group when it becomes the cur-
rent group. The LSN number is used by Oracle during recovery. This is how it
knows when files are not synchronized with the database.

4+ Three database initialization parameters can trigger checkpoint events before
a log switch. They are LOG_CHECKPOINT_INTERVAL, LOG_CHECKPOINT_
TIMEOUT, and FAST_START_IO_TARGET.

4+ If management can tolerate zero data loss, it is critical that the database run
in ARCHIVELOG mode. When running in ARCHIVELOG mode, Oracle preserves
a copy of the redo log files at every log switch. Backed-up online redo log files
are called archive redo log files.

4+ The archiving can be done automatically by specifying the database initializa-
tion parameter LOG_ARCHIVE_START to true. When the database is running
in NOARCHIVELOG mode, online redo log files will be overwritten when a log
switch makes them the current group again.

4+ A new feature for Oracle8i is LogMiner. This utility analyzes either online redo
or archive log files. Once analyzed, all statements, the undo operations for
those statements, the time the statements were executed, as well as the user
who performed the execution, can be extracted. The utility can be used for
recovery purposes as well as compiling statistical information for the
database.

+ 0+ 0+
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STUDY GUIDE

Now that you have learned about the log files, you should test your understanding
by reviewing the assessment questions and performing the exercises below.

Assessment Questions

1. What is the primary use for Log Files in Oracle?
A. Read consistency
B. Performing transaction rollbacks
C. Performing recovery operations
D. Tracking changes to the database
E. Logging user activity
2. What is the minimum number of redo log groups required by Oracle?
A. They are not required for all databases.
B. 1
C.2
D.3
E. 4
3. What is the minimum number of redo log members required per group?
A. 1
B. 2
C.3
D. 4
E. Groups do not require members.
4. LGWR will always write to the current redo log files after every
A. Update Statement
B. Insert Statement
C. Delete Statement
D. Any DML or DDL statement

E. Commit
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5. Which database creation parameter limits the maximum number of redo log
groups per database?

A. There is no limit.
B. MAXLOGFILES

C. MAXLOGGROUPS
D. MAXGROUPS

E. LOG_FILES

6. What database creation parameter limits the maximum number of redo log
members per group?

A. MAXLOGMEMBERS
B. MAXLOGFILES
C. LOG_FILES
D. MAXMEMBERS
E. There is no limit.
7. Which of the following is not true about the LGWR process?
A. LGWR always performs a write after any DML or DDL statement.
B. LGWR always performs a write after a commit.

C. LGWR always writes when the redo log buffer becomes one third full
from a single transaction.

D. LGWR always performs a write prior to DBWn writing out dirty buffers
from the database buffer cache.

E. LGWR always performs a write when a timeout occurs.
8. Which of the following is not true about checkpoints?
A. Checkpoints occur at every log switch.
B. Checkpoints occur during database shutdown except shutdown abort.

C. Checkpoints write all dirty buffers from the database buffer cache to the
data files.

D. Checkpoints occur at every commit.

E. Checkpoints can be controlled through database initialization parameters.
9. Which statement is not true about a database running in ARCHIVELOG mode?

A. Log files are backed up at every log switch.

B. Complete database recovery is possible.

C. Redo Log files cannot be overwritten until then have been archived.

D. Checkpoints are no longer required.

E. The archive log files can be used by the LogMiner utility.
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10. What statement is true about the LOG_ARCHIVE_START database initializa-
tion parameter?

A. When set to TRUE, the database is running in ARCHIVELOG mode.

B. When set to TRUE, checkpoints are no longer required.

C. When set to FALSE, the database is switched to NOARCHIVELOG mode.
D.

When set to TRUE, the archiver (ARCn) process automatically copies
online redo log files at every log switch.

E. When set to FALSE, the archiver (ARCn) process automatically copies
online redo log files at every log switch.

11. Which dynamic performance view would you query to obtain the name and
location of redo log files?

A. V$LOG
B. DBA_LOG_FILES
C. VSTHREAD
D. V$SLOGFILE
E. VSLOGMEMBER
12. What does a status of ACTIVE in the V$LOG view mean about that group?
A. The group is currently being written to by LGWR.
B. It is the current group.
C. It is being used for recovery.
D. The group is needed for crash recovery and cannot be overwritten.
E. The members of the group have been archived.
13. Which command can be used to force manual checkpoints?
A. ALTER SYSTEM FORCE CHECKPOINT
B. ALTER DATABASE FORCE CHECKPOINT
C. ALTER SYSTEM CHECKPOINT FORCE
D. ALTER DATABASE CHECKPOINT
E. ALTER SYSTEM FORCE LOG SWITCH
14. Which command can be used for force manual log switches?
A. ALTER DATABASE SWITCH LOGFILE
B. ALTER SYSTEM SWITCH LOGFILE
C. ALTER DATABASE LOGSWITCH
D. ALTER SYSTEM LOGSWITCH
E. ALTER SYSTEM FORCE LOG SWITCH
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15. Which command is used to add a new online redo log group to the database?

A.
B.
C.
D.
ES

ALTER DATABASE ADD LOGGROUP
ALTER SYSTEM ADD LOGGROUP
ALTER DATABASE ADD LOGFILE
ALTER SYSTEM ADD LOGFILE

ALTER DATABASE ADD LOGMEMBER

16. Which of the following statements is true about the size of redo log files?

A.
B.

C.

D.
E.

The size must be specified when adding log files to existing groups.

The size of the log files does not need to be the same for all files in the
same log group.

The size of the files can be changed dynamically with an ALTER
DATABASE LOGFILE RESIZE.

The size for the files can only be specified at the group level.

The size of the files has no impact on the frequency of checkpoints.

17. Which two statements are not true about multiplexed online redo log files.

1

G1 A W N

. The members belonging to the same group should reside on separate

physical disks.

. You eliminate a single point of failure in the database.
. There must only be two members for each group.
. Members of the same group must all be the same size.

. Multiplexing eliminates the need to run the database in ARCHIVELOG

mode.

A.3and 5
B.
C
D

3and 4

.4and>5
.1and 3
E.

2 and 5

18. Which statement is true about dropping online redo log groups?

A.
B.
C.
D.
E.

The current group cannot be dropped.

Only the current group can be dropped.
Dropping groups drops all members of the group.
Dropping groups removes the files from the OS.
Both A and C.
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19. Which statement is true about dropping online redo log members?
A. Members from the current group cannot be dropped.
B. Dropping a member marks the GROUP invalid.
C. Dropping a member forces a log switch.
D. Members cannot be dropped, only groups.
E. A member can only be dropped if there are two valid members for the
group.
F. Both A and E.
20. Which statement is true about the LogMiner utility?
A. LogMiner can be used to analyze only redo log files.
B. LogMiner can be used to analyze both redo log and archive log files.
C. LogMiner only works with Oracle 8.1 log and archive log files.
D. LogMiner can be used only with archive log files.
E. LogMiner is used to analyze data files.

21. Which dynamic performance view contains the contents of the redo and
archive log files being analyzed?

A. VSLOGMNR

B. VSLOGMINER

C. VSLOGMNR_ANALYSIS

D. VSLOGMINER_CONTENTS
E. VSLOGMNR_CONTENTS

Scenarios

1. You have just been hired as a consultant by BUY IT ON THE WEB ltd. The
company sells products over the Internet. The company is just starting out,
and they want to ensure the database is protected against failures. They have
state-of-the-art hardware with a 2 RAID 5 configuration, a mirrored system
drive, as well as four other nonmirrored drives. Drive C is the mirrored system
drive, drives D and E are the RAID 5 devices, and drives F through I are the
nonmirrored drives. The company has placed the operating system, Oracle,
and its applications on drive C. All their data files are on drive D and the
indexes are on drive E. The database is running in NOARCHIVELOG mode, and
there are two redo log groups on the system drive C with one redo log mem-
ber per group. The company has little Oracle knowledge and is concerned
about data loss. Since they are Web-based, transactions cannot be re-entered.
What recommendations would you make to them, if any, about the configura-
tion of the redo log files and about archiving?
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A. What recommendations would you make about the configuration of the
redo log files? Be sure to include the location of the files in your answer.

B. What recommendations would you make about archiving? Be sure to
give reasons for your answer.

2. Your company has just acquired another one with 200 employees. This is
going to double the users and the volume of transactions in your database.
Management has agreed to upgrade the server, doubling the memory, disk,
and CPU power. There are currently no complaints about performance and log
switches are happening every ten minutes on average. Management is con-
cerned about maintaining the current performance levels with the new users.
They figure that this will help smooth the transition phase for both the cur-
rent and new employees.

A. What factors should you consider about the redo log files when doing
the database upgrade?

B. What factors should you consider about checkpoints?

3. You are hired as a consultant by Guru Database Marketing Ltd. The database
is suffering from poor performance. After some investigation, you discover
that there are several LGWR error messages in the ALERT file. The error mes-
sage indicates that LGWR is waiting for checkpoints to complete. They also
ask you to ensure that the database is protected against failure. This is the
information that you derived from the various dynamic performance views:

SQL> SELECT * FROM V$LOGFILE;
GROUP# STATUS MEMBER

3 C:\CERTDB\DISK3\LOG3A.RDO
4 C:\CERTDB\DISK3\LOG4A.RDO

SQL> SELECT groupi,bytes,members,status FROM V$LOG;

GROUP# BYTES MEMBERS STATUS
3 1048576 1 CURRENT
4 1048576 1 INACTIVE
SQL> ARCHIVE LOG LIST
Database log mode Archive Mode
Automatic archival Enabled
Archive destination C:\CERTDB\DISK6\archive
Oldest online log sequence 210
Next log sequence to archive 211
Current log sequence 211

A. What recommendations would you make to reduce the waits by the
LGWR process?

B. What recommendations would you make about the company’s concerns
about protecting against failure?
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Lab Exercises
Lab 7-1 Identifying the Log File and Archiving Configuration

1. Connect to your instance using Server Manager line mode (svrmgrl) as a user
with SYSDBA privileges.

2. Determine the number of groups and names and locations of members that
belong to each one of the groups. Query the VSLOG and V$LOGFILE views for
this information. Record the results in the table that follows.

Group Number Group Status Member Name and Location

3. How many groups do you have?
4. Are the groups multiplexed?

5. The next lab is going to have you add additional groups and multiplex the
members. There are going to be four groups each with three members.
Members for the same group are going to be spread across DISK3, DISK4, and
DISK5. Add the group and member information to the table above. You can
omit the Group Status for the groups you wish to add.

6. Determine if the database is running in ARCHIVELOG mode and whether auto-
matic archiving is enabled.
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Lab 7-2 Adding Online Redo Log Groups and Members

1.

Using Server Manager line mode (svrmgrl), connect to your instance as a user
with SYSDBA privileges.

. Ensure that GROUP 3 is the current group. This can be done by manually forc-

ing log switches.

. Create a new group, GROUP 4, with one member. The size for all members in

this group should be one megabyte. Locate the member on DISK3. If you
received the message, “Database altered,” then the command was successful.
If it failed, ensure the pathnames are correct and that your NT or UNIX
account has privileges on the directory.

4. Query the appropriate dynamic performance view to ensure their creation.

5. Multiplex all the groups. Place one member called REDO(0?B.LOG, where

the ? is substituted for the GROUP NUMBER, on DISK4 and the other called
REDOO0?C.LOG on DISK5 again where the ? is substituted for the GROUP num-
ber. The files for GROUP 1 will be called REDO01B.LOG and REDOO01C.LOG. If
you received the message, “Database altered,” then the command was suc-
cessful. If it failed, ensure the pathnames are correct and that your NT or UNIX
account has privileges on the directory.

. Query the dynamic performance views to ensure their creation. The status for

the new members will be STALE. This is normal and will change when the
GROUP becomes the current group or —in the case of the current group —
when that group becomes the current group again.

Lab 7-3 Dropping Log Groups and Members

1.

Connect to your instance using Server Manager line mode (svrmgrl) as a user
with SYSDBA privileges.

. Ensure that GROUP 1 is the current group. If it is not, issue the ALTER SYSTEM

SWITCH LOGFILE command enough times to make it the current group.

3. Try to drop GROUP 1.
4. What error message did you receive and why?
5. Issue the ALTER SYSTEM SWITCH LOGFILE command once so that GROUP 2 is

e W g &

now the current group and try to drop GROUP 1 again.

. Why did it succeed this time?

. Try to drop member ‘C:\CERTDB\DISK4\REDO02b.LOG’.

. What error message did you get and why?

. Issue the ALTER SYSTEM SWITCH LOGFILE command once and try to drop the

member again.
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Why did it succeed this time?

Ensure that GROUP 3 is the current group. If not issue the appropriate com-
mands to make it the current group.

Relocate all members named REDOO0?B.LOG where the ? is the GROUP number
to DISKG6. (There are two possible ways to accomplish this.)

Since GROUP 3 is the current group you should do this one last. After you have
moved the other three, force a log switch so that GROUP 3 is no longer the current
group before attempting to relocate its members.

Lab 7-4 Putting the Database in ARCHIVELOG Mode and
Configuring for Automatic Archiving

Tip
1.
2
3

In the

Real World

Connect to your instance using Server Manager line mode (svrmgrl) as a user
with SYSDBA privileges.

. Shutdown the database using the immediate option and be patient as this may

take some time.

. Modify the database initialization parameter file and add the following lines:

## ARCHIVE PARAMETERS SECTION
LOG_ARCHIVE_START = TRUE
LOG_ARCHIVE_DEST = C:\CERTDB\DISK6
LOG_ARCHIVE_FORMAT = ARCH%s.ARC

## END ARCHIVE PARAMETERS SECTION

You should create sections in the parameter file so that it is easy to identify what
the parameters reference. If a line in the file starts with a #, it is treated as a com-
ment line during startup.

. Get the database to a mount state by issuing the startup mount pfile=????

Command. If the database does not start, then either the parameters were not
specified correctly or the name for the pfile did not point to the correct file.
Fix the problem and attempt the startup command again.

. Verify that the database is at the mount state by running the following com-

mand:

SELECT STATUS FROM V$INSTANCE;
STATUS

MOUNTED

. Issue the following command to place the database in ARCHIVELOG mode:

ALTER DATABASE ARCHIVELOG

. Open the database using the following command:

ALTER DATABASE OPEN
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In the

RealWerld  After placing the database in ARCHIVELOG mode, you must perform a full

database backup. This insures future recoverability if required.
8. Verify that the database is now running in ARCHIVELOG mode.

Caution The book does not require that the database be run in ARCHIVELOG mode so the
next part of this lab will have you take it out of ARCHIVELOG mode. This is very
dangerous to do in production databases.

9. Shutdown the database using the immediate option.

10. Modify the database initialization parameter file and comment out the lines
pertaining to archiving.

# ARCHIVE PARAMETERS SECTION

# LOG_ARCHIVE_START = TRUE

# LOG_ARCHIVE DEST = C:\CERTDB\DISK6
# LOG_ARCHIVE_FORMAT = ARCH%s.ARC

# END ARCHIVE PARAMETERS SECTION

11. Start the database.
12. Verify that it is not in ARCHIVELOG mode.

Exam Tip Placing the database in ARCHIVELOG mode is not covered on the exam.

Answers to Chapter Questions
Chapter Pre-Test

1. The online redo log files keep a chronological copy of all changes made to the
database. Any DML and most DDL operations are logged in the online redo log
files in the order in which they occurred.

2. Redo log groups include redo log members. Redo log members are the physi-
cal files on disk that belong to a redo log group. Oracle writes to all members
of a redo log group at the same time.

3. The redo log files are written to by the LGWR process when a transaction
commits, the redo log buffers is one-third filled, when there is more than one
megabyte of changed records in the redo log buffer, every three seconds when
a timeout occurs, and before the DBWn process writes changed blocks to the
data files.

4. If your database is configured to run in ARCHIVELOG mode, when a redo log
file group is switched from, the archiver process copies the redo log file in one
or more archive log locations. In this way, should a recovery be required, you
will have a chronological record of changes made to the database and can
recover up to the point of failure.
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. To multiplex your redo log files ensure that more than one member exists for

each redo log group. Members of the same group should be on separate phys-
ical disks to ensure that a disk loss will not prevent writes to the redo log files.
You can multiplex redo log files when the database is created by specifying
more than one file for each redo log group, or after the database is created by
issuing the ALTER DATABASE ADD LOGFILE MEMBER command.

. The three INIT.ORA parameters that control checkpoints are LOG_CHECK-

POINT_INTERVAL specifying the maximum number of O/S blocks that can be
written to a redo log file before forcing a checkpoint, LOG_CHECKPOINT_
TIMEOUT, specifying the maximum number of seconds that can elapse between
checkpoints, and FAST_START_IO_TARGET, specifying the maximum number
of blocks that should be read to perform recovery on an instance restart.

. Oracle must perform a checkpoint whenever a log switch takes place.

Therefore, smaller logfiles will cause Oracle to perform more frequent log
switches that may increase the frequency of checkpoints.

. The three dynamic performance views that include information about logfiles

are V$THREAD, indicating which logfile group is currently being written to,
V$LOG, which shows which groups exist in the database and when and what
was last written to them, and VSLOGFILE, which shows the status of and other
information about each member in each group.

. To determine whether the database is in ARCHIVELOG mode, query the

V$INSTANCE view for the value of the ARCHIVER column — STARTED means
that the archiver process is started. You can also query the VSDATABASE
view and verify the value of the ARCHIVE_MODE column, which will read
ARCHIVELOG if the mode is set, otherwise NOARCHIVELOG. You can also
issue the command “ARCHIVE LOG LIST” in SQL*Plus or Server Manage line
mode.

The LOGMINER utility can be used to extract the redo and undo statements to
reapply changes found in the log files or to reverse those changes.

Assessment Questions

1.

28

3.

C. Performing database recovery is the primary use for redo log files. Both
instance and database. For information see the “Overview of Online Redo Log
Files” section.

C. The minimum number of redo log files required by Oracle is two. Refer to
the “Planning Redo Log Files” section for more information.

A. The minimum number of redo log files per group is one. You should, how-
ever, have at least two members per group to protect against failures. For
more information, refer to the section on “Planning Redo Log Files” section.
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. E. LGWR will always write to the current redo log file(s) during a commit. D is
partially correct as LGWR will perform a write after every DDL statement, but
the reason for write is because Oracle also performs implicit commits after all
DDL and DCL statements. Therefore, it is still caused by the commit.

. B. The MAXLOGFILES parameter controls the maximum number of redo log
groups per database. The parameter can only be specified at database cre-
ation time or when control files are rebuilt. For more information, refer to sec-
tion “Planning Redo Log Files.”

. A. The MAXLOGMEMBERS parameter controls the maximum number of redo
log files per group. The parameter can only be specified at database creation
time or when control files are rebuilt. For more information, refer to section
“Planning Redo Log Files.”

. A. Oracle does not guarantee that redo log information will be written after
DML statements. For more information, refer to section “Using Online Redo
Log Files”

. D. Checkpoints do not happen at commits. For more information, refer to sec-
tion “Using Online Redo Log Files.”

. D. Checkpoints are required for all Oracle databases, regardless of the
ARCHIVELOG mode the database is run in. Refer to the section on “Using
Online Redo Log Files” for more information.

D. The LOG_ARCHIVE_START parameter starts the archiver process. If the
parameter is not set to TRUE then the DBA must do manual archiving. It has
no impact on archiving or checkpoints. For more information, refer to section
“Using Online Redo Log Files.”

D. The VSLOGFILE dynamic performance view contains the name of the log
files, the group the files belong to as well as the status of the files. The section
on “Maintaining Redo Log Files” contains information about the VSLOGFILE,
V$LOG and V$THREAD views.

D. The status of ACTIVE indicates that the group is still required for crash
recovery. The files cannot be overwritten because Oracle could not guarantee
that all committed transactions could be recovered in the event of a failure.
Refer to the section on “Maintaining the Redo Log Files” for more information.

A. The ALTER SYSTEM CHECKPOINT forces manual checkpoints. More infor-
mation about checkpoints can be found in the “Using Online Redo Log Files.”

B. The ALTER SYSTEM SWITCH LOGFILE forces manual log switches. The
“Using Online Redo Log Files” section has more information about log
switches.

C. You use the ALTER DATABASE ADD LOGFILE command to add new online
redo log groups. Refer to the “Managing Redo Log Files” section for more
information.
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D. The size of redo log files can only be specified at the group level. The files
are critical to several components of the database including controlling check-
points. Section “Using Online Redo Log Files” has more information about the
size of the redo log files.

A. The deceiving part to this question is number 3. Multiplexing implies that
there is more than one file per group not that there is only two files per group.
It is common to have 3 to 4 members per redo log group. Number 5 is also not
true as multiplexing online redo log files does not eliminate the need to run a
database in ARCHIVELOG mode. ARCHIVELOG mode protects the database
from media or database failure. For more information, refer to section
“Managing Redo Log Files.”

E. Both A and C are true as you cannot drop the current online redo log group
and dropping redo log groups or members in Oracle does not remove the files
from the OS. The files would need to be removed at the OS level. Refer to the
section on “Maintaining Redo Log Files” for more information.

F. Both A and E are correct. A is true because dropping online redo log files
can only be performed against the non-current group. E is true as well
because there must always be one member per group, therefore, if there is
only one member for a group, dropping that member would leave none. Refer
to the section on “Maintaining Redo Log Files” for more information.

B. The LogMiner utility can be used to analyze both redo and archive log files.
This is why A and D are not valid. Answer C is not correct as the LogMiner
utility can be used on both Oracle 8.0 and 8.1 files. Refer to the section on
“Using LogMiner” for more information.

E. The VSLOGMNR_CONTENTS view contains the data from the redo and
archive log files being analyzed. Refer to the section on “Using LogMiner” for
more information.

Scenarios

1.

The first recommendation about the redo log files should be that the groups
are not mirrored or multiplexed. The groups should be multiplexed to prevent
against the loss of a redo log file, which could result in the loss of data. When
multiplexing the files, the members should be placed on separate drives so
that the loss of a drive does not result in the loss of all members from the
same group. Drives F and G could be used for the redo log files. Place one
member from each of the groups on drive F and the other members on drive
G. This multiplexes the files and also protects against the loss of a disk. By
placing the files on drives F and G, the LGWR process will not be competing
against the DBWn process writing to the data files on drive E.

. The database should be running in ARCHIVELOG mode. Since the database is

Web based, making it impossible to reenter data, this must be protected by
archiving the redo log files. If the database is not running in ARCHIVELOG
mode, a media or database failure will result in data loss. The archive files
should be placed on drive H, this will prevent the ARCn process from compet-
ing with the LGWR process when archiving is happening.
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3. The additional users and transactions are going to increase the transaction
volume. This means that the redo log files are going to fill much faster. When
the log files fill, log switches and checkpoints occur. Checkpoints that occur
too frequently can result in poor database performance. Checkpoints are gen-
erally resource intensive, and if they happen too frequently the checkpoint
resources take resources away from other Oracle processes, causing the
potential performance problems. You should also recommend adding more
redo log groups to give the checkpoint process more time to complete. If a
checkpoint is triggered and the checkpoint started on the redo log group that
is being switched to has not completed, then Oracle will wait for that check-
point to complete before it continues processing.

4. The information from the dynamic performance views reveals that the
database only has two redo log groups. The groups are both one megabyte in
size. The waits by the LGWR process indicate that the LGWR is waiting for a
checkpoint to complete. When Group 3 fills and forces a log switch, a check-
point is started. If that checkpoint does not complete before Group 4 fills and
switches back to Group 3, then Oracle must wait. The easiest fix for this prob-
lem is to add additional log groups. This should give the checkpoints more
time to complete as now three log switches will happen before the original
checkpoint must have completed. You may also consider increasing the size of
the redo log groups, as this will also increase the time between checkpoints.
The company’s concerns about protecting the database from failure should
also be addressed. The database is running in ARCHIVELOG mode and the
archiver process is running, so the database is protected against media and
database failure, however, the redo log groups should be multiplexed. If the files
are multiplexed then the redo log groups are protected against failure. If the
files are not multiplexed then losing a log file could result in the loss of data.

Lab Solutions

Lab 7-1
2.

SELECT * FROM V$LOGFILE;
SELECT * FROM V$LOG;

3. There are 3 groups.
4. The groups are not multiplexed.
5. ARCHIVE LOG LIST

Lab 7-2
2.

SELECT CURRENT_GROUP# FROM V$THREAD;

If GROUP 3 is not the current group, use the ALTER SYSTEM SWITCH LOGFILE
command until it is the current group. Recheck the VSTHREAD view to ensure
that GROUP 3 is the current.
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ALTER DATABASE ADD LOGFILE GROUP 4 'C:\CERTDB\DISK3\
REDOOLIA.LOG" SIZE 1M;

SELECT GROUP#,BYTES,MEMBERS FROM V$LOG WHERE GROUP{#=4;
SELECT GROUP#,MEMBER FROM V$LOGFILE WHERE GROUP#=4;

ALTER DATABASE ADD LOGFILE MEMBER 'C:\CERTDB\DISK4\
REDOO1B.LOG", 'C:\CERTDB\DISK5\REDOO1C.LOG" TO GROUP 1
ALTER DATABASE ADD LOGFILE MEMBER 'C:\CERTDB\DISK4\
REDO02B.LOG", 'C:\CERTDB\DISK5\REDO02C.LOG" TO GROUP 2
ALTER DATABASE ADD LOGFILE MEMBER
"C:\CERTDB\DISK4\REDOO3B.LOG", "C:\CERTDB\DISK5\REDOO3C.
LOG" TO GROUP 3 ;

ALTER DATABASE ADD LOGFILE MEMBER 'C:\CERTDB\DISK4\
REDO04B.LOG", 'C:\CERTDB\DISK5\REDOO4C.LOG" TO GROUP 4 ;

SELECT GROUP#,STATUS,MEMBER FROM V$LOGFILE;

Lab 7-3

28

SELECT CURRENT_GROUP# FROM V$THREAD;

If GROUP 3 is not the current group, use the ALTER SYSTEM SWITCH LOGFILE
command until it is the current group. Recheck the VSTHREAD view to ensure
that GROUP 3 is the current.

ALTER DATABASE DROP LOGFILE GROUP 1;
ALTER DATABASE DROP LOGFILE GROUP 1
*

ERROR at Tline 1:

ORA-01623: Tog 1 is current log for thread 1 - cannot drop
ORA-00312: online log 1 thread 1: 'C:\CERTDB\DISK3\
REDOO1A.LOG'

4. The error is raised because you cannot drop the current group.

ALTER SYSTEM SWITCH LOGFILE;
ALTER DATABASE DROP LOGFILE GROUP 1;

6. It succeeds now because GROUP 1 is no longer the current group.

ALTER DATABASE DROP LOGFILE MEMBER 'C:\CERTDB\DISK4\
REDO02B.LOG";
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ALTER DATABASE DROP LOGFILE MEMBER 'C:\CERTDB\DISK4\
REDO0ZB.LOG"
*

ERROR at Tline 1:

ORA-01609: log 2 is the current log for thread 2 - cannot
drop members

ORA-00312: online log 2 thread 2: 'C:\CERTDB\DISK3\
REDOO2A.LOG'

ORA-00312: online log 2 thread 2: 'C:\CERTDB\DISK4\
REDOO2B.LOG"

ORA-00312: online log 2 thread 2:
"C:\CERTDB\DISK5\REDOO2C.LOG"

The error is received because you cannot drop members of the current group.

ALTER SYSTEM SWITCH LOGFILE;
ALTER DATABASE DROP LOGFILE MEMBER 'C:\CERTDB\DISK4\
REDO02B.LOG";

It succeeds because GROUP 2 is no longer the current group.

ALTER SYSTEM SWITCH LOGFILE;
SELECT CURRENT_GROUP# FROM V$THREAD;

Solution (1)

ALTER DATABASE DROP LOGFILE MEMBER 'C:\CERTDB\DISK4\
REDOO1B.LOG";

ALTER DATABASE DROP LOGFILE MEMBER 'C:\CERTDB\DISK4\
REDO0Z2B.LOG";

ALTER DATABASE DROP LOGFILE MEMBER 'C:\CERTDB\DISK4\
REDOO4B.LOG";

ALTER SYSTEM SWITCH LOGFILE;

ALTER DATABASE DROP LOGFILE MEMBER 'C:\CERTDB\DISK4\
REDOO3B.LOG";

ALTER DATABASE ADD LOGFILE MEMBER
C:\CERTDB\DISK6\REDOO1B.LOG" TO GROUP 1;

ALTER DATABASE ADD LOGFILE MEMBER
"C:\CERTDB\DISK6\REDOO2B.LOG" TO GROUP 2;

ALTER DATABASE ADD LOGF'ILE MEMBER
"C:\CERTDB\DISK6\REDOO3B.LOG" TO GROUP 3;

ALTER DATABASE ADD LOGFILE MEMBER
"C:\CERTDB\DISK6\REDOO4B.LOG" TO GROUP 4;
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Tip The previous four commands could have been written as follows:

‘”; ALTER DATABASE ADD LOGFILE MEMBER
"C:\CERTDB\DISK6\REDOO1B.LOG" TO GROUP 1,
"C:\CERTDB\DISK6\REDOO2B.LOG" TO GROUP 2;
"C:\CERTDB\DISK6\REDOO3B.LOG" TO GROUP 3;
"C:\CERTDB\DISK6\REDOO4B.LOG" TO GROUP 4;

Solution (2) This is just another method for performing this task.

HOST COPY C:\CERTDB\DISK4\REDOO1B.LOG C:\CERTDB\DISK6\
REDOO1B.LOG

HOST COPY C:\CERTDB\DISK4\REDOO2B.LOG C:\CERTDB\DISK6\
RED002B. LOG

HOST COPY C:\CERTDB\DISK4\REDOO2B.LOG C:\CERTDB\DISK6\
RED002B. LOG

ALTER DATABASE RENAME FILE 'C:\CERTDB\DISK4\REDOO1B.LOG"' TO
"C:\CERTDB\DISK6\REDOO1B.LOG";

ALTER DATABASE RENAME FILE 'C:\CERTDB\DISK4\REDOO2B.LOG' TO
"C:\CERTDB\DISK6\REDOO2B.LOG";

ALTER DATABASE RENAME FILE 'C:\CERTDB\DISK4\REDOO4B.LOG' TO
"C:\CERTDB\DISK6\REDOO\4B.LOG";

ALTER SYSTEM SWITCH LOGFILE;

HOST COPY C:\CERTDB\DISK4\REDOO3B.LOG C:\CERTDB\DISK6\
REDOO3B.LOG

ALTER DATABASE RENAME FILE 'C:\CERTDB\DISK4\REDOO3B.LOG' TO
"C:\CERTDB\DISK6\REDOO\3B.LOG";

Lab 7-4
2.

SHUTDOWN IMMEDIATE
3. Edit the parameter file.
4. STARTUP MOUNT PFILE=C:\CERTDB\INITCERTDB.ORA
5.

SELECT LOG_MODE FROM V$DATABASE;

ALTER DATABASE ARCHIVELOG;

ALTER DATABASE OPEN;
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Distinguish the different types of temporary segments
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Change the status of tablespaces

Change the storage settings of tablespaces

Relocate tablespaces

CHAPTER
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CHAPTER PRE-TEST

. What is the role of a tablespace in the database?

. What is the physical structure of a database?

. What is the logical structure of a database?

. How can tablespaces be classified?

. How can you create a tablespace?

. How can you make a tablespace temporarily unavailable?
. How can you prevent changes to data in a tablespace?

. How can you increase the size of a tablespace?

© 0 N O U1 A W N =

. How can you change the storage settings for a tablespace?

=1
(=]

. How can you enforce a minimum size for all extents in a tablespace?

-
-

. How can you relocate a non-SYSTEM tablespace?

-
N

. How can you relocate the SYSTEM tablespace?

=
W

. What are temporary segments?

+ Answers to these questions can be found at the end of the chapter. +
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Adatabase is not what it seems. When you look at a database, you see tables,
columns, and rows. This is not at all the way data is actually stored —the
real, physical structure of the database is quite different. In this chapter, you will
examine the physical and logical structure of the database and especially the con-
cept that ties the two together —the tablespace. You will learn about how to create
different types of tablespaces and how to modify them to suit your needs. You will
find out about the different types of segments that can “live” in different types pf
tablespaces, and what they can be used for. At the end of the chapter, as usual, you
will get to practice what you learned with hands-on lab exercises, answer a few
exam-style questions, and examine some scenarios that will require a good under-
standing of the topic.

The Oracle Database Storage Hierarchy

The Oracle database has two distinct sides: physical and logical. The hierarchy can
be expressed as a model, as shown in Figure 8-1.

Database

Tablespace Data File

gﬂ

Segment

)

i

Extent

X

Operating
Oracle Block --

System Block
Logical structure Physical structure

Figure 8-1: The entity relational model of an
Oracle database
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You can read the model like this: Every box is a component of the database (except
the database itself). Every line is a relationship. If the line is broken, the relation-
ship is optional; if it is solid, the relationship is mandatory. The “crow’s foot” means
“one or more”; otherwise, it is “one.”

Here is how this can be read:

4+ Every database must consist of one or more tablespaces. Every tablespace
must belong to one and only one database.

4 Every tablespace must consist of one or more datafiles. Each datafile must
belong to one and only one tablespace.

4+ Every datafile must consist of one or more operating system blocks. Each
operating system block may belong to one and only one datafile.

4+ Every tablespace may contain one or more segments. Every segment must
exist in one and only one tablespace.

4+ Every segment must consist of one or more extents. Each extent must belong
to one and only one segment.

4+ Every extent must consist of one or more Oracle blocks. Each Oracle block
may belong to one and only one extent.

4+ Every extent must be located in one and only one datafile. The space in the
datafile may be allocated as one or more extents.

4+ Every Oracle block must consist of one or more operating system blocks.
Every operating system block may be part of one and only one Oracle block.

The left side of the diagram illustrates the logical structure of the database; the
right side shows the physical structure. Let us examine the physical structure first.

Physical components

The physical structure is what the operating system sees when “looking” at an
Oracle database. It is really quite simple: one or more datafiles. Each file stored in a
file system is composed of operating system blocks, or “clusters,” or “allocation
units” — every operating system will call them something different. In order to keep
the name the same, Oracle chose the term “operating system block” and is sticking
with it. So, the physical structure of the database is datafiles composed of operat-
ing system blocks.

Datafiles

The datafiles are the actual operating system files that hold data. The first one got
created when you created the database. The database can have more than one
tablespace, each tablespace consisting of one or more datafiles. In this way, you
can spread the load between different disk drives, as well as separate segments that
have different characteristics — extent sizes, activity levels, and administrative
requirements.
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The datafiles consist of the header and the space that can be used to allocate
extents to segments. In effect, most datafiles have three parts: the header, the
extents (allocated space), and free (unallocated) space.

The header of a datafile identifies it as part of a database and stores specifics of
that datafile: which tablespace it belongs to and the last checkpoint performed.
This way, Oracle can check that all files are synchronized when it starts up. If it
detects that one of the files is older than the rest (or all files are older than the con-
trol file), it assumes that the file was restored from a backup and prompts you to
perform recovery.

The rest of the file is extents and free space. You normally manage both through the
tablespace and not directly through the datafile itself.

Characteristics of datafiles include:

4+ A datafile can belong to one and only one tablespace.
4+ A datafile consists of operating system blocks.
4 A datafile can be resized manually or automatically.

4+ A datafile can be taken offline, as long as it does not belong to the SYSTEM
tablespace.

Operating system blocks

The operating system blocks (don’t confuse them with the database blocks!) are
the minimum allocation unit for the file system. Each file system has its own mini-
mum and default size, and it often varies with the hard disk geometry and size —as
well as the file system used to format the drive. Most systems will allow you to con-
figure the block size when formatting the drive. It is a good idea to keep the operat-
ing system block size the same as the Oracle block size. So, if you are planning to
add a drive in order to keep Oracle datafiles on it, and your database block size is
8KB, you may want to format the drive using 8KB blocks. This way, for every Oracle
10 request, the operating system only needs to retrieve one block. You may want to
look at your operating system documentation for information on the possible block
sizes and how to format a drive using a specific block size.

Logical components

Most of the time, you will be looking at the database from the logical point of view.
You will see tablespaces, segments, extents, and Oracle blocks, and only rarely
worry about datafiles and operating system blocks. So, let’s examine the logical
structure of the database in a little more detail.
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The logical structure of the database is the left side of the model in Figure 8-1. To
remind you: The database is composed of tablespaces, which contain segments of
different types. Each segment consists of extents. An extent is a group of contigu-
ous Oracle blocks.

Database

The database is the highest and final unit of organization for Oracle. It is self-
contained and consists of at least one (preferably more) tablespace. In order to
access it, it must be opened by an instance.

Tablespace

The tablespace is the link between the logical and the physical structures of the
database. Tablespaces are used to control the size of the database, the location of
data in it, and other physical characteristics. On the other hand, tablespaces also
organize purely logical structures — segments. The operating system is only aware
of datafiles, where the tablespace data is stored. For this reason tablespaces are
considered part of the logical, not physical, structure of the Oracle database.

A database must have at least one tablespace — SYSTEM. As you already know, it
gets created during the creation of the database itself. You can, if you like, keep run-
ning the database with just the SYSTEM tablespace and create all other segments
on it. However, for a database to run efficiently, and to even out IO, and to make it
easier to manage your database, you should create other tablespaces.

Perhaps the first tablespace that needs to be created is a temporary tablespace.
Temporary tablespaces are used when Oracle needs disk space for a sorting opera-
tion that exceeds the amount of memory allocated to a session by the
SORT_AREA_SIZE INIT.ORA parameter. All such sorts need to be performed in a
dedicated tablespace in order to avoid fragmentation. Temporary tablespaces will
be discussed later in this chapter.

The next tablespace to be created is a dedicated rollback segment tablespace. You
will use it to create all of your rollback segments in—and nothing else. Rollback
segments behave very differently than other segment types and impose quite a few
restrictions on managing the tablespace they are in, so for higher performance, effi-
cient space use, and your sanity (Oracle calls this “ease of administration”), you
should create a dedicated tablespace for all of your rollback segments.

r Cross-
\R;ferﬁ Rollback segments will be discussed in detail in Chapter 10.

Other tablespaces that you may create vary, but usually include a Data tablespace
for tables, an Index tablespace for indexes, and a Tools tablespace for application
objects. You may also create a User tablespace for user objects, if your users are
allowed to create them.
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When creating a database using the Database Configuration Assistant, the Optimal
Flexible Architecture will create the SYSTEM, TEMP (for sorting), USER (for data),
INDX (for indexes), TOOLS (for application support), and RBS (for rollback seg-
ments) tablespaces. This is to get you in the habit of creating multiple tablespaces
and having them associated with the type of data they will be used to store. The
Database Configuration Assistant requires that all of these tablespaces be created
and will not let you optionally remove one from the list to be created. If you do not
want to create all six tablespaces, modify the database creation scripts that the
Database Configuration Assistant creates.

Some things to keep in mind regarding tablespaces include

4+ A tablespace can belong to one and only one database.

4 A tablespace can consist of one or more datafiles.

4 A tablespace can contain one or more segments.

4+ The size of a tablespace is the sum of the sizes of datafiles it consists of.
4 You can resize the datafiles or allow them to grow automatically.

4 Most tablespaces (except SYSTEM) can be taken offline and brought back

online.

4 Most tablespaces can be made read-only or read-write.

Segment

Within a tablespace, space can be allocated to segments. A segment is an object in
the database, but not every object is a segment. Segments have space allocated to
them directly and can store data. For example, a table stores rows, an index stores
pointers to rows in a table, a rollback segment stores undo information — they are
all segments. A view, on the other hand, is not a segment since it does not store

data—it is just a prewritten query that enables easy access to data stored in tables.

Exam Tip

Oracle8i has created a new type of view called a “materialized view." Materialized
views store data, such as summary information in a data warehousing environ-
ment, and can be used with another new Oracle object called a “dimension” to
speed up processing of queries. You should know that materialized views do
exist, but they are not covered on the exam.

There are different kinds of segments in an Oracle database. The easiest way to get
a list of segment types present in your database is by using the following query:

SVRMGR> SELECT DISTINCT segment_type

2> FROM DBA_SEGMENTS;

SEGMENT_TYPE
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Tip

CACHE

CLUSTER

INDEX

LOBINDEX
LOBSEGMENT
ROLLBACK

TABLE

7 rows selected.

This query only shows the segment types that exist in your database, not all possi-
ble types. Most will be discussed in other chapters.

General information you should know about segments includes

4+ A segment is an object that holds data.

4+ A segment can exist in only one tablespace, but its extents may be spread
across multiple files belonging to that tablespace.

4+ Segments can be of different types, each having a different structure, behav-
ior, and purpose.

Extent

In order to store data, segments are allocated space in a tablespace. The space is
allocated in contiguous ranges known as extents. An extent is one or more contigu-
ous database blocks within a tablespace and datafile. Each extent is recorded in the
data dictionary, together with the segment it belongs to.

LS

Oracle8i has introduced the capability to manage extents locally within a
tablespace instead of going to the data dictionary to determine where in a datafile
an extent should start. This is covered later in the “Creating Tablespaces” section of
this chapter.

When a segment is created, it is allocated at least one extent. The DBA can control
the size and location of the initial and future extents using various methods. Some
information on extent sizing and placement will be covered in this chapter; you will
see more throughout this book.

You should keep the following in mind regarding extents:

4+ An extent is a unit of space allocation in a tablespace and datafile.
4+ All segments are allocated at least one extent when they are created.

4+ Each extent can only be located in one datafile; however, multiple extents
belonging to the same segment can be located in different datafiles that
belong to the same tablespace.

4+ Some segments, such as partitioned tables, may have different extents in dif-
ferent tablespaces.
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4+ A DBA can manually allocate an extent to a segment or allow Oracle to allo-
cate them as needed.

4+ A DBA can manually specify the size of extents for each segment or allow
Oracle to adjust it as needed.

4+ An extent has to be contiguous. Even if you have enough free space in the
tablespace to create an extent, you may be unable to do so if the free space is
not contiguous.

4+ An extent cannot be shared by multiple segments. It always belongs to one
and only one segment.

Database block

The Oracle block is the minimum unit of IO in the database. When the database
needs to read data, it cannot read just one row — it must read the entire block. The
same happens with writing: Even if only one row in a block is changed, the DBWn
process has to write the entire block during the checkpoint.

A DBA can control the size of the database block only during the creation of the
database. Once set, the size cannot be changed. A DBA can, however, control how
the space inside the block is used.

(D Block space utilization is covered in chapters 9 and 11.
Reference
4 The database block is the minimum unit of 10.

4+ The database block consists of operating system blocks.

4+ The database block size is set by the DB_BLOCK_SIZE parameter during cre-
ation of the database and cannot be changed. In all current versions of Oracle,
all blocks in the database are of the same size.

4+ A database block can belong to only one extent, or it can be part of free space.

Tablespaces

Tablespaces are provided by Oracle in order to enable logical divisions within the
database. In addition, since tablespaces are based on specific datafiles, they also
have a physical aspect. By using tablespaces, you can separate segments of differ-
ent types, or you can locate segments that get accessed simultaneously (for exam-
ple, a table and its indexes) on different disks. You can make part of your data
read-only, or prevent access to it altogether by taking the tablespace offline.
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Tablespace types

Tablespaces can be classified using many different criteria. The first is simple: the
SYSTEM tablespace and everything else. Another way to classify tablespaces is by
the type of objects they contain: permanent or temporary. Yet another way is by
the space allocation mechanism used by the tablespace: dictionary managed or
locally managed (a new feature in Oracle8i). All of these types will be discussed
later in this chapter; first, let’s get the SYSTEM tablespace “out of the way.”

SYSTEM tablespace

The SYSTEM tablespace contains the data dictionary —internal tables that
describe the structure of the database itself, all of the objects in it, users, roles, and
privileges. When a user issues a query or a DML statement, the data dictionary is
used in order to verify the user’s permissions and find the data that belongs to the
segment being queried or changed. When a DDL statement is processed, the inter-
nal tables are modified in order to reflect the change — an object created, altered,
or dropped.

As a matter of fact, there really is no such thing as DDL as far as data is concerned.
For example, when you issue a CREATE TABLE statement, the TAB$ internal table
has a row inserted into it with the definition of the table, the COL$ table gets a row
for each column in the new table, the UET$ table gets a row describing the location
and size of the initial extent allocated to the new table, and the FETS$ table is
updated to reflect the fact that some of the space that used to be free is now not
available. As you can see, a CREATE statement (DDL) is translated into a series of
DML statements affecting the internal tables.

The SYSTEM tablespace also contains one rollback segment, SYSTEM, which can
only be used for operations on objects stored in the SYSTEM tablespace. The inter-
nal tables are created by the SQL.BSQ script during creation of the database; the
views and stored procedures are created immediately after that by running the
CATALOG.SQL and CATPROC.SQL scripts. Other objects should be kept out of the
SYSTEM tablespace in order to keep it operating efficiently.

Non-SYSTEM tablespaces

After the database has been created, you need to create additional tablespaces.
There are many reasons to do this, but they all boil down to management and
performance.

For performance reasons, it is best to separate data that will participate in resource
contention. For example, a table and its indexes are normally accessed simultane-
ously during inserts and updates. In order to prevent a bottleneck, it is best to
place them on different hard drives. In order to achieve that, you create different
tablespaces — DATA and INDEX — and locate their datafiles on different hard drives.
This way, you can update both the table and its index simultaneously and not risk
resource contention.
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It is also better to separate objects that have different storage requirements. For
example, if you allow small tables and large tables to coexist in one tablespace, you
simply cannot win: Allocating big extents to a small table is a waste of space, and
building a large table out of small extents is very inefficient (the fewer extents, the
better). Mixing large and small extents in the same tablespace is generally not
recommended.

- Cross-
\@ For more information on sizing extents for maximum performance, see Chapter 9.

Objects of different types are generally stored in separate tablespaces, as well. For
example, you usually create a dedicated tablespace for rollback segments, another
for temporary segments, and another one for indexes. This is mostly due to their
behavior. If objects that acquire and deallocate space differently are placed in the
same tablespace, the space becomes very fragmented, affecting performance of the
database.

Another performance-related feature that requires multiple tablespaces is partition-
ing. Using partitioning, you can spread a table across multiple tablespaces —and
therefore, multiple disks. For example, this is useful when a table contains historical
data spanning many years. Queries of the past years will not affect UPDATE and
INSERT activity on the current range of dates. As a matter of fact, you can even make
some of the partitions read-only to prevent changes, or even take the tablespaces
containing them offline if necessary — all without affecting othe