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Preface

This book represents a growing area of the law—both in its sophistication
as a legal discipline and of its importance to this society. The sophistica-
tion relates to the diverse and wide ranging legal disciplines which form
around the notion of security. The term security can apply to a wide rang-
ing set of issues, from crime to terrorism, and other forms of less violent—
but nonetheless inappropriate—behavior, such as theft and sexual
harassment. In this way, the theme of this book focuses on crime and
misconduct. This theme is coupled with certain suggested security meth-
ods designed to negate, or at least diminish, its consequence.

In post 9/11 America, the issue of security has taken on new implica-
tions. While crime has plagued American society for generations, there is a
new, much more deadly threat associated with terrorism. This is not to
imply that “normal” crime does not matter. Indeed, crime in any form can
be debilitating to society—and deadly to unfortunate victims. This book is
an attempt to understand both the legal exposures related to crime, and the
security methods designed to prevent crime. In this way, this book breaks
new ground. It is designed to explain crime prevention methods in light of
legal and security principles. To my knowledge, the combination of these
principles—at least in terms of this overall substance—is unprecedented.

This book is built around a collection of cases and laws from differ-
ent state and federal jurisdictions. The cases were researched from various
on-line data bases. I selected cases based on the following criteria. First, I
sought new cases. Since this discipline is still rather new and necessarily
dynamic, selecting recent cases will better illustrate the current principles
and parameters of the law. Sometimes, however, more established cases
have obtained a good deal of precedent and historical value. In order to
account for such, I selected a few older but key cases. These older cases are
useful because the decisions are particularly well written, and because
they provide a comprehensive analysis of the particular area of the law.

Second, I also sought cases that were factually interesting, sometimes
even controversial. For example, there is a growing body of cases surrounding

Xi



Xii PREFACE

security issues after 9/11. These cases are instructive, in that the delicate
balance between security and liberty (i.e., rights or conveniences) is being
flushed out—often within private environments or by private parties.
Unlike the myriad number of cases involving this balance within policing,
these cases are now being addressed within leases, contracts, and large semi-
private forums, such as shopping malls and “trophy buildings” like the
Empire State Building. Indeed, the litigation related to the first World Trade
Center bombings are likely to be cited and analyzed for years to come.

Finally, while most of the cases involve private parties, there is some
focus on private-public policing, and on governmental employees. In this
sense, security law is broader than security versus police. Indeed, the line is
increasingly being blurred. Hence, the book is broader than private security
because private security is now a broader topic. Particularly since 9/11,
private security is not just confined to the property lines of the business.
Now it is part of the public safety apparatus. Security personnel are inti-
mately involved in the protection of critical infrastructure, mass private
property (also considered semi-public environments such as shopping malls,
concert and sport facilities), and even within public streets, parks and busi-
ness districts. One of the strengths of this book is that these factors are
currently taking shape. Hopefully it will provide insightful and useful guid-
ance as we go forward under an uncertain legal and security environment.

Once the cases were selected, I liberally edited the court decision in
order to craft the language around certain objectives. First, I omitted most
of citations from the case. Most citations were deemed inappropriate due
to the nature and purpose of the book (see below discussion). Second, most
of the procedural aspects of the case were omitted. Since this book is
geared toward security studies by law/graduate students and professionals,
the use of excessive citations and procedural language does little to further
the study of security law. Such procedural niceties are only useful for attor-
neys crafting research, or litigation tactics and strategies. They are not
useful in the body of security law. For those attorneys and law students
who use this book, they have ample opportunity to study civil procedure
in other legal books and disciplines.

Instead, I sought to present the key factual and legal principles related
to security law. This is the key benefit of this book. These cases, if critically
examined, are instructive at the factual and principal level. Since no two
cases are factually alike, the presentation of factual scenarios coupled with
sound legal reasoning will enable the reader to understand the exposure he
or she may face as a security practitioner. For attorneys, these cases will
provide the framework for a niche “public safety” practice, as a personal
injury litigator, or as a counsel for a large corporation. In any event, the
cases focus on substance, not procedure.

The third editing objective was to commence with a brief overview of
the case and the decision. In this way, the reader will know from the outset
what the case is about and who won. Hopefully, this will help to focus the
reader, particularly those who are unfamiliar with case law. The intention
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is to get a quick understanding in order to fully understand the reasoning
of the decision.

Fourth, the cases were organized around certain subjects. Subjects
include defamation, invasion of privacy, negligence, and the like.
Sometimes there will be overlap in these areas. For example, a case listed
under defamation may involve several other legal theories, such as wrong-
ful discharge, battery, and intentional infliction of emotional distress.
When this occurs, I tried to classify the case into the dominant subject.
Admittedly, this was not a perfect exercise. For those cases that seem to be
better served in another subject, you can attribute this error to my editing
process—and to the diverse nature of security law. Hopefully it will be
attributed more to the latter than the former.

Following the presentation of the cases, I provide a brief case
comment. Sometimes the comment will emphasize principles derived
from the case. Other times, I will focus on specific facts that turned the
decision. The case may also be contrasted with another case, to illustrate
differences in how the case was approached, or the decision of the court. In
addition to these techniques, discussion questions are presented at the end
of the section in order to facilitate classroom discourse and individual
analysis. Using these techniques, the goal is to get the reader to think
critically about the case—and the relevant principles and facts contained in
these cases.

In each section or chapter, I introduce the elements of the particular
cause of action. Since each legal theory has particular elements, I highlight
these prior to presenting the case. At appropriate points, certain suggested
security methods which relate to the particular cause of action are
presented. In this way, the reader should have a grasp of the legal theory,
its elements and principles, and of the security methods designed to
reduce the likelihood of its occurrence—or at least to limit the liability
exposure if it does occur.

Part One provides an overview of Premises Liability and Negligence.
Chapter 1 serves as an introduction to the key cause of action in security
law: negligence. In this chapter the elements are presented in some detail.
In addition, the notion of premises liability, which is based on negligence,
is analyzed from historical to contemporary times. Included in this analy-
sis, a chart listing premises liability standards in each state is presented.
The benefit of this chart is to provide a handy resource for research and
comparative analysis. Chapter 2 presents various Negligent Employment
based causes of action, such as Negligent Hiring, Negligent Supervision
and Training, and Negligent Entrustment. Chapter 3 presents Investigative
Cases and Methods.

Part Two provides an overview of Intentional Torts and Claims.
Chapter 4 presents Torts of Physical Nature. These causes of action range
from assault and battery, false arrest/false imprisonment and malicious pros-
ecution, and trespass. Chapter 5 focuses on Torts of Personal Nature, such as
defamation and invasion of privacy. Chapter 6 delves into Workplace
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Violence, with an explanation of its definitions, risk factors, implications
and illustrative cases. Chapter 7 presents Sexual Harassment, with defini-
tions, principles, defenses, and illustrative cases.

Part Three shifts to Agency and Contract based claims. Cases in this
section include Agency and Related Theories (Chapter 8), and Contract
actions involving insurance coverage, security services contracts, and
leases (Chapter 9).

Part Four takes a comprehensive analysis of the issues related to Legal
Authority and Liability. This section includes constitutional and statutory
claims relating to the use of force, arrest powers, and distinctions between
private and public policing. In this section, Chapter 10 presents cases deal-
ing with Off-Duty Police, and Chapter 11 presents Special Police/Private
Security cases.

Part Five addresses Terrorism & Future Issues. In this section, the
issues and implications of terrorism coupled with relevant definitions are
presented. Chapter 12 discusses Terrorism Cases, including current and
significant case law. Chapter 13 presents relevant Terrorism Statutes and
Indicators designed to detect and prevent terrorist acts. Finally, Chapter 14,
Conclusions, serves to address future issues relating to security and public
safety.

Finally, from a personal note, putting this book together has been a
goal for many years. Since my law school days, I have been intrigued by
this subject, and the desire to contribute to the public safety of this coun-
try. This coalesced for me in the mid-1990s when I taught Legal and Ethical
Principles in Security Management for Webster University. At the time,
Webster University and ASIS International (formerly American Society for
Industrial Security) formed a joint undertaking to develop one of the first,
if not the first, graduate degree in security management. I was fortunate to
have been an instructor almost from the onset of the program.

The Webster University class was taught as a case study, using Private
Security Law (David A. Maxwell) and Private Security and the Law
(Charles P. Nemeth). Both of these authors were pioneers in this subject.
They helped to frame my thoughts, deepen my understanding, and inspire
me to build my own case book. Indeed, as the years passed, the cases
within these books became dated. Looking around for other case books,
one was struck by the lack of comprehensive work in this important
subject. Comparing the large number of books on criminal law, I was
amazed that so few focused on security law. Given the lack of published
case books in this area, I admit to doubting whether the subject was too
obscure or diverse to be considered a legal discipline. Then 9/11 occurred.

The day prior to this fateful day, I defended my doctoral dissertation
entitled: The Functional and Constitutional Implications of Private
Security Patrols on Public Streets. At that time, this topic was something
only university professors would care about. It was probably too esoteric
for the marketplace. In a similar vein, one may ask whether a security law
case book is also too esoteric? Based on the events since 9/11, including the
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wars in Afghanistan and Iraq, the anthrax attacks, the bombings in Bali,
Spain, London, the daily terrorist acts in Iraq, the sustained rioting in
France, the “cartoon” riots in numerous countries, the growing violence of
criminal gangs, the continued impact of workplace violence, the Iranian
nuclear threat, the question of the existence—or threat—of WMD, and from
many similar concerns, my conclusion is a resounding no!

Notwithstanding the impact of these events, I am convinced this
subject—security law—is too important to ignore. It is comprehensive and
growing in significance. Someday, it will be regarded as a legal discipline.
In the meantime, to those readers who struggle through these cases, you are
the next generation of security and legal practitioners who will carry on
this important subject. Hopefully, with this collective analysis and efforts,
we can make this country a safer place to live and work. At the same time,
our clients and employees may also benefit from a reciprocal reduction in
liability concerns and exposures. If this book achieves even a small meas-
ure of success, it is this goal it should be measured by.

James F. Pastor, Ph.D., J.D.
Lemont, Illinois
April 10, 2006



This page intentionally left blank



Acknowledgments

There are numerous individuals who have contributed to this book, some-
times in ways that they may not even be aware of. While I cannot name and
thank each person individually, please know that you have made a differ-
ence in my life.

Of special note are certain people who directly made this book come
to life. Dr. Richard Ward, Dean and Director of Criminal Justice at Sam
Houston State University, has been a mentor for years. From my days as a
police officer, you exposed me to the desire to grow academically and
intellectually, and to understand the gravity of terrorism in relation to
public safety. Your insight and work product was and is an inspiration.
Joseph N. DuCanto, Esq., also deserves special mention, as he provided a
critical opportunity by serving as the general counsel of his security serv-
ices firm. I learned a lot about the business of security, and the legal expo-
sures of such through the years I served your firm.

In addition, I want to thank my friends and colleagues at Calumet
College of St. Joseph. Of note are President Dennis Rittenmeyer, Ph.D.; Vice
President of Academic Affairs, Michele Dvorak, Ed.D.; Graduate Director
David Plebanski, Ph.D.; Law Enforcement Management Director Michael J.
McCafferty, J.D.; Assistant Professor Dean Angelo, Ed.D.; Professor
Emeritus K. James McCaleb, Ph.D.; Dean of Students, James Adducci, J.D.;
Public Safety Institute Executive Director Geoff Anderson; Associate
Directors John Tsolakos and Dr. Gary Jones; Supervisor Nick Zivanovic;
Coordinator of Graduate Student Services Mary Severa; and Director of
Public Relations Rada Indjich.

This same regard is for my doctoral dissertation committee for their
help in framing this work—which hopefully builds on the foundation
established in the dissertation. Drs. Wayne Kerstetter, Jess Maghan, Melissa
Marschall, Evan McKenzie, and particularly the committee chairman,
Richard Johnson, your insights and direction are most appreciated. Your
efforts and insights will never be diminished or forgotten.

Xvii



Xviii ACKNOWLEDGMENTS

To my friends and colleagues in the security and policing industries,
I wish you safety and God speed as you work to protect your clients,
communities, and ultimately, this country. While I do not “know” most of
your identities, I do know your work. For those I do know as individuals,
there are simply too many people to name. Either way my respect and
regard go out to you. Indeed, your work often goes unnoticed and unap-
preciated. In some measure, this book is dedicated to your work. My regards
also extends to those at the International Association of Professional Security
Consultants (IAPSC), ASIS International, and the Illinois Association of
Chiefs of Police (IACP). In addition, special regards to Daniel S. McDevitt and
Thomas Elward, who I had the pleasure to work with at SecureLaw Ltd.
Your work product and knowledge was and is both professional and
insightful.

My regards to those at Butterworth-Heinemann, especially Mark
Listewnik, Jeff Freeland, Kelly Weaver, and Pam Chester, and to other
editors and support personnel, your help and work is most appreciated. In
particular, my thanks and regards to Ellen Persio for your editing. You have
greatly improved this document.

Finally and most importantly, to my wife, Rose Ann, my mother and
family; thanks again for helping me through another book. It seems that
they do not get any easier. The help, encouragement, and support of my
loving wife make this book both possible and more worthwhile. My thanks
and love is with you all.



Part One

Premises Liability
and Negligence

This book aims to demonstrate how crime and misconduct relate to liability
exposure and security methods. Part I is designed to provide the reader
with a thorough understanding of the tort of negligence, including certain
negligence-related claims. Since numerous security and crime related claims
are based on negligence, it is important to provide an underlying analysis
of the causes of action in this field of study. In addition, since investigative
cases and techniques and security and risk management methods are critical
to the litigation process, these will also be highlighted.
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Introduction

It may be helpful to provide some context for this book by beginning with
a brief summary of the discipline of security law and a description of the
historical, theoretical, and situational factors that have led to our current
circumstances in security and policing.

SECURITY LAW AS A DISCIPLINE

The concept of security law requires an understanding of many diverse
legal disciplines. These disciplines range from negligent and intentional
torts to contract and insurance provisions, agency and vicarious liability
theories, and constitutional and criminal laws. Despite their obvious diver-
sity, these disciplines are linked in this context by the impact of crime
and misconduct. Hence, this legal analysis should be supplemented with
“security sense” and experience.

As with any discipline or endeavor, experience in private security
law is critical. In my hundreds of contract negotiations involving security
matters, I have often been struck by the attorneys’ unfamiliarity with
security issues and with the security industry in general. This should not
surprise anyone. Indeed, attorneys, like most other professionals, typically
develop a niche or an area of practice that focuses on a particular legal
discipline. For example, family law attorneys focus on divorce, support,
child custody, and like matters. Similarly, personal injury attorneys litigate
negligent and intentional torts. In this sense, I advocate thinking about
security law as a discipline.

As recently as three decades ago, there was little interest in the notion
of elder law. Those who practiced family law were relegated to the category
of “divorce lawyers.” Similarly, the discipline of environmental law had
not yet been conceived. Since then, new legal disciplines have emerged
to serve the changing needs of the marketplace and of society. Currently
attorneys practice in niches devoted to the aging population, to changing
family norms, and to the protection of the environment.
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In post 9/11 America, the emphasis on security has been heightened.
While some people continue to question the extent of the threat facing this
country, those who study terrorism and security know that the threat
remains real. Indeed, the threat of violence, particularly from terrorism,
violent gangs, and lone psychopaths, is likely to persist. Violence is as old
as human nature. I see no end to violence as long as human nature exists.

As with any trend, those who are closer to the issue see the picture
with more clarity. In addressing this area of the law, I have been blessed
with a rather unique set of skills and experiences. As a young police
officer in the early to mid-1980s, I attended law school with the intention
of focusing on public safety and security. While I did not fully realize the
importance of this legal training at that time, it enabled me to be a better
police officer. As a tactical police officer in the gang crime unit, I patrolled
the South Side of Chicago on “missions” designed to actively seek out
crimes committed by gang members. I arrested hundreds of gang members,
mostly for crimes involving drugs, illegal gun possession, and violence.

My law school experience helped me understand the legal limits of my
role as a police officer. It helped me grasp the legal principles surrounding
search and seizure, the nuances of warrant requirements, and other police
procedures. In this sense, being a good police officer requires knowledge of
the law. The better a police officer understands the law, the more effectively
he or she can perform the job.

The same holds true for the security professional. In many ways,
the issues confronting security personnel are actually much more compli-
cated than those facing the average police officer. Unlike the typical police
officer, the security professional must be equipped to prevent as well
as temper the consequences of occurrences such as workplace violence,
sexual harassment, internal theft, and threats from criminals and even
terrorists. Simply put, to deal appropriately with the many diverse and
complex legal issues within this field, the security professional needs
to possess expertise that extends beyond the rather narrow confines of
criminal law.

This maze of legal issues is further complicated by the unfortunate,
but inevitable, lack of consistency created by differing state laws. Unlike
criminal law, which involved numerous U.S. Supreme Court decisions,
the subject areas within security law are largely based on state court deci-
sions. Because so few U.S. Supreme Court decisions relate to security law,
security professionals, and their legal advisors, tend to focus much more
on state laws within their particular environment. The many variations
in security laws among different states present a real challenge to corpo-
rations with properties and service provisions in different states. This situ-
ation also complicates the task of developing a comprehensive book on
security law.

By now some readers may be asking: Why should I care about court
decisions—made by judges and juries—who have little understanding of
security methods and principles? The short answer is liability. Liability often
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drives the implementation of security methods. Stated another way, the
exposure of potential liability—often in damage awards reaching six, seven,
or even eight figures—has motivated many corporations; either private,
public, or municipal, to worry about security. Of course, some organiza-
tions continue to insist that it “won’t happen here.” Nonetheless, many
unfortunate businesses and property owners find themselves on the wrong
end of a lawsuit, faced with substantial potential exposure or actual liability.
Hence, court decisions have provided substantial incentive for organiza-
tions to face the impact of crime and misconduct. The old adage of “pay
me now or pay me later” has been a powerful motivator to take the threat
of crime and misconduct seriously.

Let me clarify a key point. I do not advance or subscribe to the notion
that security methods are directly related to liability exposure. To do so
would equate life with money. This is not my intention. My point is that
the legal system has shaped security methods and even, to a large degree,
the security industry. This is so in a number of ways. Since the conse-
quences of security breaches vary, or are not directly quantifiable prior
to the incident, the typical property or business decision maker may
believe that little or no security is sufficient. When no crime is committed,
the decision proves correct. This mind-set gives rise to the inevitable ques-
tions: Why spend money on security? Why inconvenience your employees,
tenants, or customers with security protocols that seem unnecessary?
Coupled with the natural human tendency to believe that bad things happen
only to others, this attitude leads many to assume, often incorrectly, that
their environment or workplace is safe.

Now add hefty and highly publicized court decisions to the mix.
At this point, many people will sit up and take notice. While some may
still cling to a false sense of security, reasonable and prudent decision
makers now see the implications much more clearly. The implications, of
course, are more than just money damages. Loss of reputation, goodwill,
business continuity, and of course, the lives and property of those affected
by a workplace crime are also involved. The need to prevent such losses
is a strong incentive to pay attention to security. With these implications
in mind, I will provide an overview of the historical and theoretical under-
pinnings of this book.

HISTORICAL PERSPECTIVES

Centuries of history related to security and policing can be summarized
in one overriding human theme: survival. The security of the individual,
the family, the community, and even the nation-state are all tied to this
basic need. As an indicator of its importance, Maslow classifies security
as a second-tier need in his hierarchy of needs, just above food, clothing,
and shelter.! Given the importance of security, it is understandable that
humans have developed various mechanisms designed to foster this goal.
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While this summary represents only a cursory view of the historical
complexities of security, the issues raised in this overview are intended to
provide a pointed and appropriate framework for private security law.

For centuries, people in the community have acted as the security
force within the community. Indeed, the “job” of security was not even a
job. It was the duty of all able-bodied men to protect their homes and their
community.? There were no police to call. Instead, the people acted in
self-defense or in defense of their community. Through much of history,
security was seen as the province of the people. This viewpoint was so
entrenched that it even served as one of the guiding principles of the
founder of Britain’s first professional police force, Sir Robert Peel, who
asserted: The people are the police, the police are the people.®

Before the formation of public police, self-help and self-protection
were considered the foundations of law enforcement and public order.*
Throughout much of recorded history, kings were primarily concerned with
conducting warfare and protecting their land from invaders. This changed
when the legal system or the justice process came to be regarded as a cash
cow.® The subsequent expansion of the internal justice process was justi-
fied by the concept of the king’s peace. The term king’s peace equated to
law and order.

As the power of the king evolved, many offenses that were previously
regarded as intentional torts (wrongs subject to civil action) were deemed
crimes against the king’s peace.® Reynolds observes this key fact: “Whereas
the spoils of tort law belonged to the victims, the spoils of criminal law
went to the king.”” Based on this principle, acts previously considered
torts such as arson, robbery, and murder could be declared crimes. The
incentive to expand the king’s peace was clear. If people could be declared
criminals, their property could be confiscated by the king.® Such declara-
tions allowed the king to collect property or revenue from the “criminal.”
Likewise, the criminal could be punished (or even executed) for deeds
against the king, his sovereignty, and his people.®

The change from a tort-centered to a crime-centered system directly
affected those who were to be compensated. Traditionally, the injured person
(or his or her family) was to be financially compensated by the person who
caused the injury. Many victims favored treating offenses as civil torts,
because this provided them with a way to collect financial compensation.'®
The typical compensation involved some financial or property transfer
to the victim or the family of the victim from the person who caused the
injury. However, once the act was declared a crime, the financial benefit
through fines, confiscation of property, and the like was transferred to
the king.

It is important to note, however, that this increasing expansion of
the criminal law was not without justification. Those who favored increas-
ing sovereignty of the king believed it would reduce the incidence of
retribution by private citizens, as well as provide for legitimate sanctions
by government.!? Government sanctions against criminals were deemed
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legitimate because they removed the need for the victim (or his or her
family) to retaliate against the offender.

Traditional codes of family honor could lead to bloody feuds that
persisted for generations. By assuming the right to avenge harm on behalf
of all the people, the state (or king) also assumed the obligation to ensure
swift, sure justice, as well as to protect the rights and safety of the public.
This type of system promised not only to limit the scope of retributive
violence, but also to transfer the costs of seeking justice to the state, while
assuring victims that they could rely on state’s vast powers to redress their
grievances.

The desire to limit the use of power or coercion to the government
rested on sound reasoning. Naturally, there was a desire to reduce the
amount of violence. Many believed that responding to violent acts based
on the “eye for an eye” code of justice served only to perpetuate violence.
Notwithstanding the potential for deterrence, or even the justification
of retribution, the notion that government should be the arbitrator of
violence had compelling logic. According to this way of thinking, putting
the government in charge of retribution would help limit the use of
violence by private citizens. As a consequence, government was increas-
ingly saddled with the burden of controlling crime and capturing and
punishing criminals.

Notwithstanding this gradual transfer of authority to government
(or to the throne), the burden of law and order rested on the citizenry for
a large part of recorded history. In early times, crime control of the town
or community was provided by people through the use of the “hue and
cry.”'? A hue and cry was a call to order. It was designed to alert the
community that a criminal act had occurred or was occurring. Upon this
call to order, able-bodied men responded to lend assistance, or to pursue
the criminal. This ancient crime protection system is remarkably similar to
the “observe and report” function of private security, absent the pursuit
and capture of the criminal. The theory behind observe and report is that
the security officer should act as a deterrent to crime. When a crime is
observed, the task of the security officer is to gather information about
the criminal (or the crime), and then immediately report such to the public
police—in effect, serving as the “eyes and ears” of the police.?

Over time, however, the custom of hue and cry gave way to a more
defined system of crime prevention. This system, known as “watch and
ward,” entailed more formalized crime prevention methods. It was headed
by shire reeves appointed by the king.'* The shire reeves, in turn, appointed
constables to deal with various legal matters. Both the shire reeve (later
shortened to sheriff) and the constable were the forerunners of modern
sworn law enforcement officers.’® This system furthered the legitimacy of
public officers in crime prevention and control, with the appointment of
individuals who reported directly to the king.

Early American colonies adopted this watch-and-ward system. Partly
due to the deficiencies inherent in this system, however, some towns
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supplemented this method with night watches conducted by citizens
appointed by the local government.'® Unfortunately, these unpaid, ill-trained,
and ill-equipped constables often failed to control crime. As a result, busi-
nessmen hired their own security to protect themselves and their business
or property.’” These early security providers, however, did not protect the
general population. Most people had to fend for themselves. Towns and
villages were largely unprotected, except by those who lived there.

Based on these circumstances, some criminologists and historians
believe that the emergence of municipal police forces were a direct result
of the growing levels of civil disorder within society.’® Indeed, Miller
emphasized that in 1834, known as the “year of riots,” legislators in New
York decried the need for order. This outcry for order translated into
more “security” forces. It became increasingly clear that the established
system of crime prevention was not working. In this sense, the riots acted
as a trigger, helping to bring about the institution of municipal police
departments.

The emergence of public police, as with any societal initiative,
was not without its problems and detractors. Many people argued that
a full-time police force was too expensive. Certainly, the traditional
methods were less costly because the major portion of these protective
services was provided by unpaid volunteers.'® Another economic objection
was based on the argument that the newly created public police agencies
were unable—or unwilling—to provide for the security needs of the
commercial sector.?’ To support this assertion, critics of public policing
could point to the situation in America’s “Wild West.” The western terri-
tories had few government-employed police officers. This lack of police
officers was especially problematic for newly developing mobile commer-
cial enterprises, such as the railroad industry. Labor unrest, especially
in the steel, coal, and railroad industries, further drove the demand for
security.?! Not surprisingly, this growing need for security significantly
drained resources from already overextended municipal police depart-
ments.?? In order to serve this growing market, Allan Pinkerton formed
the first contracted private security firm in America.?® This occurred in
1850, at a time when many municipal police departments were in their
infancy. Thus, paid security forces were developing even while the growth
of public police departments was still in its early stages.

Other criticism of early policing pointed to the dangers of a govern-
ment monopoly on policing,? fearing that it could lead to the development
of excessive police power.?® To these people, the cop on the beat repre-
sented an “ominous intrusion upon civil liberty.”?¢ To others, the concern
for security overrode the integrity of constitutional provisions. Thus,
the tension between the desire for security and the desire to maintain
constitutional protections became critical in the debate over this policing
initiative. Likewise, the difficulty of balancing public safety with individ-
ual rights continues to fuel controversy over current security initiatives—
whether public or private.
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As public policing began to take hold, certain legal decisions carved
out the specific duties of the government in regard to the safety and secu-
rity of its citizens. As noted earlier, the historical roots of policing stemmed
from the notion that citizens were obligated to maintain law and order. This
notion was consistent with the ideals of the framers of the U.S. Constitution.
They assumed that law-abiding people would be largely responsible for
their own safety.?” As a result, the framers of the Constitution did not
define any specific governmental obligation to protect citizens from crime.
The U.S. Supreme Court upheld the principle that government
does not have a specific duty to protect individuals in the famous case
entitled South v. Maryland (1856). In its decision, the Court refused to
create this duty based on the belief that it would “impose a crushing
economic burden on government.” Instead, the Court held that government
had a general duty to enforce laws, but not to protect any particular person.
Significantly, the South v. Maryland Court held that:?®

There is no constitutional right to be protected by the state against being
murdered by criminals.... The constitution is a charter of negative liberties,
it tells the state to let people alone, it does not require the federal
government or the state to provide services, even so elementary a service
as maintaining law and order.?®

This decision provided the intellectual principle that the government
is not responsible for the safety of its citizens—as it related to criminal
activity. Accordingly, citizens are expected to secure their own safety from
criminals, independent of the protection from government. This basic prin-
ciple has not changed. Absent the duty from a third party, usually imposed
on a corporation or a property owner, the burden is on each individual to
provide for his or her own safety and security.3°

This brief historical perspective illustrates the impact of crime on
civilized society. In days of old, security was the province of the people. In
contemporary times, “the people” typically pay others for protection.
Citizens pay taxes for municipal policing. Clients pay contracted fees to
security firms. Both of these methods of maintaining public safety and
providing security services are accepted as contemporary norms. However,
as will be more fully articulated later, there is a growing trend for citizens
to pay security firms for protection within the public realm. This creates a
sort of back to the future circumstance, where “the people” are taking more
responsibility for their own security.

The payment of monies for private security services raises an impor-
tant question: Is it appropriate for clients, who are citizens of a govern-
mental entity, to pay a private firm for security, or even public safety
services? My answer is yes. To answer this question for yourself, you might
begin by asking yourself these questions: Is it wrong to pay for personal
protection? If public police cannot or will not provide for your personal
protection, is it inappropriate to pay a security firm to do so? Viewed from
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this perspective, affirming the individual’s right of self-defense seems the
only reasonable approach.

Because the job of private security professionals involves the imminent
threat of violence, their effectiveness almost inevitably depends on their
ability to use appropriate tactics, including the use of force. Regardless
of the situation that prompts the use of force or the mere imposition of
verbal commands, the use of coercive measures is subject to monitoring by
the legal system, either through judicial and legislative pronouncements.
Thus, those who are in the business of security have a responsibility to stay
informed about the legal limits of their power and authority. As the role of
security providers in society continues to expand, the need to understand
private security law becomes increasingly important. This book attempts to
address that need.

CRIME, CRIMINOLOGY, AND SECURITY LAW

Security personnel seek to prevent crime by attempting to predict reasonably
foreseeable crime and develop precautions against it.’! Whether a crime
is foreseeable and whether it can be prevented is often based on an under-
standing of the environment and of the offender.

A substantial body of law has grown around the notion of the envi-
ronmental aspects of crime. Many researchers believe that an area often
undergoes a transition from relatively few crimes toward a high incidence
of crime or a heightened fear of crime, caused in part, by lack of order.??
For example, order maintenance theories contend that crime problems
initially arise from relatively harmless activities, such as drinking on the
street, graffiti on buildings, and youths loitering on street corners. If these
activities go unchecked, the level of fear and incivility in the area begins
to rise and more serious crimes, such as gang fights or even drive-by
shootings, may take place. The underlying theory is that the presence of
disorder tends to reduce the social controls previously present in the area.
This results, at least in theory, in the increased incidence of crime, partic-
ularly serious crime. Increased crime, in turn, contributes to the further
deterioration of the physical environment and economic well-being of the
community.

The development of order maintenance theories can be traced to
a line of thinking that developed over time. These theories focused on
conditions in cities, particularly in the slums. In these areas of the city,
conditions included “physical deterioration, high density, economic inse-
curity, poor housing, family disintegration, transience, conflicting social
norms, and an absence of constructive positive agencies.”®® Over time,
researchers began to focus less attention on socioeconomic factors, and
more on the physical characteristics of the community, or on the environ-
ment. The focus on the physical characteristics of the space where crime
occurred resulted in a substantial body of scientific research, including
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that of Cohen and Felson. They argued that the completion of a crime requires
the convergence in time and space of an offender, a suitable target, and the
“absence of guardians capable of preventing the violation.”3* The guardians
include police, security, citizens, and “place managers” who are either
formally or informally responsible for a particular property or location.*

This focus on environmental factors is seen in a number of studies.
For example, Gibbs and Erickson found that the daily population flow in
large cities “reduces the effectiveness of surveillance activities by increasing
the number of strangers that are routinely present in the city, thereby
decreasing the extent to which their activities would be regarded with
suspicion.”?® The implication was that the more crowded an area became,
the less likely it was for strangers to be noticed. Thus, with less natural
surveillance from community residents, more crime might develop.
Consequently, Reppetto concluded that the social cohesion and informal
surveillance declines with the large number of people living in a given area.®”

Similarly, Lewis and Maxfield focused their research on specific
physical conditions within the environment. They sought to assess how
the environment affected the level of crime and the fear of crime. Their
research design took into account such factors as abandoned buildings, teen
loitering, vandalism, and drug use. They believed these factors draw little
attention from the police partially because the public police have limited
resources to effectively deal with these problems.*® The researchers noted
that such problems, nonetheless, are important indicators of criminality
within any community.

These problems are considered indicators of the “level of incivility”
in an area and are thought to contribute to a sense of danger and decay.
The presence of danger and decay, in turn, increases the perceived risk of
victimization.®® In this sense, the presence of incivility may lead to crime,
or it may simply cause an area to seem dangerous. Indeed, while some inci-
vilities are not even criminal, they are disconcerting nonetheless. For
example, groups of teens walking through a neighborhood may be legal but
still raise fears within the community. As such, these studies concluded
that policymakers should focus on “neighborhood level” approaches to
reducing crime and fear.

This research was supported and further validated by subsequent
studies. Covington and Taylor conducted research into what they termed
the “incivilities model.” They argue that people perceive “cues” to the
underlying level of disorder in their immediate environment. When people
sense negative cues in their environment, they feel more vulnerable and
fearful.*? In essence, they become more aware that they may be at risk of
being criminally victimized. Consequently, cues representing incivility
may serve as an early warning or an indicator that the environment may be
ripe for serious crimes.

What are these cues, or the signs of crime? According to Covington
and Taylor, there are several indicators or cues. They fall into two distinct
categories: social and physical. Social cues include public drinking, drug
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use, loitering, and disturbances such as fighting and arguing. These activi-
ties may be deemed disturbing to some people, and dangerous to others.
Physical cues include litter, graffiti, abandoned buildings and vacant lots,
and deteriorating homes and businesses.*! While these conditions may not
be inherently dangerous, they create the impression that the neighborhood
is declining. This impression, in turn, may foster an attitude that the people
in the neighborhood do not care about their homes or their community.
As a consequence, those intending to commit crime may view the perceived
lack of care as an invitation for criminal activity.

Subsequent research by Fisher and Nasar further validated this logic.
They studied the effects of “micro-level” cues. Micro-level clues involve a
specific place or location. The authors found that such cues relate to fear
in three specific criteria:*?

e  Prospect—openness of view to see clearly what awaits you.
e  Escape—ease of departure if you were confronted by an offender.
e  Concealment—extent of hiding places for an offender

Based on an analysis of these criteria, the authors concluded that
areas that lack open views and avenues of escape for potential victims
while offering criminals effective hiding places are ripe for crime. When
faced with these conditions, individuals tend to feel a greater exposure to
risk, lose their sense of control over their immediate environment, and are
more aware of the seriousness or the consequences of attack.*® This conclu-
sion further advanced the concept of “situational crime prevention.” This
approach advocates the examination of the actual criminal event or inci-
dent. When doing so, it is considered key to assess how the “intersection”
of potential offenders connected with the opportunity to commit crime.
This level of analysis focuses on how to prevent this “intersection” from
occurring. According to this way of thinking, reducing the criminal’s
opportunity to commit crime should enable individuals to avoid crime.
Consequently, the commission of a particular crime could be prevented
through specific measures designed to reduce the offender’s ability (or
even propensity) to commit crimes at a specific location.*

The conclusions from these studies have been echoed by a number
of other authors, including Kelling, who asserts that citizens regularly
report their biggest safety concerns to be activities such as “panhandling,
obstreperous youths taking over parks and street corners, public drinking,
prostitution, and other disorderly behavior.”#5 All of these factors have
been identified as precursors to more serious crime. Moreover, the failure
to correct these behaviors is often perceived by potential offenders as a
sign of indifference—which may lead to more serious crime and urban
decay.*® According to this thinking, the most effective way to reduce
crime is to address both the physical and social conditions which foster
criminal behavior and to prevent such conditions from festering into more
serious levels of incivility and decay.
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The logic behind and conclusions derived from these studies have
been embraced by both public police and private security. The key compo-
nent of these studies, in both the public and private sectors, is order main-
tenance. Order maintenance techniques are designed to improve physical
conditions within a specific geographic area. This can be accomplished
in a number of ways, including the rehabilitation of physical structures,
the removal or demolition of seriously decayed buildings, and the
improvement of land or existing buildings by cleaning and painting. Other
environmental improvements, such as planting flowers, trees or shrubs,
and various other methods to enhance the “look and feel” of an area are
also recommended.*” These physical improvements are then coupled
with efforts to reduce or eliminate certain anti-social behaviors. The reduc-
tion or the elimination of problematic social behaviors is at the core of
an order maintenance approach to crime prevention. The objective is to
address these behaviors before more serious crimes occur.

Viewed from this broad environmental perspective, the topic of
security becomes wide ranging. It can encompass services as seemingly
diverse as trash collection and private police patrols that are in fact linked
by the common goal of improving conditions within a neighborhood.
Given the important role of the environment in the development of
crime, the need to control physical conditions and public activities within
a particular environment is paramount. The advent of terrorism will only
magnify this environmental focus. In today’s world, many formerly unre-
markable occurrences can seem ominous. An unattended package left
on a street corner might turn out to be a lethal bomb. The illegally parked
vehicle in your neighborhood could be a tragedy in the making. In this
new reality, the importance of an orderly and clean environment cannot
be understated. Of course, these perceived or potential threats are difficult
to remedy. Nonetheless, this growing emphasis on the environment has
been echoed by Kaplan, who views the environment as the security issue
of the early twenty-first century.*?

In public policing, these order maintenance techniques are encom-
passed in the concept of “community policing.”*® The core of community
policing is for policing efforts to extend beyond the traditional goal of crime
fighting. It is to focus on fear reduction through order maintenance tech-
niques.>® In this way, crime and fear reduction through order maintenance
are in accordance with the environmental theories articulated above.

This focus on prevention has traditionally dominated the decisions
of security industry officials.®! Indeed, the similarity of private security
techniques and community policing techniques can be narrowed to one
core goal: both are intended to utilize proactive crime prevention that is
accountable to the customer or the citizen.5? Private security’s traditional
“client focused” emphasis on preventing crime—not merely making arrests
after a crime has occurred, directly relates to this approach. With commu-
nity policing seeking to achieve this same goal, the functions of police
and security have or will inevitably move closer together. Of course,
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private security is particularly well suited to serve in a crime prevention
or order maintenance role. This has been its role for generations. At least
partly because of its focus on the property and financial interests of their
clients, private security has long since replaced public police in the protec-
tion of business facilities, assets, employees, and customers.?® This is
because private security personnel provided what the public police could
not accomplish. Specifically, the industry provided services for specific
clients, focusing on the protection of certain assets, both physical and
human, as their primary and even exclusive purpose.

The increase in tort causes of action, known as either premises liabil-
ity or negligent security, has fueled explosive growth in the security indus-
try, and in the business of personal injury attorneys.*® These lawsuits
stem from negligence based legal theories, which question whether the
business or property owner knew or should have known that a criminal
would come along and commit a crime within the property. Hence, the
crime victim could sue the business or property owner (and indirectly
its insurance company) for the actions of the criminal. The logic of this
cause of action rests on the theory that the owner contributed to the crime,
or at least, allowed the crime to occur by failing to take remedial action.
According to this logic, the property or business owner, who did not
commit the crime, is nonetheless guilty of negligence by allowing the
conditions conducive to crime to occur or to fester. Thus, the failure to
cure the conditions served to “invite” the criminal act.

These causes of action are based on two contemporary developments.
First, the impact of crime has created substantial damage—in human and
economic terms. Faced with these financial and human tragedies, courts
began to develop the logic and reasoning to support these lawsuits. Second,
these lawsuits were intellectually justified by the previously described body
of knowledge relating to crime. This thinking was further supported by the
Restatement of Torts 2nd, Section 344, which provides the crime victim
(plaintiff) must prove both of the following conditions:5°

1. Owner knew (or should have known) the premise was not secure.
2. Negligent features of premises allowed the crime to occur.

Scientific studies relating to the relationship between crime and the
environment are compelling. As noted previously, numerous studies have
provided a wealth of evidence that criminals do not act arbitrarily and
randomly. Indeed, despite the public’s abhorrence of criminal conduct,
criminals tend to view the decision to commit a crime as a rational choice.
The offender may weigh the risk of being caught versus the benefit
from the crime. If the potential gain outweighs the risk, then it is more
likely the crime will occur. Based on this logic, it seems reasonable to infer
that crimes tend to occur in locations that minimize the criminal’s risk of
being caught while maximizing his or her advantage. Indeed, crimino-
logical research has demonstrated that certain factors may lead to crime.
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These factors include: disorderly conditions, diminished lighting, high
prospect for escape, increased ability to conceal the crime, and various
other factors related to the criminal decision process.’® Such factors may
even invite crime. For example, Gordon and Brill argue that poor lighting
not only fails to prevent crime, but acts as a “crime magnet.”” For these
reasons, it was not a great leap for courts to begin to accept the counterin-
tuitive notion that the property or business owner should pay for the
actions of the criminal.

A significant consequence of this thinking was to extend legal expo-
sures to a new class of defendants: property and business owners. This
exposure, in turn, became a motivator for many owners to institute secu-
rity measures within and around their property or business location. In
this sense, potential liability served as both a carrot and a stick. The carrot
was the advantage that promised to accrue to property or business owners
who established a safe and secure place in which to do business, and
to live or work in. Certainly, maintaining a safe and secure environment
could not hurt the reputation of the business, or the viability of the prop-
erty. Conversely, the stick was substantial potential liability, with large
jury awards, that could occur in the event of a crime on their property.
In addition, media exposure stemming from such incidents could create
a reputational and public relations nightmare for the owner of the business
or property where the crime occurred. Clearly these factors provided
substantial negative motivation to secure the premises from criminals.

This carrot and stick approach led to the growing use of private security
personnel and methodologies. This boded well for the security industry.
Business and property owners started to think and worry about security.
They became more proactive in their approach to a safe and secure envi-
ronment. For security firms, the need for increased vigilance created a
larger and larger market of potential clients. It brought security further and
further into the realm of the average citizen. Security personnel began to
be routinely used at businesses and large corporations, now often focusing
on the protection of employees and clients, instead of simply preventing
them from stealing. In this sense, security became more mainstream. It is
part of the hospital you visited, part of your workplace, and part of the
apartment building you live in. Consequently, the security industry moved
into the lives of average people. No longer was it just the public police
who serviced the people; now there was another service provider, this one
operating out of the private realm. Now private security was “the people.”
This closeness to mainstream society also increased the scope of the services
provided by private security.

As premises liability and negligent security lawsuits developed, the
liability of business and property owners extended farther and farther
beyond the “protected facility.” The seemingly ever-expanding perimeter
was the result of court decisions. It was not uncommon for incidents in
parking lots to create liability exposure. Indeed, liability exposure may
even be claimed to apply to attacks that occur beyond the perimeters of the



16 SECURITY LAW AND METHODS

property or business.%® In fact, lawsuits have succeeded in cases of criminal
attacks that occurred down the street from the property or business held
liable. As liability exposure expanded, so did the security perimeter and
methodologies. Consequently, it is now common for security patrols and
hardware for properties and businesses to extend into the streets and other
public areas, in the quest to prevent crime and to provide a safe and secure
environment.

Conversely, public police have a much more difficult task incorporating
crime prevention into their organizational structure as a result of the
broader societal mission to universally enforce laws throughout society,
as well as to preserve democratic and constitutional ideals. Considering
that the already overburdened public police are also faced with economic
and operational constraints, it is not unreasonable to conclude that the
role of private security will continue to increase. This relationship between
crime and security has been pointedly summarized by Thompson. In addi-
tion to the criminological theories summarized previously, he outlines the
increased incidence of security liability to the following factors:®®

Increased crime

Growth of private security

Greater public awareness of litigation
Greater number of attorneys

Increased publicity about criminal incidents

CONTEMPORARY CIRCUMSTANCES

The relative size and scope of policing and security are well known in
industry circles. Much of this data is derived from the groundbreaking
Hallcrest studies. These studies reveal that in 1981, the security industry
spent approximately $21.7 billion, compared to the $13.8 billion spent
on public policing. In 1991, these expenditures rose to $52 billion for
private security, compared to only $30 billion for public policing.®® By
the year 2000, private security spent approximately $104 billion, while
public policing spent only $44 billion.5! This ratio of expenditures reveals
that about 70 percent of all money invested in crime prevention and law
enforcement is spent on private security. Furthermore, statistics reveal that
the annual growth rate for private security is about double the growth
rate of public policing.5? Through the year 2004, private security grew at a
rate of 8 percent per annum.% Most of this growth was prior to September
11, 2001. These figures illustrate that private security is one of the fastest
growing industries in the country.%*

Following the terrorist attacks of September 11, 2001, some security
firms predicted revenue growth in the range of 10 to 12 percent per year.®®
One verifiable example of this growth is the increased presence of private
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security officers in New York City since 9/11. In September 2001, there were
104,000 security officers in New York City. By October 2003, the number
of security officers there had risen to 127,006.5¢ This level of growth is
not atypical of the expansion of the security industry in other parts of
the country.

The number of security employees in relation to police further empha-
sizes the growing predominance of the security industry in the crime
reduction arena. Consider some historical trends. From 1964 to 1991,
employment in private firms increased by an astonishing 750 percent, with
the number of firms providing security and investigative services increas-
ing by 543 percent.®” Public policing agencies also grew their number of
full-time sworn police personnel to about 700,000. The number of police
personnel, however, pales by comparison of recent security industry esti-
mates of 2 million people employed by security firms.®® In some urban areas,
such as El Paso, Texas, the number of private police is estimated to exceed
that of public police by a ratio of 6 to 1.%°

The growth of private security is reflected in recent financial and
hiring data from two huge international firms that dominate the security
industry. Securitas, a Swedish based firm, had revenues of $5.8 billion
with a net income of $115.2 million in 2001.7° It employs 220,000 people
worldwide, with 98,000 in the United States. Since 9/11, they have hired
more than 10,000 additional guards to serve U.S. accounts. Similarly,
the Danish firm Group 4 Securicor had revenues of $2.81 billion dollars,
with a net income of $3.7 million dollars in 2001. This firm employs
400,000 full- and part-time personnel worldwide, with 53,000 in the U.S.,
of which about 3 to 5 percent are directly attributable to 9/11.7* By any
account, these are impressive numbers, both in terms of revenue and employee
growth. Overall, the data suggest that the private security is so dispropor-
tionately large compared to that of public policing, some observers argue
that private security is now the primary protective resource in the nation.”?
Based on expected additional terrorist incidents, these numbers will likely
grow—possibly substantially.

Likewise, the ratio of public police officers to reported crimes has
undergone a dramatic change. In the 1960s, there were about 3.3 public
police officers for every violent crime reported. In 1993, there were 3.47
violent crimes reported for every public police officer.” While crime levels
have decreased since then, these statistics illustrate that each public police
officer in contemporary America must deal with 11.45 times as many violent
crimes as police from previous eras. Walinsky notes that if this country
were to return to the 1960s ratio of police to violent crimes, about 5 million
new public police officers would have to be hired by local governments.”
This has not occurred and will not occur. Instead, the security industry has
stepped in to serve this growing market need.

Justice Department data reveal that despite the decreasing ratio of
the number of police to that of violent crimes, the economic costs of public
policing increased from $441 million in 1968 to about $10 billion in 1994.
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This represents a 2,100 percent increase in the cost of public policing,
while the number of violent crimes exploded 560 percent from 1960 to
1992.7° Thus, as crime rates increased, the tax monies used to “combat”
crime also dramatically increased. While more recent Justice Department
data reveals that crime has decreased from 1994 to 2004, one obvious
question begs to be answered: Would spending additional money on public
policing, in fact, reduce crime? Based on this short historical and statisti-
cal overview, the answer appears to be no. The most obvious conclusion
to be drawn from these statistics is this: Over the last generation, the
relationship between the amount of crime and the amount of money spent
on public policing has changed radically.

As dramatic as these statistics may seem, numerous authors assert
that the security industry should not be assessed on data alone. Indeed,
the sheer and undeniable growth of the industry can be viewed by its
involvement in businesses, homes, and communities throughout the
country.”® This involvement stems from such diverse services as alarm
systems, security guard services, and investigative and consulting services.
Indeed, the impact of the security industry may even be more substantial
than what this data suggests. For example, one observer noted, “We are
witnessing a fundamental shift in the area of public safety. It’s not a loss
of confidence in the police, but a desire to have more police.””” Indeed,
there are appropriate comparisons being made of the security industry
in relation to the advent of public policing in the mid-1850s. In light of
the historical summary, this comparison of private security to the advent
of public police seems right on the mark.

Numerous authors have argued that there is a need for more police,
or at least more protective services.”® Other authors have a more critical
view. They doubt the capability of the public police to provide an appro-
priate level of protection.”® In either case, private policing may be seen
as the “wave of the future.”®® Similarly, another author observed, “People
want protection, and what they cannot get from the police, they will get
from private security companies.”®! This statement has particular signifi-
cance in light of the current increased terrorist threat. The authors of
the National Policy Summit suggest a connection between this threat and
the conflicting roles facing modern police departments. In their analysis,
police are finding that in addition to the crime-fighting duties, they now
have significant homeland security duties.??

The impact of crime on average people suggested by a 2004 survey
conducted by the Society of Human Resource Managers (SHRM) is worth
considering. The researchers asked, “Do you feel safe at work?” The major-
ity of respondents answered no. Indeed, for almost every demographic
and industry category, safety at work ranked at the top or near the top in
terms of employee priorities. Specifically, safety was the number one issue
for women, and tied for first with benefits for older employees. Overall,
“feeling safe at work” was ranked “very important” by 62 percent of the
respondents, up from about 36 percent two years previously.??
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Business leaders also need to assess the current threat environment
and consider security countermeasures. A Booz-Allen Hamilton study
conducted in 2002 surveyed seventy-two CEOs from firms with more than
$1 billion in annual revenues. This study revealed their post-9/11 security
concerns. This survey found that 80 percent of respondents believed that
security is more important now than it was prior to 9/11, with 67 percent
actually incurring or anticipating substantial new security costs.?* In addi-
tion, expenditures for security-related personnel and hardware were
tracked and summarized in another study (see Table 1-1).85 The data
in this table reveal an increase in the use of various security methods as
well as a reduction of security expenditures by some firms. This trend
in the data seems to suggest that despite the threat posed by crime and
terrorism, some organizations still remain content to believe that “it won’t
happen here.”

Other more recent studies conducted after the London train bombings
and Hurricane Katrina reveal that “there is an increased focus on domestic
safety and security.”® One study revealed that 56 percent of companies
have revised their disaster preparedness plans, while 44 percent have
not. Again, the statistics suggest that while some people will seek to
prepare for or prevent a disaster, others prefer to merely to hope for the
best.?” As previously asserted, this mind-set will always exist in some
measure—despite the liability exposure and security threats facing society.

Considering the impact of liability exposure upon business, the
incentive to provide security is substantial. In 2004, the U.S. Chamber
of Commerce reported that small businesses incurred more $88 billion
annually in litigation expenses.®® An employment law firm’s annual survey
in 2003 reported that 57 percent of companies had an employee file a
lawsuit against the company, up 8 percent from 2002.%° The EEOC itself
collected more than $420 million dollars from employers who had violated
discrimination laws. Of course, regardless of whether a lawsuit has any
legal merit, litigation has both direct and indirect costs to the employer.

Table I-1 Security Budgets and Expenditure

Expenditure Area % Increased % Stayed the Same % Decreased
Internal Security Personnel 32% 52% 11%
Internal Security Operations 40% 50% 7%
Security Consulting 23% 43% 27%
Contract Guards 32% 37% 22%
Personnel Screening 34% 49% 12%
Access Control 55% 31% 8%

Note: Percentages shown as presented by study. Percentages not rounded, remainder is
unknown/undecided.
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These costs may include attorneys’ fees, lost productivity, decreased
employee morale, increased turnover, and poor public relations. Clearly,
it is important to provide a secure workplace environment, since crime
prevention and misconduct reduction have wide-ranging implications.

NEGLIGENCE ELEMENTS AND PRINCIPLES

In order to assess the liability exposure related to crime and misconduct,
one must consider the tort of negligence. Negligence can be defined as the
failure or omission to do something that a reasonable and prudent person
would do, or doing something a reasonable and prudent person would
not do. Negligence causes of action have four elements: duty, breach
of duty, causation, and damages. As was explained previously, government
has no constitutionally defined duty to prevent crime. Crime has tradi-
tionally been considered a superseding cause that broke the causation
connection in a negligence-based claim. This superseding cause in a
negligence action is illustrated in Figure I-1.

Duty

Duty is the standard of care that a reasonable and prudent person is
required to maintain. This standard is objective. Unfortunately, it is diffi-
cult to definitively determine an objective standard. It is based on what a
reasonable and prudent person would do or not do.?® The logic is that the
imposition of a duty often affects an individual’s behavior, since people
tend to conform to the duty in order to avoid potential liability.®! In the
context of crime, the imposition of a duty is designed to keep people safe
from crime. This does not require preventing the crime from occurring.
Sometimes crime cannot reasonably be prevented. In a perfect world, no
crime would occur. Of course, this world is far from perfect. It is clear
all crime cannot be prevented, even if the property and business owner tried
to prevent it. Indeed, courts do not require perfection. What is typically
required is the institution of reasonable security methods in order to dimin-
ish the probability that crime will occur. In achieving this standard, security

Demage
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Figure I-1 Crime as a superseding cause in negligence.
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methods can stem from a brighter light bulb to Fort Knox—and anywhere
in between. How then does a reasonable and prudent person assess what
security methods would be sufficient? The answer is the proverbial million
dollar question. Indeed, in security litigation, it is often a multi-million dollar
proposition.

Fortunately, there are principles that can be used to assess the appro-
priate level of duty. Broadly speaking, duty can be defined by particularized
relationships and by the concept foreseeability.®? Courts typically consider
duty of care as being based on three broad factors: the circumstances, the
terms of the contract (if any), and the expectations of the “special relation-
ship” between the parties (if any). Before considering these factors, some
additional explanation is necessary.

First, the notion of a special relationship imposes a duty on the
business or property owner. Such relationships include that of common
carriers, such as trains and buses, to their passengers. The relationship
between hotels and their guests is another example. Implicit in these
relationships is a circumstance in which the safety and security of the
subordinate party (the passenger and the guest) are in the hands of the
business owner and proprietor. In the logic of this relationship, the supe-
rior party (owner and proprietor) has an increased or enhanced duty to
protect those who depend on that party for their safety and security. Since
the existence of a special relationship is often posed in security litigation,
these issues will be developed throughout this book.

The second aspect of duty relates to the terms and conditions of
the contract, if one exists. This assessment is typically straightforward.
Generally, what is articulated in the contract is what is required by the
respective parties. In this way, the duty is based on the language of the
contract, or the agreement of the parties. These issues will be more fully
developed in Chapter 9.

The third aspect of duty is the most difficult to assess because it
is based on the circumstances surrounding the incident. With this assess-
ment, the operative facts often dictate whether a duty exists, or the extent
of the duty imposed. In this thinking, a general principle is relevant to
the assessment. As danger increases, the actor (owner or proprietor) is
required to exercise caution commensurate with the risk. For example, if
the risk of crime is particularly great, then the required security measures
to prevent crime may increase. The appropriate relationship between the
risk of danger and the commensurate duty, however, is tricky to definitively
define. Indeed, doing so can be construed as both an art and a science. This
is what makes the analysis contained in this book pertinent and relevant.
Performing a reasonable and prudent analysis to determine the appropriate
security precautions for addressing a particular level of risk requires an
understanding of both legal principles and security methods.

The typical approach to such an analysis is based on foreseeability.%
The concept of foreseeability can include what the actor (owner or proprietor)
actually knew, as well as what that actor reasonably should have known.
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Thus the actor may be required to anticipate the risk of harmful acts of
third persons. This thinking mirrors the description of a landowner’s duty
of care in the Restatement (Second) of Torts, which provides that reason-
able care must be exercised to discover what harmful acts are being
committed or are likely to be committed, give an adequate warning,
or otherwise protect the visitors against the harmful acts.® In this sense,
foreseeability may be determined in terms of past experience and future
probabilities. It is based on whether the likelihood of conduct by third
parties will endanger the safety of those within the particular environment.
This assessment takes into account a number of factors, including the
following:

1.  Crime rates and prior similar crimes

Lack of customary security measures (by business in area or by

particular location)

Statutory violations (repair or maintain building)

Nature of the business

Area or neighborhood where the business is located

Standard of security methods in the particular industry

Hours of business operation for the business

Specific complaints about crime, misconduct or suspicious

behavior at the location

Expert advise from police or security consultants

Relationship between owner’s conduct or action and the injury

incurred

11.  Extent of injury incurred by the victim (plaintiff)

12. Moral blame attached to the conduct or inaction of the busi-
ness proprietor

13.  Public policy considerations related to preventing harm, includ-
ing the magnitude and consequence of burden of preventing
such harm

14.  Availability and cost of insurance for the risk involved

N

PN

e®

Obviously, these factors are detailed and fact specific. They are also
complex to assess and difficult to predict. This list demonstrates the
diverse factors that courts may use to assess foreseeability. However, it is
important to distinguish factors from tests. Factors are facts or situational
assessments. Tests are legal standards. Typically, tests will often focus
on certain specific factors, as being more important to the particular test.
For example, in a prior similar incidents test, the lack of any previous
crime would defeat the claim. Conversely, in the totality of the circum-
stances test, the court would consider all factors, not just previous crimes.
Consequently, the particular test used by the court is a, or even the, critical
determination of liability.

There are various tests that courts use to determine foreseeability.
Specific tests include: (1) the specific harm test, (2) the prior similar
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incidents test, (3) the totality of the circumstances test, (4) the balancing
test, (5) the known aggressor/imminent danger test, (6) the actual or
constructive knowledge test, (7) the special relationship/special circum-
stances test, and (8) blending of various tests. While these tests have some
overlap, their basic characteristics can be described.

Under the specific harm test, a landowner owes no duty unless the
owner knew or should have known that the specific harm was occurring or
was about to occur. As this is a very restrictive standard, most courts are
unwilling to hold that a criminal act is foreseeable only in these situations.

Under the prior similar incidents test, a landowner may owe a duty
of reasonable care if evidence of prior similar incidents of crime on or
near the landowner’s property shows that the crime in question was fore-
seeable.” Although courts differ in the application of this rule, all agree
that the important factors to consider are the number of prior incidents,
their proximity in time and location to the present crime, and the similar-
ity of the crimes.?® Courts differ in terms of how proximate and similar
the prior crimes are required to be as compared to the current crime. Courts
can apply more liberal or more conservative standards for this test. For
example, in a gun assault case, one court held that although there were
57 crimes reported over a five-year period, only six involved a physical
touching. In this conservative jurisdiction, the assault with a gun was
deemed unforeseeable. Conversely, in a liberal jurisdiction, two prior burgla-
ries of apartments were sufficient to make a rape in an apartment foresee-
able. Notwithstanding this difference, this test typically depends on the
location, nature, and extent of those previous criminal activities and their
similarity, proximity or other relationship to the crime in question.

While this approach establishes a relatively clear line when landowner
liability will attach, some courts have rejected this test for public policy
reasons. The typical public policy criticism is that the first victim in all
instances is not entitled to recover. As such, if there were no prior similar
incidents, landowners have no incentive to implement even nominal
security measures. Hence, some argue this test incorrectly focuses on the
specific crime and not the general risk of foreseeable harm. Indeed, one
can make the logical argument that the lack of prior similar incidents
relieves a defendant of all liability. This is so, even when the criminal act
was, in fact, foreseeable due to generalized crime within the community.
However, advocates of this standard argue that merchants should be respon-
sible only for the dangerous conditions they created. In this sense, prior
similar incidents would act as “constructive notice,” which protects the
interests of the customer, while giving the property or business owner a fair
opportunity to take steps to shield them from liability.%”

Under the totality of the circumstances test, a court considers all of
the circumstances surrounding an event to determine whether a criminal
act was foreseeable. This may include the nature, condition, and location
of the property and the larger community, as well as prior similar incidents
in and around the property in question.®® Courts that employ this test may
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do so out of dissatisfaction with the limitations of other tests, such as the
prior similar incidents test. The thinking behind this test is that all relevant
factors associated with the crime should be taken into account. The wide
scope of this test is favored by those who seek to prevent crime—and by
those who advocate liability for those who fail to prevent crime.

A frequently cited limitation of this test is that it tends to make fore-
seeability too broad and unpredictable, effectively requiring that landown-
ers anticipate crime. Indeed, the numerous factors cited above are difficult
to assess and predict. Sharp argues that foreseeability alone does not create
a duty. Rather, the ability to have foreseen and prevented the harm is the
key determinative of responsibility inherent in this duty.®® Nonetheless,
this test is very popular with courts as it gives a wide-ranging analysis to
all relevant factors related to the incident. Hence, this test is useful because
it can incorporate all relevant factors. However, it is difficult to apply for
the same reason.

Under the balancing test, courts balance “the degree of foreseeability
of harm against the burden of the duty to be imposed.”?% In other words,
as the foreseeability and degree of potential harm increase, so does the
duty to prevent it. However, the burden of preventing foreseeable crime
must also be considered. For example, in high-crime areas, the burden of
preventing crime may become too onerous as to drive away all commerce.
Hence, this test seeks to balance the foreseeability of crime against the
burden of preventing crime. In this assessment, the burden is considered
in various ways, including the cost of security measures, the economic
impact of a “hardened” business environment, and the feasibility of
security measures to actually prevent crime. Because this is a difficult
“balancing act,” this test still relies heavily on prior similar incidents
in order to ensure that an undue burden is not placed on business or
landowners.

Under the known aggressor/imminent danger test, courts assess
whether the owner or proprietor had reason to know that a particular
assailant is aggressive, belligerent, or prone to violence against customers
or patrons. This is a very factually specific test, where knowledge of
the particular offender’s actual violent propensities is critical to imposing
liability. If this knowledge is not shown, then liability for the crime will
not attach.

In a similar test, the actual or constructive knowledge test, the owner
or proprietor must have knowledge, either actual or constructive, of the
threat posed by an offender or of the crime that was likely to occur. As with
known aggressor/imminent danger test, this is a very restrictive test. It
requires a high level of knowledge and specificity of the offender or of
the crime. One distinction between this test and the known aggressor/
imminent danger test, is that actual or constructive knowledge test
provides for a longer temporal assessment. In order for liability to attach,
the former focuses more on the time frame between the knowledge
and the crime. The latter allows for liability with less emphasis on time
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considerations, with more emphasis on what the business or property
owner knew—or should have known—about the potential for crime to
occur. While this is not a definitive distinction between the two tests, it is
a way to frame the logic of both.

As mentioned earlier, the special relationship/special circumstances
test focuses on the relationship of the parties, such as hotel-guest, carrier-
passenger, and the like. This test, however, also looks at the circumstances
surrounding this relationship. In this way, the status of the parties (special
relationship) is coupled with relevant factors (special circumstances) in
the assessment of liability.

As shown by the short descriptions of these different tests, there is
substantial variance in how liability assessments are made. The fact that
different states use different tests further complicates the task of assess-
ment. Consequently, the following table was developed as a reference to
facilitate the process.!?! Before using this table, a few caveats are in order.

First, the table lists tests applied in each state. While this information
appears straightforward, the fact that some states have developed standards
that are difficult to characterize in any definitive manner creates some
ambiguity. For example, some states will use a defined test, such as prior
similar incidents, but will differ in its application. In this way, a particular
state may use a more liberal view versus others that may use a more conser-
vative approach. Hence, even when the test is defined, the application
of the test may vary based on a liberal or conservative bend or mind-set
of the court.

Second, the chart lists tests that are sometimes adaptations from several
different tests that are often also difficult to characterize in any defined
way. For example, when one compares the actual or constructive test to
the aggressor/imminent danger test, the distinctions are fine or slight.
In the former, the test seems to combine knowledge of the offender and
of a particular crime, while the latter focuses much more directly toward
the particular offender who may commit a particular violent crime. This
assessment also takes into account the temporal factor discussed previ-
ously. In fact, the distinctions between these tests may be so fine as to
be legally and factually meaningless. Notwithstanding this assertion, the
test articulated by the court is the one listed in the chart.

A third issue related to this caveat is that sometimes a particular state
will not articulate a particular test or it will change from one test to
another. Since legal standards are very fact specific, courts may tend to
frame the legal analysis around the facts of a particular case. Hence, some-
times there is a “chicken and an egg” scenario. Stated another way, it
is difficult to assess which is paramount, the legal standard or the facts.
The interrelationship between the two sometimes makes it hard to distin-
guish which has first priority.

Given these complicating factors, the reader should review Table I-2
with some caution. Despite these caveats, this table nevertheless remains
a valuable tool. Indeed, the value of this table is that it attempts to define
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a difficult, often fluid, area of the law. To the best of my knowledge, no
other author has developed a table of this type. Hopefully, the attempt to
place clear distinctions between the varying state laws into an easily
reviewable table can be a useful tool for those who need to get a sense of
the law in a particular state, or of the broader concept of security law.
While it may appear that the caveats mentioned above “swallow” the table,
the reality is that the chart reflects the difficulty in assessing security law
generally. That is, security standards, just like legal standards, are very fact
specific. Sometimes facts are difficult to neatly categorize. As a result,
security and legal standards are also hard to categorize. This is one of the
reasons why books such as this one are useful and necessary. Stated
another way, the value of the table (and this book) are that they shed light
on difficult and fluid subject matter.

The table includes three general categories: the state, the legal test,
and the legal authority. When using the table for litigation or security

Table I-2 Security/Legal Test by State

State Legal Test Legal Authority
Alabama Actual or Constructive ~ Whataburger, Inc., v. Rockwell, 706
Knowledge So. 2d 1220 (1997)
Broadus v. Chevron, 677 So. 2d
199 (1996)

Baptist Memorial Hospital v. Gosa,
686 So. 2d 1147 (1996)

E.H. v. Overlook Mountain Lodge,
638 So. 2d 781 (1994)

Alaska Known Aggressor/ Hedrick v. Fraternal Order of
Imminent Danger Fishermen, 103 F. Supp.
582 (1952)
Arizona Totality of the Gipson v. Kasey, 129 P. 3d 957
Circumstances (2006)
MecFarlin v. Hall, 619 P. 2d 729
(1980)
Arkansas Known Aggressor/ Boren v. Worthen National Bank,
Imminent Danger 921 S.W. 2d 934 (1996)
California Prior Similar Incidents ~ Wiener v. Southcoast Child Care,

88 P. 3d 517 (2004)

Mata v. Mata, 105 Cal. App.
4th 1121 (2003)

Delgado v. Trax Bar & Grill, 75
P. 3d 29 (2003)
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Table I-2 Security/Legal Test by State—cont’d

State Legal Test Legal Authority
Colorado Totality of the Keller v. Koca, 111 P. 3d 445 (2005)
Circumstances Taco Bell v. Lannon, 744 P. 2d 43
(1987)
Connecticut Totality of the Monk v. Temple George Associates,
Circumstances 869 A. 2d 179 (2005)
Stewart v. Federated Dept. Stores,
662 A. 2d 753 (1995)
Antrum v. Church’s Fried Chicken,
499 A. 2d 807 (1985)
Delaware Totality of the Koutoufaris v. Dick, 604 A. 2d 390

District of
Columbia

Florida

Georgia

Hawaii

Idaho

Illinois

Circumstances

Totality of the
Circumstances

Actual or Constructive
Knowledge

Totality of the
Circumstances

Totality of the
Circumstances
w/Special
Relationship

Totality of the
Circumstances

Special Relationship/
Special
Circumstances

(1992)

Hughes v. Jardel, 523 A. 2d 518
(1987)

Bailey v. District of Columbia,
668 A. 2d 817 (1995)

Doe v. Dominion Bank, 963
F. 2d 1552 (1992)

District of Columbia v. Doe, 524
A. 2d 30 (1987)

Kline v. 1500 Massachusetts Ave.
Apts., 439 F. 2d 477 (1970)
T.W. v. Regal Trace Ltd., 908 So.

2d 499 (2005)

Menendez v. The Palms West Condo
Assoc., 736 So. 2d 58 (1999)
Agnes Scott College, Inc. v. Clark,

616 S.E. 2d 468 (2005)
Sturbridge Partners v. Walker,
482 S.E. 2d 339 (1997)
Wiggly Southern v. Snowden,
464 S.E. 2d 220 (1995)
Doe Parents No. 1 v. State Depatrt.,
of Educ., 58 P. 3d 545 (2002)
Maguire v. Hilton Hotels, 899
P. 2d 393 (1995)
Doe v. Grosvenor Properties, 829
P. 2d 512 (1992)
Sharp v. W.H. Moore, 796 P. 2d 506
(1990)

Salazar v. Crown Enterprises,
Inc., 767 N.E. 2d 366 (2002)
Hills v. Bridgeview Little League,

745 N.E. 2d 1166 (2000)

Continued
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Table I-2 Security/Legal Test by State—cont’d

State Legal Test Legal Authority
Indiana Totality of the Zambrana v. Armenta, 819 N.E.
Circumstances 2d 881 (2004)
Delta Tau Delta v. Johnson,
712 N.E. 2d 968 (1999)
Iowa Totality of the Alexander v. Medical Associates
Circumstances Clinic, 646 N.W. 2d 74 (2002)
Tenney v. Atlantic Associates,
594 N.W. 2d 11 (1999)
Kansas Totality of the Gardin v. Emporia Hotels, Inc.,
Circumstances 61 P. 3d 732 (2003)
Seibert v. Vic Regnier Builders,
856 P. 2d 1332 (1993)
Kentucky Known Aggressor/ Waldon v. Paducah Housing
Imminent Danger Authority, 854 S.W. 2d 777 (1991)
Heathcoate v. Bisig, 474 S.W. 2d
102 (1971)
Louisiana Balancing Test: Thompson v. Winn-Dixie, 812 So.
Foreseeability 2d 829 (2002)
w/Burden Posecai v. Wal-Mart, 752 So. 2d
762 (1999)
Maine Totality of the Stanton v. Univ. of Maine, 773
Circumstances A. 2d 1045 (2001)
Schlutz v. Gould Academy, 332
A. 2d 368 (1975)
Maryland Status or Special Hailman v. M.].J. Production,
Relationship 2 F. 3d 1149 (1993)
Tucker v. KFC National
Management, 689 F. Supp.
560 (1988)
Massachusetts Totality of the Luisi v. Foodmaster Supermarkets,
Circumstances 739 N.E. 2d 702 (2000)
Whittaker v. Saraceno, 635 N.E.
2d 1185 (1994)
Flood v. Southland Corp.,
616 N.E. 2d 1068 (1993)
Michigan Special Relationship/ Stanley v. Town Square Co-Op,

Special
Circumstances

512 N.W. 2d 51 (1993)
Harkins v. Northwest Activity
Center, 453 N.W. 2d 677 (1990)
Williams v. Cunningham Drug
Stores, 418 N.W. 2d 381 (1988)
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Table I-2 Security/Legal Test by State—cont’d

State Legal Test Legal Authority
Minnesota Special Relationship/ Errico v. Southland Corp.,
Special Circumstances 509 N.W. 2d 585 (1993)
Anders v. Trester, 562 N.W. 2d 45
(1997)
Erickson v. Curtis Investment,
447 N.W. 2d 165 (1989)
Mississippi Actual or Constructive  Gatewood v. Sampson, 812 So.
Knowledge 2d 212 (2002)
Missouri Split Authority between: L.A.C. ex rel. D.C. v. Ward Parkway
special relationship/ Shopping Center, 75 S.W. 3d
special circumstances 247 (2002)
and prior similar Hudson v. Riverport Performance
incidents Arts, 37 S.W. 3d 261 (2000)
Richardson v. QuikTrip Corp.,
81 S.W. 3d 54 (2002)
Montana Prior Similar Incidents  Peschke v. Carroll College, 929
P. 2d 874 (1996)
Nebraska Totality of the Doe v. Gunny’s Ltd., 593 N.W. 2d
Circumstances 284 (1999)
Nevada Totality of the Doud v. Las Vegas Hilton Corp.,
Circumstances 864 P. 2d 796 (1993)
Early v. N.L.V. Casino Corp.,
678 P. 2d 683 (1984)
New Blended four standards: Walls v. Oxford Management,
Hampshire Special Relationship 633 A. 2d 103 (1993)
Special Circumstances
Overriding Foreseeability
Assumed Duty
New Jersey Totality of the Saltsman v. Corazo, 721 A. 2d
Circumstances 1000 (1998)

New Mexico

New York

Morris v. Krauszer’s Food Stores,
Inc., 693 A. 2d 510 (1997)

Clohesy v. Food Circus
Supermarkets, 694 A. 2d 1017

(1997)
Prior Similar Incidents = Wilson v. Wal-Mart, 117 F. 3d 1429
(1997)
Prior Similar Incidents/ Po W. Yuen v. 267 Canal Street
Actual or Constructive Corp., 802 N.Y.S. 2d 306
Knowledge (2005)

Continued
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Table I-2 Security/Legal Test by State—cont’d

State

Legal Test

Legal Authority

New York (cont’d)

North
Carolina

North Dakota

Ohio

Oregon

Pennsylvania

Rhode Island

South Carolina

South Dakota

Tennessee

Balance between:
Totality of the
Circumstances
and Prior Similar
Incidents

Balance between:
Totality of the
Circumstances and
Prior Similar Incidents

Totality of the
Circumstances

Known Aggressor/
Imminent Danger
Actual or Constructive

Knowledge

Totality of the
Circumstances

Totality of the
Circumstances

Special Relationship/
Special Circumstances

Balancing Test:
Foreseeability
w/Burden

Moskal v. Fleet Bank, 694 N.Y.S.
2d 555 (1999)

Jacqueline S. v. City of New York,
598 N.Y.S. 2d 160 (1993)

Vera v. Five Crow Promotions,
Inc., 503 S.E. 2d 692 (1998)

Purvis v. Bryson’s Jewelers, 443
S.E. 2d 768 (1994)

Zueger v. Carlson, 542 N.W. 2d 92
(1996)

Krause v. Spartan Stores, Inc., 815
N.E. 2d 696 (2004)

Collins v. Down River Specialties,
715 N.E. 2d 189 (1998)

Hickman v. Warehouse Beer
Systems, 620 N.E. 2d 949 (1993)

Allstate Ins., v. Tenant Screening
Services, 914 P. 2d 16 (1996)

Rabutino v. Freedom State
Realty Co., Inc., 809 A. 2d 933
(2002)

Rosa v. 1220 Uncle’s Inc., 2001 WL
1113016 (2001)

Volpe v. Gallagher, 821 A. 2d 699
(2003)

Jeffords v. Lesesne, 541 S.E. 2d 847
(2000)

Callen v. Cale Yarborough
Enterprises, 442 S.E. 2d 216
(1994)

Smith ex rel. Ross v. Lagow
Construction & Developing,

642 N.W. 2d 187 (2002)

Patterson Khoury v. Wilson World
Hotel-Cherry Road, Inc., 139
S.W. 3d 281 (2003)

McClung v. Delta Square Ltd.,

937 S.W. 2d 891 (1996)
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Table I-2 Security/Legal Test by State—cont’d

State Legal Test Legal Authority

Texas Prior Similar Incidents  Western Investments, Inc. v. Maria
Urena, 162 S.W. 3d 547 (2005)
Timberwalk Apartments v. Cain,
972 S.W. 2d 749 (1998)
Nixon v. MR Property Management,
690 S.W. 2d 546 (1985)

Utah Known Aggressor/ Steffensen v. Smith’s Management
Imminent Danger Corp., 862 P. 2d 1342 (1993)

Vermont None

Virginia Blends: Yuzefousky v. St. John’s Wood
Special Relationship/ Apartments, 540 S.E. 2d 134
Special Circumstances (2001)
w/Known Aggressor/ Gupton v. Quicke, 442 S.E. 2d 658
Imminent Danger (1994)

Washington Special Relationship/ Kim v. Budget Rent A Car Systems,
Special 15 P. 3d 1283 (2001)
Circumstances Nivens v. 7-11 Hoagy'’s Corner,

943 P. 2d 286 (1997)

West Virginia Special Relationship/ ~ Doe v. Wal-Mart Stores, Inc.,
Special 479 S.E. 2d 610 (1996)
Circumstances Miller v. Whitworth, 455 S.E. 2d

821 (1995)

Wisconsin Totality of the Peters v. Holiday Inns, 278 N.W. 2d
Circumstances 208 (1979)

Wyoming Balancing Test: Krier v. Safeway Stores 46, Inc.,
Foreseeability 943 P.2d 405 (1997)
w/Burden

purposes, please check the case authority and research the law of the state
to assess its current legal standard.

Breach of Duty

Breach of duty is characterized by a failure to act or by conduct that falls
short of the applicable standard of care. In essence, the actor failed to
do what a reasonable and prudent person would do in the circumstance.
Alternatively, the actor did something that a reasonable and prudent person
would not do in the circumstance.

For example, consider the hypothetical case of a security officer
assigned to guard a movie theater. If a fire started in the theater, the security
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officer would be required to take some affirmative act, such as calling 911,
notifying supervisory personnel, or escorting patrons from the facility. If
the security officer failed to carry out any such act, this omission would
likely be deemed a breach of duty by a court. Alternatively, if the security
officer yelled “fire” in the crowded theater and then ran out of the facility,
this conduct would also likely be deemed a breach of duty by a court. In
either case, there is an affirmative duty to act in a reasonable and prudent
manner under the circumstances. The failure to do so may result in the
breach of the duty of care.

Generally, in the context of security personnel, the standard of care
is based on how a reasonable officer confronted with a similar situation
would act. Absent some affirmative misconduct by a security officer, the
failure to prevent a criminal act is usually not considered a breach of duty.
The key issue is whether the security officer promptly reported the inci-
dent, and took other appropriate measures to secure people and property
in and around the crime scene. In the context of property or landowners,
the standard of care is the duty described in the discussion and in
Table I-2. If this duty is not adhered to, it is deemed breached.

Causation

The legal term for causation is proximate cause. This element imposes
rational limits on liability based on some cogent connection between the
conduct and the harm suffered. Generally, the closer the connection between
the conduct and the harm (damage), the most likely the conduct will be
deemed the proximate cause of the harm. This connection is assessed in
terms of time, space or distance, sequence of events, and the like. A typi-
cal assessment of causation is through the substantial factor test. In this
test, the question is whether the defendant’s conduct (or omission) was a
substantial factor of the incident causing (or contributing) the injury or the
harm. For example, if a crime would have occurred despite any reasonable
security precautions, then the causation element was not satisfied.'%?
The question of causation in security cases typically involves two key issues:

1.  Whether certain security measures would have likely dissuaded
the offender from committing the crime

2. Even if the offender would not have been deterred, whether
certain security measures would have enabled security or police
officers to interdict the offender

Damages

The damage element stems from the breach and is connected by causation
to the harm or injury. In the elements of negligence, the harm or the injury
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is called damage(s). There are many types of damages and many ways to
calculate damages. Types of damage claims include:

1. Compensatory (general) damages entail the non-tangible impact,
including:
a. Mental anguish
b. Emotional distress
c.  Pain and suffering
d. Loss of enjoyment
2. Special (economic) damages entail the tangible impact, including:
a. Medical expenses
b.  Lost earnings
c. Lost earning capacity (future earnings)
d. Rehabilitative expenses
e. Future medical expenses
3. Exemplary (additional) damages entail supplementary penalties,
including:
a.  Punitive (for punishment and deterrence)
b.  Treble (three times)
4.  Wrongful death relates to the damages created by the death of
the person

While there is no set calculation of damages, my experience is that the
following formula is typical in a negligent tort claim. Typically the economic
damage amount can be calculated to a rather precise figure. Remember this
aspect of damages is the most tangible. This figure will be the total of each
subsection of this category. For example, consider these damage amounts:

1.  Medical expenses: $50,000

2. Lost earnings: $10,000

3.  Lost future earning capacity: None

4, Rehabilitative expenses: $10,000

5. Future medical expenses: $10,000
Total economic damages: $80,000

Using this figure as a baseline, the formula requires this amount be
multiplied to represent the general (non-economic) damages. This calculation
is as follows:

$80,000 (economic damages) x 3 or 5 or 7 (general damages) = Total
demand or total value of claim.

Here the intangible aspect is the appropriate multiple to be used in
this equation. If the multiple is three (3), then the equation is: $80,000 x
3 = $240,000. If the multiple is five (5), then the equation is: $80,000 x 5 =
$400,000. If the multiple is seven (7), then the equation is: $80,000 x
7 = $560,000. The numbers would change depending upon the multiple
used in the formula. In this way, the higher the multiple, the higher
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the recovery. In my experience, it is unusual to obtain a multiple in double
digits. While this does occur, it is not very frequent. The key to the amount
of the multiple depends on a number of factors, including the negotiation
or litigation skills of the attorneys, the sympathy generated by the plaintiff
(or lack thereof), the ease of demonstrating liability (or stated in the oppo-
site way—the difficulty in proving liability), the forum where the case was
filed, the existence and amount of insurance coverage, and the other factors
which are relevant to the particular case.

Finally, if punitive or treble damages are relevant, these would be
applied as a separate category. For example, treble damages are three times
the total damages. Treble damages are damage provisions derived from
specific statutes. They are designed as incentives to increase the likelihood
that the statute would not be violated. In essence, treble damage clauses
triple the value of the claim. This can be a real motivation in potential
litigation.

Punitive damages are designed to punish the bad conduct of the defen-
dant, and act as an example to deter others from similar bad conduct. Two
key U.S. Supreme Court cases govern the standard of punitive damages.'*®
These cases provide that punitive damages should be framed within three
“guideposts.” These are the degree of reprehensibility, the ratio between
compensatory and punitive damages, and of awards in similar cases. These
guideposts were summarized by Stamatis and Muhtaris.!** As to the degree
of reprehensibility, it is generally considered the most important indicator.
This indicator has great significance in security law claims, as it looks at
the defendant’s conduct in light of the following:%

1.  Whether the defendant caused physical as opposed to only
economic pain

2. Whether the defendant showed indifference to or reckless disregard
for health or safety of others

3. Whether the defendant was involved in repeated acts or omissions

4.  Whether the injury or harm was caused by an intentional act,
not simply an accident

As to the other two indicators, the ratio between compensatory and
punitive damages is deemed the least important factor.’ Indeed, the case
of State Farm Auto Insurance Co. v. Campbell, 538 U.S. 408 (2003) stands
for the proposition that there is no “bright line” mandate between these
types of damages. In this way, the court held that there is no one standard,
no “one size fits all formula.” Consequently, the range of damages that could
be applied is based on the facts and circumstances of the case.

Whatever the “correct” amount is deemed to be, the key in this regard
is to understand the formula used to assess the “value” of these cases. Of
course, value does not just equate with money. The damage done to crime
victims often is not corrected by money. What is the value of losing a loved
one? Can a woman who was brutally raped be adequately compensated?
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What about the victim of an armed robbery who has to return to work—the
scene of the crime—to continue to serve his clients? Can these people be
“fixed” by money? Many, if not most, would answer no. Unfortunately, the
legal system can do little more for these victims other than to award money
damages. Money is intended to make the victim whole. As inadequate as
this may be, this is the best that the system can achieve. Of course, the
better answer is to prevent the crime from occurring. Hopefully this book
will help serve to achieve this goal, even in some small measure.

When considering how to limit crimes by third parties, or at least
limit the liability exposure from such, there are three basic approaches:
pre-incident assessments, post-incident investigations, and legal defenses
and theories. Each approach is distinct. Each approach, however, is inter-
related to the others. For example, if there was no pre-incident assessment,
then this will affect the post-incident investigation, which in turn relates
to the legal defenses and theories tied to the case. Each of these approaches
will be presented independently, but keep in mind that they are inter-
related. This will become more obvious when the legal defenses and theo-
ries are presented.

PRE-INCIDENT ASSESSMENTS

Specific security assessment techniques have been advocated for many
decades. In the past few decades, however, the amount of attention paid to
this issue has significantly increased. Thompson, for example, has proposed
various measures for avoiding liability. These include the following:!°”

1. Develop pre-employment screening procedures.

2. Maintain security personnel training standards and document
training sessions.

3. Become familiar with the neighborhood and crime data of the
surrounding community.

4.  Maintain close working relationships with local police officials.

5. Emphasize that security officers must remain active and visible
at all times.

6. Develop comprehensive security plans.

7. Maintain extensive record keeping and documentation of
complaints and crimes within the facility.

8. Document every step in the security process.

These factors have been cited in numerous security surveys and risk
assessments. While these can be complicated endeavors, some general
factors common to security surveys and risk assessments will be outlined.
For starters, while there are some distinctions between a security survey
and a risk assessment, this analysis will characterize these as being similar
tools. Probably the most defined distinction between these tools is that risk
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assessments tend to be more comprehensive, both in terms of its scope and
its sophistication.

In general, the desire to manage risk is a baseline goal. Risk management
can be defined as a “systematic, analytical process to determine the likelihood
that a threat will harm physical assets or individuals and then to identify
actions to reduce risk and mitigate the consequences of an attack.”'%® The first
aspect of the assessment regards the sources of threats, which can be either
internal or external.!®® Sources of threats can be generally categorized as
human errors, system failures, natural disasters, and malicious or violent acts.
This last threat is the source of the security exposures addressed in this book.

It is important to assess the assets within the organization that are
subject to these threats. A typical analysis would categorize assets to include
the following broad areas:

People

Money or other liquid capital

Information

Equipment

Finished/unfinished goods

Processes

Buildings/facilities

Intangible assets such as intellectual property

PN N

Once these assets are identified and categorized, the next step is
to specify risk events and vulnerabilities. This assessment is designed to
identify the types of incidents which could occur at a site based on
a number of factors, including previous incidents at the site, incidents
at similarly situated sites, incidents common to the particular industry
or geographic location, and recent developments or trends.''? In this way,
vulnerability assessments identify weaknesses that may be exploited by
specific threats, and then suggest options that address those weaknesses.!!!
These risk events and vulnerabilities are subdivided into three categories:
crimes, non-criminal events, and consequential events. For the purposes
of this book, the most relevant category relates to crime. In order to assess
the vulnerability to crime events, there are numerous data sources that may
be relevant, including the following:112

Local police crime statistics and service calls

Uniform Crime Reports (UCR) complied and published by the
FBI

Internal security incidents and crime reports

Demographic data such as economic conditions, population
density and transience, and unemployment rates

Prior criminal and civil complaints brought against the enterprise
Data and information from professional associations related to
industry specific problems or trends in criminal activity
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. Other environmental factors such as climate, site availability,
and the presence of “crime magnets”

Once these factors are assessed, the next step is to assess the proba-
bility and criticality of the threats in relation to the particular assets.
Probability is defined as “the chance, or in some cases, the mathematical
certainty that a given event will occur, the ratio of the number of outcomes
in an exhaustive set of equally likely outcomes that produce a given
event to the total number of possible outcomes.”*3 In essence, probability
is based on the likelihood that the threat would occur. This is classified
from high probability (expect occurrence), to moderate (circumstances
conducive to possible occurrence) to low (unlikely occurrence). Criticality
is defined as “the impact of a loss event, typically calculated as the net
cost of that event.”'** Essentially, criticality means the value of the asset
and the extent of the impact of such on the organization. Criticality is
subdivided into three categories:

Devastating—catastrophic
. Moderate—survivable
o Insignificant—inconsequential

If the asset is deemed so critical that its loss would be devastating
or catastrophic to the organization, then even if the probability of the threat
is low, the organization may desire to focus a certain amount of security
resources and personnel to keep the threat from being realized. Conversely,
if the threat probability is low, and the asset criticality is insignificant,
there is very little reason why an organization would devote security
resources and personnel in an attempt to prevent its occurrence. This is
because even if the incident did occur, it would have only an insignificant
or inconsequential impact. Hence, why care about threats that do not matter?

Of course, any threat that results in harm to an employee, customer,
or any individual cannot be deemed as insignificant or inconsequential.
Even the lowest-paid employee, who may be readily replaced by the pool
of prospective employees, is a critical asset in terms of security liability.
Indeed, the costs of not protecting the employee may be substantial. These
include not only tort-based damages, but also public relations and reputa-
tional damages, adverse employee morale, and disruption of operations.'?®
Consequently, all people on the premises—whether employees, customers,
vendors, agents, and possibly even trespassers—must be considered a
critical factor in this analysis.

While it is impossible to protect all people at all times, the typical legal
standard is to provide reasonable and prudent security methods based
on the circumstances. Generally, the level of security methods should be
commensurate with the level of risk. The greater the risk of harm, the more
security methods deemed necessary. In security parlance, when security
methods are implemented, it is termed “mitigation of risk.”*16
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A more specific threat assessment tool is known as a Predatory
Prevention Matrix. This matrix has four components: Policy, Control, Risk,
and Phases of Attack.!'”

1.

Policy: In regard to this component, the key is to assess all

company policies in light of security or the specific incident or

crime that occurred. Here the focus is on how security methods

are advanced and implemented. The objectives of each policy

should be communicated to all employees, as to obtain their

“buy in.”

Control: Once the policies are articulated and implemented, the

key here is to show the interaction between the policy and control

mechanisms. Stated another way, the goal is to show that the policy

was developed and revised. This is shown through the documen-

tation and assessment measures, which include the following:

a. Documentation that explains the nature of the security
problem or exposure

b.  Measures used to track the problem, such as reports,
surveys, audits, and liaison with policing agencies

c.  An assessment of how this information is actually used,
and a plan for updating the policies and procedures in
light of the assessment measures mentioned above

Risk: With this component, it is important to show that the poli-

cies and documentation were used to determine risk and to

attempt to reduce criminal opportunities. In this way, the key is

to demonstrate that preventive methods were used to assess and

reduce risks, including crime. In order to do this, it is important

to use the logic from criminological theories summarized

earlier. Specifically, there are three elements of risk:

a. Criminal intent

b.  Criminal capacity

c.  Opportunity (this is the only controllable factor):
The opportunity element of risk is typically broken down
further into either random or nonrandom opportunity. In
order to reduce liability, the defendant should show the
crime was random. Conversely, if the crime was not
random, a premeditated opportunity by the offender is
implied. If the crime was premeditated (nonrandom), one
may infer that the offender took advance notice of the secu-
rity weaknesses of the environment, and committed the
crime at the location because of that weakness.

Phases of Attack: An assessment of this helps to determine if the

crime was random or premeditated (non-random). There are

three phases to an attack:

a. Invitation: This is defined as any situation that prompts a
criminal to initiate the crime. Any number of factors, such
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as poor lighting, broken window(s), lack of security hard-
ware or controls, and even an open door may constitute an
invitation.

b.  Confrontation: This is anything that makes the invitation
less attractive. The logic for considering this factor is based
on the fact that if the criminal does not face sufficient
confrontation, then the opportunity will not be reduced
or removed. Without some level or type of confrontation,
it then becomes probable that crime will occur. Here a
confrontation can be something as simple as a light turning
on (or being on), a security officer (or other “guardian”)
turning the corner, or even a locked door.

c.  Time: This phase entails a time sequence. If there is suffi-
cient time for security to intervene, then crime was not
spontaneous or random. Generally, if all three phases of the
attack occur within a few seconds, then it follows that
there was insufficient time to prevent the event, making
the crime unpreventable and probably spontaneous or
random.

In assessing the viability of this matrix in terms of its ability to affect
crime decision making, it is important to ask certain questions: Are
security policies and methods in place at the property or business? If they
are in place, are they fully implemented and assessed? Is there documen-
tation to support the adherence to these policies and methods, along with
their continued viability? These questions go to critical principles. For exam-
ple, simply having a security policy or a security method may not be an
effective defense. It must also have been fully implemented and commu-
nicated. In addition, the mere existence of security personnel is not an
effective defense. Instead, the key is whether the security officers were
properly trained and continuously informed, with their feedback considered.
These factors must be supported with ongoing documentation.

Most security surveys and risk assessments entail extensive use of
checklists. In order to get more sense of the scope of these tools, the follow-
ing items are typically assessed. Keep in mind that these items are also
often assessed in post-incident assessments, because this information is
critical in determining whether a property or business owner contributed
to a reasonably safe environment.

One key factor in conducting a security survey or risk assessment is
to think of the protected property in terms of its threats and corresponding
risks to assets within the environment. In order to protect assets from
known threats, it is necessary to implement controls to counter the threats.
These controls typically are subdivided into three general categories: person-
nel management, technology and information security, and physical security.
Each of these categories has its own set of applicable controls. However, as
with other aspects of security, these controls must be integrated into a
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cohesive mixture of policies, personnel, and technology. This integration
is often pictured as “layers” of security. These layers are designed to
provide protection for diverse assets against different threats.

When assessing physical security, the goal is to provide layers of
security. These layers can be pictured as circles that extend progressively
inward from the perimeter of the property. Indeed, as the threats become
more lethal, the desire may be to expand the perimeter even beyond the
property line. As will be articulated in subsequent chapters of this book,
one of the ways that the outer perimeter is being expanded is to employ
security personnel and security technologies in the public way. Suffice to
state at this point, the more the perimeter is expanded with security controls,
the greater the ability to control threats to the protected facility. Hence,
think of the perimeter in terms of the classical historical example, where
the thick and high walls of the castle were encircled by a mote filled with
water and even predatory fish. While this perimeter does little to prevent
crime from those who belong within the environment, such as employees,
clients, customers, and vendors, it does provide the initial layer of protec-
tion for the environment. Consequently, it is often critical to expand the
perimeter as far beyond the protected facility as possible, and to control
access within this perimeter to only allow people who have a legitimate
purpose for entrance.

This perimeter of the property represents the first layer or the large
concentric circle. As one moves inward from the perimeter, there should
be various security methods used to control access to protected assets.
These security methods include security personnel and personnel policies.
These aspects will be addressed in other chapters. As to the physical secu-
rity methods, the following should be inspected. In this inspection,
the condition and functionality of each aspect must be thoroughly
documented.*®

1.  Fencing—includes barbed wire or decorative fences
2. Doors/locks have a wide variety of designs and application,
including:

Combination locks

Dead bolts and chains

Electronic door contacts

Panic bars

Card access

Peepholes

Revolving door/man trap devices
indows—protective and privacy designs include:

Glass break detectors

Shades/curtains/blinds

Bars

Shatter resistant coverings

Bullet/bomb-resistant glass

w
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4.  Cameras and video surveillance systems—including recording
procedures and capabilities
5.  Lighting—including standards for different areas, such as park-

ing lots and common areas

Motion detectors—including infrared, heat-detecting types

Metal detectors—including handheld and walk-through models

Explosive detectors—including dogs and various technologies

Communication devices—including the following:

Phones (cell, hardwire, satellite, walkie-talkie)

Emergency call-boxes and intercoms

Burglary and holdup alarms

Door buzzers

Pendent devices

Central station or control center

10.  Access control devices and methods—this entails a climate of
watchfulness, including:

Guard/reception desk

Exterior door controls (piggybacking)

Positioning of furniture, aisles, displays, etc.

Resistance barriers

Height/depth of counters

Number of access points

Signage (trespassing and other notices)

Shrubbery types and placement

Natural barriers designed into landscape

Jersey barriers and other structural barriers

Visitor/patient/client/ escort policies and procedures

Identification and badging policies and technologies

11, Assess the adequacy of security personnel, including:
a.  Number of guards on staff and on duty during typical shift
b.  Background of security personnel and extent of back-

ground check

Age and physical condition of the security personnel

Wage levels of security personnel by rank

Nature and scope of training and related documentation

Area patrolled plus the frequency of patrols and the func-

tions involved

Equipment used and carried by security personnel

Uniform type and condition

CeNe
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POST-INCIDENT ASSESSMENTS

In the event of a crime or other misconduct within the protected facility,
it is critical that proactive assessments be part of the response plan.
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Particularly if the crime is of a violent nature, there is often much confusion
and disruption associated with the incident. This can create stress for
the organization’s employees, customers, and decision makers. Indeed,
the involvement of police, media, and prosecutors is likely to exasperate
an already stressful situation. Thus, confusion will typically rule the day.
As a result, it is critical that decision makers take an active role in the
response. While it is obviously necessary to tend to the needs of the people
affected, it is equally vital to consider the effect of the incident on business
continuity, organizational morale, and public relations, to name a few key
concerns. Unfortunately, even while these issues are being addressed, the
liability exposure related to the incident must also be considered.

The extent and scope of the response will depend on the situation at
hand. When this response is being considered, it is useful to think in terms
of what a jury would see at a trial. Some readers may see this as a rather clin-
ical or even callous view of a response plan, particularly when the incident
involves injuries or deaths. However, from my perspective, the sooner one
places the matter into a civil liability context, the more professional and appro-
priate the response is likely to be. This assertion requires further elaboration.

Suppose that a robbery at the business results in the murder of an
employee. As tragic as this event is to the employee’s family, friends, and
coworkers, it also represents substantial potential for liability exposure. The
sooner the event is viewed as a liability, the more likely that rational thinking
will prevail over emotion. Granted, it is necessary to accept and endure some
measure of emotion and grieving. Emotion is indeed necessary and appropri-
ate for the grieving process. This being said, corporate decision makers must
relatively quickly begin to assess the crime from the perspective of a trial.

In this scenario, of course, it is critical that the business work closely
with police during the initial and investigative stages of the crime. It is
suggested that corporate security personnel, or even security consultants,
participate at some level with the police investigation. While the level of
cooperation often depends upon the seriousness of the crime and the skill
levels of the parties and agencies involved, some basic principles may help
guide the response plan.

The first principle is to treat all parties affected by the event with
dignity. Obviously, this entails sympathy and care for the injured or the
family of those who died. This empathy should be sincere and manifested in
personal, humane, and financial ways. It is important to include coworkers,
customers, and others who may have been affected by the crime. Showing
empathy enhances the sense of dignity for all involved. Empathy can be
shown in any number of ways from personal visits to providing food and
flowers; giving employees time off from work; paying for medical, rehabil-
itation, or burial costs; and by genuinely respecting and caring for the
needs of those affected. This level of concern should be shown regardless
of whether litigation is anticipated or even if it is threatened. In other words,
do the right thing not because it may help avoid litigation, but rather simply
because it is the right thing to do.
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Indeed, even if the incident results in litigation, demonstrating empathy
and respect to all those affected is likely to have a positive impact on the
jury. The jury will know that the company cared about those affected by
the crime. It is not a far stretch to connect this post-incident approach with
the attitude taken by the company prior to the crime. In this sense, if you
care about people after the crime, a jury will be more willing to accept that
you cared about the well being of people prior to the crime. This has a posi-
tive effect on both the liability assessment and on the damage phase of the trial.

The second principle is to attend to the dignity of those involved with-
out getting enmeshed in the cause(s) or the blame for the crime. This is
particularly relevant to the victim and the family of the victim. It is inevitable
that during the trauma and grieving related to the crime, emotions will turn
to assign blame for the crime. Company representatives must not get involved
in discussions about who was to blame, what “caused” the crime, or how
it could or should have been prevented. It is critical to stay away from
these issues. However, if some response is impossible to avoid, then the
blame for the crime should be placed on the perpetrator of the crime. If this
is deemed appropriate, it should be firmly asserted and then dropped.
Do not dwell on this issue. Instead, focus the conversation and attention to
the needs of the victim, and the well-being of those affected. It is unwise
to dwell on the “blame game.” It can be problematic to both the potential
for and the implications of future litigation. Consequently, the best practice
is to focus on human needs, not human emotions.

The third principle is that the response should mirror the methods
and theories of the potential lawsuit. Indeed, whether or not a lawsuit is
anticipated, the best practice is to prepare for one as soon as professionally
possible. This assertion holds true for the company where the harm occurred
as well as for the injured party. Whether the party involved is the potential
defendant or the potential plaintiff, I recommend engaging a security expert
to investigate and systematize the relevant facts of the incident as soon as
possible. This assertion is almost the exact opposite of what is typical.
More often than not, both sides typically wait until the last possible moment
to engage an expert. Often, the reason for the delay is financial, since both
sides do not want to spend money until they have to. The natural human
tendency to hope that litigation will not be necessary is often involved.
Unfortunately, both justifications are illogical and are generally unrealistic.

The failure to engage an expert immediately after the incident almost
inevitably results in a tactical and strategic failure. From a tactical perspec-
tive, a prompt and professional response strongly demonstrates that the
event is being taken seriously. Ironically, when a party fails to engage profes-
sional resources to deal with the situation, this lack of response sends
the worst possible message. The other party will read this message either
as “you do not care how this occurred” or “you are not willing to prevent this
from happening again.” Conversely, the party that responds promptly and
professionally, sends a message that speaks from a position of strength: If
a lawsuit is filed, the defendant or the plaintiff (depending upon who is
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initiating the response) will have a decided advantage. This advantage is
based on the evidence and analysis that will be in place to defend or prosecute
the case.

From a strategic perspective, the collection and analysis of the facts
and circumstances immediately following the incident is critical for eviden-
tiary purposes. For example, the more time that passes after the incident,
the less value photographs, interviews, and site inspections will be. Indeed,
a direct counter to these untimely investigative techniques will inevitably
be made. Even if the police use and document these same investigative
techniques, the expert will be required to defend his or her opinions when
based on such evidentiary material. Of course, experts are often forced to
base their opinions on these secondary sources, such as police investigative
material. From the perspective of the expert, and of “best evidence” practice
as articulated in civil procedure, it is certainly advantageous for experts to
base opinions on their own work product and on firsthand observations.!!®
Consequently, the engagement of the expert immediately following the
incident will facilitate the timely collection and documentation of facts
and circumstances as they existed at the time of the incident in question,
or shortly thereafter.

With these principles articulated, there are numerous investigative
or consultative methods that can be addressed. Depending upon the
specific facts and circumstances, some of the items that follow may be
irrelevant, while others may need to be delved into more extensively. In
any case, these items are listed to provide more specific guidance beyond
the underlying principles. Included in these techniques are the physical
security measures itemized above in the pre-incident assessments. These
techniques coupled with the following items should be considered:*?°

1.  Conduct title searches of the property (vehicle, real, and
personal) involved in the incident. These title searches should
also include inquiries into prior ownership and recent transac-
tions, prior criminal incidents, security measures previously
used, and any other information related to the property.

2. Collect and analyze police reports and crime information. This
entails the following:

Police case, arrest, investigative supplementary reports

Crime scene sketches and photos

Dispatch logs and 911 tapes

Copies of witness statements

Crime data for the location and surrounding area

Police case, arrest, investigative and supplementary reports

for prior crimes at this location and similar crimes in the

surrounding area

Uniform Crime Reports (UCR) for crime data in area

Crime reporting and trend analysis through CAP Index or

a similar firm

O R0 o

o
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i.  Policies and procedures of the company, particularly those
relating to security

j-  Security incident reports or documents related to prior
crimes or complaints of misconduct or security concerns

k. Any other relevant information and data related to the

incident
3.  Collect newspaper articles related to the incident (headlines or
news reports can be excellent and powerful exhibits for a jury)
4.  Obtain census data on relevant factors including the following:

a. Unemployment rates
b.  Poverty levels

c. Property values, businesses, and locations in the area

d. Demographic makeup of the community

5.  Obtain industry/trade journals and periodicals that contain the
following:

a.  Crime prevention articles

b.  Past articles on crimes similar to the incident in question
¢. Industry standards for security and crime issues

6.  If security personnel were employed at the location, consider
evidence of their security practices and standards, such as the
following:

a. Hiring policies and practices (including background
checks and employment criteria)

b.  Training policies and standards (including any related
documentation)

c. Personnel file of security officers and supervisors present
at the scene

d. Company policies and procedures relating to the adminis-
tration and operation of the firm (contract security) or of
the security department (proprietary security)

e. Post orders and other site-specific security methods (includ-
ing any related documentation)

f.  Time and attendance policies and related documentation
Crime and incident reporting policies and procedures
(including any related documentation)

h. Contract and related legal documents (if contract security
firm)

i.  Bargaining unit agreement and related documents (if union-
ized employees)

7.  Assess whether any building or health code violations or defi-
ciencies are present at the location or have previously been filed
at this location

8.  Obtain blueprints, surveys, and/or aerial photos of the location

9. Conduct site surveillance, record and note the following:

a. Type and method of security measures used

b.  Hours and methods of security posts and patrols
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10.

11.

12.

/o

f.
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Number and appearance of security personnel

Relative visibility of security personnel and measures
in light of the traffic patterns and frequency of visitors,
customers, and employees

Presence of loitering teens, suspected gang members, or
drug transactions

Presence of disorderly conditions such as noisy individuals,
loud music, reckless or excessive vehicle use and operations

Conduct site inspection, record and note the following:

a.
b.

C.

d.

f.

Initial walk-through to gain perspective

Photo and/or video record the property and crime scene

Consider blind spots, hiding areas, and design features of
the property

Assess appearance of the property, including presence of
graffiti; alcoholic beverage containers; containers and wrap-
pers commonly used for illicit and illegal drugs; broken
windows, trash, or other evidence of disorderly conditions
Record the activity in adjacent and surrounding areas,
including any commercial activity, any disorderly condi-
tions, and the security measures and personnel used (if any)
Create site plan and note all relevant features

Interview all relevant parties including the property managers
and previous owners, reporting and investigating police offi-
cers, security officers and supervisor present at time, and any
witnesses and the victim(s) (if possible), seeking the following
information:

@ 0 T

@

i.

The sequences and circumstances of the crime

Prior criminal activity

Prior security-related complaints

Prior security-related incidents

Knowledge of any previous lawsuits

Information of any changes in security methods or
personnel (prior to crime)

Information of any changes in security methods or
personnel (subsequent to crime)

Information relating to former owners, tenants, or busi-
nesses at location

Any concerns about security or personal observations
prior to the crime

Interview offender(s) if possible, asking the following questions:

a.
b.

Did you act alone or with others (who were the others)?
What factors influenced your decision to commit the crime
(victim perceived as easy mark, ease of escape, remote or
isolated location, site lines, lack of security, or lighting, etc.)?
Were you loitering on the premises before crime (how
long, who present, where, etc.)?
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d. Had you visited the location previously (day, week,
month—frequency)?

e. Did you notice any security measures, such as cameras,

guards, cash handling, access controls, etc?

How long did it take to commit the crime, how long did

you think about committing the crime?

What is the frequency of crime in the area?

Have you committed any previous crimes at that location?

Have you committed any similar crime at another location?

Is there any other relevant information that would shed

light on the incident and the decision to commit the crime

at this location?

-

- P

In summary, the desire is to obtain as much information about the
location, the circumstances surrounding the crime and the criminal deci-
sion, including any information of previous crimes in and around the
location. As this information is collected, documented, and analyzed,
consider criminological theories, threat and risk assessment methods,
security measures, and relevant legal theories and elements as the cause of
action (or possible cause of action). The goal is to understand everything
possible about why the offender decided to commit the crime and the
sequence of its commission, what features and history of the environment
may have contributed to the crime, how security measures may have
contributed to or prevented the crime, where the offender and security
measures were located, and similar questions. The engagement of these questions,
through documents, information, and analysis, is the goal of this process.

LEGAL DEFENSES AND THEORIES

This section will complete the analysis related to premises liability or
negligent security. As articulated above, the assessment of these claims
requires a pre- and post-incident analysis that considers the facts of the
case in light of the legal standards used by the relevant state court to deter-
mine liability. While there is no perfectly objective way to accomplish
this challenging task, the more one can articulate relevant facts to applica-
ble legal tests, the better the chance of a successful litigation. Indeed,
the better you understand the legal standards of your state, the more suit-
able your security methods should be. This interrelationship between
the facts, the law, and security methods manifests itself throughout this
book. The effective application of these principles and this interrelation-
ship in real life circumstances requires a delicate balance between the
art and the science of security law.

In this assessment, the difficult question is how to assess the applicable
legal standard in relation to the crime versus the duty of care imposed upon
property owners to protect those who are affected by the crime. In legal
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terms, this is often decided based on the concept of foreseeability.
Most people would agree that this is both an objective and subjective
consideration. The objective aspect is to use one’s life experiences to deter-
mine what a reasonable person would do in any given circumstance.
The subjective aspect is the particular bias or “worldview” each person
possesses. While the legal system seeks to limit, if not negate, subjective
considerations in favor of an objective standard, it is virtually impossible
to completely eliminate the bias contained in all people. Indeed, the
system tacitly acknowledges the implications of subjective considerations
when it allows jury consultants to help litigation attorneys select a jury.
Of course, these consultants attempt to populate the jury based on personal
characteristics favorable to the particular litigant (either plaintiff or defen-
dant). Further, procedural techniques such as venue and forum can be used
to steer the trial toward a particular demographic (e.g., socioeconomic, racial,
cultural, etc.) that reflects characteristics of one of the parties to the lawsuit.
Finally, jury selection techniques such as pre-emptory challenges and jury
questionnaires are also designed to screen juries with actual or potential
biases from the trial. In any event, the key here is to understand that the
legal system seeks to facilitate objective standards, but it cannot completely
eliminate subjective considerations.

This issue of objective versus subjective often becomes relevant in
security-related claims, particularly in the application of the legal standard
and of legal defenses. In terms of foreseeability, which is a critical compo-
nent of duty, there are many in urban America who deem crime as a natu-
ral result of human interaction. These people often see and hear of crime,
particularly in new reports, on a daily basis. To those with this worldview,
crime is foreseeable because it is around them every day. In terms of
foreseeability, this cuts both ways. Those who see almost all crime as
“foreseeable” generally view the use of security methods to counter crime
from one of two extreme perspectives. Either they regard security methods
as useless (since crime is inevitable) or their demand for them is limitless
(in a desperate attempt to control crime). The “proper” amount of security,
of course, is somewhere between none and Fort Knox. This determination
is at least partly dependent on one’s worldview.

Conversely, there are still people in this country who are “shocked”
when a crime occurs on their block or in their work site. These people tend
to live their lives with the subjective notion that crime does not happen here.
Indeed, crime is something that will “not happen to me.” To these people,
crime is the plight of others, typically the downtrodden, the poor, and the
lower classes. While it is statistically true that crime, particularly violent
and predatory crime, occurs in poor communities at a higher rate than
other socioeconomic areas, the threat of crime is not limited to poor areas.
Indeed, some criminals target more affluent communities and
businesses because the assets are greater and are more commonplace.
Consequently, the relationship between worldview and the legal standard
of foreseeability must be considered.
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This relationship is minimized in civil litigation because the issue
of foreseeability is often a legal question for the court. This means the judge
may be asked, through either a motion to dismiss or a motion for summary
judgment, to assess this question as a matter of law. Hence, each of the
legal standards articulated in this chapter can be initially decided by the
trial judge. In practice, the trial judge is to assess the facts derived from
the lawsuit (such as deposition testimony, affidavits, and documentary
evidence) along with the assertions in the complaint in making this deter-
mination. This question is most typically determined in the summary judg-
ment stage of the litigation. The standard for summary judgment is whether
“any genuine issues of material fact exist.”??! The court is to rule as a matter
of law to determine whether the plaintiff has presented enough evidence
to allow the case to go to the jury. This is designed to filter out cases that
are not supported by the requisite amount or scope of facts compared to the
legal standard in the state. In legal parlance, this is known as “surviving
summary judgment.” The key assessment in premises liability or negligent
security cases is whether the legal standard of duty—usually through
foreseeability—has been demonstrated by the plaintiff. Indeed, it is the
plaintiff’s burden to show this.

In theory, the judge makes this determination without personal bias,
and in accord with the legal standards established in the state. However,
there are dilemmas that arise when one compares theory with practice.

First, as evidenced by the legal standards presented earlier, the appli-
cation of legal standards is somewhat fluid and artful. It is fluid because
courts are still crafting standards to reflect the “public policy” of the state.
In this way, the legal standard operates as a baseline for courts to determine
when and how business and property owners are liable for the crimes of
others. This determination encompasses a myriad of potential factors. Indeed,
what constitutes “sound” public policy is a rather nebulous combination
of politics, economics, education, urban planning, and a host of other
disciplines. In this sense, the worldview and biases of the decision makers
are inevitably attached to this policy determination.

The legal standard for liability from crime may be lower in a liberal
state. In this mind-set, public policy and legal decision makers would be
more inclined to accept the notion that responsibility should be shifted
to others who have the financial resources to care for others—particularly
innocent victims of a crime. Conversely, in more conservative states,
public policy considerations and the applicable legal standard may focus
on the notion of personal responsibility and accountability. This may be
extended to those victims of crimes, even if they may not have been
able to prevent the crime by their own devices. From this point of view,
those who have contributed to the occurrence of the crime, through their
own negligence or improper decision making, are less apt to find “public
policy” reasons to provide them with a legal benefit. Consequently, the
appropriate application of legal standards based on public policy consid-
erations is a very difficult assessment, replete with a complicated mixture
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of sophisticated disciplines and personal and judicial preferences. As will
be demonstrated throughout this book, a similar combination of diverse and
difficult assessments must be made on the “proper” application of security
methods.

Second, the assessment of appropriate legal standards may be ambigu-
ous because these cases are very fact-specific. As with any discipline that
is fact-specific, the ability to discern definitive standards is complicated
by the mix of facts involved in the assessment. Since facts do not always
line up clearly, they are often hard to classify according to a legal standard.
By way of example, consider the question of foreseeability. Aside from
the different standards used by different states, typically the answer to this
question requires the court to consider the number and types of prior
crimes, the extent of crime in the larger community, the difficulty involved
in preventing the particular crime, the nature of the business, the security
methods typical in the particular industry, and numerous other factors.
Getting an accurate assessment of all these factors, and then cleanly artic-
ulating them into an objective legal standard, is an intellectual challenge
for courts and for the legal system.

Going beyond this challenge, another consideration in security cases
relates to legal defenses. Legal defenses are factual assertions designed to
limit or negate liability. In essence, they are affirmatively pled facts that go
to the question of the existence or the amount of liability. In order to have
a legal defense available, the defendant would have to plead the specific
defense in its answer to the plaintiff’s complaint. The timing of this assertion
typically occurs at the filing of the answer, or later in an amended answer.
While the procedural requirements of legal defenses are beyond the scope
of this book, it is sufficient to understand that legal defenses must be affir-
matively pled in order to be applicable. The most common defenses in
security-related claims are contributory negligence and assumption of risk.

Contributory negligence is the failure of the plaintiff to exercise due
care for his or her own safety. This defense is similar to the duty imposed
on the defendant. In each instance, the actor is required to exercise the
requisite care as a reasonable and prudent person under the circumstances.
As we have seen earlier, the defendant has a duty to the plaintiff based on
this standard. In the defense of contributory negligence, the plaintiff has
a duty to exercise caution for his or her own safety, as any other reasonable
and prudent person is required to do. In this sense, the plaintiff has a duty
to protect him or herself. When the plaintiff fails to do so, the defense may
be applicable.

In contributory negligence states, if the plaintiff is deemed more than
50 percent negligent, then he or she is barred from recovery. In making this
assessment, the difficult question is how to assess the respective degrees
of fault. For example, in a litigation resulting from a robbery in an isolated
section of a public parking facility, the question of contributory negligence
may manifest itself in various ways. In this assessment, the actions or
inactions of the plaintiff may be relevant. Did the plaintiff pay attention to
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the circumstances as he or she approached the vehicle, or was the plaintiff
blissfully ignorant of the approaching offender? Did the plaintiff have the
vehicle keys ready to enter the vehicle, or was he or she fumbling through
pockets and purse compartments for keys? Did the plaintiff ask for an
escort from security personnel or parking attendants? Did the plaintiff
park in an isolated section of the facility because that was the only spot
available, or was it a decision based on the desire to keep the vehicle from
being dented by others entering and existing their vehicles? These ques-
tions, and may others, illustrate that there is no “clean” way to differentiate,
for example, whether the plaintiff may have been 40 percent or 60 percent
negligent in any given fact pattern.

With this analysis, the degree of negligence assigned to the plaintiff is
then deducted from the jury award. For example, if the jury finds liability
totaling $100,000.00, with a finding of 30 percent contributory to the plain-
tiff, then the award will be reduced by this amount ($100,000 minus
$30,000 [30 percent] equals $70,000). In this formula, the finding of
contributory negligence of 30 percent acts as a setoff from the total damage
award. Remember, if the plaintiff is more than 50 percent negligent (in
contributory negligence), there is no setoff, because any degree of negli-
gence beyond 50 percent would negate any recovery by the plaintiff.
If, however, the defendant is deemed to be willful and wanton, the plain-
tiff’s contributory negligence will not be considered, as willful and wanton
conduct serves to bar evidence of plaintiff’s negligence.

Closely related to contributory negligence is comparative negligence.
Comparative negligence also proportions liability based on respective fault.
Unlike contributory negligence, however, there is no cutoff for degrees of
negligence beyond 50 percent. Here the damage award is divided based on
the degree of fault assigned to the plaintiff. In this way, the plaintiff could
be deemed 70 percent negligent and still recover based on this proportional
formula ($100,000 recovery minus $70,000 [70 percent] equals $30,000
award).

Another legal defense is known as assumption of risk. In this defense,
the court considers whether the plaintiff voluntarily consented to
encounter a known risk. Generally, in order to assert an effective defense,
three elements must be shown:'??

1.  Plaintiff knew of the particular hazard
2. Plaintiff appreciated the risk of harm
3.  Plaintiff willingly encountered or accepted the risk

In assessing these elements, the burden is on the defendant, who
affirmatively pleads the defense, to show that the plaintiff knew of the
risk, appreciated the harm it posed, and willingly accepted the risk. As is
typical, these are very fact-specific assertions. There are many circumstances
in which this defense is relevant. For example, consider a security firm
that engages with a client to protect a property located in a high crime area.
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If an employee of the security firm is subsequently injured by an armed
intruder, the owner of the property would likely assert an assumption of
risk defense if the employee of the security firm sued on a premises liability
claim. The logic of this defense is that the security officer knew of the
hazard of crime in the area, appreciated the risk, and willingly accepted
such by the very nature of the employment. In essence, being employed as
security to guard against known threats is part and parcel of the job. If the
defendant can show this defense, this acts as a complete bar to the cause
of action. Of course, in this scenario, workers’ compensation statutes may
also bar the tort claim.

Going beyond consideration of these defenses, the final aspect of a
security law case requires some assessment of the specific legal tests
within the particular jurisdiction. For example, if the case occurred in a
state with a totality of the circumstances test, then the plaintiff and the
defendant are required to analyze the facts in a broad light. Since this test
is designed to take into account all the factors associated with the incident,
any and all factors deemed relevant should be assessed. Of course, in this
analysis, the plaintiff would seek to emphasize each factor that would
make the crime foreseeable and preventable, while the defendant would
emphasize factors that appear to make the occurrence of the crime remote,
unusual, and unpreventable.

Similarly, in a known aggressor and imminent danger test, the plain-
tiff would emphasize factors that demonstrate the offender posed a known
danger, either by past incidents, verbal threats, criminal history, or even
violent propensities. On the other hand, the defendant would seek to show
that any threat posed by the offender was unknown, speculative, or uncon-
nected to the crime. In this way, both the plaintiff and the defendant
must be prepared to present the facts in accordance with their position.
This is so regardless of what legal test is used.

Generally speaking, the plaintiff seeks facts to illustrate that the crime
was foreseeable and preventable. The defendant, conversely, seeks facts
to illustrate that the crime was not foreseeable and was not preventable.
In each case, both parties must be prepared to fully investigate the facts
surrounding the incident. Both parties must then articulate and present
the facts in light of their respective interests. This, in essence, is the nature
of the adversarial system. Depending upon the position one takes of this
system, the approach can be viewed as either fortunate or unfortunate.

Regardless of your particular viewpoint, one feature that is not subject
to much debate is that crime creates tragic and far-reaching implications
in society. The “correct” way to remedy the impact of crime poses extraor-
dinary legal and public policy questions.

There are reasonable people and arguments on both sides of the issue.
Some people desire to provide crime victims with the benefits of a liberal
system designed to transfer the costs and responsibility of crime preven-
tion to property and business owners. In this way, the costs of increased
security methods are then further transferred to customers, clients, and
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even to insurance carriers. With this mind-set, crime victims should be
provided legal remedies. These remedies, in turn, provide the incentive
for the property and business owners to institute appropriate security
methods. These security methods, in turn, are designed to reduce crime
in and around the property or the business. The costs of this increased
crime prevention, in turn, are passed on to the customer and client of the
property or business. The reduced incidence of crime from these security
methods, in turn, results in lower insurance claims, due to the reduction
in the number and seriousness of claims. The reduction costs of insurance
claims, in turn, results in lower premiums to the property and business
owner. In essence, those who share this perspective believe that markets
forces will serve to reduce the incidence of crime, without adversely
affecting the legal and economic system. This, they would argue, is good
public policy!

Viewed from a more conservative perspective, the argument against
making property and business owners liable for the crimes of others rests
on the notion of accountability and individual responsibility. According
to this argument, the criminal is the person responsible for the crime, not
the property or business owner. By imposing liability against those not
responsible for the crime, the legal system is creating a perverse result—
making innocent parties responsible for the criminal acts of third parties.
This, it is argued, provides a disincentive for people to take steps to protect
themselves. In this way, the potential crime victim may not take his or
her own security as seriously, since someone will be liable for the damages
created by the criminal. Furthermore, the notion that someone should
“step into the shoes” of the criminal and pay for the consequences of
criminal conduct simply fosters a “welfare state” mentality, in which the
victims of society constantly seek people to pay for their plight. Indeed,
those who oppose premises liability and negligent security argue that even
government has largely disavowed liability for failure to prevent crime.
If government, with its resources and policing agencies, cannot prevent
crime, why should property and business owners have to pay for the failure
to prevent crime?

As evidenced by these contrasting arguments, there are compelling
points to be made on both sides of the debate. Notwithstanding the merits
of either argument, this book seeks to present the subject of security law
in an even-handed, comprehensive manner. Given my background, I tend
to be more aware of the need for security than others. Indeed, many in
this society have not experienced the effects and implications of crime
firsthand. Many, if not most, have not studied the issues surrounding crime
and security. As such, I come at this subject with a worldview and bias
toward security.

This worldview, however, has been tempered by years of study and
thoughtful analysis. In developing my understanding of crime and security,
I have tried to deal with the issues and implications involved in a dispas-
sionate, almost clinical manner. My use of the word dispassionate here
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reflects my efforts to remain impartial about security issues rather than a
lack of passion for the subject. In fact, I have a passionate interest in keeping
people safe and secure. Nevertheless, the study of crime and security
requires the ability to step away from the emotions prompted by the effects
of crime on its victims and its implications for society. This clinical under-
standing of the issues and implications involved in security is the key
to dealing with them effectively. This is not to say that the plight of the
crime victims does not matter. Nothing could be further from the truth.
It is to say, however, that decisions about crime and security should be made
with reasoned, prudent analysis—with logic and facts—instead of emotion
and fear. As will be made plain in this book, the threat of terrorism only
further emphasizes the truth of this assertion. Indeed, terrorism is designed
to promote fear and emotional responses. Hopefully, this book will enable
the reader, and a future generation of leaders, to effectively deal with the
notion of security and crime, including the implications of terrorism.
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NEGLIGENT HIRING
Cause of Action and Elements

Negligent hiring is a cause of action relating to the failure of an employer
to properly screen an employee, who subsequently commits a crime or an
act of misconduct while on the job. Generally, the employer has a duty to
exercise ordinary care in hiring individuals who, because of the nature of
the employment, could present a threat of harm or injury to a third party.!
The appropriate level of care required of the employer is commensurate
with the type of position for which the employee is hired. For example,
if the employee conducts service calls in customers’ homes or workplaces,
then the potential of harm is greater than an employee who conducts internal
sales calls. In this sense, it is more important to screen the employee who
does service calls, as compared to the internal sales position. The elements
of negligent hiring generally constitute the following:?

1. Employer knew or should have known that the employee had a
particular unfitness for the position so as to create a danger of
harm to third persons;

2. The particular unfitness was known or should have been known
at the time of the employee’s hiring or retention; and

3. This particular unfitness proximately caused the plaintiff’s injury.

The key to this cause of action usually goes to the level of background
investigation conducted by the employer. In this sense, the key question is
whether a reasonable background investigation would discover a partic-
ular unfitness, such as a criminal record, a mental health commitment, or
even a poor evaluation from a former employer. If so, then the court is
likely to find that the employer should have known of the particular unfit-
ness. It stands to reason, therefore, the failure to conduct any background
inquiry is not an effective defense. Indeed, it is often deemed as a breach
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of duty. Assuming the court would find that the unfitness should have
been discovered, then the only remaining element is whether the unfitness
proximately caused the injury or harm. If this causal connection is shown,
then the liability for the crime or act of misconduct falls on the employer.
This may be so regardless of whether the crime or act was performed in
the scope of the employee’s duties or to further the employer’s goals.
However, one other possible defense is available to the employer. Liability
for the harm or injury must have been reasonably foreseeable to the employer.
In any event, generally, background checks or investigations may include
the following:

Criminal convictions

Credit checks

Motor vehicle checks

Verification of application information

Personal references

Contact persons acquainted with the applicant/employee
Civil/bankruptcy court record searches

CASES

The following cases are actual court decisions. Certain aspects of the
opinion that are not relevant to this book were edited out. The integrity of
the court’s decision, however, has been maintained.
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356 Ill. app. 3d 642, 826 N.E.2d 1030
Appellate Court of Illinois, First District, Third Division

AISHA BROWNE, PLAINTIFF-APPELLANT v. SCR MEDICAL
TRANSPORTATION SERVICES, INC., A CORPORATION,
DEFENDANT-APPELLEE.

March 30, 2005

Background

Passenger brought action against medical transport company, seeking
to hold company liable for driver’s alleged sexual assault of passenger.
The Circuit Court, Cook County, granted company’s Motion for Summary
Judgment. Passenger appealed.

Holdings
The appellate court held that:

1.  Company did not know and could not have known of its driver’s
criminal history and, thus, could not be held liable in negligence
to passenger; and

2. Alleged incident between medical transport company driver and
passenger in which driver exposed himself and attempted to kiss
passenger did not put company on notice that driver posed a
danger to its passengers and did not render company liable to
another passenger who allegedly was sexually assaulted by driver.

Affirmed

The contract between SCR and the CTA provided that SCR would perform
certain specialized transportation services for people with disabilities and the
CTA would agree to provide a subsidy to SCR for each person transported
“in accordance with the terms and conditions set forth herein.” The
contract limited service to “those people with disabilities who are properly
certified and are enrolled in the Special Services Program.” According to
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SCR president, Pamela Rakestraw, since SCR’s inception in 1986, it has
provided para-transit services to disabled persons only pursuant to written
contracts.

SCR’s services have never been available to the general public. Pursuant
to SCR’s contract with the CTA, SCR was to provide services only to
disabled persons certified under the Americans with Disabilities Act of
1990, 42 U.S.C. Section 1201, and who placed a reservation with SCR
for a specific trip or arranged for a prescheduled subscription service.
SCR would then subject each trip request to a screening process whereby
an SCR employee would check the requesting rider’s computer file before
scheduling a trip to determine if the passenger was eligible not only for
para-transit services but also for the specific ride requested. SCR could
and did refuse requests for trips from disabled persons who were either not
properly certified by the CTA, who were not enrolled in the CTA’s Special
Services Program, or who were not eligible for the specific ride requested.

Robert Britton was hired in 1994 by a company known as Labor Leasing
to become a driver for SCR. On January 5, 1995, Britton became an employee
of SCR when the service agreement between Labor Leasing and SCR termi-
nated. Pursuant to SCR’s contract with the CTA, any driver in the Special
Services Program must be pre-certified by the CTA. Prior to certification,
SCR had to show that it applied for a criminal background check on
the driver. SCR submitted Britton’s name to the Illinois State Police for a
background check, but did not submit his fingerprints. Pamela Rakestraw
stated in her deposition that she was unaware of any law that required
SCR to submit Britton’s fingerprints with his background check. The back-
ground check indicated Britton had no prior convictions. Specifically, the
letter stated: “Based upon the information contained in your request,
no conviction information was identified. This response is not a guarantee
that conviction information on this individual does not exist under other
personal identities. It is common for criminals to use false names and dates
of birth which will not be identified by a non-fingerprint request for
conviction information.

Britton’s record from the City of Chicago, Department of Police, which
was made part of the record on appeal, indicates that Britton had a long
criminal history of arrests, but no prior convictions before the July 1995
assault of Browne. The report also indicates that Britton used the alias
“Robert Vaughn.”

At Britton’s discovery deposition, Britton stated he never told SCR
that he had previously used the name Robert Vaughn. He further stated he
had no prior convictions before he was hired by SCR or before the alleged
assault of Browne. Nancy Isaac, the CTA’s general manager for paratransit
operations, stated in her deposition that after the CTA received the results
of Britton’s background check, he was certified by the CTA. She also stated
that prior arrests would not warrant decertification by the CTA, but prior
convictions would.
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Several months prior to the incident involving Browne, one of SCR’s
customers, Esperanza Banda, accused an SCR driver of exposing himself
to her and attempting to kiss her. Britton was suspected because he was
the driver of the vehicle that was transporting Banda at the time of the
alleged incident. Britton denied the allegations and Banda was unable
to identify Britton in a lineup. Both Pamela and Stanley Rakestraw went
to Banda’s treatment center from where she had been picked up and spoke
with one of Banda’s therapists. The therapist indicated that Banda had a
boyfriend at the center, which was not looked upon with favor and Banda
tried to hide this from her mother. The therapist suggested that Banda
might have thought she would get into trouble because she had been seen
kissing her boyfriend, so she fabricated a story that Britton tried to kiss
her. Stanley Rakestraw also stated in his deposition that when he informed
SCR’s other drivers about Banda’s allegations, they indicated that they would
sometimes have to pull over and separate Banda and another individual
because they were ‘making out’ in the vehicle.

Negligent Hiring

Browne contends the circuit court erred in granting SCR’s motion for
summary judgment because a question of fact existed as to whether
Browne established a cause of action against SCR for the negligent hiring of
Britton. Browne argues that SCR should have learned of Britton’s criminal
history before he was hired because SCR was required to submit Britton’s
fingerprints to the Illinois State Police pursuant to section 28b of the
Metropolitan Transit Authority Act. Browne further argues that the incident
with Esperanza Banda should also have put SCR on notice that Britton
posed a danger to its customers.

In a cause of action for negligent hiring, the plaintiff must plead and
prove (1) that the employer knew or should have known that the employee
had a particular unfitness for the position so as to create a danger of harm
to third persons; (2) that such particular unfitness was known or should
have been known at the time of the employee’s hiring or retention;
and (3) that this particular unfitness proximately caused the plaintiff’s
injury.

Here, the record indicates that SCR did not know or could not have
known about Britton’s “criminal history.” SCR submitted Britton’s name to
the Illinois State Police to ascertain whether Britton had any prior convic-
tions, not prior arrests. In response to SCR’s request, the letter stated that
“no conviction information was identified.” Although the letter indicated
there was no “guarantee” that conviction information did not exist
because “criminals” can use false names that would not be identified by a
non-fingerprint request, the record indicates Britton had no prior convic-
tions when he was hired. Britton’s “rap sheet” indicates he had been
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arrested numerous times for various offenses, which included rape; however,
none of these arrests resulted in convictions. Even if SCR had complied
with section 28b and submitted Britton’s fingerprints, SCR still would not
have learned of Britton’s prior arrests. Therefore, we cannot conclude that
SCR knew or should have known of Britton’s criminal history.

Further, the incident involving Esperanza Banda would not have put
SCR on notice that Britton posed a danger to its passengers. Although Banda
reported that a driver had exposed himself to her, she was unable to iden-
tify Britton as the driver. Also, when the Rakestraws spoke with Banda’s
therapists about the incident, the therapists indicated that Banda could
have fabricated the story. Under these circumstances, we find the circuit
court did not err in granting summary judgment.

Accordingly, we affirm the judgment of the circuit court.

CASE COMMENT

The court found against the plaintiff largely on the difference between
a criminal conviction and an arrest. Once an individual is convicted of a
crime it becomes public record. An arrest, however, is not deemed part of
the public record. In this case, the offender was arrested a number of times,
including rape. However, he was not convicted. Further, the prior incident
in which he attempted to kiss a female customer was not adequate notice to
the employer because the girl could not identify the offender. Consequently,
the court found the employer did not know nor should it have known of the
employee criminal inclination which could result in the harm done to the
plaintiff (victim).
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386 F.3d 623
United States Court of Appeals, Fourth Circuit

KRISTIN D. BLAIR, PLAINTIFF-APPELLANT v. DEFENDER SERVICES,
INCORPORATED, DEFENDANT-APPELLEE.

Oct. 25, 2004

Background

College student sued janitorial staffing company in state court for injuries
sustained as a result of a violent attack upon her by an employee of the
staffing company on college campus, alleging claims for negligent hiring,
retention and supervision, and for respondeat superior liability. The
staffing company removed to the United States District Court for the
Western District of Virginia, which granted staffing company’s motion for
summary judgment, and student appealed.

Holdings
The court of appeals held that:

1.  Staffing company could not be liable under the theory of
respondeat superior, but

2. Genuine issues of material fact precluded summary judgment
for staffing company on student’s claims for negligent hiring and
negligent retention.

Affirmed in part, reversed in part, and remanded

On the morning of March 26, 2001, at approximately 11:30 a.m., Kristin D.
Blair, a 19-year-old college freshman at Virginia Polytechnic Institute and
State University, entered the digital-art classroom in Henderson Hall on the
Virginia Tech campus to work on a project prior to the commencement of a
2:00 p.m. class session. When Blair arrived, other students were complet-
ing a class in the room. By 12:30 p.m., all but a few of these students had
departed. Around that time, a man wearing blue jeans and a gray T-shirt
with a colorful logo entered the room and soon departed. A few minutes
later, that same man returned and asked Blair, who was now alone in the
classroom, when the next class started.
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At approximately 12:45 p.m., Blair left the classroom and observed
the same man standing in the middle of the hallway, with a large gray
bucket beside him. After walking to the end of the hallway, Blair entered a
unisex bathroom. When she opened the restroom door to leave, the same
man was standing in the doorway. Suddenly, this individual grabbed Blair
by her neck and pushed her back into the bathroom. While straddling Blair
and using both hands to strangle her, the attacker pushed her to the floor.
Blair lost consciousness during the attack. She awoke on the bathroom
floor, with her face swollen to the extent that she only could see out of one
eye. Blair then left the bathroom and began screaming for help. A member
of the Virginia Tech administrative staff approached her and asked, “who
did this?” Blair pointed to the same man whom she had seen earlier and
who was standing in the hallway.

The man identified by Blair was James Lee Harris, an employee
of Defendant, which, pursuant to a contract, provided janitorial staffing
services on Virginia Tech’s campus. Eleven months prior to his attack on
Blair, a protective order had been issued against Harris in the Giles County
Juvenile and Domestic Relations Court. This protective order resulted from
a criminal complaint having been filed by a woman who had been physically
assaulted by Harris at a restaurant.

Harris previously had worked for Defendant during a brief period
from November 1998 until January 1999. At that time, Defendant required
Harris to complete an application that included a question concerning any
criminal charges, to which Harris answered that he had no prior criminal
convictions. Pursuant to a contract with Virginia Tech, Defendant assigned
Harris to perform custodial work at Virginia Tech under Virginia Tech’s
supervision. That contract required Defendant to perform criminal background
checks on all Defendant personnel assigned to the Virginia Tech campus.
A criminal background check of Harris was not completed by Defendant
during this two-month period.

In January of 1999, Harris quit his employment with Defendant, and
became employed directly by Virginia Tech for approximately one year.
Harris returned to the employment of Defendant for a brief two weeks
in October of 2000. Once again Harris, completed another application and
indicated no criminal convictions. Defendant did not conduct a criminal
background check with respect to Harris during this second brief period of
employment.

On February 5, 2001, Defendant once again hired Harris. Unlike
Harris’ prior employment with Defendant, he was not required to complete
any application on this third occasion. As with the previous occasions,
Defendant did not conduct a criminal background check on Harris prior to
his employment. Defendant’s representatives did, however, contact some
of the personal references provided by Harris. While Harris did not have a
record of any criminal convictions, he was subject to the aforementioned
court protective order in neighboring Giles County.

At all times, the contract between Defendant and Virginia Tech specif-
ically required Defendant to perform criminal background checks on all
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personnel assigned to Virginia Tech property. Expert testimony offered
in opposition to Defendant’s Motion for Summary Judgment presented the
view that Defendant’s pre-employment screening of Harris was inadequate.
Specifically, there was evidence that Defendant would have discovered
that Harris was the subject of a protective order and criminal complaint in
the neighboring county if a background investigation had been conducted
as required.

A. The Respondeat Superior Claim

The Supreme Court of Virginia in the cases of Gina Chin & Assocs. v. First
Union Bank and Majorana v. Crown Cent. Petroleum Corp. addressed the
elements of a claim against an employer for the wrongful acts of an
employee based on the doctrine of respondeat superior. In Gina Chin, the
court noted that “almost from its first consideration by the courts of
this Commonwealth ... the determination of the issue [of] whether the
employee’s wrongful act was within the scope of his employment under the
facts of a particular case has proved vexatious.”

In Majorana, the court explained that: “When the plaintiff presents
evidence sufficient to show the existence of an employer-employee rela-
tionship, she has established a prima facie case triggering a presumption of
liability ... the burden of production then shifts to the employer, who may
rebut that presumption by proving that the employee had departed from
the scope of the employment relationship at the time the injurious act was
committed.”

Even viewing the facts in the light most favorable to Blair on this issue,
we find that the district court correctly concluded that Harris’s actions had
nothing to do with his performance of janitorial services. The district judge
thoroughly reviewed applicable Virginia law in reaching this conclusion.

It is well established that the simple fact that an employee is at a
particular location at a specific time as a result of his employment is not
sufficient to impose respondeat superior liability on the employer.
However, as the district court noted, Virginia courts have not “automati-
cally” placed intentional torts outside the scope of employment for
purposes of vicarious liability. The district judge correctly noted that the
test set forth in the Gina Chin case is whether “the service itself, in which
the tortious act was done, was within the ordinary course of the employer’s
business.”

In Kensington Associates v. West the court reversed a jury verdict in
favor of a plaintiff-construction worker, and entered final judgment in
favor of the employer of an individual who had engaged in “horseplay”
in shooting the plaintiff. The court noted that this horseplay was not done
to further the employer’s interest. In Abernathy, the court reversed a jury
verdict and held “as a matter of law” that a delivery man was not acting
within the scope of his employment when he participated in a scuffle over
who had caused a traffic accident.
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The present case falls within the ambit of these Virginia cases. Harris’s
assault on Blair is clearly distinguishable from situations where the employee’s
wrongful conduct was related to the nature of the employment. In the
Gina Chin case, a bank teller embezzled money, while in the Majorana
case, a gas station employee sexually harassed a customer during payment
by the customer. When Harris embarked on independent acts to attack
Blair, he clearly acted outside the scope of his employment. We hold that
this act was so great a deviation from Defendant’s business that the district
court correctly granted Defendant’s Motion for Summary Judgment on the
respondeat superior liability claim as a matter of law.

B. The Negligent Hiring and Negligent Retention Claims

In Big Stone, the court recognized a duty of a company to exercise “reason-
able care” in a hiring decision, and a distinction between the hiring and
the retention of an employee. Subsequently, the Supreme Court of Virginia
explicitly recognized the independent torts of negligent hiring in Davis
v. Merrill.

In J. v. Victory Tabernacle Baptist Church the mother of a 10-year-
old girl brought suit against a church and its pastor as a result of the
rape and sexual assault of the girl by an employee of the church. It
was alleged that when the church hired this employee it “knew, or should
have known, that [the employee] had recently been convicted of aggravated
sexual assault on a young girl, that he was on probation for the offense,
and that a condition of his probation was that he not be involved with
children.

The court held that the plaintiff had asserted a claim of negligent
hiring, distinct from a claim for respondeat superior liability. The court
discussed at length its earlier opinion in Davis v. Merrill, supra, noting
that when the wrongdoing employee in that case “was interviewed ... no
one made inquiry concerning his past record, habits, or general fitness,”
and further commented to the effect that “had [the employer] investigated,
it probably would not have offered the assailant the job.”

In the instant case, the district court found that “no reasonable trier
of fact” could find that Defendant knew or should have known of Harris’s
criminal problems in the neighboring county some eleven months earlier.
We respectfully disagree. There is a genuine issue of material fact with respect
to whether Defendant should have known of Harris’s violent conduct,
as the undisputed facts are that Defendant never conducted any type
of criminal background check on Harris prior to employing him. While
Defendant can certainly argue that such a background check would not
have resulted in the discovery of the protective order issued in April 2000,
and a jury could certainly so find there is expert testimony proffered
by Blair that a background check would have indicated the existence of
a protective order resulting from a criminal complaint.
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The trial court and Defendant placed great reliance on the Virginia
Supreme Court’s opinion in Southeast Apts. Mgmt., Inc. v. Jackman. In that
case, a tenant was molested by a maintenance person of the apartment
building after his entry into her apartment. The tenant claimed that the
owner of the apartment building breached its duty “to exercise reasonable
care in the hiring of its employee ... or ... in the retention of the employee.”
The court noted its earlier opinions in Victory Tabernacle, supra, and Davis
v. Merrill, supra, in establishing the tort of negligent hiring. In providing
further edification of this tort, the court cited the following summary
provided by a Minnesota state court:

Liability is predicated on the negligence of an employer in placing a
person with known propensities, or propensities which should have
been discovered by reasonable investigation, in an employment position
in which, because of the circumstances of the employment, it should
have been foreseeable that the hired individual posed a threat of injury
to others.

In applying the above principles to the facts before it, the court in
Southeast Apts. held that the evidence was “insufficient to make out a prima
facie case of negligent hiring or negligent retention.” The facts presented in
Southeast Apts. were that the owner had “received a detailed application
containing information about [the employee’s] personal background, work
experience, and behavioral history.” In responding to the application inquiry,
the employee denied any engagement in “34 types of criminal behavior,
except traffic violations.” Furthermore, he denied any criminal convictions
“in the past seven years.” In addition to the thorough steps taken by the
employer, the evidence in Southeast Apts. indicated that the wrongdoing
employee had two previous bad-check charges totaling $10.29. Importantly,
there were no criminal convictions or protective orders involving violent
acts perpetrated on women.

The facts in the instant case are clearly distinguishable from those
found in Southeast Apts., and are much closer to the facts addressed by
the Supreme Court of Virginia in Victory Tabernacle. In the present case,
Defendant failed to conduct a background check of Harris on three different
occasions. It is undisputed that Defendant was contractually obligated to
Virginia Tech to conduct a background check of employees such as Harris.
Furthermore, the instant record includes the statement of Virginia Tech’s
Director of Housekeeping, who indicated that he would not have allowed
Harris to perform janitorial services at Virginia Tech had he known of Harris’s
propensity for violence.

With respect to Blair’s claim of negligent hiring, we find that there
is a genuine issue of material fact concerning whether Harris’s violent
propensities should have been discovered by Defendant prior to Harris’s
being placed into an employment situation in which he posed a threat to
Virginia Tech students. Similarly, in addressing Blair’s claim of negligent
retention, we find that there is a genuine issue of material fact regarding
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whether Defendant, having originally employed Harris, should have known
or discovered Harris’s dangerous propensities as a result of the protective
order issued eleven months earlier. Quite simply, based on the facts of the
instant case, these are questions to be resolved by the jury as the finder of fact.

For the foregoing reasons, we affirm the district court’s granting of
summary judgment on the respondeat superior claim, but vacate the district
court’s order granting summary judgment on Blair’s claims of negligent
hiring and negligent retention, and remand this case for further proceedings
consistent with this opinion.

AFFIRMED IN PART, REVERSED IN PART, AND REMANDED.

CASE COMMENT

This case provides an excellent analysis of the elements of negligent hiring,
and serves to counter Browne as the court focused heavily on the failure
to conduct any background investigation. In Browne, there was a back-
ground check, but it did not disclose arrests. In Blair, there was no back-
ground check conducted even though a contract provision required it.
Consequently, the failure to even attempt to check the background of
employees resulted in possible liability to the employer.

DISCUSSION QUESTIONS

As an employer, should you exclude applicants with criminal convictions
from employment? Should the possibility or the evidence of rehabilitation
be considered? If so, what is your liability exposure if you hire an individual
with a conviction, who appears to be rehabilitated, but subsequently commits
a crime against one of your customers? How should you reconcile the
competing interests of keeping criminals out of your workplace, while
allowing people a second (or another) chance?

NEGLIGENT SUPERVISION, TRAINING, AND RETENTION
Cause of Action and Elements

These causes of action are separate but are often asserted as alternative
theories in civil complaints. These theories are typically combined because
the failure to adequately train is often a reflection of, or the result of, the
failure to adequately supervise.

Negligent supervision stems from the duty of an employer to exercise
due or reasonable care in supervising its employees.® As in negligent hiring,
the level of supervision should be commensurate with the degree of
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potential harm derived from the employee. To use the earlier example, a
service worker who drives to customers homes and workplaces should be
supervised to a greater degree than compared to the inside sales represen-
tative. This level of supervision goes not only to operational and perfor-
mance standards, but also to the personal circumstances of the employee.
Stated another way, supervision is not just for work performance and
purposes. It should also include monitoring of the employee’s sobriety,
attitude, appearance, and emotional state.

If a plaintiff can show that the failure to supervise was causally
connected (proximate cause) to the injury or harm, then the employer
would be liable for such. Similarly, if the employer failed to adequately
supervise the employee to the point that appropriate corrective measures
were not implemented, the plaintiff may also assert a negligent retention
cause of action. Since supervision is closely related to correction and disci-
pline, these theories are often asserted in combination. In a negligent
supervision or retention claim, the court will look to the level of direct
supervision exerted over the employee, the corrective measures applied,
and the extent of discipline imposed. In order to correct or discipline, the
court will look to the following factors:

Counseling and reprimands
Re-assignment

Re-training

Rehabilitation

Closer supervision or controls
Levels of progressive discipline
Discharge

NO Gk WON -

Negligent training operates under similar logic. The level or standards
of training must be reasonable, and commensurate to accomplish the
work task.? Here again, training is not just for operational and performance
purposes. It should also relate to how the training (or lack thereof) may
potentially endanger or injure third parties.

Key areas of training standards relating to security personnel and
criminal conduct include:

Legal powers and limitations

General duties and specific post orders
Report writing

Use of emergency and security devices
Emergency procedures

Weapons training standards

Vehicle training standards

Use of force, arrest, and search and seizure
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321 F. supp.2d 358
United States District Court, D. Connecticut
MELISSA BURFORD, PLAINTIFF v. MCDONALD’S CORPORATION,
CARL FIELD, TIMOTHY MICHAUD, AND RONALD FEDOR,
DEFENDANTS.

June 2, 2004

Background
Restaurant employee sued employer, supervisor, store manager, and
district manager, alleging sexual harassment and retaliation in violation of

Title VII, and asserting negligent supervision claim under Connecticut law.
Defendants moved for summary judgment.

Holdings

The district court held that:

1.  Employee established prima facie case of sexual harassment;
2. Store manager was not liable for negligent supervision; and
3.  District manager was not liable for negligent supervision.

Motion granted in part and denied in part

The relevant background is as follows: Plaintiff worked at the McDonald’s
in Groton, Connecticut, from November 20, 2000, until she was transferred
to the Waterford, Connecticut, location on July 21, 2001. Defendant Field
was acting supervisor of the Groton location between April 2, 2001,
and June 11, 2001. Plaintiff alleges that Field sexually harassed her on
numerous occasions, mostly in May and June, including, among other
allegations, repeated incidents of sexual comments and physical contact.
Plaintiff also asserts that as a result of complaining about the harassment,
she did not receive a promotion she had been promised. Plaintiff
complained to the McDonald’s service center and met with an investi-
gator on July 18, 2001. She was transferred out of the Groton location on
July 21, 2001.
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A. Title VIl—Hostile Work Environment

Plaintiff has asserted that she was subjected to a hostile work environment
in violation of the prohibition on discrimination on the basis of sex in the
workplace set forth in Title VII of the Civil Rights Act of 1964. 42 U.S.C.
§ 2000e “To prevail on a hostile work environment claim, a plaintiff must
demonstrate: (1) that [the] workplace was permeated with discriminatory
intimidation that was sufficiently severe or pervasive to alter the condi-
tions of [the] work environment, and (2) that a specific basis exists for
imputing the conduct that created the hostile environment to the
employer.” The Supreme Court has ruled that a work environment must
be both subjectively and objectively hostile and abusive in order to estab-
lish a hostile environment claim. “The conduct alleged must be severe
and pervasive enough to create an environment that would reasonably be
perceived, and is perceived, as hostile or abusive.”

“A plaintiff alleging a hostile work environment “must demonstrate
either that a single incident was extraordinarily severe, or that a series
of incidents were ‘sufficiently continuous and concerted’ to have altered
the conditions of her working environment.” To decide whether the thresh-
old has been reached, courts examine the case-specific circumstances in
their totality and evaluate the severity, frequency, and degree of the abuse.
Relevant factors include the frequency of the discriminatory conduct;
its severity; whether it is physically threatening or humiliating, or a mere
offensive utterance; and whether it unreasonably interferes with an employee’s
work performance.”

The Second Circuit has recently cautioned the district courts consid-
ering hostile environment claims. The Second Circuit explained that
“while the standard for establishing a hostile work environment is high, we
have repeatedly cautioned against setting the bar too high, noting that
while a mild, isolated incident does not make a work environment hostile,
the test is whether the harassment is of such quality or quantity that a
reasonable employee would find the conditions of her employment altered
for the worse. The environment need not be unendurable or intolerable.
Nor must the victim’s psychological well-being be damaged. In short, the
fact that the law requires harassment to be severe or pervasive before it can
be actionable does not mean that employers are free from liability in all but
the most egregious cases.” With this admonition in mind, the court concludes
that plaintiff has presented sufficient evidence to allow a trier of fact to
conclude that she subjectively experienced the environment as hostile. She
testified at her deposition that the sexual harassment she claims to have
been subjected to made it difficult for her to work at the store, that she wanted
to leave work, and that the experience made her physically ill. Therefore,
Plaintiff has provided sufficient evidence at this stage of the proceeding to
satisfy the subjective prong of the hostile work environment test.

McDonald’s principal claim on its motion for summary judgment is
that plaintiff has not satisfied the objective portion of the test—that is,
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that even taking her allegations as true, they do not rise to the level of
a hostile work environment as the Supreme Court and the Second Circuit
have defined it. In her deposition and pleadings, plaintiff has alleged a
long series of harassing acts by Field, including comments he made about
plaintiff’s anatomy, insinuating comments about proposed sexual activity
between plaintiff and Field, unwanted physical contact by Field, and attempts
by Field to look down plaintiff’s shirt. Plaintiff testified that Field’s sexual
comments occurred almost every day that they were in the store together.
Insofar as all disputed issues of fact must be viewed in the light most favor-
able to plaintiff, the court accepts all these allegations as true and concludes
that the harassment alleged by plaintiff, if believed, could be sufficient to
allow a jury to conclude that she was subjected to a hostile work environ-
ment as defined by the Supreme Court and the Second Circuit. That is, the
court concludes that plaintiff has alleged, and provided evidence of, harass-
ment “of such quality or quantity that a reasonable employee would find
the conditions of her employment altered for the worse.”

McDonald’s argues that the sexual harassment plaintiff claims she
was subjected to “does not rise to the level of severity and frequency
sufficient to alter the terms and conditions of Burford’s employment”
and it cites a series of cases from the Second Circuit and the District of
Connecticut that granted motions for summary judgment dismissing hostile
environment claims. However, a number of the cited cases allege conduct
that was less pervasive or severe than that claimed here. Additionally, the
recent cautions by the Second Circuit about “setting the bar too high”
further suggest to this court that, though plaintiff’s claims in this case are
perhaps close to the bar, the behavior alleged is severe and pervasive
enough to allow her to present those claims to a jury.

Plaintiff thus advances to the second stage of the hostile environment
analysis, at which she must demonstrate that “a specific basis exists for
imputing the conduct that created the hostile environment to the employer.”
Following Supreme Court precedent, the Second Circuit has held that “in
contrast to allegations of harassment by co-workers or customers, employers
are presumptively liable for all acts of harassment perpetrated by an
employee’s supervisor.” In this case, Field was plaintiff’s acting supervisor
during the period in which she claims to have been harassed. As a conse-
quence, McDonald’s is presumptively liable for the harassment. Nevertheless,
“the employer will avoid liability if it can plead and prove, as an affirmative
defense, that (1) the employer exercised reasonable care to prevent and
promptly correct any sexual harassment by such a supervisor, and (2) the
employee unreasonably failed to avail herself of any corrective or preventa-
tive opportunities provided by the employer or to avoid harm otherwise.”
McDonald’s asserts that it did exercise reasonable care and that plaintiff
unreasonably failed to avail herself of corrective or preventative opportunities
provided by the employer.

The court believes that plaintiff has raised a material issue of fact
as to the application of the affirmative defenses in this case. First, the
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affirmative defense is only available to McDonald’s if plaintiff suffered
no tangible employment action. Here, plaintiff claims she was denied a promo-
tion she had been promised because of her complaints about the alleged
harassment. If her allegations are true, the affirmative defense would not be
available to McDonald’s. Second, assuming the affirmative defense were
available, plaintiff has asserted facts which, if believed, would demonstrate
that her actions in availing herself of corrective or preventative opportunities
were reasonable. For example, she has asserted that she complained about
Field’s harassing conduct to a number of employees at the store, including
the supervisor, and that she called McDonald’s help line five times before
she received a response. Again, if true, the jury could conclude that her
actions constituted a reasonable attempt to take advantage of McDonald’s
corrective or preventative opportunities, thereby negating its affirmative
defense. Because there are genuine issues of material fact on McDonald’s
affirmative defense, summary judgment on that defense is inappropriate.

B. Negligent Supervision Claims Against Defendants
Fedor and Michaud

Plaintiff has also sued defendant Fedor, the district manager in charge of the
Groton location, and defendant Michaud, the Store Manager of the Groton
location, for negligent supervision of Field. To prove a claim of negligent
supervision under Connecticut law, “a plaintiff must plead and prove that he
suffered an injury due to the defendant’s failure to supervise an employee
whom the defendant had a duty to supervise. A defendant does not owe a
duty of care to protect a plaintiff from another employee’s tortious acts unless
the defendant knew or reasonably should have known of the employee’s
propensity to engage in that type of tortious conduct.” Defendants move for
summary judgment on the basis that plaintiff has not offered any evidence
that Fedor or Michaud had any reason to believe that Field would commit the
acts of which he is accused and that Michaud had no supervisory authority
over Field as they occupied parallel positions.

Plaintiff has not submitted evidence to support a negligent supervision
claim against Michaud. It is undisputed that Michaud was on sabbatical
from April 2001 through June 11, 2001, the period of the alleged harassment.
Michaud could hardly be faulted for failing to supervise Field while
Michaud was on sabbatical. Insofar as Michaud had no duty to supervise
Field while on sabbatical, there can be no claim for negligent supervision.
Additionally, Plaintiff specifically testified that when Michaud returned
to the store, she told him about the harassment and Field’s harassing
behavior immediately stopped. Because there are no genuine issues
of material fact regarding plaintiff’s negligent supervision claim against
defendant Michaud and the undisputed facts will not support such a claim
as a matter of law, the court grants Defendant Michaud summary judgment
on plaintiff’s negligent supervision claim.
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With regard to Fedor, plaintiff testified at her deposition that she told
him about the harassment sometime after Memorial Day, 2001, and that
he told her to give it time because Michaud was coming back shortly and
that everything would be fine once Michaud returned from sabbatical.
According to plaintiff, Fedor also told her that he would tell Field to leave
plaintiff alone. Based upon plaintiff’s own testimony, the court concludes
that plaintiff cannot sustain a negligent supervision claim against defen-
dant Fedor. The evidence presented indicates that Fedor was on notice
of Field’s propensity to engage in the tortious conduct only from the time
of plaintiff’s complaint to him sometime after Memorial Day. Plaintiff
has not specified a single harassing incident that occurred after that date,
nor has she presented evidence that Fedor failed to tell Field to leave her
alone, as Fedor had promised. Plaintiff has thus failed to “plead and prove
that [she] suffered an injury due to the defendant’s failure to supervise
an employee whom the defendant had a duty to supervise.” Because there
are no genuine issues of material fact regarding plaintiff’s negligent super-
vision claim against defendant Fedor and the undisputed facts will not
support such a claim as a matter of law, the court grants defendant Fedor
summary judgment on plaintiff’s negligent supervision claim.

CASE COMMENT

While the court found that a hostile workplace existed, there was no
evidence that the supervisors knew of such nor did they fail to act once
the allegations became known. Interestingly, one of the supervisors was
on sabbatical, thereby could not have been aware of the hostile workplace.
Once the other supervisor learned of the complaint, the hostile workplace
immediately ceased, thereby inferring that the supervisor properly corrected
the offending behavior. Consequently, the plaintiff could not show that either
of the supervisors was guilty of negligent supervision.
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141 Idaho 524, 112 P.3d 812
Supreme Court of Idaho

JANE ROE, JOHN ROE AND JANE DOE, PLAINTIFFS-APPELLANTS v.
ALBERTSON’S, INC., TIM REPP, INDIVIDUALLY AND IN HIS CAPACITY
AS A MANAGER OF ALBERTSON’S INC., ET AL,
DEFENDANTS-RESPONDENTS.

May 4, 2005

Background

Minor employee and her parents brought action against supervisor and
employer, asserting several tort claims arising out of alleged sexual rela-
tionship between employee and supervisor. The District Court, Fourth
Judicial District, Ada County, granted employer’s Motion for Summary
Judgment. Employee and parents appealed.

Holdings
The supreme court held that:

1.  Ifan injury is cognizable under the workers’ compensation law,
then any common-law remedy is barred, but if the injury is not
cognizable under workmen’s compensation, then the employee
is left to a remedy under the common law;

2. Alleged sexual intercourse between employee and supervisor
did not constitute an “accident” under Workers’ Compensation
Act, and thus employee’s allegedly ruptured hymen did not
amount to an “injury” that was compensable under the Act, and
employee’s tort claims were not subject to Act’s exclusive-
remedy provision.

Reversed and remanded

Both Doe and Repp began working for Albertson’s Store No. 161 in July
1999. Doe, a minor, worked as a courtesy clerk (grocery bagger). Repp, who
was 38 years old, was employed as an assistant front end manager. Front
end managers supervise courtesy clerks.
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Beginning in September 1999, Repp started to show favoritism to Doe.
He would invite Doe into areas prohibited to courtesy clerks, walk Doe
to her car, allow Doe extended breaks, and allow her to act as a cashier,
although company policy required that cashiers be 18 years old. In November
1999, Repp made sexual advances to Doe. During November the two kissed,
fondled each other, and engaged in oral sex while on duty at Albertson’s.
The two attempted to have sexual intercourse while at the store, but,
because it was too physically painful for Doe, they stopped. By November
some employees knew, while others simply questioned the relationship.

On December 4, 1999, store Director Jim Johnson began an investigation.
He spoke separately to Doe and Repp. Both Doe and Repp denied the rela-
tionship. Johnson suspended Repp pending further investigation. After
the investigation, Johnson concluded Repp and Doe had not been involved
in a sexual relationship. Nevertheless, as a result of Repp’s inappropriate
behavior with Doe, on December 9, 1999, Albertson’s suspended Repp for
six days, demoted him to the position of checker, and transferred him to a
different Albertson’s store.

After his transfer, Repp continued to communicate with Doe. With
Albertson’s continuing the investigation, he instructed Doe to deny every-
thing. On or about December 17, Repp asked Doe to meet him at
the Albertson’s where he worked. She did so, and the two then left
Albertson’s premises driving to Hillside Park where they engaged in sexual
intercourse.

Doe’s mother discovered information that caused her to believe Doe
and Repp were having a romantic relationship. Doe’s mother notified
Albertson’s on January 25, 2000. Two days later, Albertson’s re-interviewed
Repp. This time Repp admitted he and Doe were involved in a romantic
relationship. Albertson’s terminated Repp’s employment. Subsequently,
Repp pleaded guilty to the crime of statutory rape and was sentenced on
October 19, 2000. Repp served one year in jail and one year on work release,
and is serving ten years probation.

On May 11, 2001, Doe and her parents filed a complaint against Repp
and Albertson’s. Albertson’s denied responsibility, asserting several defenses
including that the Idaho’s Workers’ Compensation Law precluded recov-
ery. Albertson’s moved for summary judgment. The district court originally
denied summary judgment. The court found Doe’s alleged injury, a broken
hymen, met the definition of injury provided by I.C. Section 72-102(17)(c).
Furthermore, the alleged injury qualified as an “accident” as the term is
defined in [the statute]. The district court also presumed the injury arose
out of and in the course of employment. The district court then analyzed
whether the exception provided in I.C. Section 72-209(3) applied to circum-
vent the worker’s compensation law. The district court determined that
when viewing the facts in a light most favorable to Doe, there was enough
evidence presented to deny summary judgment because there was an issue
whether or not Albertson’s impliedly authorized Repp’s behavior. The
district court then granted summary judgment in Albertson’s favor, finding
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the [statutory] exceptions were inapplicable and that the workers’
compensation law precluded the suit against Albertson’s.

Analysis

Appellants argue the district court erred in holding that the workers’
compensation law barred the appellants’ complaint. Appellants contend
this is in error because Doe’s injuries were not compensable under workers’
compensation and therefore the tort action may be maintained in district
court against Albertson’s. Albertson’s disagrees and argues that the only
remedy available to an employee is via the workers’ compensation law.
Albertson’s asserts that the declaration of police power section and the
exclusive remedy provision of the workers’ compensation law specifically
abolished all claims against the employer.

In looking at the intent behind I.C. Sections 72-201 and 72-211 we
have said, “the legislature removed from the sphere of civil actions, all suits
against an employer for damages on account of personal injury or death of
an employee, where such injury or death rises out of and in the course of
the employment....” In 1969, this court reaffirmed the holding in Gifford,
recognizing that the “rule of law may in some cases deprive persons of
remedy for damages which they had prior to the passage of the Workmen'’s
Compensation Law....”

When interpreting these statutes we must conclude, as we have in the
past, that if an injury is cognizable under the worker’s compensation law
then any common law remedy is barred, but if the injury is not cognizable
under workmen’s compensation, then the employee is left to a remedy
under the common law.

Doe and her parents argue that Doe did not suffer an injury as defined
by the workers’ compensation law. They contend Doe did not suffer
“violence to the physical structure of the body.” They assert Does injuries
are psychological and therefore, not compensable under workers’ compen-
sation. The district court concluded Doe suffered an injury, a broken hymen,
caused by an accident.

Idaho Code Section 72-102(17)(a) defines injury as “a personal injury
caused by an accident arising out of and in the course of any employment
covered by the workers’ compensation law.” Injury is “construed to include
only an injury caused by an accident, which results in violence to the
physical structure of the body.”

Even if we were to assume Does alleged broken hymen constitutes
a physical injury, we find it difficult to classify Repps and Does actions
as an accident. Her ruptured hymen was not “an unexpected, undesigned,
and unlooked for mishap, or untoward event.” It was something that typically
occurs when a virgin engages in sexual intercourse.

Although a seventeen-year-old such as Jane Doe is incapable, under
the laws, of giving consent to sexual intercourse, such inability to legally
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consent to the act does not mean that either the act of sexual intercourse or
the physical consequences of such sexual intercourse (a ruptured hymen)
were “an unexpected, undesigned, and unlooked for mishap, or untoward
event.” Since there was no accident as defined by I.C. Section 72-102(17)(b),
Jane Doe did not suffer a personal injury and her claims are not pre-empted
by the Workers’” Compensation Law. The district court erred in determin-
ing that Doe’s injuries were compensable under workers’ compensation,
thereby barring her claim in district court.

The “exclusive remedy” provision of the workers’ compensation
law is not a bar to Doe’s and her parents’ claims against Albertson’s. The
district court’s order granting Summary Judgment is reversed.

CASE COMMENT

This case illustrates the competing interests inherent in a state workers’
compensation statute versus common law negligence. The workers’ compen-
sation statute is designed as exclusive compensation for workplace injuries.
Negligence claims, such as negligent supervision, are designed to compen-
sate the employee for wrongs committed within the context of employ-
ment. Here the employer attempts to use the workers’ compensation statute
as a bar to the common law claim. The court properly declined to do so.
It is rather audacious to argue that the injury to the plaintiff was the result
of an “accident” which the statute requires. The court properly negated
this argument. It found that the conduct of the supervisor was not the
result of an accident, and that the injuries were of an emotional and
personal nature.
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852 So. 2d 5
Supreme Court of Mississippi

HEATHER GAMBLE, A MINOR, BY AND THROUGH HER
MOTHER AND ADULT NEXT FRIEND, REBECCA GAMBLE v.
DOLLAR GENERAL CORPORATION, A TENNESSEE CORPORATION,
AND SHERI THORNTON.

Aug. 7, 2003

Background

Patron filed complaint against store and store’s employee, alleging assault,
negligence, and other claims resulting from employee allegedly accusing
patron of shoplifting and grabbing patron by patron’s panties, and patron
filed amended claim against store alleging fraud regarding concealment of
existence of liability insurance. After jury verdict in favor of patron on
original complaint, the Circuit Court, Lamar County, dismissed the
amended claim. Parties appealed.

Holdings

The supreme court held that:

1.  Issue of whether store was negligent in failing to provide to
employee training regarding shoplifting policy was for jury; and
2.  Issue of whether store’s failure to train employee evinced wanton

and reckless disregard for store patron’s rights was for jury.

Affirmed in part; reversed and rendered in part

On March 19, 1999, at about noon, Gamble, a 19-year-old college student,
stopped by the Dollar General store in Purvis, Mississippi, to purchase a
shirt to wear to work. She stated that she needed a new shirt because she had
soiled her shirt with oil pastels while in art class at Pearl River Community
College. Gamble did not find anything at the Dollar General and proceeded
to the Family Dollar store to look for a shirt. Upon leaving the Dollar
General store, Gamble observed that a Dollar General employee had rushed
up behind her car to write something down, as if she were writing down
her license tag number.
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After Gamble arrived at the Family Dollar store, she noticed that the
same individual who wrote down her tag number had followed her to
the Family Dollar store and parked directly behind her, blocking her vehi-
cle. At this point, Gamble asked the “angry-looking” individual, Thornton,
why she was following her and why she had taken down her tag number.
Thornton approached Gamble and asked her what she had in her pants.
Gamble thought she may have had an outline from class in her back pocket,
so she reached in her back pocket but had nothing. Thornton then grabbed
at Gamble’s panties from the back of her pants and tugged on them.
At this point, it became obvious to Gamble that Thornton was accusing
her of shoplifting. The two exchanged a few words, and Thornton left,
satisfied that Gamble had not shoplifted.

Gamble went to the police station to report the incident. The police
officers told Gamble that they would investigate the incident and speak
with Thornton. The officers testified that Gamble was extremely upset
and crying because of the incident. Testimony from Gamble’s parents and
a friend of Gamble’s was also presented to the jury. Gamble testified that
she felt like she had been assaulted and humiliated by Thornton. She stated
that no one from Dollar General had ever apologized to her for the incident.
She testified that the incident has upset her emotionally, has affected her
grades, has caused her to suffer from insomnia about four nights a week
and has caused her embarrassment.

Discussion

Dollar General argues that the jury should not have been allowed to hear
Gamble’s claim of negligent training. Dollar General had a written shoplifting
policy that stated that no employee should leave a store to go after a suspected
shoplifter and no employee should ever touch a shoplifter. Dollar General
argues that this policy was provided to Thornton and that she read and
understood the policy. Gamble asserted at trial that merely providing the
policy to Thornton, without actually providing any training, was sufficient
evidence to establish a claim of negligent training.

Gamble has simply misstated her issue with regard to her claim for
negligent training. Instead of claiming that Dollar General’s training was
inadequate or negligent, Gamble’s claim is better understood as an allegation
that Dollar General provided no training. Stated as an issue of no training,
the jury could infer Dollar General’s negligence without the need of expert
testimony on proper or adequate training. The jury could properly find that
Dollar General was negligent in failing to provide training to Thornton.

There was also testimony that Thornton, a regional manager, was
required to go to other stores to train employees in dealing with shoplifting.
However, other than receiving a booklet, there was no evidence that showed
that Thornton had received any training. Based on Dollar General’s failure
to show any training provided to Thornton, other than handing her a
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manual, it was proper to allow the jury to consider the issue of negligence
for Dollar General’s failure to train its employee.

The punitive damage context indicates a claimant must prove by
“clear and convincing evidence that the defendant against whom punitive
damages are sought acted with actual malice, gross negligence which
evidences a willful, wanton or reckless disregard for the safety of others, or
committed actual fraud (emphasis added).” The trial court, when faced with
the issue of punitive damages, looks at the totality of the circumstances to
determine if a reasonable, hypothetical trier of fact could find either malice
or gross neglect/reckless disregard. The facts must be highly unusual as
punitive damages are only awarded in extreme cases. There must be ruthless
disregard for the rights of others, so as to take the case out of the ordinary rule.

Although we found that Dollar General failed to provide additional
training to its employees, we acknowledge that it did provide Thornton a
manual. Dollar General had a written shoplifting policy that stated that no
employee should leave a store to go after a suspected shoplifter and no
employee should ever touch a shoplifter. Of significant importance, the
record reflects that Thornton had received the manual, yet ignored the
policy. Thornton followed Gamble out of the store, wrote down her tag
number, then confronted and touched her. Thornton testified that the store
policy was “in black and white, and I should have known it and should have
followed it, and just didn’t. I mean, the policy is there in black and white for
all the employees at Dollar General.” Once Gamble left the store, Thornton
should have considered the incident to be concluded. Thornton admitted to
not following store policy. However, she, in effect, ignored the policy and
followed Gamble from the store on her own initiative. It is inconceivable that
under the facts of this case, Dollar General was assessed punitive damages.
These acts were done by Thornton alone, violating the store policy.

No proof was offered to the jury that demonstrated Dollar General had
any knowledge of prior incidents committed by this employee. Clearly, puni-
tive damages against Dollar General should not have been allowed. Thornton
was reprimanded for this mistake by Dollar General. More importantly, Dollar
General had not received any other prior complaints or incidents regarding
Thornton’s alleged propensity for committing such acts as complained about
here. Indeed, if such notice of prior complaints existed and Dollar General did
not have a policy regarding shoplifting violations, then, and only then, would
a punitive damages instruction have been warranted. The facts of this case do
not warrant a punitive damage assessment. While Dollar General may have
been negligent in its training, its actions do no rise to the level of actual malice
or gross negligence. Accordingly, this court reverses and renders the $100,000
punitive damages assessed against Dollar General.

All of Dollar General’s issues on cross-appeal are without merit with the
exception of punitive damages. Therefore, Gamble’s award of $100,000 in
punitive damages against Dollar General is reversed. In all other respects,
the trial court’s judgment is affirmed.
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CASE COMMENT

This case illustrates the significance of training in order to prepare employ-
ees to adhere to corporate policies. Here the court focused on the fact that
the employee was simply “handed” the policy, without any training and
preparation related to such. However, notice the decision on punitive
damages. If the employer failed to codify a policy, then the punitive
damage claim may have been affirmed by the appeals court. Instead, since
the employer had a policy, it was not reckless to the point of being liable
for punitive damages. Therefore, the key is to codify appropriate policies
and procedures, and train the employees on the requirements of such. This
case clearly illustrates that both the policy and the training are necessary
elements to limit or negate liability exposure.
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111 P.3d 445
Supreme Court of Colorado

DONALD KELLER, INDIVIDUALLY AND D/B/A CONTINENTAL
CLEANERS, PETITIONER v. TUGBA KOCA, A MINOR CHILD, BY
AND THROUGH HER LEGAL GUARDIAN, PAULA ALPAR, RESPONDENT.

April 18, 2005

Background

Victim, who was sexually assaulted by employee, brought action against
employer for negligent supervision and premises liability. Following a bench
trial, the District Court, Boulder County, entered judgment for victim.
Employer appealed. The court of appeals affirmed, and the supreme court
granted employer’s petition for certiorari.

Holding

The supreme court held that employer did not owe duty to victim, since
harm to her was not foreseeable risk. Judgment of the court of appeals
reversed and matter remanded with directions to that court.

Donald Keller, defendant below and petitioner before this court,
owned and operated a dry cleaning business in Boulder, Colorado. Keller
hired Firat Uzan, a male employee, in 1990 and then promoted him to the
position of General Manager in the spring of 1995. As General Manager,
Uzan had keys to the premises and was responsible for operating the dry
cleaning business, which included opening and closing the store, in Keller’s
absence and at his direction. However, Uzan did not have the authorization
to bring third parties to the business during non-working hours.

On a Sunday morning in the spring of 1997, Uzan brought a 12-year-old
girl, the plaintiff Tugba Koca, to the business. Testimony revealed that Uzan
was a family acquaintance and had asked Koca’s parents if she could go with
him to the dry cleaners and help with opening the doors of the business so
that the carpets could be professionally cleaned. While there, Uzan brought
Koca into the back office where he locked the door and sexually assaulted her.

Uzan was subsequently convicted of sexual assault of a child and
sentenced to the Department of Corrections. The plaintiff then filed this
civil action against Keller claiming that Keller, as the employer and owner
of the dry cleaning business where the assault occurred, was negligent in
his supervision of Uzan. The complaint alleged that Keller knew that Uzan
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had sexually harassed young women at the cleaners and that despite know-
ing that “his employee was a sexual predator,” Keller continued to allow
Uzan to work alone and unsupervised with his own access to the premises.

The trial court, acting as the finder of fact, found that Keller was
negligent in his supervision of Uzan and awarded damages. The court
cited testimony from three former women employees who told Keller
that Uzan had sexually harassed and fondled them during business hours
prior to the incident identified by the plaintiff. The young women related
several instances where, during business hours, Uzan asked them to
perform sexual acts as well as touched their breasts and buttocks. All three
quit their positions and told Keller of the episodes. Additionally, one of
the employee’s mothers called Keller warning of civil liability. The three
women also complained to police about Uzan’s conduct but the police did
not initiate charges against him. When Keller confronted Uzan about these
complaints, Uzan denied any sexual misconduct and Keller did not pursue
the matter any further.

Keller appealed the trial court’s finding of liability and the court
of appeals affirmed. The court reasoned that Keller had knowledge of the
previous assaults and that “there was a risk that Uzan would sexually
assault a young woman or girl on the premises if left unsupervised.” Thus,
it held that Keller had a duty to take reasonable steps to prevent Uzan from
working alone and unsupervised and the breach of this duty resulted in
the harm to the plaintiff.

Analysis

The issue that we address is the extent to which an employer owes a duty
of care to prevent harm caused by an employee. We begin by setting forth
the legal principles that guide us in determining whether an employer is
liable in tort for the negligent supervision of his employee.

Courts consider a number of factors to determine whether a duty
exists, including: the risk involved, the foreseeability of the injury weighed
against the social utility of the actor’s conduct, the magnitude of the burden
of guarding against injury or harm, and the consequences of placing the
burden on the actor. “No one factor is controlling, and the question of
whether a duty should be imposed in a particular case is essentially one of
fairness under contemporary standards—whether reasonable persons would
recognize a duty and agree that it exists.”

To establish liability, the plaintiff must prove that the employer has
a duty to prevent an unreasonable risk of harm to third persons to whom
the employer knows or should have known that the employee would cause
harm. An employer “who knows or should have known that an employee’s
conduct would subject third parties to an unreasonable risk of harm may
be directly liable to third parties for harm proximately caused by his
conduct.”
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While the tort of negligent supervision applies to instances where
the employee is acting outside his scope of employment, it does not extend
to all acts undertaken by an employee that are actionable in tort. In cases
of negligent supervision “liability of the employer is predicated on the
employer’s antecedent ability to recognize a potential employee’s ‘attri-
bute[s] of character or prior conduct’” which would create an undue risk
of harm to those with whom the employee came in contact in executing
his employment responsibilities.” “Liability results under the rule stated
in this Section, not because of the relation of the parties, but because the
employer antecedently had reason to believe that an undue risk of harm
would exist because of the employment.” “The master as such is under no
peculiar duty to control the conduct of his servant while he is outside of
the master’s premises, unless the servant is at the time using a chattel
entrusted to him as servant.”

Thus, where a plaintiff asserts a claim for negligent supervision,
the question of whether the employer owes a duty of care to the injured
third party boils down to issues of knowledge and causation—whether
the employee’s acts are “so connected with the employment in time and
place” such that the employer knows that harm may result from the
employee’s conduct and that the employer is given the opportunity to
control such conduct. This court stated: “Thus a master may be bound to
control acts of his servants that they do entirely on their own account but
that are closely enough connected with the employment in time and space
to give the master a special opportunity to control the servant’s conduct.”

In Fletcher v. Baltimore & PR. Co., the United States Supreme Court
recognized instances where an employer may be liable in tort for permit-
ting employees to engage in acts that may give rise to a claim for negli-
gence. There, the court held that the railroad company owed a duty of care
to passersby when it allowed its employees to throw large pieces of wood
from the train on their way home from a day’s work. The court recognized
that throwing large pieces of wood from the train created a risk that people
lawfully on the adjacent street would be harmed by one of those pieces of
wood. Thus, a nexus existed between the employer’s knowledge of the
employees’ activities and the risk of harm when a person was hit by one of
those pieces of wood sufficient to allow a jury to determine whether the
defendant negligently supervised its employees.

Similarly, this court in recognizing a claim for negligent supervision
acknowledged a connection between the employer’s knowledge of the
employee’s propensity to act in a particular manner and the employer’s
duty to take reasonable steps to prevent the employee from acting in such
a manner. The plaintiff in Destefano sued the Diocese of Colorado Springs
for the negligent supervision of a priest who in the course of providing
marriage counseling engaged in sexual relations with the plaintiff, Destefano.
Destefano alleged that the diocese knew or should have known that the
priest had engaged in sexual relations with other women “similarly situ-
ated” to the plaintiff and that the diocese failed to take any action to limit
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his contact with potential clients. Thus, it was the connection between the
very risk of harm that the diocese either knew or should have known
would occur and the actual harm, sexual relations with a parishioner seek-
ing counseling, which sustained Destefano’s claim for relief.

In both of these cases, the duty imposed on the defendant was to
take reasonable steps to prevent the foreseeable harm of a known risk—the
person harmed was one who would likely be harmed by the known risk
posed by the employee. The custom of permitting employees of the rail-
road company to throw wood from the train created a risk that they would
damage property or harm someone near the tracks. Allowing the priest
to continue to counsel clients created a risk that he would become sexu-
ally involved with those clients. In both cases, the very harm that the risk
implied did indeed occur.

The plaintiff did not present any evidence at trial that Keller knew
or should have known that Uzan would bring a 12-year-old girl, with no
connection to the dry cleaners, to Keller’s place of business when it was
closed and then sexually assault her there. However, there was substantial
evidence that Keller knew of Uzan’s proclivities to engage in lewd and
sexual behavior with the female employees on the premises during busi-
ness hours. Three young women employees testified that they had quit
after Uzan groped and fondled them. He also sexually propositioned these
young women and made other sexually explicit statements. Testimony
also established that Keller did not take any corrective action against
Uzan except to confront him about the truth of the allegations after an
employee’s mother warned of potential litigation. This proof supports a
finding that Keller knew that Uzan’s continued employment created a risk
that young women working at the dry cleaners and potential customers
would be subject to sexual contact and lewd behavior during business
hours and Keller therefore had a duty to take reasonable steps to prevent
that harm from occurring.

While Keller may have had a duty to take reasonable steps to protect
women employees and customers from the known risk of harm that Uzan
posed to these women during working hours, this known risk does not
extend to the sexual assault suffered by Koca. She was neither an employee
nor a customer. No evidence links Uzan to a sexual assault of a young girl
at the business when it was closed and when he was supposed to be working
alone. There was no evidence indicating that Keller knew or should have
known that Uzan would bring a 12-year-old girl, the daughter of a friend,
to his place of business during off-hours and sexually assault her there. Nor
was there any evidence that it was reasonably foreseeable that an employee
who created a sexually hostile work environment would then abuse his access
to the premises and take a young girl with no connection to the business to
that place of employment for the purposes of committing a sexual assault.

This case arguably presents a close question of whether the employer’s
knowledge creates a duty to take reasonable steps to prevent a particular
harm from occurring. But, in order for a duty of care to exist, there must be
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a connection between the employer’s knowledge of the employee’s danger-
ous propensities and the harm caused. This connection is crucial to decide
whether an employer owes a duty of care.

Although Uzan posed a known risk of harm that he would subject
women working at the cleaners and customers to lewd behavior and sexual
contact, the necessary link to connect the employer’s knowledge of the
risk posed by the employee and the harm that occurred does not exist.
There is no evidence that Keller knew or should have known that Uzan’s
proclivities created a risk of harm to a 12-year-old girl, with no connection
to the business, who was then brought to the employer’s place of business,
in violation of the employer’s rules, while the business was closed to the
public, to sexually assault her. Therefore, we hold that Keller did not owe
a duty of care to Koca under these circumstances.

Koca asserts that we should apply a more sweeping approach in deter-
mining whether the risk posed by Uzan imposed upon Keller a duty to
prevent harm to her by essentially arguing that he owed a duty of care to
all women and girls who came on the premises irrespective of whether
Keller could anticipate their presence. This plaintiff has undoubtedly suffered
great harm from the assault in this case. However, we do not embrace a
theory of negligent supervision that would be an open invitation to sue an
employer for the intentional torts of an employee founded upon a general-
ized knowledge of that employee’s prior conduct. This court stated: “We
emphasize that an employer is not an insurer for violent acts committed by
an employee against a third person.”

Conclusion

For the reasons stated, we reverse the decision of the court of appeals and
remand this case to that court to consider the plaintiff’s alternate theory of
premises liability. Chief Justice MULLARKEY, dissenting.

I respectfully dissent from the majority’s opinion holding that Donald
Keller, the owner of Continental Cleaners, owed no duty of care to Tugba
Koca when she was sexually assaulted on the premises by Keller’s employee,
Firat Uzan, who managed the store. I would affirm the decision of the court
of appeals.

The majority takes an unreasonably narrow view of Keller’s duty
of care that is contrary to the law and to the facts. The trial court found
that “Keller had notice of Uzan’s propensity for illegal behavior related to
minors as well as a propensity for sexual harassment and assault on young
women.” In making this finding, the court relied on what it described as
the “consistent and credible” testimony of three young women that they had
been sexually harassed and sexually assaulted by Uzan when they were
employed at the cleaners, and by a complaint from a female customer. All
three former employees, as well as the mother of one of them, complained
directly to Keller. The three also reported Uzan’s actions to the police.
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The trial court found that “Mr. Uzan’s assault of Ms. Koca was remark-
ably similar to the assaults reported by the three former employees.”
According to the trial court, the most serious allegations by the employees
concerned conduct by Uzan that occurred “in the back room of the
Cleaners with the door closed.” As the majority notes, Uzan assaulted Koca
in the back room with the door locked.

The majority states only that “there was substantial evidence that Keller
knew of Uzan’s proclivity to engage in lewd and sexual behavior with
female employees on the premises during business hours.” In my view, the
majority misrepresents the evidence, especially the severity of the attacks
on the three employees. The evidence, as found by the trial court, is
that Keller knew or should have known that Uzan sexually harassed and
sexually assaulted young female employees in the same manner and in
the same place where he subsequently sexually harassed and sexually
assaulted Koca.

The majority, however, concludes that “there is no evidence that
Keller knew or should have known that Uzan’s proclivities created a risk
of harm to a 12-year-old girl, with no connection to the business, who
was then brought to the employer’s place of business, in violation of the
employer’s rules, while the business was closed to the public, to sexually
assault her.” I question the majority’s reliance on work rules because the
trial court did not make any findings that Keller had work rules or that
Uzan violated them. More importantly, the law imposes liability on Keller
because Koca was attacked on the business premises by Keller’s manager
Uzan. No additional business connection is required. The Restatement
Second of Agency Section 213 (1958), provides that liability for negligent
supervision is appropriate if an employer is negligent either in employing
improper persons in work involving risk to others or in failing to prevent
tortious conduct from occurring on the work premises. The standard is
written in the disjunctive and when, as here, the tort occurs on the prem-
ises, the victim need not have any additional connection to the business.

The majority states as fact that “Uzan was not authorized to bring
third parties to the business during non-working hours.” However, there
is no factual finding to that effect. Not only is the majority’s reference
to work rules unsupported by trial court findings but it also conflicts with
the trial court’s description of work place practices at Keller’s business.

This was a small, poorly-run “mom and pop” business, not a large
corporation with personnel policies that were enforced by management.
With Uzan as manager, inappropriate as well as illegal conduct was toler-
ated and facilitated. Whatever rules Keller may have had, they were not
enforced.

The fact that the assault did not occur during working hours is
irrelevant in this case because Keller allowed Uzan to be on the premises,
without supervision, whenever he wished. There is no dispute that the
assault on Koca occurred on a Sunday morning in the back room of
the cleaners. Uzan’s ostensible reason for being at the store was to admit a
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worker to clean the store’s carpets. Surely, the majority would not contend

that because the store was not open for business, Keller would have had

no liability if Uzan had attacked the carpet cleaner as he attacked Koca.
In my opinion, Keller owed a duty of care to Koca. Keller’s duty was

not limited to business hours or to those who were customers or employ-

ees because he gave Uzan unrestricted access to the premises and he knew

that Uzan repeatedly sexually assaulted young women on the premises.
For these reasons, I respectfully dissent.

CASE COMMENT

This case presents an excellent example of the pointed arguments from the
perspectives of both the business and the victim. The majority decision
found that there was insufficient knowledge by the business owner that
the manager would commit the sexual assault of a young girl outside of
business hours. The court discussed this question in light of the incident
being foreseeable. This standard goes to the question of whether the
employer knew or should have known of the propensities of the employee
in relation to the harm or injury incurred. While it is true that the employer
had knowledge of prior—and similar—bad conduct of the manager,
the court was unwilling to connect this knowledge to the facts of this case.
The fact that the sexual assault did not occur during business hours, and
it did not involve a subordinate employee (as did the other incidents),
made the incident “unforeseeable” in the judgment of the majority. The
dissent, however, makes a compelling case that the prior behavior of
the manager makes the sexual assault of the girl foreseeable. It is a close
call. The “right” opinion in these cases usually reflects your experiences,
biases, and worldview. This is a good example why these cases are hard to
predict and prevent.

DISCUSSION QUESTIONS
How would you have ruled in the above case and why? Base your opinion
both on the facts of the case and of the relevant legal standards. In negligent

supervision and training cases, what are the employer’s best defenses, and
what issues and facts should the plaintiff seek to present?

NEGLIGENT ENTRUSTMENT
Cause of Action and Elements

The tort claim of negligent entrustment usually stems from an individual
being injured from the inappropriate use of an instrumentality (such as



92 SECURITY LAW AND METHODS

a vehicle, mace and other chemical sprays, handcuffs and batons, and
handguns or other weapons such as tazers). Clearly, this cause of action
is similar to the logic of negligent training, where inappropriate training
or the failure to train may result in liability to the employer. The elements
of a negligent entrustment claims are generally threefold:®

1. The making available to another a chattel which the supplier

2. Knows or should have known the user is likely to use in a
manner involving risk of physical harm to others

3. The supplier should expect to be endangered by its use.

Considering these elements, the “supplier” is typically the employer.
When the chattel or instrumentality is such that it is known to involve
risk of harm to others, then the employer may be liable for the damages
related to the harm. The key ways to reduce liability in these instances is
to provide appropriate levels of training, codify policies and procedures
related to their use, and to monitor the employees’ behavior and of their
use of the particular instrumentality.
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60 F. Supp. 2d 496
United States District Court, D. Maryland
RONALD W. MCGUINESS v. BRINK’S INCORPORATED.

Aug. 20, 1999

Background

In action against armored car service to recover for injuries suffered in
shooting involving firearm issued by service, Brink’s moved to dismiss.

Holding

The district court held that service’s issuance of firearm to employee was
not proximate cause of plaintiff’s injuries.

Motion granted

Brink’s is in the business of transporting, protecting and storing the coin,
currency, negotiable instruments, and other valuables of its customers. On
or about December 16, 1994, Brink’s and one of its employees, Norma Jean
Brashear, applied for and submitted an application for a handgun permit to
the Maryland State Police department indicating that Brashear was in line
to be promoted to a driver and/or messenger. Such a position would require
Brashear to pick up and deliver valuables, necessitating the carrying of a
firearm. The Maryland Police approved the handgun permit for Brashear on or
about February 15, 1995. The license permitted Brashear to carry her firearm
between her residence and the Brink’s office while actively engaged as an
armored car guard and/or driver and while on duty as a Brink’s employee.
On August 25, 1995, Raymond Ratliff shot and injured the plaintiff,
Ronald McGuiness. The assailant shot McGuiness with the firearm owned
by Brink’s and issued by Brink’s to Brashear. The plaintiff alleges that the
weapon used by Ratliff in the shooting was provided to Ratliff with the
full permission of Brashear. At the time of the shooting, Ratliff and Brashear,
who were cohabitating, were allegedly driving around in an attempt to make
a drug deal. Allegedly, Ratliff used the gun to warn McGuiness, who was
approaching their vehicle, to stay away. When he did not, Ratliff shot him.
McGuiness was shot in his left shoulder, which resulted in paralysis on
his left side due to the bullet lodged in his spinal column. McGuiness is
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suing for past and future lost wages, mental anguish, pain and suffering,
and future miscellaneous losses. McGuiness seeks $5,000,000.00 for each
count in his complaint.

Count I—Negligence

Under Maryland law, there is no special duty to protect another from
criminal acts by a third person, in the absence of a statute or a special
relationship.

McGuiness argues that Brink’s had a duty to safely control a dangerous
instrumentality affirmatively placed in the public sector as a condition
of employment of Brashear, thereby creating a dangerous agency. It is the
plaintiff’s position that when a dangerous instrumentality such as a firearm
is involved, the duty owed is a duty to the public at large and that there
need be no special relationship as argued by the defendant.

The Maryland Court of Appeals has recently rejected such a high
standard for firearms. In Valentine, the defendant was a gun retailer who
had two guns stolen from the store. An unknown assailant used one of the
stolen guns and killed the plaintiff’s wife. The court ruled that “although
the inherent nature of guns suggests that their use may likely result in
serious personal injury or death to another,” this does not create a duty
to third persons. To find such a duty, the court held, would effectively
be “regulating the merchant. This type of regulation is the realm of the
legislature and is not appropriate as judicial enactment.”

Hence, the question is whether there should be more liability for issu-
ing a handgun to a properly permitted employee than displaying weapons
for sale to the public as in Valentine. It is arguable that Brink’s would have
a duty where a shop owner would not. A shop owner sells firearms to any
person meeting the state permit requirements. Brink’s supplies firearms to
its employees to be used to further Brink’s interest as an employer. When
uniformed Brink’s employees carry their weapons, they are representing
Brink’s. A company should have more control over its employees than
over its customers. Hence, a company is more accountable for the actions
of its employees than for the actions of its customers. Nonetheless, it is
unnecessary to determine what duty Brink’s had to third parties.
The factual scenario at issue precludes a finding of liability due to lack of
proximate cause.

Brink’s argues that two actions supersede any liability of Brink’s. First,
Brashear illegally lent her weapon to Ratliff and second, Ratliff criminally
shot the plaintiff. Brink’s argues that there is no liability where the inter-
vening act is neither invited by or is an ordinary response to the original
act. For example, using a car to run someone down is not what one normally
does with a car. However, while shooting someone may not be what
everyone with a firearm does, is it arguably the intended usage of the
instrumentality.
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In Hartford Insurance Co. v. Manor Inn of Bethesda the Maryland
Court of Appeals held that unforeseeable criminal acts break the chain of
causation, relieving the original negligent actor of liability. In Hartford,
the defendant’s employee left a van unattended with the doors unlocked
and the keys in the ignition. The van was stolen and negligently driven
into the injured party’s car. The court found the defendant could have
anticipated and prevented the theft of the car. The Hartford court assumed
that this was negligent, but found that the negligent driving was not
foreseeable, and was hence a superseding cause of injury relieving
the employer of liability. “Liability may not be imposed if for example
the negligence of one person is merely passive and potential, while the
negligence of another is the moving and effective cause of the injury....”

In the instant case, there are two independent causes of the injury:
(1) the illegal loan of the weapon and (2) Ratliff’s subsequent criminal use
of it to shoot the plaintiff. Brashear affirmatively took action by criminally
lending her firearm to the assailant. Ratliff then criminally shot the victim.
The court finds this scenario unforeseeable and far too attenuated to
hold Brink’s liable. As discussed, supra, Maryland law holds that unfore-
seeable criminal acts supersede liability. While it may be that Brink’s is
subject to a higher standard of liability for a firearm than for an automobile, it
is not so high as to hold Brink’s liable where there are two unforeseeable crim-
inal actions. The actions of Brink’s are not the proximate cause of Ratliff’s
injury and hence, Brink’s is not liable for negligence as a matter of law.

Count ll—Negligent Entrustment

The tort of negligent entrustment was first recognized by the Maryland
Court of Appeals. Maryland has adopted the Restatement (Second) of Torts
Section 390 (1965) as its standard for negligent entrustment. Section 390
states:

One who supplies directly or through a third person a chattel for the
use of another whom the supplier knows or has reason to know to be
likely because of his youth, inexperience, or otherwise, to use it in a
manner involving unreasonable risk of physical harm to himself and
others whom the supplier should expect to share in or be endangered
by its use, is subject to liability for physical harm resulting to them.

McGuiness alleges that there was a negligent entrustment of a firearm
from Brink’s to Brashear and that the issuance of the firearm to Brashear
enhanced the likelihood and/or risk that a third person would use the
firearm to harm the public at large and/or the plaintiff in particular. Brink’s
argues this theory seeks to expand the negligent entrustment doctrine to
include a vicarious liability component that the doctrine does not contemplate.
Brink’s argues that the risk of harm encompassed by the doctrine is harm
caused by the one to whom the gun was supplied—the entrustee.
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The Maryland Court of Special Appeals “recently clarified the
elements of negligent entrustment in Wright v. Neale as:

1.  The making available to another a chattel which the supplier

2. Knows or should have known the user is likely to use in a
manner involving risk of physical harm to others

3.  The supplier should expect to be endangered by its use.”

“The principal feature of this tort is the knowledge of the supplier
concerning the likelihood of the person to whom he entrusts the chattel to
use it in a dangerous manner.”

“The cause of action for negligent entrustment is based on the
requisite knowledge of the supplier of the chattel. If the supplier knows
or should know of the entrustee’s propensities to use the chattel in an
improper or dangerous manner, the entrustor owes a duty to foreseeable
parties to withhold the chattel from the entrustee.”

McGuiness alleges that Brink’s had reason to know that Brashear,
due to “reckless and unstable propensities,” was liable to use the firearm
in a manner involving unreasonable risk of physical harm to others. “The
entrustor may be charged not only with what he or she actually knew,
but with what he or she should have known.” If the circumstances suggest
that further inquiry is appropriate and the entrustor fails to make a reason-
able investigation, the entrustor may be liable. The question is whether the
plaintiff has alleged any facts, which if assumed to be true, would indicate
that Brink’s knew or should have known that Brashear was in any way
incompetent.

The plaintiff avers that at the time Brink’s hired Brashear until after
the time when McGuiness was shot, Brashear used crack cocaine on a daily
basis. Brashear allegedly was a daily abuser of alcohol and frequently used
marijuana during that time period. At no time during Brashear’s employ-
ment with Brink’s did Brink’s subject her to a drug screening test. Furthermore,
Brashear allegedly used a cellular telephone issued by Brink’s to send and
receive calls related to cocaine and marijuana sales. This allegedly took
place in the four months preceding the shooting. These calls were apparently
frequently late at night.

One who supplies a chattel for the use of another who knows its exact
character and condition is not entitled to assume that the other
will use it safely if the supplier knows or has reason to know that
such other is likely to use it dangerously, as where the other belongs
to a class which is notoriously incompetent to use the chattel safely,
or lacks the training and experience necessary for such use, or the
supplier knows that the other has on other occasions so acted that the
supplier should realize that the chattel is likely to be dangerously
used, or that the other, though otherwise capable of using the chattel
safely, has a propensity or fixed purpose to misuse it. See Restatement
(Second) of Torts § 390.
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Certainly, a drug addict/dealer may have a fixed purpose for a firearm.
In the context of supplying an automobile to an incompetent driver,
the court of appeals in stated: “The doctrine requires scienter and has been
applied in cases involving automobiles where the owner knew or should
have known that the use of the entrusted car by the entrustee would likely
involve unreasonable risk.” The important wording to note is “in cases
involving automobiles.” Certainly, public policy may dictate another
standard for entrustment of firearms.

Brink’s argues that it cannot be held liable for negligent entrustment
because it was Ratliff and not Brashear, the entrustee, who caused the
injury. The classic example in the Restatement (Second) of Torts Section
390 is where A permits B, an inexperienced driver, to use his car. B invites C,
who knows of his inexperience, to drive with him. While driving,
B crashed into D, harming both B and C. In this example neither B nor C may
recover against A, but A is subject to liability to D. Hence, if Brashear herself
had shot the victim, Brink’s could be liable for negligent entrustment if
McGuiness were able to prove that it was negligent to entrust Brashear
with the gun. However, in this case, A gave the gun to B who then in turn
gave it to C who shot D. If such a scenario transpired in the automobile
case, it seems that A would not be liable because it is too far attenuated.

In Curley, the court of appeals did recognize that the entrustor is
only responsible for the subsequent negligent acts of the entrustee if a
reasonable man could have foreseen the negligent acts. Similarly, in
Kahlenberg, the court again asserted that the liability of the entrustor is
based “upon the negligent entrustment when it operates as a concurrent
cause with the negligence of the entrustee.” The language in these two cases
suggests that the entrustee, of legal necessity, must be negligent for the
cause of action of negligent entrustment to arise. “Whether the exceptions
stated in Comment c to the Restatement or any other exception will be
applied in Maryland will have to be decided in another case on another
day.” However, there may be something different about the nature of a
firearm, which would lead to another conclusion. Nonetheless, as above,
there is no proximate cause. If Brashear had done the shooting, then this
matter may have gone to the jury. However, because she did not, the count
must be dismissed.

Count lll—Negligent Hiring/Retention

Maryland has recognized that an employer has an obligation to the public
to use due care in selecting and retaining only competent and careful
employees. To maintain a cause of action for negligent hiring/retention
under Maryland law, the plaintiff must establish: (1) that Brashear was an
employee of Brink’s; (2) that Brashear was incompetent; (3) Brink’s actual
or constructive knowledge of that incompetence; (4) Brashear’s act or
omission caused the plaintiff’s injury and (5) that Brink’s negligence in
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hiring or retaining Brashear was the proximate cause of the plaintiff’s
injury.

The complaint states that Brink’s knew or should have known she was
reckless, negligent and/or otherwise incompetent and that she was poten-
tially dangerous because she habitually failed at the end of her work shift to
return the handgun issued to her by Brink’s. The plaintiff argues that Brink’s
negligently retained Brashear because had Brink’s performed drug screen-
ing, the tests allegedly would have revealed that Brashear had a chronic
substance abuse problem for at least the four months prior to the shooting.

As with the first two counts, the issue of causation persists. The fourth
element of negligent hiring or retention requires that the employee’s action
be the cause of the plaintiff’s injury. Brashear gave her firearm to Ratliff.
It was Ratliff’s criminal act which caused Ratliff’s injury, not Brashear’s
action. The fifth element requires that Brink’s proximately caused McGuiness’
injury. As previously discussed, no action of Brink’s proximately caused
the plaintiff’s injury. Accordingly, Count III, Negligent Hiring/Retention,
must be dismissed.

Order

Accordingly, these complaints are dismissed with prejudice. Based on the
foregoing analysis, the defendant’s Motion to Dismiss is hereby granted.

CASE COMMENT

The court in this case provides an excellent analysis of the relevant legal
standards and of somewhat unusual facts. Here the court found that Brink’s
was not liable for negligent entrustment and was not liable for the other
related negligent claims. The key to this decision was the fact that the
Brink’s employee, Brashear, did not actually commit the shooting. Instead,
Brashear gave her gun to a friend, who ended up shooting the plaintiff. The
court held that Brink’s could not have reasonably foreseen Brashear doing
so, thereby negating the proximate cause between the act and the injury.
It is interesting that the court found against Brink’s even though the plain-
tiff argued that Brashear was a drug abuser. In my opinion, if the plaintiff
could have factually substantiated this allegation, the court would have
been much more inclined to find against Brink’s. The logic of this asser-
tion, of course, is that drug abusers should not be issued firearms. Issuing
firearms to drug addicts could reasonably result in the injury complained
of in this case, as almost any fact pattern is conceivable in light of
the volatile mixture of drugs and guns. From the plaintiff’s perspective, the
failure to provide any evidence to this allegation was fatal to the case.
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895 So. 2d 1114
District Court of Appeal of Florida, Fourth District

K. M., A MINOR, BY AND THROUGH HER PARENT AND NEXT FRIEND,
D. M., AND D. M., INDIVIDUALLY, APPELLANTS, PUBLIX SUPER
MARKETS, INC., A FLORIDA CORPORATION, APPELLEE.

Jan. 26, 2005

Background

Employee’s child, who allegedly was sexually abused by co-employee when
co-employee was baby-sitting child in co-employee’s home, brought action
against employer, whose manager knew that co-employee was baby-sitting
child and that co-employee was on parole from a previous conviction for
attempted sexual battery on a minor under 12. The Circuit Court for the
Seventeenth Judicial Circuit, Broward County, dismissed action, and child
appealed.

Holding

The district court of appeal held that employer did not have a duty to warn
employee about co-employee’s criminal background, given that the warn-
ing pertained to the employees’ personal relationship outside of work.

Affirmed

When K. M. was 7 years old, her mother was employed at a Publix super-
market in Broward County. She worked in the business office with store
manager David Moses. Moses scheduled the mother to work in the early
mornings and late afternoons. This schedule required the mother to make
child care arrangements for K. M. The mother arranged for another Publix
employee, Robert Woodlard, to baby-sit. Woodlard and the mother had
become friends through their Publix jobs and Woodlard agreed to care for
K. M. at his home. This arrangement enabled the mother to work the
required hours.

Moses was aware that Woodlard was taking care of K. M. In addition,
because he had been contacted by the Department of Corrections, Moses
also knew that Woodlard was on parole from a previous conviction for
attempted sexual battery on a minor under 12. According to the amended
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complaint, based on that information, Moses knew or should have known
that Woodlard was unfit to provide child care, but failed to warn the
mother of that danger. Unaware of Woodlard’s criminal background, the
mother entrusted K. M. to him over a three-month period. During that
time, Woodlard sexually abused K. M. on at least two occasions.

K. M. contends that this case falls under Section 302B of the Restatement
(Second) of Torts (1964), which provides, in pertinent part, that an “omis-
sion may be negligent if the actor realizes or should realize that it involves
an unreasonable risk of harm to another through the conduct of ... a third
person which is intended to cause harm, even though such conduct is
criminal.”

However, the Section 302B negligence standard applies only if the
actor is under a duty to avoid the unreasonable risk. “The duties of one
who omits to act are ... in general confined to situations where there is a
special relation between the actor and the other which gives rise to the
duty.” Restatement (Second) of Torts Section 302.

The general rule is that a party has no legal duty to “prevent the
misconduct of third persons.” As the court noted “Florida courts have long
been loathe imposing liability based on a defendant’s failure to control the
conduct of a third party.”

Florida recognizes the special relationship exception to the general
rule of non-liability for third-party misconduct. The existence of a special
relationship gives rise to a duty to control the conduct of third persons so
as to prevent them from harming others. Florida has adopted the “special
relationship” test set forth in the Restatement (Second) of Torts, Section
315, which states:

In Daly v. Denny’s Inc. we wrote that: “the duty to protect strangers
against the tortious conduct of another can arise if, at the time of the injury,
the defendant is in actual or constructive control of”:

1. the instrumentality,
2. the premises on which the tort was committed, or
3. the tortfeasor.

Here, the injury did not occur on Publix’s premises, did not involve
an instrumentality such as a car, and Publix did not have the right to
control Woodlard when he was away from work on his own time. There is no
duty so to control the conduct of a third person as to prevent him from caus-
ing physical harm to another unless, under Section 315 General Principle:

(a) A special relation exists between the actor and the third person
which imposes a duty upon the actor to control the third person’s conduct, or

(b) A special relation exists between the actor and the other which
gives to the other a right to protection.

Comment ¢ to Section 315 provides: the relations between the actor
and a third person which require the actor to control the third person’s
conduct are stated in Sections 316 to 319. The relations between the actor
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and the other which require the actor to control the conduct of third
persons for the protection of the other are stated in Sections 314A and 320.

Sections 316 and 318 of the Restatement relate to the duty of a parent
to control the conduct of a child and the duty of a possessor of land or chat-
tels to control the conduct of a licensee, respectively, and neither are appli-
cable here. Nor does K. M. fall under Sections 314A or 320, since she was
not in the custody of Publix at any time and they did not have a common
carrier-passenger, innkeeper-guest, or possessor of land-invitee relationship.

Section 317 involves the duty of a master to control the conduct of
a servant. As formulated by the Restatement, that duty is limited to acts
committed by employees (1) with the employer’s chattels or (2) upon the
premises of the employer or premises upon which the servant is privileged
to enter only as the employer’s servant. This section does not affect K. M.’s
case because the criminal attacks occurred off Publix’s premises and did
not involve its property. Although there was an employment relationship
between Publix and the mother, that relationship did not place a duty upon
Publix with regard to its employees’ extracurricular relationship. The
mother’s personal situation—that she needed child care in order to work—did
not create a duty where one would not otherwise exist. To address one of
K. M.’s arguments, the occurrence of the assault off-premises takes this case out
of Section 317, and precludes an action against Publix for negligent retention.

Finally, Section 319 of the Restatement imposes a duty of care upon
one “who takes charge of a third person whom he knows or should know
to be likely to cause bodily harm to others if not controlled.” Here, Publix
did not “take charge” of Woodlard to the extent necessary to fall within this
section. In Schmidt v. HTG, Inc. the Kansas Supreme Court reviewed the
law on Section 319 and concluded that a state parole officer did not take
charge or exercise control over a parolee within the meaning of Section 319
so as to gives rise to a duty to control the conduct of a third party to prevent
harm to others. As a civilian employer, Publix exerted far less control over
Woodlard than a parole officer, so Section 319 is inapplicable here.

When this court has recognized a duty to take precautions against the
criminal acts of third parties, it has required the existence of a “special rela-
tionship.” In Nova Southeastern, a university assigned an adult student to
an off-campus internship site that the university knew was located in a high
crime area. The adult student filed suit after she was criminally assaulted in
the parking lot of that site. Both this court and the supreme court found that
the adult student—university relationship was a special relationship that
imposed a duty on the school to act reasonably in providing educational
services and programs.

K. M. relies upon Shurben v. Dollar Rent-A-Car, however, that case
demonstrated a special relationship between the plaintiff and the defendant
that does not exist in this case. The Shurben plaintiff was an out-of-town
tourist. The complaint alleged that “(1) at the time of [plaintiff’s] trip in
early 1992 rental cars bore a license plate designation which knowledgeable
criminals knew identified the car as a rental; (2) at that time there had been



102 SECURITY LAW AND METHODS

repeated instances of criminal activity directed at tourists in rental cars in
certain areas of Miami and that Dollar was aware of those instances; and
(3) Dollar knew that [the plaintiff] was an arriving British tourist without
specific information as to the existence of the special license plate desig-
nation or the crimes directed at tourists.”

The trial court entered dismissal after finding that those allegations
did not give rise to a legal duty. The third district reversed, holding that a
legal duty did exist under Section 302B, particularly in light of defendant’s
“superior knowledge.”

Shurben did not specifically mention the special relationship doctrine.
However, we explained in Family Services that Shurben “demonstrated
that Florida courts have been especially sensitive in finding the requisite
special relationship to exist.” The special relationship in Shurben was the
customer-rental agency relationship.

The special relationship test is a limitation on the scope of one’s
liability for the intentional acts of third parties. The Restatement and Florida
law set parameters on employers’ liability for the acts of their employees.
As the second district has explained, once liability began to be imposed on
employers for acts of their employees outside the scope of employment, the
courts were faced with the necessity of finding some rational basis for
limiting the boundaries of that liability; otherwise, an employer would be
an absolute guarantor and strictly liable for any acts committed by his
employee against any person under any circumstances. Such unrestricted
liability would be an intolerable and unfair burden on employers.

To expand employers’ liability in this area would have “broad ramifi-
cations,” requiring employers to monitor their employee relationships apart
from work, in areas such as commuting and socializing (holding that
employer who fired inebriated employee and ordered him off the work site
did not owe a duty to users of public highways who might later be injured
by the employee).

Without any special relationship, this case falls under the general
rule of “Section 314 of the Restatement (Second) of Torts (1964), which
provides that the fact that a person realizes or should realize that action
on his part is necessary for another’s aid or protection does not of itself
impose a duty to take such action.” In the absence of specific threats,
courts in other states have not imposed a duty to warn third parties of the
criminal backgrounds of persons released from custody (providing that
family members of paroled sex offender had no duty to warn girlfriend of
their family member’s prior criminal history, such that girlfriend could not
bring suit for boyfriend’s sexual assault of her minor child; court held that
no duty placed on a county for failing to warn parents of neighborhood
children of juvenile offender released on temporary leave to his mother’s
custody, even where county knew of offender’s “dangerous and violent
propensities regarding young children”; holding that private citizen who
had child sex offender as a guest in his home after the offender’s release
from prison did not have a duty to warn neighborhood parents and the local
police about the offender’s presence).
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The facts of this case did not impose a duty on Publix with respect to
its employee’s away-from-work childcare decisions. An employer does not
owe a duty to persons who are injured by its employees while the employ-
ees are off duty, not then acting for the employer’s benefit, not on the
employer’s premises, and not using the employer’s equipment.

Affirmed

CASE COMMENT

The “entrustment” in this case was a baby with a convicted child molester.
Based on the language of the decision, it is clear that the court did not
desire to expand the notion of entrustment to this fact pattern unless some
“special relationship” existed. The court provides an excellent analysis
of relevant cases and principles articulated in the Restatement of Torts in
coming to the conclusion that the employer was not liable because the
plaintiff failed to show the existence of a “special relationship.” As tragic
as this case is, the court properly analyzed the facts and the law.

DISCUSSION QUESTIONS

In light of the liability exposures inherent in having private security
personnel being armed with firearms and using patrol vehicles, is it a good
business practice to do so? Give arguments for and against this question.
Further, in light of the threat of terrorism, does the potential for cata-
strophic incidents outweigh the potential for liability exposure? What are
the appropriate legal and public policy responses to this situation?

NOTES

1.  See Daisley v. Riggs Bank, N.A., 372 F. Supp. 2d 61 (2005); and Browne v.
SCR Medical Transportation Services, Inc., 826 N.E. 2d 1030 (2005).

2. See Browne v. SCR Medical Transportation Services, 826 N.E. 2d 1030 (2005).

3. See Patino v. Complete Tire, Inc., 158 S.W. 3d 655 (2005); Bolduc v. U.S., 402
F. 3d 50 (2005); and Estevez-Yalcin v. The Children’s Village, 331 F. Supp.
2d 170 (2004); and Keller v. Koca, 111 P. 3d 445 (2005).

4, See Jamav. U.S. LN.S., 334 F. Supp. 2d 662 (2004); Longshore v. Saber Security
Services, Inc., 619 S.E. 2d 5 (2005); and Arnold v. Janssen Pharmaceutica,
Inc., 215 F. Supp. 2d 951 (2002).

5. See Wright v. Neale, 555 A. 2d 518 (1989); and Daly v. Denny’s Inc., 694 So.
2d 775 (1997).
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Investigative Cases
and Methods

NEGLIGENT INVESTIGATIONS
Cause of Action and Elements

This chapter is a composite of various causes of action relating to the inves-
tigation of workplace allegations and criminal acts. Usually these claims
result from the treatment of the individual who is under suspicion for
some type of wrongdoing. Allegations relating to improper interrogations,
improper investigative techniques, and improper detainment procedures
are typically raised by the plaintiff.

An interview is often differentiated from an interrogation. An inter-
view usually relates to a general questioning of an individual who is not
a suspect or a target of an investigation. An interview can be defined as
a “relatively formal conversation conducted for the purpose of obtaining
information.”? By contrast, an interrogation usually entails a more accusa-
tory, or at least, a more targeted attempt to elicit information from an indi-
vidual who is suspected of committing a particular crime. Interrogations
can be defined as a “systematic questioning of a person suspected of
involvement in a crime for the purpose of obtaining a confession.”?
Typically this entails questioning initiated by state actors (usually police or
other law enforcement officials) after a person has been deprived of free-
dom of movement in any significant way. Implicit in this definition of
interrogation is the requirement that the individual be in some form of
custody. This requirement does not apply to general on-the-scene, non-
accusatorial questioning. It also does not apply to spontaneous, volun-
teered statements. While each interrogation involves its own particular
facts, typically the goals are as follows:?

. To learn the truth about the crime and how it occurred
e  To obtain an admission of guilt from the suspect

105
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e  To obtain all relevant facts to determine the method of operation
and the circumstances of the crime

e  To gather information that enables investigators to arrive at logi-
cal conclusions

e  To provide information for use by prosecutors in possible court
action

Generally, an interrogation will take place during the course of an
investigation. In essence, the purpose of an investigation is to simply
“reconstruct the past.” More specific goals are to determine if a crime has
been committed; to discover all relevant facts; to collect evidence related
to the crime; to recover any property taken in the crime; and to identify,
locate, and apprehend the perpetrator.* Often the investigation also entails
the prosecution of the offender and a determination of the motive and
means (modus operandi) of the crime.®
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CASES
81 Ark. App. 441, 105 S.W.3d 369
Court of Appeals of Arkansas, Division II
GENE ADDINGTON v. WAL-MART STORES, INC.
April 23, 2003
Background

Former employee brought action against former employer for outrage,
false-light invasion of privacy, intrusion invasion of privacy, defamation,
and negligence after employee was terminated for stealing items from
employer. The Circuit Court, Benton County, granted employer’s motion
for summary judgment. Former employee appealed.

Holdings
The court of appeals held that:

1.  Conduct of employer in conducting an investigation of employer
for alleged stealing was not so extreme and outrageous as to
be beyond all possible bounds of decency to establish tort of
outrage;

2. Employer representative’s written and oral statements made
during employer’s investigation of employee for stealing were
not made with actual malice to sustain a cause of action for inva-
sion of privacy; and

3. Genuine issue of material fact existed as to whether employee’s
consent to search his property was freely and voluntarily given.

Affirmed in part; reversed and remanded in part

Gene Addington is the former maintenance supervisor of Wal-Mart’s home
office maintenance facility in Bentonville. In August of 1998, he was termi-
nated when it was discovered that he was in possession of property
that belonged to Wal-Mart. He later filed suit against Wal-Mart,
alleging that in conducting the investigation that led to his termination,
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Wal-Mart committed the above-mentioned tortious conduct. To place his
allegations in context, it is necessary to recite a history of the investigation
and surrounding events.

On August 13, 1998, two Wal-Mart loss-prevention officers, Jim Elder
and Keith Womack, began surveillance of Bob Kitterman, an employee of
Wal-Mart’s home office maintenance department. The surveillance led to
the discovery that Kitterman and his son-in-law were in possession of tools
and other property allegedly stolen from Wal-Mart. On August 17, another
maintenance facility employee, David Clark, was interviewed with regard
to stolen property. A subsequent search of Clark’s home resulted in the
seizure of approximately 400 items that Wal-Mart contended were stolen
from its facility. Thereafter, on August 20, 1998, Elder and Womack, along
with personnel officer Melinda Hass, interviewed the other employees of
the maintenance department. During the interviews, employee Hays
Buenning admitted to being in possession of Wal-Mart property that he did
not own. A search of Buenning’s home by Elder and Womack revealed
several items allegedly belonging to Wal-Mart. Buenning was suspended,
and he spoke with Addington on the phone that night, telling Addington
that his (Buenning’s) house had been “ransacked.”

The next day, August 21, 1998, Womack conducted an interview with
Addington. He asked Addington if he had any property that belonged to
Wal-Mart. Addington admitted that he had some light poles in his yard that
had been given to him by his supervisor Bob Murphy and a VCR and moni-
tor that he had gotten from David Clark, though he was not sure if they
belonged to Wal-Mart. According to Addington, Womack asked if they
might go to Addington’s home to view the light poles.

Addington agreed, and Elder and Womack followed him in a separate
car. While they were en route, Elder called for a Benton County deputy to
meet the men at Addington’s house, telling the dispatcher that stolen prop-
erty from Wal-Mart was located there. When the deputy arrived, Elder
asked Addington to sign a consent form to allow a search of his home.
Addington refused until he could speak with his wife, who was inside the
home. After speaking with Mrs. Addington, who became very upset,
Addington again communicated his refusal to sign the consent form, and
he went back inside the house. The men stayed on the premises, however,
and Addington observed Elder walking toward his shop building.

Addington returned to the front porch and reiterated that he would
not sign the consent. According to Addington, Womack said, “Well, we’ll
just call the IRS and let them do the math.” During this same time frame,
Elder said to Addington, “Gene, I can get a search warrant. I've already
talked to someone.” Also, according to Mrs. Addington, Womack stated at
some point that “we don’t need the media involved in this” or “we don't
need to get the media up here.” Addington went back inside, called attor-
ney Paul Davidson, and told him that he was afraid that, if he did not
consent to the search, his job would be in jeopardy. Davidson told him that,
while he did not have to consent to the search, Wal-Mart could probably
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obtain a warrant and that, if he was convinced that refusal to consent
would result in his termination, he should allow the search. At that point,
Addington went back outside and signed the consent form. The time span
between the parties’ arrival at the Addington property and the signing of
the consent form was approximately thirty minutes. During this time, the
deputy never spoke with Addington; he sat in his car in the driveway.

After Addington signed the consent form, Elder conducted a search of
Addington’s shop with the deputy alongside him. Elder questioned
Addington about where he had obtained various items. Addington
explained where he had purchased the items and, once a satisfactory
explanation was given, Elder mentioned it no further. However, Addington
admitted that, in addition to the light poles, monitor, and VCR, he had
some toilets and water heaters that he had removed from a Wal-Mart facil-
ity. Additionally, he had a security camera, which he had purchased from
a Wal-Mart vendor for $5.00, in violation of company policy. Elder confis-
cated the monitor and VCR and asked Addington to disconnect the camera
and bring it with him to the office on Monday. Addington was suspended
on the spot and later terminated. In all, five employees were fired as the
result of this investigation. Wal-Mart’s handling of the investigation has led
to several lawsuits being filed by the men accused.

The supreme court has formulated four factors necessary to establish
the tort of outrage: (1) the actor intended to inflict emotional distress or knew
or should have known that emotional distress was the likely result of his
conduct; (2) the conduct was extreme and outrageous, was beyond all possi-
ble bounds of decency, and was utterly intolerable in a civilized community;
(3) the actions of the defendant were the cause of the plaintiff’s distress; and
(4) the emotional distress sustained by the plaintiff was so severe that no
reasonable person could be expected to endure it.

Despite judicial recognition of this tort, the courts have addressed it
in a cautious manner and have stated that recognition of it is not intended
to open the doors of the courts to every slight insult or indignity one must
endure in life. In particular, the courts have taken a narrow view of claims
that arise out of the discharge of an employee. The reason is that an
employer must be given considerable latitude in dealing with employees,
and at the same time, an employee will frequently feel considerable insult
when discharged.

The type of conduct that meets the standard for outrage must be deter-
mined on a case-by-case basis. We require clear-cut proof to establish the
elements in outrage cases. Merely describing the conduct as outrageous
does not make it so. Clear-cut proof, however, does not mean proof greater
than a preponderance of the evidence.

The trial court ruled that the facts presented by Addington were not
so outrageous or extreme as to go beyond all possible bounds of decency
and further, that Addington’s symptoms did not constitute emotional
distress so severe that no reasonable person should be expected to endure it.
We agree with the trial court.



110 SECURITY LAW AND METHODS

On the first of the eight factors alleged by Addington to support his
claim, Addington has misrepresented his own deposition testimony.
He testified that, when Elder, Womack, and Hass met with the maintenance
employees on August 20, Elder “went through some of these techniques as
how they do it and what they do, and a reference was made to people
sitting in trees observing other people to watch them and all that.”
Addington acknowledged that Elder did not say anyone was sitting in trees
watching Addington. Further, Addington said that nothing at the
August 20 meeting made him mad or was considered by him to be
inappropriate. On the second factor, Addington attempts to base his
outrage claim on the fact that Wal-Mart labeled a coworker a liar and
a thief. Addington cites no authority, and we have found none for the
proposition that insulting a third person may give rise to outrage. On factor
number three, Wal-Mart’s use of the police for intimidation purposes is not
well borne out here. Although a deputy was present when the consent to
search was being offered to Addington, the deputy sat in Addington’s
driveway while the controversy over the consent was going on. Addington
stated that the only conversation he had with the deputy was when he
eventually signed the consent form “to get rid of them.” Addington also
stated that the deputy “never stepped foot on my grass or on my sidewalk.”
Further, when the search took place, the deputy did not go into
Addington’s home, although he did go into his shop.

On the fourth factor—the mention of the IRS—there is no question
that a threat to notify the Internal Revenue Service is an intimidating
technique, but we do not think it constitutes outrage. The reference to the
IRS was vague in nature, and there was no evidence that Addington
was particularly susceptible to a mention of the IRS. The “comments
about stolen property” that Addington mentions in factor number
five references Elder’s description of the security camera as stolen and
Elder’s question to Addington, during the search of the shop, “where is the
pallet of tools?” Accusations of theft, however, do not constitute
outrage. As for Wal-Mart’s failure to investigate whether Addington had
permission to take the light poles home, as alleged in factor number six,
Wal-Mart did conduct an investigation, although it may have been incom-
plete. Wal-Mart asked Addington’s supervisor if he had given Addington
permission to take the poles, and the supervisor said “absolutely not.” It
later developed that an employee said that she had overheard the supervi-
sor giving Addington permission to take the poles. While this might consti-
tute a lack of thoroughness by Wal-Mart, it is not the type of conduct that
goes beyond all bounds of decency.

Regarding Elder and Womack’s failure to leave when Addington
declined to sign the consent form, undeniably they were putting pressure
on him by their continued presence. However, they never tried to enter his
home or use physical violence. Finally, on factor number eight, we fail to
see how the threat of obtaining a search warrant is outrageous conduct
when Addington had already acknowledged that he had property belonging



Investigative Cases and Methods 111

to Wal-Mart in his home and his attorney had likewise told him that
Wal-Mart could probably get a warrant.

Whether each of the above factors is taken individually or they are
considered as a whole, we do not believe Wal-Mart’s conduct rose to the
level of that required for outrage. Although Wal-Mart’s conduct was aggres-
sive and intimidating, it did not go beyond all bounds of decency, especially
when we consider some of the conduct that employers in other cases have
committed and not been held liable. In light of our holding that Wal-Mart’s
conduct did not transcend the bounds of decency, we need not address
whether Addington sustained emotional distress so severe that no reason-
able person could be expected to endure it.

We turn now to Addington’s cause of action for intrusion invasion of
privacy. Intrusion is the invasion by a defendant upon the plaintiff’s soli-
tude or seclusion. Arkansas courts have seldom adjudicated intrusion
claims. The tort consists of three parts: (1) an intrusion; (2) that is highly
offensive; (3) into some matter in which a person has a legitimate expecta-
tion of privacy. A legitimate expectation of privacy is the touchstone of the
tort of intrusion.

Wal-Mart argues here, as it did in Lee that there was not an intrusion
because there was a consent to the search. Addington argues that a fact
question remains as to whether his consent was freely and voluntarily
given. We agree.

Though the validity of consent in a civil case does not involve a
defendant’s motion to suppress evidence seized in a criminal case, the
standard for determining valid consent in the criminal context is helpful.
Consent must be given freely and voluntarily to be valid. It must be shown
that there was no duress or coercion, actual or implied. The voluntary
nature of consent must be judged in light of the totality of the circum-
stances. In a civil case, the issue of whether consent was valid is a question
of fact that must be decided by the trier of fact.

In Lee, the supreme court upheld the jury’s verdict for David Clark on
this count in a situation involving similar circumstances. As in that case,
there are several particulars here that create a fact question on the issue of
whether Addington’s consent was voluntarily given: the threat of the IRS
(a factor in Lee); the fact that Addington declined to consent three times, yet
Elder and the officer remained on the premises (which is more indicative
of coercion than in Lee, where there was one request to consent made at the
premises); Addington’s fear that he would lose his job if he did not consent
(a factor in Lee); mention of the media, as testified to by Mrs. Addington
(when she was aware that in Clark’s case, media coverage had been
substantial); and the fact that Addington agreed to go to his home in the
first place only to allow Womack to look at the light poles (similar to the
situation in Lee).

One factor that distinguishes this case from Lee is that, before signing
the consent, Addington took the opportunity to consult with counsel.
However, while Addington’s consultation with an attorney before signing
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the consent form is certainly a factor to be considered in determining the
voluntariness of his actions, we do not deem it conclusive. By that point,
Addington had already refused to consent three times and had been
subjected to the other coercive actions. The totality of the circumstances,
in particular the fact that Addington declined to consent three times before
succumbing, leads us to conclude that a fact question remains as to
whether his consent was voluntarily given.

Finally, we address Addington’s argument that summary judgment
was inappropriate on his negligence claim. Addington’s complaint alleged
that Wal-Mart negligently failed to investigate whether Addington
possessed stolen property and negligently supervised its employee,
Jim Elder. The trial court ruled that there was no basis for the negligent
investigation claim and that Addington failed to submit evidence that
Wal-Mart knew or should have known of some prior conduct by Elder that
would have put it on notice that Elder was a danger to other persons.

In his brief, Addington relies on Elder coming out to Addington’s
property under the guise of looking only at the light poles as evidence of a
negligent investigation. While this fact may be relevant to Addington’s other
claims, we fail to see how it constitutes negligence. In any event, we cannot
conceive how Wal-Mart could be liable for negligently determining that
Addington possessed stolen property when it is undisputed that he did
possess Wal-Mart property without authorization. Addington simply makes
no convincing argument on this point.

The trial court’s grant of summary judgment is reversed and remanded
on the intrusion invasion-of-privacy count and affirmed on all other counts.

Affirmed in part; reversed and remanded in part.

CASE COMMENT

This case illustrates that investigative techniques used by Wal-Mart secu-
rity were not so unreasonable as to be actionable in the tort of outrage.
However, the invasion of privacy claim relating to the search of the plain-
tiff’s home may have exposed Wal-Mart to liability. Notice that regardless
of the fact that the plaintiff signed a “consent form,” the court still ques-
tioned whether consent was free of duress and coercion. This is so due to
the factual basis surrounding the execution of the form. The court noted
that the plaintiff refused to sign the form on three occasions, and “had been
subjected to the other coercive actions.” These factors led the court to
conclude that the execution of the consent form may have been coerced.
This was in spite of the fact that the plaintiff consulted with an attorney
before doing so!
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243 F. Supp. 2d 1313

United States District Court, M.D. Florida, Orlando Division

MARANDA STIRES, PLAINTIFF v. CARNIVAL CORPORATION D/B/A
CARNIVAL CRUISE LINES, DEFENDANT.

Nov. 7, 2002

Background

Passenger brought diversity action against cruise line for various causes of
action.

Holdings
On motion by cruise line to dismiss, the district court held that:

1.  Allegations of passenger were sufficient to state claim that
cruise line was negligent in screening, hiring, investigating,
retaining, and supervising head waiter and its other employees,
and that such negligence was proximate cause of her claimed
damages;

2. Allegations of passenger were sufficient to state claim that cruise
line was vicariously liable for intentional torts of its employees,
including intentional infliction of emotional distress;

3. Passenger properly pled her fraud and misrepresentation claim
against cruise line with sufficient particularity.

Motion granted in part and denied in part

In response to an advertisement in her home state of Ohio, plaintiff,
Maranda Stires, along with her grandmother, mother, and cousin, planned
a cruise with defendant Carnival Corporation d/b/a Carnival Cruise Lines
on the M/S Tropicale. Stires and her family boarded the Tropicale on
September 23, 2000, in Florida.

Soon after boarding the ship, one of the ship’s headwaiters, Ruben
Sanchez, began making sexual overtures towards Stires. On September 28,
2000, at approximately 12:20 a.m., Stires left the casino on the eighth floor
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of the Tropicale to search for her cousin in the dining room. Sanchez, while
allegedly acting in concert with other employees, took Stires to the floor on
which the crew’s quarters were located and proceeded to sexually assault
her. Later that same night, Sanchez recommenced the sexual assault.
However, this time, Sanchez did not stop at assaulting Stires, but
proceeded to commit sexual battery on Stires. During the course of the
sexual assault and battery, Sanchez repeatedly referred to Stires as a
“puta,” the Spanish word for whore. After the sexual battery, Stires
returned to her cabin, where she collapsed.

After washing her face and hands, Stires located her mother and told
her of the battery. Stires and her mother asked Carnival’s employees if
Stires could make a report to the captain of the Tropicale. The employees
declined the request. Instead, the employees directed Stires to the ship’s
nurse and doctor, who performed a physical examination on Stires.
The examination revealed signs of the sexual battery. During the course of
the examination, the doctor remarked “Ruben and the other waiters, oh yes,
we on the ship know all about them.” Stires inquired if that meant that
Carnival knew of Sanchez’s sexual propensity. The doctor replied, “You
have to understand that I'm paid by Carnival.”

Following the examination, Stires asked if she could shower. She was
not permitted to do so. As a result, Stires was forced to remain in the soiled
condition for 48 hours after the battery. The staff did, however, promise
that upon docking, they would ensure that Stires would be taken to a local
hospital. Carnival did not keep this promise.

Subsequently, Stires requested all documents and information in
Carnival’s possession concerning the sexual battery. Carnival produced no
documents and told Stires that Sanchez was a Colombian national with no
ties to the United States. Carnival further stated that there had been
no previous problems and that Carnival would ensure that Sanchez was
deported from the United States. Purportedly, Carnival made these false
representations in order to induce Stires’ reliance thereon.

A. Negligent Investigation, Hiring, Retention, Supervision,
and Management

Carnival asserts that Stires has failed to aver facts sufficient to show
a breach of duty to exercise reasonable care in hiring. Carnival’s assertion is
misplaced. In order to state a cause of action for the tort of negligent hiring
or retention recognized in Florida, a plaintiff must allege facts showing that
the employer was put on notice of the harmful propensities of the
employee. The principal difference between negligent hiring and negligent
retention is the time at which the employer is charged with knowledge of
the employee’s unfitness. Negligent hiring occurs when, prior to the time
the employee is actually hired, the employer knew or should have known
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of the employee’s unfitness, and the issue of liability primarily focuses
upon the adequacy of the employer’s pre-employment investigation into the
employee’s background.

Stires alleges that Carnival was negligent in screening, hiring, inves-
tigating, retaining, and supervising Sanchez and its other employees and
that such negligence was the proximate cause of her damages.
Furthermore, in the factual allegations of her complaint, Stires asserts
that Carnival and its employees (the medical staff) were aware of
Sanchez’s propensities. Dismissal for failure to state a claim is inappro-
priate unless it appears that the plaintiff can prove no set of facts in
support of her claim which would entitle her to relief. Hence, dismissal
is inappropriate.

B. Intentional Infliction of Emotional Distress—
Respondeat Superior

“To prove intentional infliction of emotional distress under Florida law,
(a) plaintiff must prove: (1) deliberate or reckless infliction of mental suffering;
(2) by outrageous conduct; (3) which conduct must have caused the suffering;
and (4) the suffering must have been severe.” The Restatement (Second)
further provides:

Extreme and outrageous conduct ... It has not been enough that
the defendant has acted with an intent which is tortious or even criminal,
or that he has intended to inflict emotional distress, or even that his
conduct has been characterized by “malice,” or a degree of aggravation
which would entitle the plaintiff to punitive damages for another tort.
Liability has been found only where the conduct has been so outrageous
in character, and so extreme in degree, as to go beyond all possible bounds
of decency, and to be regarded as atrocious, and utterly intolerable in
a civilized community. Generally, the case is one in which the recitation
of the facts to an average member of the community would arouse his
resentment against the actor, and lead him to exclaim, “Outrageous!” It is
not enough that the defendant intended to inflict emotional distress, that
the defendant’s intent was tortious or criminal, or that the conduct was
motivated by malice. Furthermore, under Florida law, whether a person’s
conduct is sufficiently outrageous or intolerable as to form the basis for
a claim of intentional infliction of emotional distress is a matter of law for
the court, not a question of fact.

As discussed in Doe, Carnival is vicariously liable for the intentional
torts of its employees, including the intentional infliction of emotional
distress. Although the basis of this claim is the same as the negligence
claims, at this stage of the proceedings, it cannot be said that Stires can
prove no set of facts that would entitle her to relief. Therefore, this count
should not be dismissed.
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C. Fraud and Misrepresentation

The elements for actionable fraud are (1) a false statement concerning a
material fact; (2) knowledge by the person making the statement that the
representation is false; (3) an intention that the representation induces
another’s reliance; and (4) consequent injury by the other party acting in
reliance on the representation.

A reading of the amended complaint reveals that Stires has properly
pled her fraud and misrepresentation claim with sufficient particularity.
Stires alleges specific misrepresentations of Carnival both written and oral,
knowledge on the part of Carnival that the statements were false when the
misrepresentations were made, where the misrepresentations occurred,
that the statements were made to induce Stires to rely on them, and Stires’
detrimental reliance on the statements. Accordingly, dismissal is not
proper.

For the foregoing reasons, defendant’s Motion to Dismiss is
GRANTED in part and DENIED in part.

CASE COMMENT

This case involves an attempt by the employer to “cover up” an alleged
crime or at least a failure to treat the plaintiff’s allegation seriously. The
company’s actions are especially egregious given the nature of the crime of
rape. It seems apparent that the court viewed the response by the employer
lacking, both in terms of the failure to adequately investigate the crime,
and in its false statements made in response to this action. This is a classic
example of how not to respond. Simply stated, employers must take alle-
gations seriously. This is particularly relevant of serious allegations, which
must be taken seriously, and investigated rigorously.
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297 A.D. 2d 205, 746 N.Y.S. 2d 141
Supreme Court, Appellate Division, First Department, New York

EDDIE BROWN III, PLAINTIFF-RESPONDENT v. SEARS
ROEBUCK AND CO., DEFENDANT-APPELLANT.

Aug. 1, 2002

Background

Former employee filed suit against his former employer for false arrest, false
imprisonment, malicious prosecution, wrongful termination, negligent inves-
tigation and intentional infliction of emotional distress. The Supreme Court,
Bronx County, granted former employer’s motion for summary judgment in
part, and dismissed claims for false arrest, false imprisonment, and negli-
gence investigation. Former employer appealed.

Holdings
The supreme court, appellate division, held that:

1. Former employer did not initiate criminal proceeding against
former employee;

2. Probable cause existed for former employee’s arrest on suspicion
of unlawful use of customer’s credit card, and

3. Criminal proceeding against former employee on suspicion of
misuse of customer’s credit card was not terminated in his favor.

Reversed

Plaintiff was formerly employed as a sales associate in the computer
department of defendant Sears’ store on Fordham Road in the Bronx. On
September 18, 1996, plaintiff entered a transaction into a cash register for
the sale of an Apple computer, charging it to the account number of a Sears
credit card holder named Gwendolyn Taylor.

Plaintiff’s employee number appears on Sears’ computer detail
display of the receipt and he readily admits that he is the person who
conducted the sale. Plaintiff claims he received a telephone order from
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a woman who identified herself as Gwendolyn Taylor. The computer
receipt includes a notation that reads “Gwen Taylor/Freeman will [be]
picking it [sic] up the Apple computer.” Plaintiff denies having made this
notation. In November 1996, Gwendolyn Taylor complained to Sears that
she had not purchased the computer and had not authorized anyone else
to purchase a computer using her credit card.

Around the same time, David Sankar, the Loss Prevention Manager
at Sears, was investigating the conduct of another Sears employee,
Al Freeman, a coworker of plaintiff’s in the computer department, regard-
ing merchandise returned without original receipts and the unauthorized
use of a credit card belonging to another Sears customer. After Sankar
reviewed the relevant documentation with his supervisors, Sears deter-
mined to have the matter reviewed by the police.

Sankar met with Detective Stangenburg and provided him with docu-
mentation concerning Freeman. During the meeting, Stangenburg inquired
about an employee number on one of the receipts, and when advised it was
plaintiff’s, Stangenburg said he would need to speak to plaintiff and
requested further information concerning the Gwendolyn Taylor transac-
tion, including a statement from Ms. Taylor. According to Stangenburg,
Sankar also told him that plaintiff and Freeman were “working together,”
and that he (Sankar) had seen plaintiff pick up the computer. Sankar
denies making these two statements. Stangenburg then turned over the
documentation provided by Sankar to Detective Lauler.

On March 9, 1997, Stangenburg came to the Sears store and arrested
Al Freeman, charging him with multiple counts of larceny, possession of
stolen property, and unlawful use of a credit card in a complaint signed by
Sankar. Freeman pled guilty to the charges, none of which concerned the
Gwendolyn Taylor transaction.

On March 11, 1997, Detective Lauler and another officer went to Sears
to speak with plaintiff. Plaintiff agreed to accompany the officers to the
precinct, where they interviewed him. According to plaintiff’s hearing testi-
mony, he initially denied knowing a customer “Ms. Taylor,” after which
Lauler told him he was under arrest. Then, after hearing Ms. Taylor’s full
name, he “remembered some things” and told Lauler that he had taken a
telephone order from Gwendolyn Taylor and “security was investigating the
situation.” Lauler’s notes of the interview reveal that plaintiff stated that he
took a telephone order from Ms. Taylor and that he intended to deliver the
computer via shuttle service. Plaintiff was then arrested by Lauler.

On March 12, 1997, Sankar signed a criminal complaint charging
plaintiff with the crimes of grand larceny in the fourth degree and two
counts of criminal possession of stolen property in the fourth degree. The
factual allegations of the complaint alleged, inter alia, that plaintiff, a Sears
cashier, typed in the credit card number of Gwendolyn Taylor to purchase
an Apple computer for $2,865.36 and that according to Ms. Taylor, she
did not purchase said computer nor authorize anyone to use her credit
card number to make such purchase. Ultimately, however, the charges
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against plaintiff were dismissed at the request of the Bronx District
Attorney’s Office.

Plaintiff commenced the instant action against Sears and the City of
New York. After depositions, the City’s Motion for Summary Judgment
was granted. The court found that probable cause for plaintiff’s arrest
existed as a matter of law based on the information contained in the
criminal complaint, which plaintiff never disputed, as well as the addi-
tional suspicion arising from the notation on the receipt that someone
named Freeman would pick up the Apple computer and the coincidence
that plaintiff’s coworker named Al Freeman had recently been arrested for
the fraudulent use of a Sears credit card.

On appeal, Sears argues that the IAS court should have dismissed the
malicious prosecution claim against it based on the prior judicial finding,
affirmed by this Court, that probable cause existed for plaintiff’s arrest.
Sears further contends that plaintiff has failed to make a sufficient show-
ing as to the other required elements of a malicious prosecution cause of
action. We agree that plaintiff’s cause of action for malicious prosecution
fails as a matter of law.

The record likewise establishes the existence of probable cause to
arrest plaintiff. Probable cause consists of such facts and circumstances as
would lead a reasonably prudent person in a similar situation to believe
plaintiff guilty. Where there is no real dispute as to the facts or the proper
inferences to be drawn from such facts, the issue of probable cause is
a question of law to be decided by the court. At the time of plaintiff’s arrest,
the uncontradicted evidence showed that plaintiff’s employee number
appeared on the receipt for the Taylor transaction; plaintiff admitted that
he entered Taylor’s credit card number to effect the transaction; Taylor
signed a statement saying that she did not purchase the computer and did
not authorize anyone else to make the purchase or use her credit card; the
sales receipt stated that “Gwen Taylor/Freeman” would pick up the
computer; and Al Freeman, a coworker of plaintiff, had recently been
arrested for fraudulent use of a credit card. This evidence easily satisfies
the probable cause standard.

Nor does plaintiff’s allegation of falsified evidence by Sankar vitiate
the finding of probable cause. Existence of conflicting evidence during
investigation does not negate finding of probable cause, although relevant
to the issue of guilt beyond a reasonable doubt at trial. As [the criminal
court] found, probable cause existed for plaintiff’s arrest without any refer-
ence to the alleged statements made by Sankar, rendering them mere
surplusage. Moreover, as indicated, since there is no evidence in the record
that this evidence contributed in any way to plaintiff’s arrest, it cannot
undermine the probable cause finding. The existence of probable cause
bars plaintiff’s claims for malicious prosecution as a matter of law.

We further conclude that the criminal proceeding against plaintiff
was not terminated in his favor. “A plaintiff in a malicious prosecution
action must show, as a threshold matter, that the criminal proceeding was
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finally terminated.” A disposition of a criminal action “which does not
terminate it but permits it to be renewed” cannot serve as the basis for
malicious prosecution action.

Here, the case was dismissed at the request of the Bronx District
Attorney’s office, although the record is silent as to the reason. Thus, it is
unclear whether the dismissal was based on the merits, facial insufficiency
of the accusatory instrument, in the interests of justice or for some other
reason. Accordingly, since the record discloses only that the District
Attorney voluntarily discontinued the prosecution without any determina-
tion on the merits, and there is no evidence that the prosecution formally
abandoned charges against the accused, plaintiff has failed to raise an issue
of fact as to termination of the proceeding in his favor.

Although the IAS court failed to rule on plaintiff’s cause of action for
intentional infliction of emotional distress in its summary judgment deci-
sion, this claim should also have been dismissed. Plaintiff’s allegation that
Sankar gave false information to the police, even if true, did not describe
conduct “so outrageous in character, and so extreme in degree, as to go
beyond all possible bounds of decency, and to be regarded as atrocious,
and utterly intolerable in a civilized community.” Nor can plaintiff estab-
lish the element of a causal connection between Sears’ conduct and his
alleged injury since, as indicated, there is no evidence that Sankar’s alleged
false statements played any role in the determination to arrest plaintiff.

CASE COMMENT

This case connects an inadequate investigation allegation with the exis-
tence (or lack thereof) of probable cause and the merits of the arrest and
prosecution. In this case, the plaintiff argued that the investigation was
tainted by false statements and evidence, which were improperly used
against him to “justify” the arrest and prosecution. If false evidence was in
fact used to establish probable cause, then it would naturally negate the
validity of the arrest and subsequent prosecution. Since the criminal
charges against the plaintiff were dismissed by the prosecutor’s office, the
plaintiff argued that Sears was guilty of malicious prosecution.

While the elements of a malicious prosecution claim will be articu-
lated in Chapter 4, it is sufficient to note, as did the court, that the plaintiff
must show that the criminal proceeding was terminated in his favor. In this
case, the court emphasized that the record was unclear as to why the case
was dismissed. In so stating, the court concluded that the plaintiff failed to
show this necessary element of a malicious prosecution claim. Further, the
court held that there was ample evidence to support probable cause,
thereby inferring that the investigation conducted by security and the
police was sufficient to warrant probable cause to arrest the plaintiff.
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636 N.W.2d 74
Supreme Court of Iowa

STEVEN JOHN THEISEN, APPELLANT v. COVENANT MEDICAL
CENTER, INC., APPELLEE.

Nov. 15, 2001

Background

Former employee brought action against employer for negligent investiga-
tion and wrongful discharge, among other claims, alleging employer’s
request for voice print analysis violated prohibition against compelled
polygraph examination. The District Court, Black Hawk County, granted
summary judgment for employer, and employee appealed.

Holdings
The supreme court held that:

1.  Voice identification procedure requested by employer violated
neither statute prohibiting employers from requiring employees
to submit to polygraph examination, as a condition of employ-
ment, nor public policy; and

2. Employer had no duty to conduct a reasonable investigation in
favor of at-will employee.

Affirmed

On the evening of May 22, 1995, someone left an obscene message on the
voice mail of Bobbie Hartwig, a nurse at Covenant Medical Center in
Waterloo. Hartwig discovered the message when she arrived at work the
next morning. She contacted her supervisor, Nancy Schuler, about the call.
Schuler, who is also the head of the Quality Services department, advised
Hartwig that nothing further needed to be done unless Hartwig received
additional calls or messages. Hartwig also called Steve Theisen, Covenant’s
security manager, to report the call. Theisen never returned her call.
Although Hartwig had not immediately mentioned it to Schuler or
Theisen, upon hearing the first words of the obscene message she recognized
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the voice as Steve Theisen’s. In her words, she “just knew the minute [she]
heard his voice that it was him.” She thought the whole thing must be a joke
but was troubled by the idea that it might be more than that. Hartwig
replayed the message for her husband, Gary. Based on his own interaction
with Theisen in the small town where they lived, he also believed the voice
was Theisen’s. Several days later, Bobbie Hartwig played the message for
Schuler, who was also Theisen’s supervisor. Schuler also identified the voice
as Theisen’s. Both Gary Hartwig and Schuler identified the voice as
Theisen’s before Bobbie Hartwig revealed her own belief.

Schuler and Ray Fusco, Covenant’s vice president for employee
resources, began a sexual harassment investigation. The investigation
included making a tape of the obscene call and submitting it for voice print
analysis or spectrography along with comparison voicemail messages
known to have been left by Theisen. Covenant’s voice analyst, Mindy
Wilson, ultimately concluded that she could not arrive at a “solid” identi-
fication because the obscene message was too brief to provide a good
comparison with the known samples of Theisen’s voice. But she concluded
Theisen could not be eliminated as a suspect and recommended that he
furnish an exemplar of the obscene message for analysis.

Approximately one month after the initial incident, Theisen met with
Schuler and Fusco. Theisen was told about the phone call and that four
persons had identified the voice as his. After listening to the message,
Theisen denied he was the speaker. Schuler and Fusco then asked Theisen
to submit to voiceprint analysis. Theisen said he would have to think about
it. Schuler and Fusco then suspended Theisen for two weeks to allow him
to consider his decision. After the meeting, Theisen returned to his office
to retrieve personal items before security officer Roger Shook escorted him
out of the building.

Theisen consulted with an attorney and thereafter refused to submit
an exemplar of his voice for analysis. His counsel advised Covenant
by letter that Theisen’s refusal rested on their belief that Iowa Code
Section 730.4 “strictly prohibited” such testing. Covenant responded
by firing Theisen.

Theisen then initiated a review of his termination in accordance with
the “Fair Treatment” provisions of Covenant’s employee handbook. Several
meetings took place between Theisen, his employee representative,
Schuler, and Fusco. Repeated requests that Theisen submit to voice analy-
sis were rejected. He ultimately submitted an exemplar to his own expert,
however. The expert reported “no similarities” between the voice sample
submitted by Covenant and the voice sample furnished by Theisen.
Thereafter, Theisen submitted his report to a nine-member employee
committee who, after interviewing all the pertinent players, unanimously
recommended Theisen’s reinstatement.

Covenant’s president, Raymond Burfeind, ultimately reviewed the
actions of his staff, along with all the material collected during the Fair
Treatment process. Based on his review, Burfeind upheld the termination.
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He advised Theisen by letter that his decision was based on Theisen’s
refusal to comply “with reasonable requests which could have determined
with more certainty the facts that were present.”

In its summary judgment decision, the court acknowledged that
voiceprint analysis “may be used as evidence to help prove a person lied,”
but concluded that this did not make the procedure a prohibited polygraph
examination governed by Section 730.4. Because Covenant’s request for
voiceprint analysis did not violate Section 730.4, the court ruled
Covenant’s decision to fire Theisen breached no public policy preventing
termination of his at-will employment status.

The court likewise rejected Theisen’s negligent investigation claim,
noting that such a cause of action has not been recognized in this context
and likely would not be inasmuch as an at-will employee could be termi-
nated with no investigation at all. This appeal by Theisen followed.

Voice print analysis and Iowa Code Section 730.4. Theisen
argued in the district court, and urges on appeal, that Jowa Code Section
730.4 prohibited Covenant from requesting that he submit to voiceprint
analysis as a condition of keeping his job. Because Covenant’s conduct
violated public policy, Theisen contends, the fact that he was an
employee-at-will presents no obstacle to the prosecution of his claim.
Thus, before turning to the statute, we review briefly the employment-at-
will doctrine.

Employment-at-will. The doctrine of employment-at-will, well estab-
lished in Iowa law, permits an employer or employee who is not under
contract to terminate employment at any time for any lawful reason. This
court has recognized only two exceptions to the doctrine. First, an
employee handbook that specifically limits termination of employment
except under certain conditions or for cause may create a contract of
employment. Second, we have held that an employer may not terminate an
employee for a reason that violates public policy. To defeat the presump-
tion of at-will employment, such policy must be well recognized and
defined, generally by state constitution or statute.

Theisen contends, and for purposes of summary judgment we find,
that Covenant fired him because he refused to submit to voice print analy-
sis. Covenant’s request, Theisen argues, violated the public policy
expressed in Iowa Code Section 730.4. Thus, his argument continues,
Covenant could not lawfully discharge him for failure to comply. To deter-
mine whether the district court correctly rejected these contentions, we
turn to the statute at issue.

Iowa Code Section 730.4. The statute upon which Theisen relies
provides, in pertinent part, as follows: an employer shall not as a condition
of employment, promotion, or change in status of employment, or as an
express or implied condition of a benefit or privilege of employment,
knowingly do any of the following: (a) Request or require that an employee
or applicant for employment take or submit to a polygraph examination,
(b) Administer, cause to be administered, threaten to administer, or attempt
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to administer a polygraph examination to an employee or applicant for
employment.

Of particular significance to this case, a polygraph examination is
defined by statute as any procedure which involves the use of instrumen-
tation or a mechanical or electrical device to enable or assist the detection
of deception, the verification of truthfulness, or the rendering of a
diagnostic opinion regarding either of these, and includes a lie detector or
similar test.

The district court, focusing on the common meaning of polygraph as
an instrument used to determine truthfulness by measuring physiological
reactions to responses to questions, determined that voiceprint analysis
does not “assist in the detection of deception” in the way a lie detector
does. Theisen contends the court erred because it disregarded the defini-
tion of “polygraph examination” supplied by Section 730.4(1). He argues
that when the statute was amended in 1988 to define a polygraph exami-
nation as a procedure, rather than a specific device or machine, the legis-
lature significantly broadened the types of activities prohibited. Compare
Iowa Code Section 730.4(1) (1985) (defining “polygraph” as “any mechanical
or electrical instrument or device” used to determine truthfulness), with
Iowa Code Section 730.4(1) (1989) (defining “polygraph examination” to
include “any procedure” involving the use of instrumentation or mechanical
device to “assist the detection of deception” or verification of truthfulness,
including “a lie detector or similar test” (emphasis added). In other words,
instead of merely prohibiting the use of a specific machine to detect truth-
fulness, Theisen claims the legislature intended by its 1988 amendment to
outlaw all procedures used by employers to measure veracity. This would
include, he argues, the voiceprint analysis requested by Covenant.

Even if Theisen is correct about the legislature’s intent to broaden the
reach of Section 730.4, we are not convinced that the statute prohibits what
Covenant sought from Theisen here. Covenant asked Theisen to submit to
voiceprint analysis, a procedure which compares a known voice sample
with an unknown sample as a way of identifying the unknown voice. The
procedure is a method of identification. It is perhaps not as exact as finger-
printing or DNA analysis, but it is a method of identification nonetheless.
And while the procedure may remotely aid the detection of deception or
verification of truthfulness, as Covenant concedes, that is not its function
or purpose. Truthfulness comes into the picture only when the subject
denies making the unknown statement. The truth or veracity of the denial
cannot be measured by voice print analysis. It remains an identification
tool, no matter what the subject’s response.

Contrary to Theisen’s assertions, the language of Section 730.4 gives
no indication that the legislature intended to prohibit the use of methods
or devices designed to counter an employee’s denial of wrongdoing.
The statute clearly places limits on the testing or analysis to which an
employer can be subjected, but it does not prohibit an employer from using
identification techniques such as comparison of photographs, fingerprints,
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or voiceprints. Legislative intent is revealed by what a statute says, not
what it could or should have said. An identification technique does not
become a polygraph examination, prohibited by statute, simply because an
employee adamantly denies certain behavior and the truthfulness of the
denial becomes an issue.

To summarize, we think the plain language of Section 730.4 pertains
to devices, such as polygraphs, that purport to measure the truth or verac-
ity of an employee’s statement. The statute does not, by its terms, prohibit
lawful tests or procedures used by an employer in the identification of
employees suspected of workplace crime. Nor has Theisen advanced a
cogent argument explaining how an employer’s use of voiceprint analysis
violates any other well-defined public policy.

Application of law to undisputed facts. Because the voice identifi-
cation procedure requested by Covenant violated neither law nor public
policy, Covenant’s decision to terminate Theisen for failing to cooperate in
the investigation was not wrongful. Theisen was an at-will employee. The
district court correctly ruled that his claims for wrongful and retaliatory
discharge fail as a matter of law.

Negligent investigation. Theisen next claims that Covenant owed him
a duty of care to conduct a reasonable, non-negligent investigation prior to
firing him. Although it is not entirely clear on what grounds his claim rests,
Theisen appears to first analogize his claim to a cause of action for negligent
hiring, retention and supervision. In the alternative he claims that when
Covenant undertook its sexual harassment investigation, it assumed a duty
to Theisen to conduct that investigation in a reasonable manner.

Covenant counters that Theisen’s claim of negligent investigation
poses “a full, frontal attack” on the Iowa law of employment at-will.
It analogizes Theisen’s claim to the claim of negligent discharge rejected by
this court. If an employer cannot be found liable to an at-will employee for
negligent discharge, Covenant argues, that same employer should not be
liable for any steps taken prior to the discharge. Covenant also argues that
if the court recognizes a cause of action for negligent investigation in favor
of at-will employees, it will turn every employer’s termination decision
into a jury question of reasonableness, thus completely swallowing the
employment-at-will doctrine.

As with Theisen’s first claim, our analysis is grounded in the basic
nature of at-will employment: an employer can terminate an employee for
any reason or no reason at all, so long as the reason does not violate public
policy. We have already discussed the public-policy exception first recog-
nized in Springer.” The other exception arises when an employee hand-
book or policy manual creates a unilateral employment contract. In
Huegerich, an at-will employee fired for violating IBP’s look-alike drug
policy asked this court to create a new exception to at-will employment—
negligent discharge.

The plaintiff in Huegerich alleged, and the district court found, that IBP
negligently administered its drug policy by failing to provide an orientation
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program or advising that an employee could be terminated if caught in
possession of look-alike drugs. This court, noting the myriad of other states
that had rejected such a negligent discharge claim, likewise rejected
Huegerich’s argument. Our decision rested on the belief that imposing
“a duty of care upon an employer when discharging an employee ... would
radically alter” the doctrine of employment-at-will.

Theisen resists Covenant’s analogy to Huegerich, insisting that a
claim of negligent investigation is more akin to the claims of negligent
hiring and supervision recognized by this court in Godar. The plaintiff in
Godar, who had been abused throughout his youth by a school district
employee, sued the school district, alleging negligence in hiring, supervi-
sion, and retention. Although we concluded that Godar raised insufficient
facts to generate a jury question of negligence, we recognized the viability
of such a cause of action based on the “principle that a person conducting
an activity through employees is subject to liability for harm resulting from
conduct in the employment of improper persons involving risk of harm
to others.”

Theisen theorizes that claims of negligent hiring, supervision and
retention provide the basis for a negligent investigation claim because
hiring, supervision, and retention are all based on an employer’s investi-
gation of an employee and his or her conduct or the lack of any such inves-
tigation. He specifically challenges the actions leading up to his own
termination, including the fact that the investigation was initiated by
Nancy Schuler, a supervisor with whom Theisen had a contentious rela-
tionship.

The weakness in Theisen’s theory is that it still rests on a decision to
terminate him, which Covenant could do for any lawful reason or for
no reason at all. Employment at-will, by definition, does not require an
employer’s decision to be logical or rational. Theisen’s claim of negligent
investigation goes to the heart of the employer’s decision-making process.
To allow such a claim would not only contravene this court’s denial of
a negligent discharge claim in Huegerich, but it would also create an
exception swallowing the rule of at-will employment (holding that because
an employer could fire an employee for any reason or no reason “it
was equally at liberty to discharge [the employee] for a reason based on
incorrect information, even if that information was carelessly gathered”;
rejecting wrongful discharge claim based on negligent investigation
of criminal matter as public policy exception to doctrine of at-will
employment).

In the alternative, Theisen asserts that even if Covenant was not
compelled to undertake an investigation prior to firing him, once it did so
it had a duty to conduct the investigation with reasonable care. Covenant
counters that its duty to investigate the obscene voice mail message was a
duty running in Hartwig’s favor as the victim of possible sexual harass-
ment. Following through on that obligation, Covenant urges, does not
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mean it assumed a duty to Theisen, an at-will employee who was the
suspected perpetrator.

Theisen rests his claim of duty on the Restatement (Second) of Torts
Section 323. Under that restatement section: one who undertakes, gratu-
itously or for consideration, to render services to another which he should
recognize as necessary for the protection of the other’s person or things, is
subject to liability to the other for physical harm resulting from his failure
to exercise reasonable care to perform his undertaking, if: (a) his failure to
exercise such care increases the risk of such harm, or (b) the harm is
suffered because of the other’s reliance upon the undertaking.

Theisen’s reliance on Section 323 is misplaced. Covenant undertook
its investigation to pursue allegations of sexual harassment, a duty which
it owed to Bobbie Hartwig, not Theisen. And although an assumed duty
recognized by Section 323 may also run in favor of a third person, under
that section a party who undertakes to perform a service to another
which is essential for the protection of a third person is only liable to the
third person for physical harm. Even if Covenant should have recognized
the need to protect Theisen, Theisen did not suffer any physical harm.
Thus none of the Restatement sections on which Theisen relies establishes
a duty on Covenant’s part to conduct a reasonable investigation in his
favor.

Finally, we reject Theisen’s contention that our decision in Schoff v.
Combined Insurance Co. recognized an employee’s cause of action against
an employer for negligent supervision and retention of another employee.
He asserts that, by analogy, an employee should be permitted to maintain
an action against an employer for negligent investigation. But, as already
discussed, an employer has no duty to conduct a reasonable investigation
in favor of an at-will employee. In the absence of a duty of care, Schoff does
not support Theisen.

In summary, the district court correctly dismissed Theisen’s negligent
investigation claim. We therefore affirm the court’s summary judgment for
Covenant in its entirety.

CASE COMMENT

This case presents an excellent illustration of several competing interests
revolving around workplace misconduct. First, the plaintiff asserts that
the voice exemplar violated a state statute that prohibits forcing an indi-
vidual to take a lie detector test. This question turned on the definition of
“polygraph examination” as compared to a subsequent statute that seemed
to broaden the definition to include any related “procedure.” The plaintiff
asserted the voice exemplar constituted a “procedure” as defined by the
legislator. The court disagreed. It held that the voice exemplar is best
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characterized as an “identification” tool, not as a lie detection technique.
As such, the court held it was used in relation to the investigation to
identify the offending party, not necessarily to detect deception of the
plaintiff.

Second, and more important to this section, the court directly
addressed plaintiff’s negligent investigation claim. In doing so, the court
emphasized that as an at-will employee, the employer has no duty to build
evidence through an investigation in order to terminate the employee. An
at-will employee can be terminated for any reason, absent a contract provi-
sion in the handbook or in violation of an accepted public policy protec-
tion. Since the court found the voice exemplar did not violate the state
statute, there was no public policy violation. In addition, the plaintiff
could not point to any handbook provision that purported to give him
contractual rights.

Notwithstanding these conclusions, the court further concluded that
the employer had no duty to conduct an investigation to support the termi-
nation of the plaintiff. Thus, any argument by the plaintiff related to his
“negligent investigation” claim is unwarranted. This is so because no inves-
tigation was necessary. Further, while the employer had a duty to the
victim to conduct an investigation based on her sexual harassment claim,
this duty to the victim does not give the at-will employee (plaintiff) the
right to a full and comprehensive investigation which would factually
“justify” the decision to terminate him. Consequently, the court noted that
the plaintiff’s desire to require an investigation that would substantiate the
decision to terminate would “radically alter” the at-will doctrine. In this
sense, the court asserted that the at-will doctrine allows employers great
discretion relative to employment decisions. If the duty of an investigation
were required to support employment decisions, then the at-will doctrine
would be left without any actual meaning.

This case, therefore, illustrates the delicate balance between dili-
gently investigating misconduct claims, such as sexual harassment, which
are designed to assess the merits of the allegation and to protect the inter-
ests of the victim. On the other hand, the court would not require that the
investigation be used to justify the employment decision against an at-will
employee. Hence, it is important to distinguish the purpose of the investi-
gation. An investigation should be done for the interests of the victim and
the larger workplace. It should not be conducted, however, to justify the
discipline of an at-will employee. While there are exceptions to this
general principle, such as when the investigation may or will result in
criminal charges (as in Brown v. Sears, supra), the merits of the investiga-
tion should not be designed to “prove” that the particular employee
committed the misconduct or crime. It is important to remember that if the
case is not criminally prosecuted, there generally is no duty to the at-will
employee that the investigation is full and complete.
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This being said, however, the employee can assert certain attacks,
such as discrimination based on race, sex, age, disability, and the like.
In these instances, the completeness and diligence of the investigative
process is subject to court scrutiny, at least as far as it supports the discrim-
ination allegations made by the plaintiff. Consequently, this is a difficult
balance. On one hand, an employer should conduct complete and
thorough investigations—when an investigation is deemed necessary.
On the other hand, an investigation of an at-will employee is not necessarily
obligated to “justify” an employment action, such as the termination of his
or her job. Employers are well advised to consult attorneys familiar with
these issues in order to frame and articulate the extent and purpose of any
workplace investigation. Hopefully, these cases coupled with the discus-
sion below will be useful in assessing the best practice. Suffice it to say,
however, that these decisions must be based on particular facts and
circumstances. The correct decision should be based on a case by case
approach, guided by legal acumen and sound judgment.
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884 A.2d 255
Superior Court of Pennsylvania

ROSARIO ANGELOPOULOS, AN INDIVIDUAL, APPELLEE
v. LAZARUS PA, INC., RICH’S DEPARTMENT STORES INC.,
AND FEDERATED DEPARTMENT STORES INC.,
APPELLANTS.

Nov. 4, 2005

Background

Customer, who was handcuffed by store’s employee after eating two pieces
of chocolate in store, brought action against store. Following a jury trial,
the Court of Common Pleas, Allegheny County, Civil Division, granted
customer’s motion for new trial. Store appealed.

Holdings

The superior court held that the jury’s finding that store’s detention of
customer was done in reasonable manner, for reasonable time, and for
proper purpose was against the weight of the evidence, and punitive
damages may be warranted.

Affirmed

While shopping at a Lazarus Department Store, Angelopoulos approached
an irresistible display of Godiva chocolate. According to Angelopoulos,
one box of chocolates did not have a lid, and the interior cellophane wrap-
per covering the chocolate was slashed on both sides of the box. At trial,
Angelopoulos described the display as follows:

It was just a treat to look at it, so I go to look at it and I touch it and
I move my eyes to the side and I see the small box with the plastic—like
something had a slide—slashed it, kind of curled up, like it was saying,
Please help yourself. Thinking that the open box was a free sample,
Angelopoulos thought, I said, Oh, my God. If anything, it was my
cholesterol that came to me. Should [I] have one? And I said, Well, one
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won't hurt me. That was my feeling. And I took the box and I took one.
Unable to resist temptation, Angelopoulos succumbed to the call of the
chocolate, ate a piece, and then returned to the display several minutes
later and consumed a second piece. Thinking that the chocolates were
a free sample, Angelopoulos did not pay for either morsel of chocolate.

Several minutes later, Michael Demicco, a loss prevention associate for
Lazarus, followed by Janet Lesure, a trainee for loss prevention, approached
Angelopoulos. Demicco requested that Angelopoulos follow him to the loss
prevention office located in the Lazarus store. Angelopoulos complied.
Demicco and Ms. Lesure searched Angelopoulos’s purse and bags, and Ms.
Lesure performed a search of her body. Angelopoulos was then handcuffed
to a table affixed to the floor. Her identification documentation and her
Lazarus credit card were taken from her purse.

Demicco presented Angelopoulos with a statement of admission. He
completed her name and address and the dollar amount of the merchan-
dise allegedly taken by Angelopoulos. Only the signature line was blank.
Angelopoulos objected to the admission form and asked to see the store
manager. Llewellyn, a store supervisor, entered the room and agreed to find
the store manager. He returned, accompanied by Patty Connelly, a store
manager. Angelopoulos asked to have the handcuffs removed and Ms.
Connelly indicated that she did not have the power to have the handcuffs
removed and that it was the policy of the loss prevention group to hand-
cuff everyone suspected of shoplifting.

After repeated refusals to sign the admission form, Angelopoulos ulti-
mately did agree to sign the form provided that Demicco wrote on the form,
“Took 2 pieces of chocolate out of box and ate it without purchase. Foil was
cracked.” She was then released from the handcuffs. Demicco then told
Angelopoulos that Lazarus must take her photograph, to which she objected.
She then scratched out her signature from the admission form. Throughout
the detention process, Angelopoulos was kept handcuffed continuously for
a period of approximately 50 to 55 minutes. Lazarus filed no charges against
Angelopoulos as a result of the incident.

Angelopoulos subsequently filed a complaint against Lazarus. The
jury found Lazarus not liable. The trial court granted Angelopoulos’
Motion for a new trial. The trial court reaches this conclusion based upon
a confluence of factors, all of which were in play on the day in question:
the handcuffing of Angelopoulos; the refusal to release Angelopoulos from
the handcuffs once she objected; the use of the handcuffs and detention
to accomplish a purpose beyond one of the six reasons enumerated in the
Retail Theft Act; the duration of the detention; the presentation of the
admission form; and the refusal of Lazarus to release Angelopoulos
when she stated that she would not sign the admission form, even though
there was no longer any reason to continue to detain her for one of the
enumerated purposes under the Act. Thereafter, Lazarus filed the instant
timely appeal.
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The Retail Theft Act provides, in relevant part, as follows: A peace
officer, merchant or merchant’s employee or an agent under contract with
a merchant, who has probable cause to believe that retail theft has occurred
or is occurring on or about a store or other retail mercantile establishment
and who has probable cause to believe that a specific person has committed
or is committing the retail theft may detain the suspect in a reasonable
manner for a reasonable time on or off the premises for all or any of the
following purposes: to require the suspect to identify himself, to verify
such identification, to determine whether such suspect has in his posses-
sion unpurchased merchandise taken from the mercantile establishment
and, if so, to recover such merchandise, to inform a peace officer, or to
institute criminal proceedings against the suspect. Such detention shall
not impose civil or criminal liability upon the peace officer, merchant,
employee, or agent so detaining. Thus, the Act authorized Lazarus to
detain Angelopoulos, without civil liability, for the purpose of (a) identify-
ing Angelopoulos, (b) verifying her identity, (c) determining whether she
had unpurchased merchandise in her possession, (d) recovering unpurchased
merchandise from Angelopoulos’ possession, (e) informing a peace officer,
and (f) instituting criminal proceedings.

In this case, the trial court determined that Lazarus’s detention of
Angelopoulos violated the Act, as Lazarus held Angelopoulos beyond the
time necessary to conduct the purposes authorized by the Act. The trial
court explained its determination as follows:

[TThe use of handcuffs is not a per se violation of the Retail Theft Act so
long as the handcuffs are used to accomplish one or more of the enumer-
ated justifications of a detention. It is apparent that Lazarus handcuffed
Angelopoulos initially for legitimate purposes. However, once they were
able to identify Angelopoulos (they had her identification documentation
and her Lazarus charge card), and confirm by searching her that she did
not possess any unpurchased merchandise (she was only observed eating
two pieces of chocolate), there was no longer any reason to detain her, and
unquestionably no reason to keep her handcuffed. Fifty to fifty-five
minutes appears to be an unusually long period of time under the circum-
stances for a few ministerial acts. Lazarus had no intention of informing a
peace officer at that time nor did they intend to detain her for the purpose
of instituting criminal proceedings at that time. There no longer existed
any statutorily permitted reasons to continue her detention. At that point,
Angelopoulos should have been released from her handcuffs as she had
repeatedly requested. Once they refused to release her, as testified to by
Demicco, the handcuffing went beyond the bounds of the principal
reasons behind the Act, and beyond the bounds of decency. To continue
to keep her handcuffed, while presenting to her for her signature what is
essentially a confession form, is clearly unjustified.

The trial court’s determination is supported by the overwhelming
evidence of record. At trial, Demicco, Lazarus’s loss prevention specialist,
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testified that he observed Angelopoulos on a video security monitor. Over
a span of about four minutes, Demicco saw Angelopoulos eat two pieces of
Godiva chocolate from an opened box on a store display. As a result,
Demicco approached Angelopoulos and asked her to follow him to an
“apprehension room.”

The testimony at trial reveals that Demicco escorted Angelopoulos to
the apprehension room at 3:45 p.m. Once Demicco and Angelopoulos
arrived in the apprehension room, a female security guard performed a
pat-down search of Angelopoulos, after which she was handcuffed to a
table in the room. Also upon entering the room, someone from the loss
prevention department searched Angelopoulos’s bags to make certain no
other unpurchased goods were present in the bags. Demicco asked for
and received Angelopoulos’s identification. At that point in time,
Angelopoulos asked to be released from the handcuffs.

Rather than releasing Angelopoulos from the handcuffs, Demicco
showed Angelopoulos an “admission form,” and explained to her that once
he wrote down her general information, “it was up to her if she wanted to
admit to it, then she would sign it. If not, then she would be released.”
Demicco further testified that he would not release Angelopoulos from the
handcuffs “until I got down her general information and explained [the
form] to her.”

Demicco acknowledged that Angelopoulos, at first, did not want to sign
the form. When Demicco refused to release Angelopoulos from the hand-
cuffs, Angelopoulos asked to see a store manager. Demicco first brought
Llewellyn, the manager of loss prevention for Lazarus’s South Hills Village
store, to speak with Angelopoulos. When Llewellyn refused to release
Angelopoulos from the handcuffs, she again asked to speak with a store
manager. At that time, Patty Connelly, the executive vice-president of the
store, arrived to speak with Angelopoulos. Connelly declined to interfere.

At trial, Llewellyn admitted that Angelopoulos asked to be released
from the handcuffs as soon as he entered the room. Llewellyn further
admitted that prior to his encounter with Angelopoulos, he had checked
out Angelopoulos’ credit history at the store. Thus, the record is clear that
at the very latest, Lazarus possessed the information necessary to identify
Angelopoulos, and to verify her identity, at the beginning of the encounter
between Llewellyn and Angelopoulos.

Demicco testified that if a person refused to sign the “admission form,”
they would be released from the handcuffs and be “free to go.” Thus, the
record is also clear that Lazarus did not intend to detain Angelopoulos for
the purpose of calling a peace officer or initiating criminal proceedings, but
for the purpose of presenting an admission form and gaining the suspected
shoplifter’s signature on that form.

Based upon the foregoing, we discern no abuse of discretion by the
trial court. At the very latest, Lazarus’s authority to detain Angelopoulos
ended prior to the time Llewellyn entered the apprehension room.
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The only purpose for further detaining Angelopoulos was to secure her
signature on an admission form. We agree with the trial court’s conclusion
that Lazarus’s continued detention of Angelopoulos, in handcuffs,
exceeded all bounds of decency and we express our outrage at such
a procedure. Such coercive tactics are not authorized by the Retail Theft
Act. Accordingly, we affirm the trial court’s grant of a new trial based upon
Angelopoulos’ challenge to the weight of the evidence.

Lazarus next claims that the trial court erred in submitting the issue
of punitive damages to the jury. According to Lazarus, there was no
evidence that Lazarus “acted with malice, ill-will, or in reckless disregard
of Angelopoulos’ rights.” We disagree.

“Punitive damages are awarded to punish a defendant for certain
outrageous acts and to deter [it] or others from engaging in similar
conduct.” In general, the assessment of punitive damages is proper when-
ever a party’s actions are of such an outrageous nature as to demonstrate
intentional, willful, wanton or reckless conduct resulting from either an
evil motive or because of a reckless indifference to the rights of others. It is
the role of the trial court to determine, in its discretion, whether the plain-
tiff has presented sufficient evidence from which a jury could reasonably
conclude that the defendant acted outrageously.

As set forth above, the evidence of record supported the trial
court’s conclusion that Lazarus detained Angelopoulos in violation of
the Retail Theft Act for an unreasonable period of time, in an unreason-
able manner, and for a nefarious purpose. At the very least, Lazarus’s
conduct exhibited a reckless indifference to the rights of Angelopoulos.
Accordingly, we discern no error by the trial court in submitting
the issue of punitive damages to the jury. Thus, Lazarus is not entitled
to relief on this claim.

For the foregoing reasons, we affirm the Order of the trial court
awarding a new trial to Angelopoulos. Order affirmed.

CASE COMMENT

This case represents a classic example of overzealous security personnel
and methods. In this case, the court noted that the security personnel
initially had probable cause to detain and investigate the theft of
chocolates—as evidence by the video surveillance. Once the plaintiff was
confronted, identified, and searched for further evidence of theft, any
additional detainment, especially by the use of handcuffs, was improper.
The continued detainment was not only violative of the Retail Theft Act,
it also exposed the store to punitive damages due to the overzealous
actions of the security personnel. In addition, the fact that the supervisor
and the vice president did not intercede to resolve this manner, the expo-
sure to the store is elevated due to apparent corporate acquiesce to this
excessive conduct.
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Investigative Methods
Legal Guidelines

While it is beyond the scope of this casebook to provide a list of compre-
hensive and exhaustive guidelines, some useful principles may help
the reader understand and prepare for interrogations and investigations.
While all cases are fact-driven, certain guidelines can be articulated.
In order to more fully appreciate the assessments needed to achieve this
balance, the following legal guidelines may be helpful (for additional infor-
mation please refer to the citations and to your legal counsel for further
guidance).

As explained in the above case, the at-will doctrine essentially provides
that an employee can be discharged at any time, with or without cause.
Obviously, this provides the employee with little job security or protection.
It also provides a great deal of discretion related to employment actions by
the employer. As noted by the Theisen court, there are certain generally
accepted exceptions to this doctrine. They typically entail the following:

1.  Legislative prohibitions which provide restrictions on employment
decisions that are based on certain individual characteristics, such
as race, age, sex, religion, disability, family and health reasons, and
the like. Typically, these causes of action stem from employment
actions that are motivated by discriminatory purposes.

2. Contractual prohibitions which typically relate to union contracts
or contracts between the individual and the employer. In most
union contracts, the employer must show “just cause” before an
employee can be subject to an adverse employment action. In
essence, just cause is defined as “cause outside of legal cause,
which must be based on reasonable grounds, and there must be a
fair and honest cause or reason, regulated by good faith.”6 In order
to show this standard, certain factors are considered. If any ques-
tion is answered “no” then it is typically deemed just cause did not
exist. The factors include the following:

a.  Was employee forewarned that offense could result in sanction?

b.  Was employer’s position regarding the employee’s conduct
reasonable?

c. Did the employer investigate before acting?

d. Was the investigation fair?

e. Was there substantial evidence to support the charges
against the employee?

f.  Were the employer’s actions non-discriminatory?

g. Was the degree of discipline reasonably related to the
nature of the offense and the employee’s past record?

3. Handbook provisions also can affect the at-will doctrine.
As noted in the above discussion, these provisions can bind
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the employer to sanction the employee only in a manner that
is consistent with the language of the handbook. In this sense,
employers must be careful not to use language that would
appear to establish a contract between the parties. It is advised
that handbooks should include a conspicuous disclaimer that
affirmatively states:

a. No contract between the parties exists.

b.  Limits the validity of any oral statements to the contrary.
c. Re-affirm at-will status of employees.

In assessing handbook language, it is advisable to avoid or qualify
language such as “permanent employment” and “job security.”
These phrases entail some expectation that the employment
provides more than an “at-will” status.

Public policy exceptions also may affect the at-will status. The
often common exceptions are job protections afforded to
“whistleblowers” who disclose information related to criminal
activity within the company. In addition, a widely accepted
exception is retaliation against an employee who previously
filed a worker’s compensation claim. In both instances, the
public policy exception is designed to protect employees from
retaliation. In the former instance, it protects employees who
report criminal activity (whistleblowers), and in the latter, it
protects employees who exercise their right to claim workplace
injuries (worker’s compensation).

Interrogations

Interrogations should be obtained freely and voluntarily, with no force,
pressures, duress and/or coercion applied in an attempt to gain the confes-
sion or to elicit information.” When the person being interviewed is
considered a suspect to a crime, absent some extenuating circumstances,
the police must first advise the suspect of their Miranda rights prior to
engaging any questioning. The purpose of Miranda is to dispel the compul-
sion inherent in custodial surroundings and interrogations. The elements
of a Miranda warning consist of:?

1.
2.

3.
4.

Right to remain silence

Advisement that any information elicited can be used in court
against him/her

Right to an attorney

If the suspect cannot afford an attorney, one will be provided
free of charge.

These Miranda rights are only applicable if “state action” is involved.
This is so because the Fifth Amendment protection against self-incrimination
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is only applicable when government agents or actors are conducting the inter-
rogation. However, as will be presented in Part IV, the distinction between
state and private action is not always clear. As a rule of thumb, if the interro-
gation (or any prior or subsequent investigation involved police officers or
other government law enforcement officials), then it may be wise to adminis-
ter Miranda warnings. While it is difficult to make any blanket assertion,
since all cases have different factual basis, it is particularly important to do so
if criminal prosecution of the suspect is intended or even likely.

The logic of this assertion goes to three premises. First, if the suspect
subsequently contends that any confession was obtained under duress or
coercion, a signed statement where the suspect waives Miranda can be
powerful evidence that statement was indeed voluntary. While this is not
“definitive” evidence, it is certainly useful. Another evidentiary technique
is to record the statement by audio or video means. Second, in the event
that the court deems that the Fifth Amendment is applicable—by finding
state actor(s) was involved—the failure to obtain a waiver of Miranda may
preclude any statement from being admitted in the criminal trial. Third,
the administration of Miranda warnings is also a clear and powerful indi-
cator that the interrogation was done in a professional and reasonable
manner. Again, while this is not definitive proof that the interrogation was
not coerced or made under duress, it is nonetheless, an excellent indicator
of professionalism and reasonableness. Consequently, for these reasons,
I generally recommend that private security personnel issue Miranda
warning under the same circumstances as when police officers are required
to do so.

Some may disagree with this general proposition.® While it makes
sense not to administer Miranda warnings when the law would not require
such, the reasons for doing so, as articulated above, should be considered
in situations when criminal prosecution is intended or even possible.

The circumstances surrounding an interrogation must be assessed in
light of their objective reasonableness. In making this assessment, courts
often look to the location, setting, and techniques used in the interrogation
(or the interview). Some guidance may be useful.

Setting

The room where the interrogation takes place can be critical.® It should
allow for privacy, but not so remote as to be isolated from the workforce. An
isolated interrogation room may expose the employer to allegations that the
interrogation was coerced, or conducted in a surreptitious manner. In this
sense, balance the dignity and privacy of the accused against the perception
that the interrogation was conducted in a secret and secluded place. In the
latter sense, this gives the perception the employer had something to hide,
as opposed to simply providing the employee his/her privacy. Remember in
these circumstances, perception often becomes reality.
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The placement of furniture and office equipment should also be
considered. If possible, the door should be closed, or cracked open. It should
not be locked. The individual being interrogated (or interviewed) should
be seated in a chair near the door, without any furniture or other items
obstructing an easy exit from the room. In addition, a telephone should be
within reach of this individual at all times. Further, any item which could
be construed as intimidating or coercive should be removed from the room
or not be in plain view of this individual. For example, while it is gener-
ally neutral to have the personnel files of the employee in view, it may be
inappropriate to expose the contents of the file. This is especially true if
the file contained sentimental or incriminating photo