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Broward Health in Fort Lauderdale, Florida. She began her career in risk management
twenty-eight years ago, working for PHICO Insurance Group, Inc., in Mechanicsburg,



XViii The Contributors

Pennsylvania. Past positions include director, risk and insurance, for Keystone Health
System in Drexel Hill, Pennsylvania; director, risk and insurance, at Holy Cross
Hospital in Fort Lauderdale, Florida; and system director of risk management at
Intracoastal Health System, West Palm Beach, Florida. She has served on many
ASHRM committees and as a faculty member of the 1988 annual conference and
nominations committee. She has served two terms on the ASHRM board of directors.
While in Philadelphia, she held various officer and committee positions with the
Philadelphia Area Society for Healthcare Risk Management and the Pennsylvania
Association of Health Care Risk Management. She has also been recognized on three
occasions for outstanding contributions to the field of risk management by the
Philadelphia Area Society for Healthcare Risk Management and the Pennsylvania
Association of Health Care Risk Management. She is a past president and a board
member of the Florida Society for Healthcare Risk Management and Patient Safety
and was reelected as president for 2008—-2009 term. Johnson is a member of the advi-
sory board for the journal, Healthcare Risk Management, published by American
Health Consultants, and has held positions on the Broward County Risk and Insurance
Management Society board of directors. She was awarded the ARM designation in
1990 and the FASHRM designation in 1991. She is a licensed health care risk manager
(LHRM) in the state of Florida.

TRISTA JOHNSON, PhD, MPH, is the director of performance measurement and
analysis for Allina Hospitals and Clinics. Johnson provides coordinated, accurate anal-
ysis and results to drive organizational improvement. Previously, she served as the
director of patient safety and coordinated initiatives and measurements across the
eleven hospitals and forty-four clinics in the Allina system. She was involved in
the creation of a standard data collection tool and taxonomy for patient safety events
and continues to work with this system through analysis of the data and use of the
results in safety collaboratives. A few examples of collaboratives conducted while
leading patient safety include falls prevention, teamwork and patient safety, insulin
safety, and the THI trigger tool analysis. Johnson serves as a member of the Minnesota
Alliance for Patient Safety (MAPS), which is involved in implementing the mandatory
statewide reporting of the twenty-seven National Quality Forum events. She completed
her doctoral work on the application of epidemiology to the study of medical errors.

LEILANI KICKLIGHTER, RN, ARM, MBA, CPHRM, DFASHRM, principal, the
Kicklighter Group, is an independent consultant offering health care risk management,
patient safety consulting, and stress management education. She serves as a risk man-
agement consultant to ambulatory surgery centers and is the course coordinator and
instructor for the health care risk management online certificate course offered by the
University of South Florida. This is a preparatory course laying the foundation for
licensure in Florida as a health care risk manager. Most recently, she served as the cor-
porate director of risk management services and patient safety officer for a large long-
term care and skilled nursing facility. Previously, she was a health care risk management



The Contributors X1X

consultant with a large global insurance broker and consulted throughout the United
States and internationally. Kicklighter began her career as a registered nurse. Her
experience in health care risk management spans more than thirty years and has
afforded her experience in a variety of health care organizational settings, including a
large teaching hospital, a university medical school, a large multispecialty clinic, a for-
profit community hospital, a not-for-profit integrated health care multifacility system,
and a large HMO. She has been a member of the American Society for Healthcare
Risk Management (ASHRM), since its inception, serving on numerous committees,
the board of directors, and as president in 1997-1998. Kicklighter has been awarded
the DFASHRM designation from ASHRM. She is the past president and board mem-
ber of the Florida Society for Healthcare Risk Management and Patient Safety. She
has a master’s in business administration from Nova Southeastern University and has
earned designations as an associate in risk management (ARM) and a certified profes-
sional in health care risk management (CPHRM). Kicklighter is a licensed health care
risk manager (LHRM) in the state of Florida. She is a well-known author and lecturer
in the fields of infection control and risk management on the local, state, national, and
international levels.

JANE J. MCCAFFREY, MHSA, DFASHRM, is the director of Quality Management
Services at Self Regional Healthcare in Greenwood, South Carolina. She has devel-
oped risk management programs at several South Carolina hospitals over the past
twenty years. McCaffrey has served twice as president of the American Society for
Healthcare Risk Management (1985 and 2003). She participates on several state-level
patient safety and risk committees and was a faculty member for fundamentals of risk
management for over a decade. McCaffrey received ASHRM’s Distinguished Service
Award in 1994. She also serves on the editorial advisory boards for ECRI’s newsletter
Risk Management Reporter and American Healthcare Consultants’ Healthcare Risk
Management. In 2005, she became a member of Health Research and Educational
Trust’s 2005-2006 Patient Safety Leadership Fellowship Class.

DENISE MURPHY, RN, BSN, MPH, CIC, Vice President and chief safety and quality
officer at Barnes-Jewish Hospital JC Healthcare in Saint Louis. Before taking that
position, she spent seven years as director of health care epidemiology and patient
safety for BJC HealthCare. Murphy went to nursing school in Philadelphia, received
her bachelor of science in nursing in Portland, Maine, and holds a master of public
health degree from the Saint Louis University School of Public Health. Murphy’s early
nursing experience was in pediatric ICUs, surgical nursing, and nursing management.
She entered the field of infection control in 1981, sitting for the first certification in
infection control (CIC) exam in 1983. She has been an ICP in hospitals ranging from
100-1200 beds in rural and urban settings. Her presentations and publications are
numerous on prevention of surgical site infections, bloodstream infections, and venti-
lator-associated pneumonia and on redesigning infection control services, the business
of infection control, and establishment of patient safety programs. Murphy is an active



XX The Contributors

member of the Association for Professionals in Infection Control and Epidemiology
(APIC), the Society for Healthcare Epidemiology of America (SHEA), and the
American Society for Healthcare Risk Management (ASHRM). She is a past president
of the APIC Greater Saint Louis chapter and currently serves as a director on
the APIC national board and chair of strategic planning. Murphy was a four-year member
of the APIC annual conference task force and is currently the ICP representative
on the SHEA educational conference planning committee. She graduated from the first
AHA/National Patient Safety Foundation-sponsored leadership fellowship training
program in 2003.

JUDITH NAPIER is corporate director, risk management and patient safety, for Allina
Hospitals and Clinics in Minnesota. Before joining Allina, Napier was senior director,
patient safety and risk management services, for Children’s Hospitals and Clinics in
Minnesota. Napier has held the position of senior vice president for MMI Companies,
an international health care risk management firm, where she was responsible for an
international consulting division and product innovation and customization, specifi-
cally introducing new risk management strategies and products to the health care
industry. Before her work with MMI Companies, she practiced nursing in high-risk
perinatal units and taught maternal child nursing in several academic accredited nurs-
ing programs at both the baccalaureate and associate degree level. Her career includes
clinical practice, consultation, teaching, and more than twenty years as an executive in
the health care industry. Napier holds a bachelor’s degree in nursing from Niagara
University and a master’s degree in maternal child clinical specialty nursing from
California State University at Los Angeles. She has received a certificate of comple-
tion from HRET and the Health Forum Patient Safety Leadership Fellowship. Napier
has been a frequent national and international speaker in the area of patient safety,
quality, and risk management.

PAMELA J. PARA, RN, MPH, CPHRM, ARM, FASHRM, is a nurse consultant for
the Midwestern Consortium of the Centers for Medicare and Medicaid Services
(CMS) in Chicago, Illinois. In this role, Para is responsible for the coordination of
non-long-term care federal oversight functions in the Division of Survey and
Certification for transplant centers, organ procurement organizations, end-stage
renal dialysis centers, critical access hospitals, home care, and hospice providers.
Para has served as the director of professional and technical services for the American
Society for Healthcare Risk Management of the American Hospital Association in
Chicago. Other experience includes evaluating a variety of health care organiza-
tions, nationwide and in Puerto Rico, for potential medical professional, general,
and workers’ compensation liability exposures for a major commercial insurance
carrier. She has also performed medicolegal reviews of potential and litigated claims,
negotiated settlements, managed workers’ compensation claims, and served as
adviser to risk managers and other corporate claims coordinators of various self-
insured health care facilities in the metropolitan Chicago area and nationwide for a



The Contributors XXI

third-party claims administrator. Para has nearly twenty-five years of professional
health care experience, beginning as a registered professional nurse in both civilian
and military maternal-child clinical settings. She received a bachelor of science
degree in nursing with a minor in Spanish from DePauw University in Greencastle,
Indiana, and a master of public health degree from the University of Illinois at
Chicago. She holds the designations of certified professional in health care risk man-
agement (CPHRM), associate in risk management (ARM), and Fellow of the
American Society for Healthcare Risk Management (FASHRM). Para is a published
author, educator, and frequent presenter on risk management and workers’ compen-
sation topics.

GINA PUGLIESE, RN, MS, vice president of the Safety Institute, Premier Inc.,
Chicago. She holds associate faculty appointments at the University of Illinois School
of Public Health, Division of Epidemiology and Biostatistics, and Rush University
College of Nursing, Chicago. Pugliese is on the editorial advisory board of the Joint
Commission Journal on Quality and Safety and is the senior associate editor of
Infection Control and Hospital Epidemiology. She is the codirector of the international
Healthcare Epidemiology Training Program sponsored by the Society for Healthcare
Epidemiology of America (SHEA) and the Centers for Disease Control and Prevention
(CDC). For eight years, Pugliese was the director of safety of the American Hospital
Association, Chicago. She was a founding board member and past president of the
national Certification Board of Infection Control (CBIC) and has served as a board
member of the national Association for Professionals in Infection Control
and Epidemiology (APIC). She is the author of more than 130 publications and has
served on the faculty in more than 300 educational conferences in thirteen countries
and has appeared in more than thirty videotape, television, and teleconference pro-
grams. Pugliese currently serves on several national committees, including the expert
panel for the CMS National Surgical Infection Prevention (SIP) and Surgical Care
Improvement Projects (SCIP), AHRQ’s Patient Safety Research Coordinating Center
Steering Committee, and FDA’s Medical Product Surveillance Network (MEDSUN)
Advisory Group. Pugliese is the 2001 recipient of the APIC Carole DeMille outstand-
ing achievement award in safety and epidemiology. In 2004, the Gina Pugliese
Scholarship was established for five clinicians to attend each of the SHEA-CDC inter-
national health care epidemiology training courses, held every other year, in recogni-
tion of her contributions to health care epidemiology.

MADELYN S. QUATTRONE, JD, is a senior risk management analyst for ECRI,
Plymouth Meeting, Pennsylvania. She is editor of ECRI’s publication Continuing
Care Risk Management and is a regular contributor to ECRI’s Healthcare Risk Control
System. She has been a panelist in ECRI audioconferences discussing risk manage-
ment and legal issues involving the health information privacy regulations and the
security regulations of the Health Insurance Portability and Accountability Act of
1996 (HIPAA). Before joining ECRI, Quattrone was a shareholder in the law firm



XXii The Contributors

of George, Koran, Quattrone, Blumberg & Chant, PA, in Woodbury, New Jersey, con-
centrating on the defense of medical malpractice cases, from 1982 to 1999. A member
of the bar of the Commonwealth of Pennsylvania, New Jersey, the U.S. District Court
of New Jersey, the Third Circuit Court of Appeals, and the U.S. Supreme Court,
Quattrone achieved certification by the New Jersey Supreme Court as a civil trial attor-
ney in 1990 and was selected for membership in the American Board of Trial Advocates
in 1993. Quattrone has also provided risk management consultation to physicians,
hospitals, and professional liability insurers and contributed to the development of a
clinical-legal correspondence course for the Medical Inter-Insurance Exchange of
New Jersey. She has written regularly for numerous publications, including the
Emergency Physician Legal Bulletin, the Emergency Nurse Legal Bulletin, and the
Emergency Medical Technician Legal Bulletin. For many years, Quattrone cowrote a
column on legal and risk management issues affecting emergency nurses in the Journal
of Emergency Nursing. She has developed case scenarios and participated in mock
medical malpractice trials for audiences of physicians, medical students, residents,
and clinical engineers and has been a frequent speaker in numerous risk management
areas, including informed consent, ethical and legal issues involving human reproduc-
tion, obstetrics, the provision of emergency care, and medical record documentation.
Quattrone earned a doctor of law degree from Rutgers University School of Law,
Camden, New Jersey, and a bachelor of arts degree in anthropology from Temple
University, Philadelphia, Pennsylvania.

MICHAEL L. RAWSON is the former corporate director of safety, security, and envi-
ronmental health for Intermountain Health Care (IHC) in Salt Lake City, Utah, where
he has been employed for twenty-six years. His responsibilities include management of
safety, security, and environmental health issues and compliance with regulatory activi-
ties specific to these areas. Rawson holds a bachelor of science degree in sociology with
a certificate in law enforcement from the University of Utah and a master’s degree in
administration of justice from Wichita State University. He is a certified health care safety
professional (CHSP), a certified health care environmental manager (HEM), and a senior
of the American Society for Healthcare Engineering (SASHE). Rawson has served on
various committees with the American Society for Healthcare Engineering, the National
Fire Protection Association (NFPA), the U.S. Department of Homeland Security (DHS),
and the U.S. Department of Veterans Affairs—Facilities (VA) and as president of the
Mountain States Society for Healthcare Engineering (MSSHE). Rawson is a faculty
member for ASHE-sponsored Environment of Care Joint Committee Survey Process
Preparation programs and has presented programs on hospital security, safety, and emer-
gency preparation and management throughout the United States.

ELAINE RICHARD, RN, MS, earned a master’s degree in public health at the
University of Minnesota, where she served on the faculty from 1972 to 1984. During
her tenure there, she pioneered one of the first post-RN and ANA-accredited geriatric
nurse practitioner programs before nurse practitioner programs were recognized by



The Contributors XXIil

the National League for Nursing. In 1977, she developed a National Institute of
Occupational Safety and Health (NIOSH) graduate-level program in occupational
health nursing and was subsequently promoted to associate professor. Richard later
served as a NIOSH consultant reviewing university applications for occupational
health training programs in the fields of medicine, nursing, safety, and industrial
hygiene. She has lived in Tampa since 1984. Richard served as executive director of
Saint Joseph’s HealthLine and Community Care over a period of ten years. In this
capacity, she planned and developed the occupational health program and clinic and
corporate wellness programs. As part of the Hillsborough County initiative to serve
the indigent population, she developed and implemented Saint Joseph’s first off-site
primary clinics to serve this population. In 1995, she became the executive director
and regional vice president of EverCare, a subsidiary of United Healthcare, and imple-
mented the EverCare Program in Florida for residents in long-term care institutions.
This successful Medicare demonstration project uses geriatric nurse practitioners to
bring added value to patients residing in nursing homes. Since retirement, she has
worked with the University of South Florida’s School of Aging Studies in the develop-
ment and maintenance of the risk management course.

SHEILA HAGG-RICKERT, JD, MHA, MBA, CPCU, PHRM, DFASHRM, associate
system director of risk management, CHRISTUS Health. She is responsible for over-
sight of CHRISTUS’s loss prevention, claims management, and risk financing pro-
grams. Previously, she served as corporate risk manager for both for-profit and not-
for-profit acute care and long-term care health systems, as an insurance broker, and as
a health care risk management consultant. She has served on the board of directors for
the American Society for Healthcare Risk Management (ASHRM) and has presented
and written extensively on health care risk management and health law topics. She
served as faculty for ASHRM’s Advanced Forum, the third learning module in the
Barton Certificate program, for more than a decade. Hagg-Rickert holds a doctor of
law degree from the University of l[owa and masters degrees in both business adminis-
tration and health care administration from Georgia State University. She has earned
chartered property and casualty underwriter (CPCU) and certified professional in
health care risk management (CPHRM) designations and is a Distinguished Fellow of
the American Society of Healthcare Risk Management (DFASHRM).

FREDERICK “RICK” ROBINSON, JD, is partner in charge of the health law practice
in Fulbright & Jaworski’s Washington, D.C., office. His cases cover all phases of
trial and appellate practice in both criminal and civil matters, including qui tam or
“whistleblower” lawsuits under the federal False Claims Act. He helps health care
providers create and implement corporate compliance programs and with voluntary
disclosure matters. Robinson graduated with honors from Duke University School of
Law in 1982 and is admitted to the bar in Maryland and the District of Columbia. He
has written numerous articles and is a regular speaker at seminars and conferences
regarding health care litigation and compliance matters.



XXiV The Contributors

JEANNIE SEDWICK, ARM, is a former health care broker for Aon Risk Services,
Inc., based in Winston-Salem, North Carolina. Previously, she was director of risk
management for Wake County Hospital System, Inc., in Raleigh, North Carolina, for
more than twenty years. She held the position of vice president of marketing for the
Medical Protective Company/Employers Reinsurance Company and was responsible
for production of health care accounts for the southern United States. She served as
managing director for property casualty for Insurance Resource, Inc., a division of the
American Hospital Association, in Chicago, Illinois. She served on the ASHRM board
for six years and was president in 1996-1997. She is a founding member of the North
Carolina Chapter of ASHRM and has served as its president and board member and on
many committees. She was recognized for her contributions to the North Carolina
ASHRM chapter and was awarded the Distinguished Service Award in 1996. Sedwick
was named to the Business Insurance Risk Manager of the Year Honor Roll in 1997
for her contributions to the field of risk management and for her achievements as risk
manager at Wake County Hospital System.

KATRINA A. SHANNON, BA, JD, risk management coordinator for Barnes-Jewish
Hospital in Saint Louis, and adjunct professor at Maryville University in Saint Louis.
Shannon received her bachelor of arts degree in business management and her certifi-
cate in health information management from Saint Louis University. She received her
doctor of law degree from Saint Louis University School of Law and a health law cer-
tificate from the Saint Louis University School of Law Center for Health Law Studies.
She is licensed to practice in Missouri. Shannon is a former law clerk for the BJC
Health System, Armstrong Teasdale LLP, and a former associate attorney for Lashly
& Baer, PC. In these roles, Shannon practiced corporate, government, education, and
health care law. Shannon is a member of the Missouri Bar Association, the Mound
City Bar Association, the Saint Louis Area Health Law Association, the Saint Louis
Association for Health Care Risk Managers, and the American Society for Healthcare
Risk Management.

RONNI P. SOLOMON, JD, is executive vice president and general counsel at ECRI, a
nonprofit health services research agency in suburban Philadelphia that focuses on the
safety, quality, and cost-effectiveness of patient care. Solomon has approximately
twenty years’ experience in health care risk management, patient safety, law, and regu-
lation. She works with leaders at hospitals, health systems, government agencies, con-
tinuing care organizations, and insurance providers to implement patient safety and
quality assessment systems. She has published numerous articles and book chapters
and has lectured frequently in the United States and abroad. Solomon serves as the
center director for ECRI’s Collaborating Center for the World Health Organization in
patient safety, health care technology and risk management. She is a past member of
ASHRM’s board of directors and has served in many other leadership roles for
ASHRM. She received ASHRM’’s first Award for Writing Excellence.



The Contributors XXV

NANCY TUOHY, RN, MSN, is a medication safety specialist at ISMP. She is also the
assistant editor for ISMP’s Nurse Advise-ERR and a contributor to the other ISMP
medication safety alert publications. Tuohy’s interests include patient safety and health
care systems analysis, including the evolution of health care informatics. Her prior
work experiences cover a broad range of health care settings, including pediatrics, crit-
ical care, outpatient clinic, elementary school, pharmaceutical research, and prehospi-
tal care as an emergency medical technician. Tuohy obtained her bachelor of science
in nursing degree at the University of North Carolina at Chapel Hill and her master of
science in nursing degree at the University of Pennsylvania. She also holds a bache-
lor’s degree in psychology from Wake Forest University.

JOHN C. WEST, JD, MHA, DFASHRM, is a senior health care consultant with AIG
Consultants Inc., Healthcare Management Division. He holds a bachelor’s degree from
the University of Cincinnati, a law degree from Salmon P. Chase College of Law, and
a master’s degree in health services administration from Xavier University. He received
the Distinguished Service Award from ASHRM in 2001, the highest honor bestowed
by that society. He also received the designation of Distinguished Fellow of the
American Society for Healthcare Risk Management (DFASHRM) in 1999. West has
been a frequent speaker at national and regional educational programs and has pub-
lished numerous articles on various aspects of health care risk management. He cur-
rently writes the “Case Law Update” column on a quarterly basis for the Journal of
Healthcare Risk Management.

KIMBERLY M. WILLIS, CPCU, ARM, is senior vice president of Endurance U.S.
Healthcare Insurance Services. In this capacity, she is responsible for developing and
executing strategy for the U.S. Healthcare practice. Prior to joining Endurance, Willis
served as vice president, field underwriting, for Berkley Medical Excess Underwriters.
She was responsible for management of underwriting strategy, achievement of profit-
ability and premium volume goals, and oversight of distributor relationships. Willis
also served as managing director, health care syndication, for Aon Risk Services. She
managed a team responsible for the design, negotiation, and broking of over $500 mil-
lion in health care professional liability premiums. Willis earned her bachelor of sci-
ence degree in business administration at the University of Missouri and a master of
business administration degree from Maryville University. She holds the chartered
property and casualty underwriter (CPCU) and associate in risk management (ARM)
designations.

SHEILA COHEN ZIMMET, BSN, JD, is associate vice president for Regulatory
Affairs at Georgetown University Medical Center. Previously she was associate dean,
research compliance, at Weill Medical College of Cornell University, where she serves
as the course director for the Tri-Institutional Responsible Conduct of Research
course for Weill Cornell Medical College, Rockefeller University, and Memorial



XXVi The Contributors

Sloan-Kettering Institute. She previously served as Director of Research Assurance
and Compliance and as senior counsel for Georgetown University Medical Center.
She started her professional career as a neonatal intensive care nurse after earning her
undergraduate nursing degree from Georgetown University in 1971. After she received
her JD from Georgetown in 1975, Zimmet pursued a legal career with the federal gov-
ernment in occupational and mine safety and health. She returned to Georgetown
University in 1984, where her health law practice focused on clinical, bioethical, and
biomedical research issues, professional liability and risk management, and other hos-
pital and higher education legal issues involving patients, students, faculty, and staff
that are common to academic medical centers. Zimmet also serves as a member of the
National Advisory Research Resources Council to the National Institutes of Health.



The student of risk management is entering a field in health care filled with challenges,
excitement, obstacles, passion, frustration, and confusion, all combined with a strong
sense of purpose and commitment. You’ll either love it or be frightened by it. Risk
management is not a stop on the road; it is a journey. For individuals who like a chal-
lenge, consider themselves change agents, understand organizational systems and
processes, and have the ability to see the big picture and connect the dots, this is the
profession for you.

The position of risk manager is an engaging one with never-ending tasks and a
boredom factor of zero. You’ve heard the phrase “The job is what you make it.”
Nothing could be truer in health care risk management. The experience and expertise
necessary (or as required in the job description) to carry out the assigned responsibili-
ties and tasks are often discussed, but seldom identified are the other skills or personal
attributes that are equally important if one is to succeed as a risk management profes-
sional. They include good judgment, common sense, tenacity, intuition, critical think-
ing skills, the ability to team well and lead well, and excellent communication skills,
both verbal and written. These essential personal attributes are generally not specified
in job descriptions, are hard to test, and are often difficult to assess during the inter-
view process.

This Student Edition offers a blend of necessary technical information and guid-
ance on how to apply that information using the personal attributes just mentioned.
“What does all this mean to the risk management professional?” is a question that is
answered throughout the book. The Student Edition is thus intended to be both practi-
cal and technical. It offers a wide range of expertise from twenty-nine nationally rec-
ognized experts on a variety of health care-related risk subjects.

Although the focus of responsibilities for the risk management professional has
changed over time, the underlying principle of asset preservation through safe patient
care has not. Nothing in risk management ever seems to go away; we keep adding to
the wealth of information through new practices, procedures, protocols, systems, leg-
islation, technological advances, value-based purchasing strategies, and so on. What
has changed is how we evaluate organizational risks, the impact that one risk has on
another, and our approach to eliminate or manage those risks through alternative risk
financing strategies and risk control initiatives. The field of health care risk manage-
ment continues to evolve, mature, and expand as the concept of enterprise risk
management takes hold in health care organizations. This necessitates that the profes-
sionals responsible for managing risk also grow and change.
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In today’s health care environment, the risk management professional is a facilita-
tor, mediator, negotiator, coordinator, orchestrator, and agent of change. The function
has also changed, from employing tactical skills to developing and implementing
strategy. Consequently, the role is becoming more proactive and less reactive. What
comes to mind is a famous line from the movie All About Eve: “Fasten your seatbelts;
it’s going to be a bumpy night.” The challenge for the risk management professional is
how to get it all accomplished and in a timely manner given limited resources (finan-
cial, human, and time) while preserving our own quality of life.

Preparing this book for publication has required the resolve of a dedicated team.
I want to express my gratitude and thanks to all the members of the Student Edition
and Faculty Guide work group for their determination and commitment to this project:
Kathryn Hyer, University of South Florida; Peggy Martin, Lifespan Risk Services;
Glenn Troyer, Kreig DeVault, LLP; Sylvia Brown, Premier, Inc.; Ben Gonzales,
Montana Health Network, Inc.; Peggy Nakamura, Adventist Health; Kathleen Shostek
and Karen Holloway, ECRI; and Joe Pixler, American Society for Healthcare Risk
Management.

I also extend a personal thank-you to my family for allowing me to miss many
meals and stimulating conversations so that I could concentrate on getting this Student
Edition ready for publication. A special thank-you goes to Terrance ‘“Red” Carroll, my
brother, who continues to support all my efforts.

We hope you find this Student Edition easy to use and a valuable resource for your
reference library.

Welcome to the world of risk management!

Roberta L. Carroll, Editor



The goal in developing the Student Edition of the Risk Management Handbook for
Health Care Organizations was to offer students of risk management from a variety of
backgrounds and settings a handbook that could be used both as a tool for study and as
an authoritative reference text for later consultation. The Student Edition of the
Handbook is not meant to be the final authority on any risk subject covered but rather
an incitement to whet the appetite for additional reading and further learning. That
being said, however, a beginning risk management professional desirous of imple-
menting a risk management program could pick up this book and have a comprehen-
sive road map of what to do, how to do it, and why it must be done.

The Student Edition begins by addressing basic concepts and considerations such
as developing a risk management program, the risk management professional and
stages in professional development, relationship with patient safety, legal concepts
made easy, and the importance of effective governance. The student then progresses to
recognize and understand the complexity and risks associated with medication safety,
documentation, noncompliance with statutes, standards and regulations, and accredita-
tion and licensure requirements. Basic claims administration, an introduction to risk
financing and its basic principles and coverage, and the different internal and external
methods used to identify organizational risks are all covered in a basic, uncomplicated
manner. Ethics in patient care, risk management metrics and benchmarking, emergen-
cy management, and occupational health and safety, are discussed in terms of organi-
zational culture and environment, organizational preparedness, and measurement.

These chapters have been carefully selected for the Student Edition from among
the fifty-nine chapters in the three-volume Risk Management Handbook for Health
Care Organizations, Fifth Edition. Consideration was given to what could reasonably
be covered in a one-semester university course at either the graduate or undergraduate
level. Other chapters could have been included, covering a whole host of other sub-
jects (all equally relevant to health care risk management); however, the desire was to
keep the Student Edition an introduction to the subject of risk management that can be
used as a basic guide.

The design of the Student Edition also lends itself to the study of a specific topic by
the nonacademic student. For anyone desiring to learn more about health care risk man-
agement or to understand a particular topic more fully, this text fits that need as well.

To facilitate the learning process, each chapter has been expanded to include
learning objectives, key concepts, key terms, and acronyms. The learning objectives at
the beginning of each chapter will highlight, in a concise manner, relevant questions
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the student should be able to answer after reading the material. The key concepts are
fundamental principles of the chapter; combined with the learning objectives, they set
expectations for the student reader. They identify the focus of the chapter and concepts
to keep in mind as they study the material. At the back of each chapter are lists of
important key terms and acronyms used in the chapter. These can serve as a quick test
to see how easily students can identify their meanings.

Health care professionals speak a language of their own. To complement the
Glossary at the back of the book and to assist students who do not have a clinical or
medical background or may not work in a health care setting, a “Guide to Medical
Terminology” has been included in the Student Edition.

This book has been developed for the academic environment; therefore, an accom-
panying Faculty Guide is available online. The Faculty Guide will track each chapter
and offer the faculty member, teacher, or learning facilitator additional tools not offered
in the Student Edition, such as chapter outlines, case scenarios, vignettes, puzzles,
word games, test questions and answers, and other materials supporting specific top-
ics. The Faculty Guide can be quickly updated and new material easily added. In this
manner, the teacher can keep the course fresh and up-to-date without changing the
core information in the Student Edition. It is anticipated that its shelf life will be long,
making it a desirable book to own.

Roberta L. Carroll, Editor



DEVELOPMENT OF A RISK
MANAGEMENT PROGRAM

JANE J. McCAFFREY, SHEILA HAGG-RICKERT

LEARNING OBJECTIVES

To be able to describe the key elements necessary to have a successful risk
management program

To be able to discuss three barriers for successful risk management program
development and provide at least one strategy for overcoming each

To be able to discuss one nonclinical area of related risk for a health care
organization

To be able to identify the various organizational structures that can be suc-
cessful in implementing a risk management program



2 Development of a Risk Management Program

Organizations and individuals have always sought ways to identify and reduce the
risks that threatened their existence. In primitive agrarian societies, where families and
villages produced barely enough to meet their most basic needs, the loss of a year’s
harvest, whether to forces of nature or to the plunder of warring tribes, surely spelled
disaster. The attempts of such cultures to protect their food supplies and other necessi-
ties of life from destruction by fire, flood, and theft represent history’s earliest risk
management efforts. As societies developed into industrialized economies, individuals
and organizations continued to seek ways to understand and anticipate the risks asso-
ciated with such perils in an attempt to protect valuable property from such threats,
ultimately establishing mechanisms for transferring the financial consequences of such
losses through policies of insurance.

Despite the age-old concern with protecting assets from the risks associated with
accidental losses, risk management has existed for only about fifty years.! Health
care risk management in its present form did not really begin to emerge until the mal-
practice crisis of the mid-1970s, when hospitals and other health care entities experi-
enced rapid rises in claims costs, and subsequently insurance premiums, and witnessed
the exit of several major medical professional liability insurers from the market.? This
crisis formed the basis for health care entities to develop the first risk management
programs. The American Society for Healthcare Risk Management (ASHRM,; for-
merly known as the American Society for Hospital Risk Management) was established
in 1980 in response to this developing interest in risk management among health care
organizations. Over the years, health care risk management has moved from a disci-
pline focused almost exclusively on medical professional liability issues to a profession
concerned with all of the risks associated with accidental losses facing a health care
organization.? In addition to hospitals, managed care organizations, long-term care, and
ambulatory care, other providers of health care have come to realize the value of
effective risk management and have developed formalized programs.* Increasingly,
risk management is moving toward the concept of enterprise risk management and
considering the myriad of complex legal, regulatory, political, business, and financial
risks facing health care organizations. As risk management moves toward this more
strategic orientation and risk management professionals prepare themselves for new
roles as chief risk officers, such factors as diverse work experience, higher education,
and broad-based business, financial, and technical skills will be valued in health care
risk management professionals more than ever before.> Another recent development in
risk management has been the return focus on patient safety.

The patient safety movement was prompted in large part by the 1999 publication of
1o Err Is Human: Building a Safer Health System,® which articulated the findings of an
Institute of Medicine study of the devastating consequences of widespread medical error
in the nation’s hospitals. Risk management professionals who had long had primary
responsibility for investigating, analyzing, and maintaining data regarding adverse patient
incidents joined with colleagues from performance improvement, health care adminis-
tration, and a variety of clinical disciplines in an attempt to systematically identify the
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underlying causes of medical errors in their organizations and to design and implement
effective interdisciplinary organizationwide patient safety programs.

-

CONCEPTS\

Risk management as a discipline is focused on all risks of an organization.

An effective risk management program incorporates several building blocks,
including key structural elements, sufficient scope to cover all organizational risks,
appropriate risk strategies, and written policies and procedures.

Risk management as a process uses a five-step management decision-making model.

Risk management programs protect organizational assets through the delivery of
safe patient care.

Risk management program responsibilities vary in terms of organizational structure,
size, scope of services, available resources, management commitment, and location.

- J

RISK MANAGEMENT PROGRAM DEVELOPMENT

Whatever the health care setting or the sophistication of the risk management profes-
sional, an effective risk management program requires certain elementary building
blocks: key structural elements, sufficient scope to cover all applicable categories of
risk, appropriate risk strategies, and written policies and procedures. This chapter
focuses on these building blocks, giving the novice risk management professional
guidance in developing a comprehensive risk management program and providing the
experienced risk management professional with a program overview that may be used
as a self-assessment guide.

Developing a comprehensive risk management program depends on addressing
several specific considerations. An effective risk management effort is built on key
structural elements that enable the risk management professional to develop and enforce
a risk management plan and enact the necessary changes in organizational policy. The
program must include a defined scope of risks to be managed, including an examination
of the risks associated with patients, medical staff, employees, governing bodies, prop-
erty, automobiles, and other risks that subject the health care organization to potential
liability or the threat of loss. Risk management strategies represent the mix of techniques
employed to prevent or reduce potential losses and preserve the organization’s assets.
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The final building block is a set of written policies and procedures that ensures program
uniformity and consistency and assists in communication of the program to affected
parties. This chapter describes how each of these four important considerations contrib-
utes to an effective risk management program.

KEY STRUCTURAL ELEMENTS OF THE RISK
MANAGEMENT PROGRAM

The exact structure of a health care organization’s risk management program depends
on the size and complexity of its functions and the scope of other services that it offers.
Several key structural components are necessary for any health care risk management
program to succeed. Whether an entity is just beginning to organize its risk manage-
ment program or is seeking to revamp or expand an existing program, attention to
these structural factors will help ensure that the program has a solid foundation.

Authority

The risk management professional in a health care organization must maintain sufficient
authority and respect to enact the changes in clinical practice, policies and procedures,
and employee and medical staff behavior that are necessary to fulfill the purpose of the
risk management program. The risk manager must deal on a daily basis with highly sen-
sitive and confidential information that directly affects the organization’s public image
and financial status. The risk management professional is responsible for coordinating
risk management activities with members of the medical staff and outside parties and
with managers and employees at all levels of the organization. For these reasons, the risk
management professional’s position should be relatively high in the organizational hier-
archy. Ideally, the risk management professional should report directly to the CEO, or at
least to another member of the senior administrative management team. Risk manage-
ment professionals whose positions rank below the department manager level on the
organizational chart will almost certainly face difficulty in dealing authoritatively with
medical staff, nursing administration, and department managers. They may also have dif-
ficulty gaining access to senior management and representing the organization in its rela-
tions with insurers, attorneys, and other outside parties involved in the risk management
process. In many nonhospital health care organizations and in smaller hospital facilities,
the designated risk management professional may serve primarily as a senior manager or
clinician and devote only a relatively small percentage of work time to risk management
activities. Under such a model, risk finance and insurance program administration are
typically handled by the organization’s finance department, workers’ compensation pro-
grams are managed by human resource personnel, and safety programs are developed and
overseen by a facility or maintenance manager. Although this division of labor might be
efficient for apportioning the workload required for a successful risk management effort,
it creates special challenges when establishing ownership of the risk management func-
tion and creating an identity for those activities that comprise risk management. Such
part-time risk management professionals, especially those who view their risk management
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responsibilities as subordinate to their other job duties, might find it difficult to acquire
the wide range of expertise necessary to adequately fulfill their risk management obliga-
tions and to stay abreast of rapidly changing and often complex legal and regulatory
developments affecting the field.

Visibility

The risk management professional should be highly visible in the health care organiza-
tion. No one individual can perform every function of a comprehensive risk manage-
ment program single-handed, even in the smallest health care facility. Therefore, it is
necessary for the organization’s risk management professional, through consciousness-
raising, education, and communication, to foster an awareness of risk management
practices and techniques among senior management and the governing body, medical
staff members, and employees at all organizational levels. The risk management pro-
fessional’s position should be structured to enhance opportunities for interaction with
others through service on appropriate committees, participation in educational activi-
ties such as employee orientation and staff in-service offerings, and access to organi-
zationwide communication mechanisms.

Communication

As health care facilities have merged into alliances and networks and acquired physi-
cian practices, clinics, and managed care organizations to form integrated delivery
systems (IDSs), additional issues relating to potential liability, insurance coverage,
claims management, and loss control have emerged. To anticipate risk management
pitfalls and opportunities in this environment, the risk management professional must
be an insider who is provided with information on proposed mergers, acquisitions, and
joint ventures early in the due diligence process. Equipped with such information, the
risk management professional is in a position to advise senior management on the risk
management implications of various new business arrangements, many of which can
be substantial but are frequently overlooked by executives not attuned to risk manage-
ment issues and specific insurance requirements.

Coordination

Because of the wide range of risk management functions and the diversity of activities
necessary for a successful risk management program, the health care organization
should establish both formal and informal mechanisms for the coordination of the risk
management program with other departments and functions. To adequately integrate
and coordinate risk management with other functions, the risk management profes-
sional needs to establish reporting and communication relationships with key individ-
uals within the organization:

The chief executive officer (CEO) provides a vital link to the entity’s govern-
ing board and medical staff and establishes the necessary support for the risk manage-
ment program. The CEO serves as the key decision maker for many activities crucial
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to the risk management program, such as authorizing the settlement of larger claims
and establishing insurance limits. Furthermore, the CEO often heads the team of senior
managers responsible for the development of new business opportunities, mergers,
and acquisitions.

The chief financial officer (CFO) may have multiple risk financing responsibil-
ities and provides valuable information for the risk management program. These func-
tions include establishing limits on self-insured retentions or trusts, monitoring the
financial operations of captives, and overseeing the performance of actuarial analyses. In
some organizations, the CFO is the primary purchaser of insurance coverages and must
therefore rely on information provided by the risk management professional to make
appropriate decisions regarding risk financing activities on behalf of the organization.

The performance improvement or quality management director serves as an
important source of information regarding adverse clinical events occurring within the
facility that have potentially serious risk management implications. The risk manage-
ment standards promulgated by The Joint Commission (until 2007 known as the Joint
Commission on Accreditation of Healthcare Organizations, or JCAHO) emphasize the
interdependence of risk management and performance improvement activities.” Both
the development of proactive patient safety initiatives and an effective root cause anal-
ysis process for post-occurrence sentinel events depend on the active leadership and
close coordination of the risk management professional and performance improvement
director. The performance improvement director may also be able to assist a risk man-
agement professional who lacks clinical training in interpreting and analyzing informa-
tion contained in medical records, and in providing clinical loss prevention services.

The patient safety director or officer is responsible for systematically analyz-
ing the sources of human error and systems issues that affect patient care. Patient
safety directors or officers may report to the risk management professional or perfor-
mance improvement director or to senior management in a health care organization.
Patient safety directors or officers are very involved in the development of clinical risk
management loss prevention initiatives.

The compliance officer guides the development of policy and staff education
efforts related to legislative and regulatory initiatives such as HIPAA, Sarbanes-Oxley,
and Medicare fraud and abuse prevention.?

The infection control practitioner (ICP) provides information on patient
infections that might give rise to liability claims and can assist the risk management
professional in understanding infection control protocols aimed at reducing the fre-
quency and severity of hospital-acquired infections and establishing guidelines for
coping with AIDS, tuberculosis, and other communicable diseases.

The safety officer may have primary responsibility for, or assist the risk man-
agement professional in, performing fire safety, hazardous materials management,
emergency preparedness, and employee safety activities in compliance with Joint
Commission standards. The safety officer usually chairs the organization’s safety com-
mittee, which serves as a vital source of risk management information and organiza-
tional problem solving.
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The patient representative (or ombudsman) relays information regarding patient
complaints and works with patients and families who have experienced difficulties with
the organization or specific staff members to reach satisfactory resolutions of their con-
cerns. Patient representatives, whether employees or volunteers, must be trained to rec-
ognize and appropriately manage risk management concerns that arise in the course of
their activities and to relay information to the risk management professional.

The employee health nurse (or workers’ compensation coordinator or personnel
director) may, in some organizations, manage the daily operational aspects of the facili-
ty’s workers’ compensation program and provide claims and injury information to the
risk management professional. Often this individual is instrumental in developing transi-
tional return-to-work and other injury management programs. The risk management pro-
fessional in some health care organizations is personally responsible for the operation of
workers’ compensation programs but must nonetheless coordinate activities with the
human resource director and various line managers.

The health information manager (or medical records director) notifies the risk
management professional of requests from attorneys for medical records that might
signal initiation of legal proceedings or claims. The health information manager also
develops policies and procedures relating to the documentation of patient care activi-
ties, patient confidentiality, and appropriate release of information and ensures the
organization’s compliance with HIPAA privacy requirements.

The medical director (or chief medical officer) serves as a liaison between the
risk management program and the medical staff and assists the risk management profes-
sional in “selling” risk management to physicians. The risk management professional
must also work with the medical staff services professional to ensure that the organiza-
tion’s medical staff appointment, credentialing, privileging, and disciplinary procedures
are conducted in accordance with sound risk management practices.

The patient accounts representative works with the risk management professional
to identify patient complaints and concerns that surface during the billing and collections
process. Such concerns may be based on perceived patient care problems. They hold the
potential for becoming liability claims if collection efforts are vigorously pursued.

Nursing and departmental managers offer the risk management professional
the technical and clinical expertise necessary to identify and analyze potential patient
care risks and assist with the investigation of liability claims and incidents. Middle
management personnel also play a crucial role in building and maintaining support for
the risk management program and in educating and raising the risk management con-
sciousness of employees within their areas of responsibility.

The education director (or in-service program coordinator) assists the risk
management professional in identifying staff education needs pertaining to risk man-
agement and in planning, organizing, and presenting orientation and in-service educa-
tion programs.

The human resource director maintains responsibility for developing effective
job descriptions and performance appraisal processes, employee background checks and
competency testing, verification of licenses and certifications, and maintenance of a
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drug-free workplace, all of which are crucial to the prevention and defense of medical
professional liability actions. In addition, the human resource staff generally take the
lead in preventing and managing claims and complaints related to issues such as alleged
sexual harassment, discrimination, and wrongful termination.

Accountability

Just as risk management professionals need sufficient authority to perform assigned
functions, they should be held accountable for that performance. Every health care
organization’s risk management professional, including those in small institutions that
have job duties in addition to risk management, should have a written job description
that outlines key risk management responsibilities. Annual performance appraisals
assessing the risk management professional’s achievement of specific, measurable risk
management goals and objectives should be conducted to gauge and document the
individual’s effectiveness. The risk management professional should submit an annual
report to senior management and the governing body that summarizes claims, insur-
ance, and risk management program activities and documents the progress made
toward the attainment of established goals.

SCOPE OF THE RISK MANAGEMENT PROGRAM

The purpose of a health care risk management program is to protect the organization
against risks associated with accidental losses, regardless of the cause. One of the
building blocks of an effective program is sufficient scope to cover all potential sources
of risk. Although many risk management professionals focus on the medical profes-
sional liability aspects of health care risk management, the discipline extends into
many other areas that are equally important to the survival of the modern health care
organization. Defined broadly, health care risk management is concerned with a tre-
mendous variety of issues and situations that hold the potential for liability or casualty
losses for the organization. To be truly comprehensive, a risk management program
must address the full scope of the following categories of risk:

Patient care—related
Medical staff-related
Employee-related
Property-related
Financial

Other

Patient Care-Related Risks

Over the course of the last several years, U.S. health care institutions and practitioners
have once again experienced a “malpractice crisis” evidenced by rising jury verdicts,
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settlement amounts,’ insurance premiums,'® dwindling insurance availability due to
carrier withdrawals from the medical malpractice market,'' and the imposition of more
stringent underwriting criteria.'> The reduction in insurers’ investment income result-
ing from the general economic downturn in the early part of the twenty-first century
and the huge unanticipated insurance losses associated from the terrorist attacks of
September 11, 2001, only served to exacerbate the worsening trends for health care
medical professional liability insurers and their insureds.

Given the substantial proportion of total health care risk management costs asso-
ciated with medical professional liability claims and insurance premiums and the cur-
rent national focus on patient safety issues, it is not surprising that most health care
risk management efforts begin with patient care—related issues. Patient care or clini-
cal risk management, including information gathering, loss control efforts, medical
professional liability risk financing, and claims management activities, forms the core
of most health care risk management programs. Although most patient-related risk
management activity focuses on direct clinical patient care activities and the conse-
quences of inappropriate or incorrectly performed medical treatments, other impor-
tant patient-related issues also confront the risk management professional, including
the following:

Confidentiality and appropriate release of patient medical information, especially
in light of HIPAA and other privacy requirements

Protection of patients from abuse and neglect and from assault by other patients,
visitors, or staff

Securing appropriate informed patient consent to medical treatment

Nondiscriminatory treatment of patients, regardless of race, religion, national ori-
gin, or payment status

Protection of patient valuables from loss or damage

Appropriate triage, stabilization, and transfer of patients presenting to dedicated
emergency departments (DEDs)

Patient participation in research studies and the use of experimental drugs and
medical procedures

Utilization review decisions related to the timing of patient discharges and the
provision of medically necessary services under various third-party managed care
arrangements

Access to care concerns

Medical Staff-Related Risks

Closely aligned with patient care-related risk management issues are those experienced
by medical staff and other clinically privileged practitioners. Many, if not most, of the
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potentially serious occurrences related to the delivery of clinical patient care involve a
facility’s medical staff. It is imperative that the health care risk management profes-
sional include physicians in clinical loss prevention and claims management programs
and elicit their support for overall risk management activities. Risk management con-
cerns that stem from the unique relationship between a health care organization and its
medical staff merit the risk management professional’s particular attention. Of special
importance are the following:

Medical staff peer review and performance improvement activities and maintain-
ing the confidentiality and protection of the data generated through such peer
review processes

Medical staff credentialing, appointment, and privileging processes

Medical staff disciplinary proceedings, due process considerations, and potential
allegations of antitrust and restraint of trade

Identification and treatment of impaired physicians and other credentialed provid-
ers who pose a threat to patient or employee safety

Business arrangements and financial incentives to physicians that might have fraud
and abuse or other implications under federal Medicare regulations'

Physician gatekeeper obligations and incentives under various managed care plans

In this era of expanding legal theories of corporate liability and vicarious liability,
the activities of the medical staff are often deemed the activities of the health care
organization. It has become increasingly difficult for defense attorneys to persuade
judges and juries to distinguish between the institution and its independent contractor
physicians. As physicians become business partners with health care entities and
assume ownership interests in new ventures, and as hospitals and other organizations
purchase or assume management of physician practices, the distinctions become even
more blurred.

Employee-Related Risks

Several issues relating to the employment of personnel deserve the health care risk
management professional’s attention. Of obvious importance is maintaining a safe
work environment for employees, reducing the risk of occupational illness and injury,
and providing for the treatment and compensation of workers who suffer on-the-job
injuries and work-related illnesses. In this regard, it is important that risk management
professionals maintain a working knowledge of relevant state workers’ compensation
laws and regulations promulgated by the federal Occupational Safety and Health
Administration (OSHA). Such understanding allows them to work effectively with
human resource departments, employee health nurses, and designated safety officers
to establish successful employee injury and management programs.
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Posing particularly serious problems for today’s health care organization are alle-
gations of discrimination in recruitment, hiring, and promotion based on age, race,
sex, national origin, or disability; wrongful termination; and other claims filed with the
Equal Employment Opportunity Commission (EEOQC). Claims involving alleged sex-
ual harassment are also increasingly common.'* The risk management professional
must work closely with the facility’s human resource director to help minimize such
claims exposures, manage the claims that do occur, and finance the costs associated
with such losses.

Property-Related Risks

Many complex health care entities have significant property assets, including large
hospital and clinic structures, medical office buildings, and valuable medical and data
processing equipment. It is incumbent on the risk management professional to protect
these assets from risk of loss due to fires, acts of God, floods, natural disasters, and
other perils that might damage or destroy such property. In addition, health care insti-
tutions typically maintain a large volume of paper and electronic records that are
essential to the ongoing operations of the entity, and they must be protected from dam-
age or destruction. Obviously, the costs associated with repairing and replacing
damaged assets can be significant, and the revenues lost during the period of business
interruption can have disastrous effects on the organization.

Many health care employees routinely handle cash, checks, and credit cards in the
course of their job duties. Hospitals and nursing homes are often requested to safe-
guard cash and other valuables belonging to patients and residents. Home health work-
ers, who function independently and without direct supervision in a client’s home, are
particularly vulnerable to allegations of theft. Thus it is important for the risk manage-
ment professional to evaluate hiring and screening protocols for such workers, to
review policies and procedures for handling cash and safeguarding valuables, and
to consider various bonding and insurance alternatives to adequately protect the facil-
ity from such losses.

Financial Risks

Although the ordinary business risks associated with new ventures or services and the
continued financial viability of the organization’s existing operations are traditionally
considered to be outside the sphere of risk management concerns, there are at least two
areas of financial risk with which the risk management professional must be
concerned.

First, the directors and officers of health care organizations, like those of other
corporate entities, may face liability imposed by suits from shareholders or others
alleging inappropriate conduct in the fulfillment of the directors’ and officers’ duties.
Corporate charters and bylaws frequently require the entity to defend and indemnify
its directors and officers against such claims. Likewise, the entity itself may be
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named in such actions. It is therefore important for the risk management profes-
sional to understand the corporate structure of the organization; any requirements
imposed by the charter, bylaws, or other documents; and the opportunities to transfer
such risks through policies of insurance, to adequately protect the organization’s
assets.

Second, risk management professionals who represent the interests of health care
providers who contract with managed care organizations (MCOQOs) on an “at-risk”
basis (typically through capitated payment arrangements) need to consider available
options for limiting the financial risks inherent in such agreements. These risks may
be characterized as either specific, in which case the costs associated with providing
care to an individual plan subscriber greatly exceed expectations, or aggregate, in
which case the total costs of providing required health care services under the plan
agreement are higher than anticipated. Various options exist for contractual transfer
of risks above a certain level back to the MCO or for the purchase of “stop-loss”
insurance coverage.

Other Risks

There are, of course, other areas of potential concern for the health care risk manage-
ment professional. Among these are property and liability losses related to the operation
of automobiles, trucks, vans, and ambulances owned or leased by the organization.
Many facilities also own or operate helicopters or fixed-wing air transport services or
maintain heliports or helipads that pose additional liability and property risks.

Since September 11, 2001, U.S. health care institutions have become increas-
ingly aware of their vulnerability to terrorist and bioterrorist attack. Organizations
have sought to augment existing disaster and emergency preparedness plans to address
scenarios in which the facility itself is the target of such an attack and those in which
the institution plays a key role in triage and treatment response to an attack occurring
elsewhere. Planning for such contingencies requires an analysis of patient care,
employee-related and property-related risks of potentially staggering proportions,
and the coordination of resources on a local, statewide, and national level."> (For more
information on emergency management, see Chapter Sixteen.) Although typically
representing a lesser proportion of the total cost of risk, hospitals and most other
health care entities are accessible by the public and vulnerable to a wide variety of
general liability claims stemming from visitor injuries caused by slips, falls, and other
mishaps. The risk management professional must therefore be concerned with the
overall maintenance of buildings, parking lots, and sidewalks and with visitor access
and supervision.

Hazardous materials management is yet another area of concern for health care
risk management. Ensuring that appropriate protocols are in place for the safe storage,
use, and disposal of the myriad toxic chemicals and radioactive materials routinely
used by health care organizations is a highly regulated and important risk management
activity.'® The implications for patients, employees, and the community at large should
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such materials find their way into the environment are chief considerations in managing
hazardous materials programs. Proper disposal of infectious biological waste generated
by hospitals and other health care entities continues to be a significant public health and
environmental concern.

Special issues involving auxiliary personnel and other volunteers who may pro-
vide services at hospitals and students involved in clinical training experiences who
sustain injuries in the course of their duties or may inflict harm on others also merit
the risk management professional’s attention. Such individuals may not be routinely
covered under the organization’s workers’ compensation and liability insurance pro-
grams, and the risks pertaining to both groups must be specially considered by the
risk management professional from both a risk financing and loss prevention per-
spective. Requirements for training and supervision of volunteers and students and
clearly delineated duties appropriate for such nonemployees must be adequately
defined.

For senior-level health care risk management professionals rising within their
organizations to the level of chief risk officer (CRO), an even larger universe of
potential risks merits attention. The CRO concept was developed initially in the bank-
ing and financial services industries to describe the role of a broadly experienced
executive charged with responsibility for identifying and analyzing risks to an orga-
nization, whether or not insurable, developing strategies for handling such risks, and
advising the governing board and senior management team. While still rare in health
care settings, CROs often address issues ranging from the risk of increased market
competition to the risk of regulatory sanctions if a certain course of corporate con-
duct is pursued and typically work closely with an organization’s internal audit, legal,
and finance departments to formulate risk identification, loss prevention, and risk
financing strategies.

THE RISK MANAGEMENT PROCESS

Viewing risk management as a process helps the risk management professional set pri-
orities and assists in ensuring a comprehensive risk management effort. The risk man-
agement process consists of five steps (see Figure 1.1):

1. Identify and analyze loss exposures.
2. Consider alternative risk techniques.

3. Select what appears to be the best risk management technique or combination of
techniques.

4. Implement the selected techniques.
5.  Monitor and improve the risk management program. '’

The sections that follow describe how each step of the risk management process
should be considered in developing a comprehensive risk management program.
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Step 1: Identify and Analyze Loss Exposures

Risk identification is the process whereby the risk management professional becomes
aware of risks in the health care environment that constitute potential loss exposures
for the institution. Such exposures can include loss of financial assets through liability
judgments and out-of-court settlements or casualty losses to physical plant and prop-
erty, human losses through death or injury of employees, and intangible losses to pub-
lic image and reputation.

The risk management professional uses many information sources to identify
potential risks. Incident reporting, in which employees report accidents and occur-
rences not consistent with normal operating routines or expected outcomes, is the cor-
nerstone of most risk identification systems. Incident reporting systems range from
sophisticated point-of-service electronic reporting and analysis packages to simple
paper forms. Regardless of the format, incident reporting systems allow caregivers to
provide the risk management department with basic early warning information about
occurrences that are inconsistent with normal, expected patient care processes and that
result (or have the potential to result) in injury to patients, visitors, staff, or property.
Other common risk identification processes include the following:

Generic occurrence screening. Generic occurrence screening is a risk man-
agement process often performed as part of a health care organization’s performance
improvement program. In a generic occurrence screening process, patient records are
reviewed retrospectively to determine whether the care provided meets specific prede-
termined criteria. Generic screening criteria of interest to the risk management profes-
sional might include “Did the patient sustain a fall during this admission?” or “Were
all medications administered as ordered?” Although generic occurrence screening
often provides information that duplicates that reported through incident reports, the
systematic nature of the process may capture incidents that should have been reported
but were not. The major disadvantages of generic occurrence screening from a risk
management perspective are the time lag inherent in reviewing records retrospectively
and the fact that only incidents meeting preselected criteria will be identified though
the process.

Patient complaints and satisfaction survey results. Survey data tallied by
patient representatives (or community relations or marketing departments) is another
source of risk management information. Such survey results may provide insight into
individual patient issues and may offer aggregate trend data regarding patient experi-
ences with the health care organization.

Prior medical professional liability, property and casualty, and workers’
compensation claims data. The analysis of such claims is a frequently used and valu-
able risk identification tool. By studying the specific services, procedures, and activi-
ties that have resulted in claims against the organization in the past, the risk management
professional is in a better position to anticipate future areas of concern and take appro-
priate action to mitigate subsequent losses.

Surveys by The Joint Commission, the National Committee on Quality
Assurance (NCQA),"® liability or other insurers, and risk management consultants.
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Such survey processes help the risk management professional identify sources of
potential risk that might have previously been overlooked by the organization. Outside
experts and consultants draw on their experience to provide insight into the risk identifi-
cation process for the organization and compare the organization’s performance with
national standards, pointing out areas meriting the risk management professional’s
additional attention.

State licensure surveys. These surveys play an important role in risk identifica-
tion. Although sometimes less important in hospitals and acute care settings, state sur-
veys are an important part of risk management programs in long-term care facilities and
outpatient settings. Findings from such surveys frequently identify areas of concern for
risk management and performance improvement and guide loss prevention efforts.

Contracts, leases, and other agreements. A review of salient contract provi-
sions entered into by the organization frequently reveals risk exposures that must be
addressed through modification of the contract or agreement, insurance, or enhanced
loss prevention activities.

Information generated through the facility’s infection control and perfor-
mance improvement functions. The data generated through such related functions
should be routinely reviewed by the risk management professional to the extent per-
mitted by law. (Concerns have been expressed in some jurisdictions that free access to
medical staff peer review information by a risk management professional, who might
use it in part to prepare for the defense of medical professional liability claims, may
waive statutory protections provided under state peer review protection statutes. Seek
the counsel of an attorney with expertise in this area when developing a mechanism
for reviewing such information.)

Informal discussions with managers and staff. Line managers and other staff
members are excellent sources of information about potential risks with which the risk
management professional may previously have been unfamiliar.

Risk analysis is the process of determining the potential severity of the loss asso-
ciated with an identified risk and the probability that such a loss will occur. Together,
those factors establish the seriousness of a risk and guide the risk management profes-
sional’s selection of an appropriate risk treatment strategy. Risk management profes-
sionals need to give priority to the areas of greatest potential risk of financial loss, such
as an anesthesia or obstetrical mishap, even though claims in these areas may occur
infrequently. Ordinarily, less emphasis is given to small claims that occur frequently,
unless the total costs associated with a certain type of incident are especially signifi-
cant. Although risk analysis is in part an art—a judgment call based on the training,
experience, and instincts of the risk management professional—it is also a science in
that certain data and objective sources of information are taken into consideration
in evaluating a given risk. In particular, closed claims data, which reveal the frequency
and severity of prior losses, should be reviewed to gain insight into the analysis of cur-
rent risks. The organization’s legal counsel, insurance brokers, and insurance carriers
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may be consulted for additional information (for more information on risk identifica-
tion and analysis, see Chapter Six).

Step 2: Consider Alternative Risk Techniques

Risk management techniques or treatments refer to the range of choices available to risk
management professionals for handling a given risk. Risk treatment strategies include
two general categories: risk control and risk financing. Risk control involves preventing
losses or mitigating the magnitude of losses, while risk financing involves paying for
those losses that do occur.

Risk Control Risk control includes the following treatments or techniques:
Exposure avoidance
Loss prevention
Loss reduction
Segregation of loss exposures (separation or duplication)

Non-insurance transfer 1

Exposure Avoidance

Exposure avoidance reduces the possibility of a loss to zero. Whereas other risk con-
trol techniques will reduce the frequency or severity of a loss, avoidance is the only
risk control technique to eliminate any possibility for the loss to occur. When a given
risk poses a particularly serious threat that cannot be effectively reduced or transferred,
think about eliminating it. For example, a hospital might elect not to provide obstetrical
services, thereby avoiding the risk of a birth trauma claim. Although the strategy might
be very effective in terms of controlling risk exposure, it could come at the high cost of
a loss of hospital mission effectiveness, market share, revenues, patient satisfaction,
and medical staff relations, which could outweigh the risk management benefit of the
avoidance technique.

Loss Prevention

Loss prevention as a risk control technique reduces the likelihood of an untoward event
occurring and focuses on reducing the frequency of loss. Loss prevention efforts are at the
core of most health care risk management programs, are proactive, and include staff edu-
cation, policy, and procedure review and revision. These interventions aim to control the
number of adverse occurrences without unduly eliminating potentially risky activities.

Loss Reduction

Loss reduction or minimization involves various loss control strategies aimed at lim-
iting the potential consequences of a given risk without totally accepting or avoiding
them, thus focusing on reducing the severity of losses. Loss reduction or minimization
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efforts may also include risk management techniques, such as establishing and main-
taining a rapport with injured patients and their families, thus limiting the severity of a
loss that has already occurred. Other loss reduction treatments include prompt incident
investigation, disaster and business continuity drills, written plans to support emer-
gency management, fire drills, and building structures equipped with sprinkler and
alarm systems. Also, a facility offering obstetrical services may develop a protocol to
save placentas from births meeting certain criteria for pathological review. Such an
examination may encourage an early settlement if the examination is unfavorable and
does not support quality care. If the review does support the care rendered, the patho-
logical findings become a defense tool in any subsequent claim against the facility or
the practitioner. Although such a process does not prevent poor obstetrical outcome, it
tends to reduce the potential financial consequences of such occurrences to the
organization.

Accreditation agencies such as The Joint Commission have instituted formal
requirements for clinical loss prevention efforts, such as prescribed root cause analysis
(RCA) and failure mode and effects analysis (FMEA) processes. These analytical
methodologies have long been intuitively applied by risk management professionals
and are considered key patient safety and risk control activities. RCA represents a sys-
tematic approach to identifying the underlying causes of adverse occurrences so that
effective steps can be taken to modify processes and prevent future losses. Through the
use of FMEA, organizations analyze processes associated with high-risk procedures
and clinical services so as to identify weaknesses in systems before a problem actually
occurs. The processes examined need not be complex but are typically those that can
have serious consequences if a systems failure occurs. The Universal Protocol, a meth-
odology adopted by health care organizations to reduce the occurrence of wrong-site
surgeries, was the result of an FMEA process."?

Segregation of Loss Exposures

The fourth risk control technique is segregation of loss exposures. This technique
involves arranging an organization’s activities and resources so that if a loss occurs, it
will not affect the entire organization. Segregation of loss exposures consists of two
categories: separation and duplication.

Separation Separation, when properly applied, results in the distribution of a particu-
lar activity or asset over several locations, thereby confining the extent of the loss to
only a portion of the organization should a loss occur at a single location. For example,
a medical supply company might distribute its inventory among multiple warehouses
or purchase supplies from different vendors to reduce the potential losses associated
with a warehouse or manufacturing plant fire. In a medical office, separation may be
evidenced by obtaining medications from multiple suppliers and the practitioner’s
maintaining staff privileges at several hospitals.

Duplication Duplication results in a reserve, or substitute for a product or service,
being available for use even if the primary source or activity is affected by a loss.
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Keeping copies of electronic records and computer files is a form of duplication.
Although duplication of records is generally a convenient method to mitigate loss,
duplicate records and files should be stored off-site to prevent accidental loss.

Non-Insurance Transfer Non-insurance transfer reduces the transferor’s loss expo-
sure by contractually shifting legal responsibility for a loss through leases, contracts
and agreements.

Courts often refuse to enforce non-insurance transfers which:

Unreasonably interfere with the rights of others (against public policy); or
Were not fairly bargained between the parties (unconscionable because they
are so drastically unfair to the transferee)

Risk Financing Risk financing strategies include many ways to generate funds to
pay for losses that risk control techniques do not entirely eliminate. These treatment
techniques include both risk retention and risk transfer.

Risk Retention One strategy for managing an identified risk is risk retention. This
treatment strategy involves assuming the potential losses associated with a given risk
and making plans to cover the financial consequences of such losses. The retention
options open to health care organizations include the current expensing of losses, using
an unfunded loss reserve (an accounting entry denoting a potential liability to pay for
a loss), using a funded loss reserve (a reserve backed by set-aside funds within the
organization), borrowing funds to pay for losses, and providing insurance through an
affiliated captive insurer.”” Another (less thought of) form of risk retention occurs
when the risk of exposure to loss is unknown and has not been identified by the organi-
zation or risk management professional, and therefore the opportunity to evaluate
appropriate risk financing strategies is lost. Failure to identify a risk will result in
unwitting risk retention unless insurance coverage is available under an existing pol-
icy. Risk retention is most appropriate for managing (1) risks that cannot be otherwise
reduced, transferred, or avoided; (2) risks for which the probability of loss is not great
and for which the potential consequences are within the institution’s ability to self-
fund; (3) losses that are quantifiable and predictable; and (4) small risks (such as
missing dentures and eyeglasses) for which the purchase of cost-effective insurance
coverage might not be feasible.

For purposes of illustration, assume that a risk management professional has iden-
tified a risk of injuries related to misdiagnosis of patients seen in the facility’s emer-
gency department. Because the hospital’s governing board and administration might
have identified the provision of emergency services as central to both its mission and
its market-positioning strategy, the hospital is unwilling to forgo providing such ser-
vices as a means of eliminating the risk. The hospital may then choose to self-insure
for losses associated with injuries (retention) or perhaps purchase an insurance policy
to cover such losses (a risk transfer strategy). The purchase of insurance combined
with a deductible, or a program of primary self-insurance, may be a viable option to
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help reduce cost. Likewise, a physician’s office practice in California may elect (absent
any loan covenants, mortgage restrictions, or regulatory requirements to the contrary)
not to purchase earthquake insurance coverage on its office building. The risk manage-
ment professional may determine that the chances of the building’s being seriously
damaged or destroyed in an earthquake are sufficiently remote and the costs of secur-
ing such coverage are sufficiently high to merit “going bare” for the exposure. If such
arisk retention strategy is selected, it may be appropriate for the risk management pro-
fessional to increase loss prevention and loss reduction efforts, such as the installation
of sway bracing near sprinkler heads to reduce potential water damage in the event of
an earthquake. Thus risk retention, like other available risk treatment strategies, should
not be viewed in isolation but rather should be regarded as part of an overall strategy
for managing an identified risk.

Risk Transfer Contractual transfer techniques for risk financing involve shifting the
financial obligation for a loss, but not the ultimate legal responsibilities for losses, to
an outside entity through the purchase of insurance from a third-party, unaffiliated
insurer or noninsurance transfer through a contract provision, commonly described as
a hold-harmless agreement. Through risk transfer, an institution can continue to
engage in a risk-producing activity while transferring the financial risk of loss to
another party. For example, a hospital may purchase a medical professional liability
policy to pay for any losses associated with medical malpractice, thereby transferring
the financial obligation for the loss to an insurance company while remaining legally
liable for patient injuries caused by the negligence of its staff.

Step 3: Select the Best Risk Management Techniques

Selecting the best risk management technique or treatment for a specific situation is a
two-part activity. The first part requires forecasting the effects that the available risk
management options are likely to have on the organization’s ability to fulfill its goals.
The second is defining and applying criteria that measure how well each alternative
risk management technique contributes to the organization’s objectives in a cost-
effective way.?! For most identified risks, the health care facility will employ a combi-
nation of risk treatment and risk financing techniques to manage a given risk. At a min-
imum, one risk control technique and one risk financing technique should be combined
to address each significant exposure. The risk management professional may elect to
employ any available combination of risk control and risk financing techniques
to obtain the desired results. Typically, health care organizations accept a certain
amount of patient care liability risk through an insurance deductible or self-insured
retention; attempt to limit potential risk by not offering some inherently high-risk
services; seek to reduce the severity of loss for incidents that have already occurred
through prompt incident investigation and claim resolution; prevent future losses through
in-service education, appropriate staffing, and credentialing; and transfer the remaining
financial risk by purchasing insurance.
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Step 4: Implement the Selected Techniques

The implementation process involves both the technical risk management decisions
that must be made by risk management professionals and the related decisions that are
made by other managers within the organization to implement the chosen risk man-
agement techniques. Technical expertise exercised by risk management professionals
may include selecting an appropriate insurer and choosing appropriate policy limits
and deductibles. In working with managers and other personnel, risk management pro-
fessionals advise and influence others in implementing selected techniques that are not
within their direct areas of responsibility.

Step 5: Monitor and Improve the Risk Management Program

The final step in the risk management process is to evaluate and monitor the effectiveness
of the risk management program by assessing the adequacy and appropriateness of the
techniques employed to identify, analyze, and treat risks. Risk management evaluation
involves not only the risk management professional but also senior management, medi-
cal staff and governing board, insurers, claims managers, and legal counsel. A multidis-
ciplinary approach to evaluating the risk management program ensures that the impact of
risk management activities on various constituencies is measured accurately and that
additional opportunities to improve the risk management function are fully explored. To
facilitate the risk management evaluation process, the risk management professional
needs to prepare a comprehensive annual report of risk management efforts, highlighting
significant claims activity, new program developments, changes in insurance coverage,
and contractual modifications having risk management significance. These results should
be compared against clearly defined benchmarks that have been identified in advance of
the review. Such benchmarks can be internal or external to the organization and may be
as simple as comparing the current program results against those from the previous year.
The risk management professional can also use data from independent but similar orga-
nizations against which to benchmark. Benchmarks frequently include a comparison of
claims data. Claims data provide frequency and severity information for losses incurred,
including the number of events reported and dollars spent to defend and settle them. (For
more on benchmarking and program evaluation, see Chapter Fifteen.)

EVOLUTION OF THE RISK MANAGEMENT PROGRAM

As the delivery of health care continues to change, so must the structure of risk man-
agement programs. The existing and emerging principles that apply to risk manage-
ment will need to adapt to ensure safe, cost-effective, and clinically effective care. The
health care organization as it is known today will be different in the future, with multi-
ple levels and both horizontal and vertical integration. Interdependency on organiza-
tional strategic and financial goals must be integrated into risk management program
development and must meet the needs of the changing customer base and payer mix. It
is possible that within one organization there will be a need to create different risk
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management program structures and take different steps in assessing risk management
needs in the health organization’s different areas.

SELECTING AN APPROPRIATE RISK MANAGEMENT
PROGRAM STRUCTURE

A variety of risk management program structures can be considered, based on organi-
zational size, scope of services and activities, available resources, and locations.
Generally, acute care hospitals have preexisting systems that introduce and enhance
risk management program components, whereas integrated delivery systems, long-
term care settings, physician’s office practices, home health care, and ambulatory care
centers are less likely to have formalized risk management efforts.

The overall level of risk management responsibility can vary greatly. It can be any
one of the following (or a combination, depending on organizational structure and
expectations):

All related risk management functions. In a traditional model, this structure
requires an experienced risk management professional and a vast array of resources that
can address each type of service provided within the organization. Knowledge of and
experience in clinical care delivery, plant engineering, safety, claims, and finance are
particularly helpful in large, multi-institutional organizations. The newest enterprise
risk management model encompasses strategic planning, marketing, and even branding
components. In many situations, on-site risk management coordinators integrate activi-
ties with the corporate or home office. In many smaller organizations, all related risk
management activities may be managed by one department or by one person. A physi-
cian’s office practice is an example where one employee may be responsible for risk
management, quality improvement, safety, medical records, disaster planning, infection
control, and other functions.

Responsibility for a set of defined risk management activities and services.
This structure continues to be the model of choice at community hospitals and hospi-
tals in a system. Responsibility in this structure is spread among multiple departments.
The coordination and facilitation of activities that affect risk management activities
should still be managed and controlled out of a single office, preferably the risk man-
agement department. In this model, there are generally separate departments for safety,
security, quality improvement, corporate compliance, education and in-service, risk
financing, contract review and negotiating, claims administration, and so on. For
example, the CFO may be responsible for the risk financing program, in-house legal
administration may be responsible for the claims administration and contract review,
or the director of the emergency department may be responsible for disaster planning.
The hospital or other health care setting that is part of an organized health system also
has a limit to the breadth and depth of risk management responsibility at the local
level. In many cases, the corporate office mandates the risk financing program and
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may also manage all claims. Risk management positions at the local site generally
revolve around loss control activities and are far more common than control of all risk
management functions. The intent of systemwide programs is to create a general oper-
ational structure that encourages consistency and cost control while allowing for flexi-
bility, timeliness, and accountability at the lowest possible levels.

Role referred to external consultants or an outsourced professional. At times,
an organization may choose to supplement its risk management functions. Consistent
with the consulting and outsourcing structure model is a process to internally manage
the flow of information and facilitate communication. Consultative and outsourcing
structures are commonly used during times of merger, acquisition, and divestiture,
when the organization faces severe financial constraints, has a loss of key risk manage-
ment personnel, or is undergoing reengineering efforts or management change. It is
not unusual that in this structure the need still exists for a risk management profes-
sional. This individual then becomes the contact point between the outsourced organi-
zation or consultant and senior management, and the outsourced organization becomes
the risk management “back room.”

Regardless of the health care organization’s choice of formal structure, its risk
management program should incorporate the basic elements, components, and func-
tions described throughout this chapter. All risk management activities require align-
ment with the organization’s mission and strategic plan.

ASSESSING AREAS OF THE ORGANIZATION THAT NEED
RISK MANAGEMENT

Assessment methodology may vary, but consistency in its application should be main-
tained. Assessment findings, and any improvement strategies, should be presented uni-
formly so that the organization and individuals maintain a clear understanding of the
findings and resulting recommendations.

Any assessment can be approached in various ways, but most risk management
professionals find that having written guidelines helps avoid overlooking key points.
There are many tools from which to choose, one of which is the Risk Management
Self-Assessment Manual.* Other sources can be found through literature searches and
in outside organizations such as insurance companies, regulatory agencies, and con-
sulting firms.

Identify the Various Areas for Assessment

Because assessments can take time, after evaluating basic organizational structures,
the focus should usually start with high-risk, high-volume, and high-visibility areas. In
multi-institutional organizations, assessments should be tailored so that organization-
wide processes and institutional specific programs are assessed. This will allow for
more comprehensive findings that reflect the organizational status.
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In general, profiling the organization’s current services and business relationships
is important in identifying the various areas for assessment. The assessment process
should include the organization on an enterprisewide basis, assessing it from an opera-
tional, clinical, and business perspective. This process could be viewed as taking
inventory of activities that might have potential risk and as finding a starting point for
developing or renewing the risk management program’s focus. This inventory includes
a systematic review of the organization’s functions, data, budget, and workforce and a
survey of perceptions about the effectiveness of systems and processes already in
place. The assessment may reveal findings and needs that differ according to the orga-
nization’s various areas. An example could be if an organization decides to institute a
research department but lacks a defined and operational institutional review board,
which could result in regulatory noncompliance and direct patient risk.

Analyzing Current Systems

The second phase of the assessment is to analyze systems that are already in place for
minimizing risk and then determine current effectiveness. Profiles should include
identification of key contacts and responsibilities, level and types of risk financing,
contractual relationships, and risk management activities (including policies, orienta-
tion, job and credentialing requirements, integration into current organizational struc-
ture, and safety and quality program integration). Areas or topics to be inventoried
may include these:

Educational relationships—Ievels and types of agreements, formal or informal

Staff relationships—employed, contracted, independent, network (where staff
float from one entity of a large organization to another), or consulting (may involve
the assessment of staff issues)

Scope of services—not only types but also where and to what degree; might also
include reporting relationships

Subsidiaries owned, partnered, or otherwise associated with the organization

Accreditations, licenses, certifications, or other designations in which any or all
parts of the organization participate

Human resource issues, with focus on preemployment screening, ongoing compe-
tency evaluation, and staffing

Information management methodologies, computerized information and access,
and other information issues such as retention and release

Clinical technology issues—selection, maintenance, user training, and product
and equipment problem-tracking systems—and level of support technology, such
as bar coding and order entry software

Level of consistent application of systems throughout the organization
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Assessment of the organizational core values, including philosophy and practice
with regard to disclosure and nonpunitive environment

Loss assessment data, loss runs, and results of inspection by regulatory agencies

Credentialing and orientation processes for nonemployee staff, both initially and
at reappointment

Contract management protocols

Safety and quality management program structure and its integration and
effectiveness

Emergency preparedness protocols and emergency management relationships
external to the organization

Assessing Compliance

Risk management programs must meet not only organizational needs but also the
requirements of outside entities that by choice or mandate make demands on the health
care organization’s operation. The managed care market may require not just a slate of
activities and reporting provisions but also that certain accreditations be maintained.
Rules set forth by regulatory agencies must also be factored into the activities and
processes as the risk management program develops and expands. One should first
review and analyze the most recent findings of all external reviews, inspections, and
surveys and any reports from consultants. These reports and the status of the action
taken in response, along with appropriate standards issued by various bodies, can be
used to compile assessment tools that can assist in evaluating the risk management
program and in planning for improvement. During this review of external demands,
attention to the organization’s ability to identify, track, and integrate external man-
dates should also be assessed.

Reviewing the Assessments

Assessments are often performed to identify risk management program strengths and
opportunities for improvement. Analysis should include categorizing findings accord-
ing to severity, frequency, effect on the organization’s strategic plan, areas identified
for improvement, and best practices identified. Good practice without supporting doc-
umentation should be assessed as both a practice strength and an information weak-
ness. For example, even if it is identified that the patient care process might need no
immediate attention, the recording or tracking of patient care information might require
integration into a better-defined information process to substantiate practice patterns.

Setting Priorities for Program Implementation

Established risk management programs should undergo continuous reassessment, par-
ticularly as new areas are added or for those previously identified as weak. Regulations
and other external mandates, along with areas of severe loss, should command the
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most immediate attention. Organizational emphasis (what the strategic plan and
the mission support) will also need to be factored into the list of areas to be addressed
first. One useful tool is to map out a strategy to take advantage of the many activities
that are interdependent. Some risk management activities that might seem less impor-
tant may need to be initiated to lay the groundwork for success in high-impact areas.
An example might be the development of user-friendly reporting or early identifica-
tion tools that are adapted for the organization’s various departments and services.
Such a project could be multidisciplinary and supported by various areas within the
organization, which can lead to an enhanced quality-improvement database. In setting
priorities for program implementation, risk management professionals should clearly
define the desired outcome. Having done an analysis, the risk management profes-
sional should be aware of the organization’s strengths and weaknesses and of improve-
ments or expansions that need to be accomplished. Preliminary work may consist of
collecting data and drafting early versions of future measurement tools. Another key
item is to identify levels of understanding, not only during the assessment but also
once an analysis has been formulated. The result of action or inaction must be clearly
defined in relation to the direct effect on the organization.

KEY COMPONENTS FOR GETTING STARTED

For any risk management program to achieve its goals, several key components must
be in place. Organizational commitment—that is, acceptance of roles and support for
program aspects by the various levels of leadership, starting with the board—is a
necessity. Commitment is often demonstrated through assignments of responsibility,
adoption of accountability systems, approval of the program, and participation in
aspects requiring support and action. The ultimate goal is to integrate risk management
components, systems, and strategies into the overall organizational culture of safety.

Access to all levels of the organization, with defined accountabilities and identifi-
cation of resources, is also part of the initial structure formation. No risk management
program can function in isolation; its integration with other initiatives, particularly
safety, is crucial to its success. By relying on already established relationships, risk
management professionals can enhance programs with limited resources by strength-
ening operational linkages and avoiding duplication of effort. Negative perceptions
about the risk management program might damage its credibility before it even gets
under way. Physicians often perceive that risk management’s involvement after an
event has occurred only makes matters worse or that the only motivation is to mini-
mize costs. Frequently, risk management programs are viewed as reactive to crisis
rather than proactive in creating a safe culture.

Risk management activities should focus on support and service, using facilitative
techniques in guiding the clinicians’ understanding of the nonnegotiable forces (regulatory
fines, accreditations, citations, and agency requirements) and the alternatives available.
Clinical staff should have input into both the risk management process and the analysis,
redesign, and monitoring stages. Most program elements that affect clinical functions
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require that clinical staff members become committed to risk management concepts and
understand the desired outcomes. Ensuring that duplication of effort is minimized can be a
key selling point to staff members in accepting their roles in the risk management effort.
Simplification of any process is always welcome. A method for seeking continual staff
feedback should also be developed to ensure ownership of the program by all staff.

WRITING A RISK MANAGEMENT PROGRAM PLAN

The written risk management program plan includes an overview of the purpose, struc-
ture, and process of risk management activities within the organization. Within this
framework, organizational performance objectives can be developed in addition to poli-
cies and guidelines to support the identified processes that maximize achievement of the
program’s objectives. It is critical to maintain an integrated approach at this point of
development to achieve consistency of purpose within the organization and to avoid
duplication of effort. Rather than create new systems for the risk management process,
the risk management professional should evaluate how best to enhance existing systems.

As with all programs that have a data collection and monitoring function, reports,
memos, and minutes will be generated as communication tools. To be most effective,
these tools must meet the needs of those responsible for the implementation and change
of risk management and safety practices. Therefore, it is important that those served by
such information have input into its ultimate design and format as a means of maximizing
its usefulness. (See Appendix A for an example of a risk management program plan.)

ACHIEVING PROGRAM ACCEPTANCE

Often the quickest way to gain support for a program is to provide visibility and edu-
cation on its related topics. A well-designed risk management program will not be suc-
cessful unless staff members at all levels understand its purpose and methods. In some
cases, the risk management professional may even provide unrelated services simply
as a means to gain the acceptance and trust vital to the program’s success. Often the
support of an interested medical staff member serving as an advocate familiarizes oth-
ers with the merits of the risk management program. The risk management program
achieves visibility through participation in employee orientation and continuing edu-
cation activities. A focus on the prevention aspects of risk management creates a less
threatening atmosphere and aligns efforts with the increasing focus on safety.
Maintaining a subject file on risk management topics such as consent, information
release, falls, medication process, human factors that contribute to error-prone behav-
ior, and credentialing allows the risk management professional to have supplemental
resources when participating in education and quality and performance improvement
projects. Another strategy is to become involved in the organization’s efforts in
responding to external initiatives or mandates such as The Joint Commission’s
National Patient Safety Goals, insurance carrier criteria, state licensing requirements,
and conditions of participation from the Centers for Medicare and Medicaid Services.
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SUMMARY

Establishing a risk management program is no simple task, particularly in today’s
complex health care environment. Assessment of the health care organization’s inter-
nal and external relationships and forces will provide an excellent basis for the issues
the risk management program must address. Establishing risk management’s role
in the overall safety initiatives and safety culture development must also be included
in the risk management program. Obtaining commitment to the program from all lev-
els of the organization, top to bottom, can be a slow process but must be achieved for
full integration to occur. Translating a written plan into functional risk management
processes requires collaboration and facilitation skills now more than ever. No matter
how detailed the risk management plan may be, the program will always be evolving
as it adapts to the changes in health care.

KEY TERMS

Accidental loss

Adverse occurrence
Adverse medication event
Adverse outcome
Ambulatory care

Chief risk officer

Error

Event

Exposure
Hospital-acquired infection
Incident

Incident reporting

The Joint Commission
Loss

Loss control

Loss prevention

ACRONYMS

ASHRM
CEO
CFO
CMS
CRO
DED
EEOC

Loss reduction
Loss run
Malpractice
Neglect
Negligence
Outcome

Patient safety
Risk analysis
Risk avoidance
Risk control techniques
Risk financing
Risk identification
Risk management
Risk reduction
Risk transfer
Sentinel event

FME
HIPAA
IDS
MCO
NCQA
OSHA
RCA
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LEARNING OBJECTIVES
To be able to describe six functional areas of risk management in health care
settings

To be able to describe seven health care settings in which a risk manager
might function

To be able to develop two examples of common risks associated with each
setting

To be able to identify two skill sets and two attributes required for success as
a health care risk manager

To be able to identify the major professional education programs for health
care risk management professionals
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Health care has changed dramatically over the past forty years, and this has led to an
expansion in the role and responsibilities of health care risk management profession-
als. In the early years of the profession, health care risk managers focused primarily on
exposures that related to general and professional liability. Today, health care risk
management professionals must manage not only those exposures but also exposures
that relate to managed care and capitation risks, mergers and acquisitions, employ-
ment and workers’ compensation risks, and risks related to corporate compliance and
organizational ethics. Despite the significant changes in health care over the past
decades, the risk management process has remained virtually unchanged and contin-
ues to serve the same purpose: to maintain a safe and effective health care environment
for patients, visitors, and employees, thereby preventing or reducing losses to the orga-
nization. Many risk management professionals are adopting the enterprise risk man-
agement (ERM) approach, described as a comprehensive process that evaluates all
risk exposures confronting an organization from the top down. ERM is a discipline
broad in scope and reflects an organizationwide, ongoing commitment to risk manage-
ment principles. To be effective, ERM should be part of the organization’s strategic
plan and viewed as both a proactive and a reactive process.

This chapter provides an overview of the role of the health care risk management
professional and the skills necessary for performing this function in an ever-changing
health care environment. Information is provided about the educational and experien-
tial backgrounds of risk management professionals and about commonly held desig-
nations. Educational programs for individuals who wish to enter the field or for those
in the field who wish to further their education are also discussed.

CONCEPTSX

Enterprise risk management is a comprehensive approach to identifying and man-
aging all risks to an organization.

The role of the risk management professional is influenced by an organization’s
size, location, structure, and risk financing program.

The risk management professional is active in six functional areas: loss prevention
and reduction, claims management, risk financing, regulatory and accreditation
compliance, risk management operations, and bioethics.

The risk management professional working with an integrated delivery system, a
multifacility health system, or an academic or teaching medical center generally re-
quires a higher level of expertise and has broader responsibilities in risk financing
and claims management than would be required in the single acute care hospital.

J
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THE RISK MANAGER'’S JOB: FUNCTIONAL AREAS OF
RESPONSIBILITY

The roles and responsibilities of health care risk management professionals vary
widely. Risk management program components—and therefore the roles of the risk
management professional—are greatly influenced by the size and structure of the
organization and by the risk financing strategies it employs. The profession itself
has evolved along functional needs and growing regulatory mandates, without ben-
efit of extensive scientific study or a well-defined body of knowledge. Until recently,
no attempt had been made to quantify the many activities that have come to make
up the health care risk management professional’s functional job responsibilities.
Thus it is not possible to describe the “typical” health care risk management profes-
sional’s job.

The risk management professional often performs specific duties that may result
in a variety of titles for the position, including risk manager, chief risk officer, or
patient safety officer, reflecting the expanding roles and responsibilities of the health
care risk professional. The chief risk officer (CRO) in the health care setting is gaining
more visibility in larger organizations and usually resides at the senior management
level. The title of chief risk officer was first used by James Lam at GE Capital in 1993
to describe a function to manage ‘“all aspects of risk,” including risk management,
back-office operations, and business and financial planning.! The CRO position is
quickly finding a place in health care organizations to respond to increased regulatory
pressures and a variety of business risks better known as ERM.

The role of the patient safety officer (PSO) is founded on the growth of the mod-
ern patient safety movement and new patient safety regulations and requirements.
Restructuring within health care organizations so as to formalize the PSO responsibili-
ties offers risk management professionals and others an opportunity to highlight their
current contributions to patient safety, develop additional skills, and expand their pro-
file. The job description for a patient safety officer can vary, but the basic functions are
identified in Exhibit 2.1. Risk management professionals assuming the additional
responsibilities of the PSO may need to enhance their job descriptions with the respon-
sibilities at level one, two, or three as indicated in Exhibits 2.2, 2.3, and 2.4, respec-
tively. (Additional information on the patient safety officer program can be found in
Chapter Three.)

In 1999, the American Society for Healthcare Risk Management (ASHRM) con-
ducted the first role delineation study in health care risk management.> The purpose
of this study was to identify those activities that make up a health care risk manage-
ment professional’s job and thereby define health care risk management’s body of
knowledge. A list of approximately 160 task statements describing various risk man-
agement functions and activities was sent to 2,500 health care risk management pro-
fessionals, who were asked to rate the importance of each task. The findings suggest
that the health care risk management professional’s job responsibilities can be divided

(Continued on page 50)
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Patient Safety Officer Job Description

Position Summary

The Patient Safety Officer will supervise personnel responsible for the delivery of patient
safety services and risk management. The Patient Safety Officer incorporates and utilizes
methods to improve all aspects of patient safety, risk management, and quality. The PSO
will oversee the collection, analysis and dissemination of PS data and information. The
PSO will analyze clinical processes, identify potential risks for patients and employees
and develop strategies to maximize safety, effectiveness and efficiency. The PSO will
oversee the development and implementation of medical error reduction strategies in
collaboration with all departments and patient care areas. Additionally, the Patient
Safety Officer will be primarily responsible for communication and marketing related to
patient safety initiatives.

Reports To: Chief Patient Safety and Quality Officer
PRINCIPAL ACCOUNTABILITIES AND ESSENTIAL DUTIES OF THE JOB
Service Excellence (100% of time)

Provides excellent service to all customers, meeting or exceeding their needs/expec-
tations, to ensure continuous improvement of customer-focused environment.
Exemplifies excellent customer service towards physicians, patients, families, staff,
visitors, co-workers and other departments. Shows courtesy, compassion, and
respect in communication with all customers.

Contributes to teamwork and harmonious working relationships.

Partners with healthcare teams, patients and families to continuously solicit feed-
back and information to improve patient safety and quality. Actively supports
patients, families and employees involved in serious PS events.

Provides clinical and operational guidance to all personnel performing patient safety
and risk management duties (100% of time)

Acts as coach and mentor to PS and Risk Management personnel, providing feed-
back about performance routinely.

Performs all duties of manager at BJH including: hiring and firing, budget prepara-
tion, performance appraisals and other human resource/personnel functions.

Assists Chief Patient Safety and Quality Officer and Chief Medical Officer with all
responsibilities related to PS.
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Responsible for Data Management, Analysis, and Safety Event Reporting (30% of time)

Oversees activities related to data collection, data review, analysis and dissemination
of patient safety information.

Reviews safety event data from Safety Event Reporting databases.
Identifies trends, clusters, and risk factors; establishes benchmarks for comparison.

Oversees the dissemination of accurate, user-friendly PS reports in a timely fashion to
key stakeholders.

Demonstrates expertise in use of PS software and databases.

Oversee all activities related to: Risk Prevention and Medical Error Reduction (30%
of time)

Uses risk factor data to develop evidence-based PS interventions and process
improvement strategies.

Collaborates with healthcare teams to rapidly identify risk, employ prevention and
risk reduction strategies.

Demonstrates expertise and participates in Pl team facilitation, leadership and
membership.

Participates in Root Cause Analysis (RCA), Failure Mode and Effects Analysis (FMEA)
and cluster investigation.

Utilizes systems thinking, human factors and complexity science, principles of epide-
miology and Pl improvement to prevent and mitigate risk to patients and
employees.

Education, Training, and Safety Performance Maintenance (10% of time)

Oversees the development and implementation of basic PS education and training
curriculum, on-going training, employee orientation, and competency testing.

Collaborates with clinical and administrative leaders to identify areas of educational
need to enhance PS.

Provides just-in-time education and routine PS presentations to key stakeholders.
Actively participates in Patient Safety Council Forums and educational programs.

Promotes a culture where errors and near-misses are openly discussed and used as
learning opportunities.

Provides education and consultation to patients, families, visitors, and healthcare
teams on PS issues.

(Continued)
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(Continued)

Conducts patient safety rounds to gather information and educate on routine
basis.

Committee and Team Responsibilities:

Patient Safety and Quality Committee.
PI, RCA, FMEA teams.
Patient Safety Council.

May be member of policy-making committees of hospital or medical staff (e.g.,
Infection Control Committee, Risk Mgt. & Safety Council, Pharmacy & Therapeutics,
Unit Practice Council).

Experience and Position Requirements

At least 10 years of clinical experience and 5 years of management experience
preferred.

Masters in nursing, public health or other related field required.
Team building and budget experience required.

Demonstrates excellent: written and verbal communication skills, computer profi-
ciency, relationship management and conflict negotiation problem-solving skills.

Use of quality improvement tools and methods preferred.

Source: Barnes Jewish Hospital, 2005. Reprinted with permission.

Risk Manager Position Description, Level One
Position Summary

The risk manager is responsible for the facility's risk management activities, which
include, but may not be limited to, a general knowledge of facility insurance programs,
managing claims against the facility, interfacing with defense legal counsel, administer-
ing the risk management program on a day-to-day basis, managing and analyzing risk
management data, and conducting risk management educational programs, complying
with risk management related standards by JCAHO and other accrediting and regulatory
agencies with the objective of enhancing patient safety, promoting patient safety, qual-
ity care, and minimizing loss to protect the assets of the facility. This individual participates
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in formulating policy and/or organizational changes, but must seek advice and approval
from higher authority. Risk management may be one of several areas of responsibility for
this individual.

OPERATIONS/COMPLIANCE

Overview

The level one risk manager has specific responsibilities regarding gathering and analyz-
ing data and preparing reports to management and outside agencies as required, which
may be subject to final approval by facility management. Responsible for keeping man-
agement advised of developments in professional liability, entailing ongoing review of
applicable literature. May recommend budget items to management.

Specific Activities

Develops, coordinates, and administers facility-wide systems for risk identification,
investigation, and reduction; maintains a network of informational sources and
experts; performs risk surveys and inspects patient care areas; reviews facility and to
assess loss potential.

Participates on committees directed towards promoting patient safety issues.

Maintains risk management statistics and files in compliance with JCAHO and state
and federal agencies; promotes maximum confidentiality by limiting access of such
information. Also strives to verify that the following information is accurate, available,
and secure: includes medical records, patient billing records, policies and procedures,
incident reports, medical examiners' reports (if available), as well as any other data
pertinent to a particular claim.

Collects, evaluates, and distributes relevant data concerning patient injuries: aggre-
gate data summaries, monthly trend analyses of incidents, claims profiles, and
workers' compensation trends; provides aggregate analysis of risk data; maintains
statistical trending of losses and other risk management data.

Informs directors of service and department heads regarding occurrences, issues,
findings, and risk management suggestions; provides feedback to directors at all lev-
els in the effort to eliminate risks; assists clinical chairs and department heads in
designing risk management programs within their departments.

Works with legal counsel to coordinate the investigation, processing, and defense of
claims against the facility; records, collects, documents, maintains, and provides to
defense attorneys any requested information and documents necessary to prepare
testimony in pending litigation.

(Continued)
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Responds to professional liability and facility liability questions posed by physicians,
nurses, and other personnel.

May have on-call responsibility.

Advises security on procedures to reduce the frequency and/or minimize the severity
of property loss or assets.

Provides assistance to departments in complying with Joint Commission or other
accrediting agencies, regarding risk management related standards.

Recommends appropriate revisions to new or existing policies and procedures to
reduce the frequency of future occurrences; recommends ways to minimize risks
through system changes; reviews and revises facility policies as appropriate to main-
tain adherence to current standards and requirements.

LOSS PREVENTION/PATIENT SAFETY
Overview

The level one risk manager is responsible for development of loss prevention programs
that may include but not limited to patient safety issues. Periodic in-services and routine
orientation may be conducted for facility employees/ medical staff regarding health
care risk management and related subjects. This position may utilize outside speakers
and faculty for such programs, subject to the approval of management, and may coor-
dinate such efforts with the facility’s education department.

Specific Activities

Proactive analysis of patient safety and medical errors processes.
Participates in the process of disclosure for medical errors.

Participates in root cause analysis investigation and reporting of adverse drug events
and sentinel events to the appropriate parties.

Maintains awareness of legislative and regulatory activities related to health care risk
management.

Complies with various codes, laws, rules, and regulations concerning patient care,
including those mandated by state and federal agencies' incident reporting. Includes
investigation activities of federal, state, and local enforcement authorities.

Provides in-service training to medical center personnel to enhance their awareness
of their role in reducing liability exposures.
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Disseminates information on claim patterns and risk control, as well as legislative
and regulatory changes.

Maintains a risk management education calendar.

Takes steps to ascertain that risks are minimized through follow-up and actions on all
regulatory/insurance survey report recommendations/deficiencies.

Receives and investigates reports of product problems to determine appropriate
response (in-house recalls, independent evaluations, etc.).

Participates on select committees related to provision of patient care.

Receives incident reports and other information regarding untoward occurrences in
the facility, such as quality assurance outliers or variations, and collates such infor-
mation systematically to permit analysis pursuant to risk management policy and
procedure.

Reviews collated data to identify trends regarding accidents or occurrences, and rec-
ommends corrective action to management, if appropriate.

Prepares reports to management regarding trends/patterns and findings. Recom-
mends electronic data programming initiation and improvement.

CLAIMS MANAGEMENT
Overview

The level 1 risk manager receives complaints/claims related to professional and general
liability and transmits that information to the appropriate department manager,
administrative representative, patient ombudsman, insurance carrier, or legal counsel.
At the request of management, legal counsel, or the adjuster, participates in respond-
ing to the complaint or claim to obtain information and facilitate settlement at an
early stage. Works in coordination with patient ombudsman or acts as same to resolve
complaints before they develop into professional/general liability claims.

Specific Activities

Designs, implements, and maintains a direct referral system for staff to report unex-
pected events and potential claims against the facility through such input sources as
medical records, business office, patient advocate, nursing, medical staff, quality
improvement, etc.

Investigates and analyzes actual and potential risks in the institution; assesses liabil-
ity and probability of legal action for potential notification of insurance carriers.

(Continued)
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Directly refers to administration those incidents with claims potential; reports to
higher authority any serious event involving actual or potential injury to patients, vis-
itors, or employees.

Assists in processing summons and complaints served on present and previous
employees; assists defendants in completing necessary documents.

With director of patient representatives, reviews patient complaints that may be the
source of potential legal action; discusses and offers solutions when possible to
resolve with patient and/or family any grievances perceived as potential liability
claims.

Participates in evaluation of claims for settlement; negotiates settlement of small
claims within administrative authority; advises collection department of appropriate
action for unpaid accounts involved in litigation; approves payment for or replace-
ment of lost property after evaluating claim.

Reviews national and local claims data; analyzes prior claims, lawsuits, and com-
plaints against the facility.

RISK FINANCING
Overview

The level 1 risk manager has general knowledge of, and is familiar with, the facility’s
insurance coverage against liability and casualty loss, including self-insurance funding
and budgeting for payment of deductibles, risk retention, and coinsurance. Usually par-
ticipates in management reviews of insurance coverage and related issues. May prepare
summaries of the facility’s insurance program for management and staff.

Specific Activities

Notifies the liability insurance carrier of all actual and potential claims, including pri-
mary and excess carriers as necessary.

May verify with the Medical Staff Services Coordinator that each independent prac-
titioner provides proof of adequate professional liability insurance at the time of ini-
tial credentialing and at reappointment.

May act as liaison with the insurance carrier; completes insurance applications and
responds to surveys; prepares materials necessary for renewal of primary and excess
insurance policies.

Provides insurance information to outside agencies; assists in compliance with state
insurance reporting requirements.
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SUGGESTED PARAMETERS FOR POSITION

Experience is entry level, 0-3 years in risk management.

Position title risk analysis, risk manager, patient safety coordinator, various titles
reflecting combined job responsibilities i.e. QA/RM, Medical Staff Coordinator,
Human Resources Manager.

Reports to position of middle to top level management, Director of Risk
Management.

Certification/Education may include associate degree, RN, ARM, pursuing CPHRM.
Organization size may be one facility/organization with less than 100 licensed beds.

Key attributes: Strong written and oral communications skills, presentation skills,
team player, ability to influence change without direct authority, and negotiation
skills.

Source: American Society for Healthcare Risk Management. Reprinted with permission.

Risk Manager Job Description, Level Two
Position Summary

The risk manager is responsible for the facility’s risk management activities, which include,
but may not be limited to, coordinating insurance coverage and risk financing, managing
claims against the facility, interfacing with defense legal counsel, administering the risk
management program on a day-to-day basis, managing and analyzing risk management
data, conducting risk management educational programs, complying with risk manage-
ment related standards by JCAHO, all with the objective of maintaining patient safety,
enhancing quality care, and minimizing loss to protect the assets of the facility. The level
two risk manager performs these functions reporting to management at the vice-presi-
dent level. This individual is responsible for reviewing and formulating policy or organiza-
tional changes and making recommendations for final approval by senior management.

OPERATION/COMPLIANCE
Overview

The level two risk manager performs the functions outlined under level one and, in addi-
tion, manages a facility department or office of risk management. Is responsible for data
management, claims management, and the education components of the facility’s risk

(Continued)
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management program. Promotes the organizational patient safety initiatives. Develops
department budget for management approval. Works directly with legal counsel as a
team member in the defense of claims. Has ongoing access to facility liability defense
counsel to consult regarding both preventive and corrective measures to be taken in sit-
uations having legal connotation. On request, may provide information to facility man-
agement concerning reasonableness of cost and quality of legal services.

Specific Activities
Has full responsibility for operations of the risk management program that may

include an enterprise liability approach to exposures.

Directs loss control/loss prevention activities and reports results to senior
administration.

Supervises the statistical trending of losses and analyzes patterns.

Designs and implements risk management surveys and studies; conducts surveys,
studies, and special projects to assist in long-term planning and changes to facility
policies and systems that reduce risk and losses.

Responsible for identifying and communicating regulatory requirements.

Leads development of organization-wide approach on disclosure of medical errors
and obtains physician support.

Designs and/or administers safety systems and procedures to minimize loss from
employee casualties, and complies with OSHA regulations.

Analyzes the risk of loss versus cost of reducing risk.

Supervises accumulation of risk management cost data for budgetary and historical
purposes: prepares budgets for departmental operations.

Works with Medical Staff Services to develop and maintain risk management pro-
files on physicians and integrates that information into the credentialing process in
compliance with state and federal agencies, Joint Commission and/or other accred-
iting bodies, and institutional requirements.

Submits recommendations for changes in the existing risk control and risk-financing
procedures based on changes in properties, operations, or activities.

Evaluates correspondence from attorneys, patients, and other outside sources, and
formulates responses, as necessary.

Records, collects, documents, maintains, and communicates to insurance carrier
and/or attorney any information necessary to prepare testimony in pending
litigation.
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Directs and coordinates release of records and information in response to subpoe-
nas, court orders, attorney requests, state and federal agency investigations, and
other inquiries from outside sources.

Maintains legal case files and strives to maintain maximum protection from discover-
ability of such files.

Approves defense postures or settlement values at lower levels routinely.

Answers medical/legal inquiries of physicians, nurses, and administrators regarding
emergent patient care issues and loss control.

Resolves treatment issues, including patient decisions made against medical advice
(AMA), refusals of treatment, and consent issues; initiates court orders as appropri-
ate via in-house and outside legal counsel.

Reviews relevant contracts for risk exposure and insurance purposes before approval,
including affiliation agreements, leases, construction agreements, and purchase
orders, as appropriate.

Maintains awareness of legislative activities that may affect risk management pro-
grams and participates in the legislative process.

LOSS PREVENTION/PATIENT SAFETY
Overview

The level two risk manager performs the functions as outlined under level one and, in
addition, organizes and manages facility-wide educational programs on health care risk
management and related subjects for health care practitioners. Presents such programs
in conjunction with the facility’s education department or other organizations. Supports
the patient safety initiatives through direct participation on committees/task forces.
Develops risk management budget for senior management approval.

Specific Activities

Plans, develops, and presents educational material to administration, the medical
staff, nursing personnel, and other department personnel on topics related to risk
management as they affect personnel.

Develops and implements educational programs designed to minimize the frequency
and reduce the severity of actual and potential safety hazards throughout the
facility.

Leads root cause analysis and makes recommendations for improvement.

Active participation in patient safety goals by providing data to support priorities.

Active role in FMEA (Failure Mode and Effects Analysis).

(Continued)
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Acts as resource, internal consultant, and educator for patient safety/risk manage-
ment issues.

Complies with various codes, laws, rules and regulations concerning patient care,
including those mandated by state and federal agencies, incident reporting, also
includes investigative activities with federal, state, and local enforcement authorities.

Leads investigations for adverse drug events and sentinel events.
CLAIMS MANAGEMENT
Overview

The level two risk manager performs the functions outlined under level one and, in addi-
tion, works actively with legal counsel or the adjuster in investigating claims, developing
defense strategy, and evaluating the monetary value of the claim. Participates as a team
member in negotiating settlements for management approval. In litigated claims, assists
legal counsel in accessing facility records and personnel and may act as a corporate repre-
sentative during pretrial and trial. Recommends defense strategies for approval by CEO,
governing board, and legal counsel. Provides advice to senior management or the chief
financial officer regarding reasonableness of expenses for claims defense.

Specific Activities

Authority to initiate medical write-offs to mitigate potential claims.

Oversees investigation of incidents/accidents/events that could lead to financial
loss, including professional liability, general liability, and workers' compensation.
Investigates risks involving actual or potential injury to patients, visitors, and employ-
ees; collects information necessary to prepare for the defense of claims.

Serves as liaison to brokers and insurance company representatives in negotiating
and settling specific general liability claims; directs conferences with claimants, attor-
neys, and insurance carriers, when applicable.

Interacts with legal counsel, insurance carrier, and patients/families to effect timely
settlement.

Coordination of defense with co-defendants.

Provides direction and advice to medical staff, as necessary, in connection with mal-
practice litigation and medicolegal matters.

Reports patient care-related incidents to the Department of Health if required by
law; directs investigation and development of corrective plans; submits required
reports to state and federal agencies.
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RISK FINANCING
Overview

The level two risk manager performs or coordinates the functions outlined under level
one and, in addition, participates in negotiating coverage issues with carriers or trust
administrators, including levels of coverage, scope of coverage, and premiums.
Participates in formulating recommendations for purchase of coverage or funding of
self-insurance for submission to management for final approval. Participates in prepar-
ing other financial analyses of facility’s insurance program for the information of man-
agement and the governing body.

Specific Activities

Reviews and maintains insurance policies; analyzes existing policies for coverage and
exclusions; anticipates and deals with policy expirations.

Participates in managing the facility's insurance programs and financing by prepar-
ing statistical data to support the continuation or reduction of premiums paid or
reserves.

Participates in negotiating policy provisions.

May assess appropriate reserve funding levels, both insured and self-insured, in con-
junction with an actuary.

SUGGESTED PARAMETERS FOR POSITION
Experience is intermediate level position with 4-8 years in risk management.
Position title may include Risk Manager, Director RM, Director Patient Safety.
Reports to VP Risk Management, COO, CFO, or CEO.

Certification/Education may include Bachelor Degree, RN, single risk management
certification, ARM, CPHRM, FASHRM.

Organization size may include 1-2 facilities, with 100-400 licensed beds.

Key attributes: All in Level | job description, plus management of insurance portfolio
and claims handling.

Source: American Society for Healthcare Risk Management. Reprinted, with permission.



The Health Care Risk Management Professional

Risk Manager Position Description, Level Three

Position Summary

The risk manager is responsible for the facility’s risk management activities, which include,
but may not be limited to, procurement of insurance coverage and risk financing, man-
aging claims against the facility, interfacing with defense legal counsel, administering an
enterprise risk management program on a day-to-day basis, managing and analyzing risk
management data, conducting risk management educational programs, complying with
risk management related standards by JCAHO other accrediting and regulatory agencies
with the objective of promoting patient safety, enhancing quality care, and minimizing
loss to protect the assets of the facility. While the level 3 position may be responsible for
the functions in level one and two job descriptions, this position most often supervises
and offers overall program direction to staff performing the task in the first two job
description levels. This position reviews, formulates, and implements policy and organiza-
tional changes, performing within general programmatic authority delegated by the
CEO, chief financial officer, or governing body.

OPERATIONS/COMPLIANCE
Overview

The level three risk manager performs the functions outlined under levels one and two
and, in addition, oversees aspects of data management and analysis for the organiza-
tion’s loss control program. Establishes budget for data management and analysis
aspects of loss control. Directs risk management program for a large health care system
and/or multi-hospital system with facility risk managers. Works within broad guidelines
established by the CEO, chief financial officer, or governing body regarding the use and
integration of loss control data with other types of organizational data systems for
audit and accountability purposes on a facility or system-wide basis. May serve as the
organization’s compliance officer. Leads patient safety initiatives in the organization.
Responds to all regulatory/compliance issues and strives to incorporate processes to
address the results of these surveys/requirements.

Specific Activities

Works with senior leadership in organizational operations, quality, etc.
May serve on subcommittees of the Board of Directors.
Authorities to retain, direct, and approve compensation of defense counsel.

Conducts systems analyses to uncover and identify patterns that could result in
compensable events.
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Assists clinical chairs and department heads in designing risk management programs
within their departments.

Develops and implements departmental and facility policies and procedures that
affect liability exposures.

Minimizes risk by responding to all regulatory/insurance survey report recom-
mendations/deficiencies.

Selects and utilizes services of consulting services, brokers, carriers, etc.
Provides board summary reports on incidents, claims, reserves, claim payments, etc.

Works with Medical Staff Services Coordinator to provide risk management infor-
mation into the credentialing process in compliance with state and federal agencies,
accrediting bodies, and institutional requirements.

Complies with various codes, laws, rules, and regulations concerning patient care/
safety, including those mandated by state and federal agencies, incident reporting,
also includes the investigation activities of federal, state, and local enforcement
authorities.

Implements relevant statutes and regulations, including mandated mechanisms of phy-
sician monitoring with feedback to medical staff office, reappointment process, etc.

Assumes responsibility for contract compliance within appropriate guidelines and
legal concepts; in preparing contracts for board approval, provides advice on con-
tract language necessary to fulfill insurance and risk management requirements;
evaluates each contract negotiated by the organization to verify that insurance and
liability issues are adequately addressed and that risk is transferred to the other
party, if feasible; establishes insurance requirements for all projects and contracts;
where appropriate, negotiates changes in contracts with other parties; verifies that
affiliated institutions have adequate insurance coverage.

Reviews and approves plans and specifications for major new construction, altera-
tions, and installation of equipment.

LOSS PREVENTION/PATIENT SAFETY
Overview

The level three risk manager performs the functions outlined under levels one and two
and, in addition, develops loss control educational programs for the organization’s use.
This position establishes education budget, subject to approval of the CEO, chief finan-
cial officer, or governing body. May develop educational programs relative to health care
risk management utilizing well known experts in the field for national or regional repre-
sentation. May develop risk management educational programs with broad appeal for

(Continued)
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marketing to other organizations. May serve as Patient Safety Officer/Advocate or
Sponsor.

Specific Activities

Plans and implements a facility-system wide program for both loss prevention and
loss control, and a comprehensive orientation program; those programs will be
directed to all current and future employees of the board, physicians, and employees
to advise them of their responsibilities, obligations, and part in the facility’s risk man-
agement program.

Participates in new business development activities by providing due diligence on
new ventures/acquisitions.

Serves as FEMA consultant/process expert.

Directs and conducts educational sessions on risk management for medical staff and
employees.

Procures outside loss prevention services.
CLAIMS MANAGEMENT
Overview

The level three risk manager performs the functions outlined in levels one and two and,
in addition has authority within broad guidelines established by the CEO, chief financial
officer, or governing body to approve settlement of claims against the facility or system.
Has authority to direct legal counsel and other personnel involved in claims manage-
ment and to give final approval to defense strategies. Approves payment of fees of
defense counsel and payment of other expenses of claims defense.

Specific Activities

Manages the claims program, which contains the following components: reporting
procedures, system maintenance, detailed claim investigations, establishment of
reserves, selection and monitoring of legal counsel, conferring directly with claim-
ants, attorneys, physicians, employees, brokers, carriers, and consultants, settlement
of claims, selection and utilization of actuarial firms, as needed and/or required.

Compliance with Medicare/Medicaid regulations as related to claims.

Recommendations to senior management for funding requirements and necessary
limits of coverage.
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Reporting claims information to senior management.
Directs activities of investigators.

Directs claims handling and defense preparation activities of the insurance company
and defense counsel.

Is responsible for administering claims initiated in the boiler/machinery, fire, and
other loss areas.

Projects future costs of losses, services, insurance, and other risk management
expenses.

Authority to manage and resolve claims within self-insured programs.
RISK FINANCING
Overview

The level three risk manager performs or coordinates the functions outlined under lev-
els one and two and, in addition, manages the organization’s insurance or self-insur-
ance program within broad guidelines established by the CEO, chief financial officer, or
governing body. This position has authority to finalize selection and retention of carriers
or self-funding mechanisms in conjunction with the chief financial officer. Ensures the
preparation of loss experience reports and summaries for the information of the CEO,
chief financial officer, and governing body.

Specific Activities

Evaluates property exposures, including new construction and renovation programs,
to provide coverage and minimize risk.

Develops familiarity with insurance markets through frequent market contact and
attendance at meetings and market symposiums.

Plans, coordinates, and administers a broad, comprehensive insurance program
involving such activities as insurance purchasing, insurance consulting, administer-
ing self-insured coverage, and coordinating claims handling for all insurance lines.

Directs and coordinates all aspects of insurance management for the institution,
including developing alternatives such as self-insurance, excess insurance, and other
risk-financing mechanisms.

Develops and manages the overall risk management program, involving risks of all
types, which may include using deductibles, self-insurance, captive insurance com-
panies, financial plans, commercial insurance, and insurance/reinsurance programs.
For property insurance, boiler and machinery insurance, crime insurance, student
health insurance, automobile insurance, and all other purchased insurance coverage,

(Continued)
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analyzes values and verifies that exposures are adequately insured; in the event of a
loss, prepares data required by brokers and carriers and manages process through to
settlement of claim.

Prepares specifications for competitive bidding; negotiates with brokers, agents, or
companies on insurance coverage, premiums, and services.

Establishes and administers self-insurance trust funds for various types of insurance
needs.

SUGGESTED PARAMETERS FOR POSITION

Experience is senior level position with 8-10 years in risk management

Position title may include Vice President Risk Management/ Patient Safety, Chief Risk
Officer, VP Legal Services Reports to CEO, Board of Trustees/Directors
Certification/Education may include JD, Masters Degree, multiple certifications such
as ARM, CPHRM, DFASHRM, CPCU

Organization size may include multiple facilities, IDS, with more than 400 licensed
beds

Key Attributes: Include all of those in Levels | and I, plus advanced business/health-
care management skills.

Source: American Society for Healthcare Risk Management. Reprinted with permission.

(Continued from page 33)

into six major functional areas: loss prevention and reduction, claims management,
risk financing, regulatory and accreditation compliance, risk management operations,
and bioethics.

Loss Prevention and Reduction

This category encompasses all aspects of risk identification, loss prevention, and loss
reduction and represents the largest functional area.

Developing formal and informal mechanisms for risk identification, such as inci-
dent reporting, staff referrals, medical record reviews, review of patient com-
plaints, and review of pertinent quality-improvement information

Developing and maintaining collaborative relationships with key departments,
such as quality management, nursing, medical staff, safety, security, and infection
control, to enhance program effectiveness
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Developing statistical and qualitative reports on risk management trends and pat-
terns and communicating this information effectively to appropriate audiences

Developing root cause analysis and failure mode and effects analysis (FMEA) for
incidents and potential areas of risk

Developing policies and procedures in key areas of risk management interest, such
as informed consent, product recalls, confidentiality, and handling of sentinel events

Developing educational programs for all levels of staff on a variety of risk man-
agement topics

Developing a program for management of exposures resulting from contracts,
such as affiliation agreements, construction agreements, leases, management con-
tracts, and purchase agreements

Serving as a resource to organizational staff on issues related to professional lia-
bility and other risks

Claims Management

This category includes all activities associated with managing actual or potential
claims, from reporting and investigation to resolution.

Notifying carriers of actual or potential claims

Establishing claim files and coordinating investigation

Supervising investigators, third-party administrators (TPAs), and defense counsel
Coordinating the organization’s response to discovery requests and interrogatories
Developing standards for the selection and evaluation of service providers
Setting expense and indemnity reserves

Approving and authorizing settlements

Ensuring that the organization’s senior management is kept informed of high-
exposure cases and aggregate claims experience, including their effect on the risk
financing program

Risk Financing

This category includes many activities associated with financing losses, whether the
organization transfers or retains the risk.

Maintaining and coordinating exposure data for the organization
Coordinating insurance applications and renewals

Collaborating with brokers, underwriters, actuaries, and other service providers to
determine the risk financing needs of the organization
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Evaluating coverage limits, deductibles, attachment points, and lines of coverage
to ensure that all exposures are adequately covered

Evaluating risk financing options such as commercial insurance, retention, cap-
tives, and risk retention groups and selecting the best option based on the organi-
zation’s needs

Monitoring and evaluating the organization’s risk financing program

Regulatory and Accreditation Compliance
This category includes all activities associated with compliance with accreditation
standards and with major health care regulations.

Promoting compliance with requirements to report specific incidents to state and
federal agencies

Promoting compliance with regulations such as the Americans with Disabilities
Act (ADA), Occupational Safety and Health Administration (OSHA), Patient
Self-Determination Act (PSDA), Safe Medical Devices Act (SMDA), Emergency
Medical Treatment and Labor Act (EMTALA), Health Care Quality Improvement
Act (HCQIA), Health Insurance Portability and Accountability Act (HIPAA),
and the patient safety initiatives prompted by the Institute of Medicine (IOM)
report

Promoting compliance with Joint Commission requirements, including those per-
taining to sentinel events and national patient safety goals and standards

Promoting compliance with requirements to report deaths to the medical examiner
or coroner

Collaborating with key departments to ensure compliance with life safety codes
and emergency management

Promoting compliance with specific regulatory initiatives and programs such as
Project Lookback

Risk Management Operations

The Operations category covers activities associated with managing a risk manage-
ment department.

Developing an organizational risk management policy statement and plan
Training and supervising risk management staff

Coordinating and administering risk management and patient safety committees
Developing annual goals for the risk management department

Evaluating the effectiveness of risk management activities
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Bioethics

This category includes all activities related to issues such as do not resuscitate (DNR)
orders, brain death criteria, advance directives, withdrawal of life support, and human
subjects research.

Reviewing policies and procedures related to end-of-life issues for conformance
with ethical principles and adherence to applicable regulation

Reviewing policies and procedures relating to human subjects research for adher-
ence to applicable regulation and organizational policy

Providing risk management consultation for specific ethical dilemmas

Providing education for staff, patients, families, and communities on patients’ rights

HEALTH CARE RISK MANAGEMENT ACROSS A SPECTRUM
OF SETTINGS

As mentioned earlier in the chapter, the roles and job responsibilities of health care
risk management professionals are determined by the characteristics of the organiza-
tions in which they work. The size and structure of the organization determine the
needs of the organization, and this in turn influences the size, structure, and function of
the risk management program. The risk financing strategies of the organization are
also important determinants of risk management program structure and function.

The following sections examine the role of the risk management professional in sev-
eral health care settings—the acute care hospital or medical center, academic medical
center, integrated delivery system (IDS), multihospital system, ambulatory care setting,
physician practices and clinics, and long-term care facility. For each setting, the relative
importance of each of the six major functional areas of responsibility are examined, as
are other unique characteristics of risk management programs in these settings.

The Acute Care Hospital or Medical Center

According to ASHRM’s 2005 member survey, 37 percent of respondents are employed in
an acute care hospital or medical center, by far the largest category.’ (See Table 2.1 for an
inventory of the type of organizations represented by respondents in the ASHRM survey.)
Acute care hospitals or medical centers can range in size from fewer than one hundred
licensed beds to more than five hundred. They can be classified as community hospitals,
which tend to be smaller and typically do not have their own residency programs, and
teaching hospitals, which tend to be larger and often have multiple residency programs.
Acute care hospitals or medical centers offer a range of services, although not all
hospitals offer every type of service. Patient care services typically offered in acute
care hospitals or medical centers include general medicine and surgery, medical and
surgical subspecialties such as cardiology and orthopedic surgery, and primary care
services such as family medicine, pediatrics, and obstetrics. Most have intensive care
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Types of Organizations

Organization Percentage of Total
Acute Care Medical Center 32
Academic Medical Center 7
Free-Standing Community Hospital 6
Integrated Delivery System 12
Multihospital System 9
Pediatric Hospital 1
Specialty Hospital 1
Tertiary Care Facility 1
Insurance Brokerage 2
Insurance Company 9
Law Firm 1
Long-Term Care Facility 1
Managed Care Provider 1
Physician Office 1
Behavioral/Psychology Health Care Facility 1
Rehabilitation Facility 1
Risk Management Consulting Firm 2
Self-Employed 1
Other 11

Base: 911 respondents.
Source: American Society for Healthcare Risk Management, ASHRM Member-
ship Survey, 2005. Reprinted with permission.
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units of some type and also have emergency departments. More complex services, such
as transplant surgery and advanced trauma care, are typically found in academic medi-
cal centers, which are discussed later in this section. The types of services a hospital
offers are typically controlled through the state’s certificate of need program.

Even within this category, risk management program structures and functions vary
widely. At a small- to medium-size community hospital, it is common practice for the
risk management professional to assume responsibilities for several related areas, such
as quality improvement, safety and patient safety, or infection control. The limitations
of the hospital’s resources, together with a smaller workload, make this arrangement
an attractive one for these organizations. More recently, risk management profession-
als in such settings have also been called on to assume the role of the corporate com-
pliance officer, patient safety officer, or chief risk officer.

Small- to medium-size hospitals are usually commercially insured, thereby decreas-
ing the administrative burden for the risk financing and claims management functions on
the risk management department itself. Responsibilities for workers’ compensation pro-
grams often rest with the human resource department. Thus the risk management profes-
sional’s role in such settings often focuses on the activities associated with loss prevention
and reduction: risk identification and analysis, management of serious adverse events,
staff education, and policy and procedure review and development. Risk management
professionals in these hospitals are also often responsible for ensuring compliance with
major health care regulations and requirements and for accreditation activities. Smaller
hospitals often face risks associated with access to care, specifically access to specialized
or intensive care, not faced by larger hospitals. The risk management professional may
also be quite involved in clinical ethics consultations, because smaller organizations typi-
cally do not have the resources to employ an ethicist or in-house counsel.

The risk management professional’s role in risk financing at smaller hospitals is
often limited to collecting and coordinating exposure data and managing the insurance
renewal process. The chief financial officer typically assumes the burden for evalua-
tion of carriers and insurance options, selection of new carriers, and decisions regard-
ing risk-financing options. The risk management professional’s interaction with bro-
kers and underwriters may be limited.

When risk is transferred, responsibilities for claims management also decrease. In
a smaller, commercially insured hospital, the risk management professional’s role in
claims management is limited to coordinating the investigation and defense activities
of the investigators, adjusters, and attorneys employed or retained by the insurance
carrier. In this setting, the risk management professional is not responsible for setting
reserves or authorizing settlements, as this is usually the exclusive right and responsi-
bility of the insurance carrier.

Risk management professionals in small- to medium-size community hospitals often
enjoy high visibility. They are often viewed as the primary resource on a wide range of
topics because the organization cannot afford to employ experts in a variety of disci-
plines. They very often function as the hospital’s liaison to outside counsel and as such
become involved in a variety of interesting legal issues. Risk management professionals
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in such settings have the opportunity to work and interact with nearly every health care
discipline. Thus these positions offer excellent opportunities for learning and collabora-
tion and also opportunities for advancement by assuming responsibility for related
areas.

In medium to large community hospitals or medical centers, risk management pro-
fessionals typically have somewhat greater and better-defined responsibilities than in
smaller hospitals. They generally retain responsibility for all loss prevention and con-
trol functions but may be assisted by one or more staff members. Such staff assistants
often have clinical experience or expertise that enables them to interact very effectively
with patient care providers. The nature of loss prevention and reduction activities at
such hospitals is essentially the same, though the volume tends to be greater than at
smaller facilities. An enterprise risk management program is desirable, as it encour-
ages risk management professionals to act in concert with other managers to fully
evaluate the organization’s exposures and promotes thinking “outside the box™ for
solutions. Potential partners with the risk management professional may be internal
audit, treasury, security, institutional research, quality and performance improvement
teams, or even individuals outside the corporate family that have a direct effect on risk,
such as credit agencies, regulatory and licensing agencies, fire and rescue, and police.

Credentialing and informed consent issues assume greater significance in these
settings because of the greater number of specialists on staff and the riskier nature of
treatments and procedures offered.

Medium to large hospitals and medical centers usually employ a greater number
of professionals specializing in a variety of disciplines, so risk management profes-
sionals in such hospitals are less likely to assume multiple job responsibilities. Usually,
safety and infection control professionals are employed, and often the quality improve-
ment function is separate from risk management. Thus the risk management profes-
sional in such settings focuses almost exclusively on risk management functions, and
there is little confusion among the staff as to who the risk management professional is
or what the function comprises.

Although many are commercially insured, medium to large hospitals and medical
centers are often in the position to use alternative risk financing strategies. It is com-
mon for such organizations to have in place self-insured trusts, large deductibles, or
captive insurance companies to finance primary liability risks. If that is the case, the
risk management professional has a greater role in risk financing and claims manage-
ment. The risk management professional typically works collaboratively with the chief
financial officer and other executives in the development of loss exposure data, setting
reserves, monitoring of program results, and evaluating existing and alternative
arrangements. Claims management also becomes a higher-risk management priority
in such circumstances, and the risk management professional is often responsible for
directing the activities of an in-house claims staff or third-party claims administrators,
investigators, and attorneys. Risk management professionals in such settings typically
have a great deal of interaction with brokers, underwriters, and actuaries and may also
have responsibility for self-funded workers’ compensation programs.
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Risk management professionals in medium to large hospitals and medical centers
are often quite involved in regulatory compliance, but in many cases, there is a desig-
nated compliance officer with responsibility for the corporate compliance program.
Thus the risk management professional takes a more advisory role, serving as a content
expert in areas that relate to risk management. Most often risk management profession-
als in these settings continue to play a significant role in accreditation, but this is usually
a collaborative effort with other administrators. They are involved in ethics consulta-
tions, as are their counterparts in smaller hospitals, but their role may be more advisory
because larger hospitals typically have more resources devoted to their ethics programs.
As the risk management department tends to be larger, the risk management profes-
sional in such a setting typically devotes more time to department administration.

Risk management professionals in medium to large hospitals and medical centers
require the same skill set as those in smaller hospitals. Effective communication skills
and the ability to work collaboratively in other disciplines are critical success factors
in either setting. In addition, risk management professionals who work in larger and
more complex settings need to develop a better understanding of more complex risks
and of risk financing and claims management.

The risk management professional job descriptions for level one and level two
presented in Exhibits 2.2 and 2.3 are most consistent with the functions of the risk
management professional in the acute care hospital or medical center.

Academic Medical Centers

Academic medical centers pose unique risk management challenges. They tend to be
large and complex organizations, and the care they provide is equally complicated.
Risk management professionals and chief risk officers in these settings must deal with
risks ranging from simple clinical misadventures to complicated issues involving clin-
ical research, affiliation agreements, and academic freedom.

Academic medical centers tend to have risk management departments with sev-
eral professional staff members. Some organizations may have their risk management
staff or program segmented into areas of clinical risk of the medical center and the
affiliated university or school risk. Most often the risk management staff for the medi-
cal center will include staff with clinical training. This is a great advantage given the
complex nature of the clinical risks encountered in these settings.

Risk prevention and reduction activities in academic medical centers are made
more difficult because of the many individuals involved in patient care. Unlike other
hospitals, patients in academic medical centers are often cared for by students, resi-
dents, fellows, and specialists not commonly found in other settings. Because of the
involvement of so many individuals in patients’ care, there is a greater potential for
error; thus risk is increased. In addition, staff rotations and turnover tend to be higher
in academic medical centers, and there is a constant need for education and reinforce-
ment of risk management policies and procedures, including reporting requirements.

Risk management professionals in academic medical centers often spend a great
deal of time educating the staff about risk management principles and practices. They
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also devote a great deal of time to the investigation of incidents, because facts and cir-
cumstances tend to be more complicated and harder to discern. Credentialing and
human subject research also pose special risks in academic medical centers with which
the risk management professional is involved.

Academic medical centers often face unique risks that make commercial insur-
ance vehicles unattractive. As a result, academic medical centers are often involved in
alternative risk financing arrangements such as captives. The risk management profes-
sional in an academic medical center is likely to have some involvement in risk financ-
ing arrangements and must therefore have expertise and knowledge in this area. The
level of the risk management professional’s involvement will depend on many factors,
including whether or not the organization is involved in a group risk financing arrange-
ment, and on the culture of the organization. Often academic medical centers’ risk
financing functions are administered at high administrative levels, and the risk man-
agement professional’s role in these functions may be limited.

Claims management in an academic medical center is usually handled within the
organization rather than outsourced. Therefore, the responsible manager must have
the ability to effectively investigate claims, manage the activities of defense counsel,
and establish appropriate reserves. The volume of claims in an academic medical cen-
ter is such that several dedicated claims professionals may be required. It is especially
true if the department is expected to manage other types of claims, such as general lia-
bility, directors’ and officers’ liability, and property claims. (See Chapter Eleven for
information on basic claims administration.)

Regulatory and corporate compliance and accreditation activities in academic
medical centers are complicated and time-consuming activities usually handled by
professional staff dedicated to those functions; however, the risk management profes-
sional typically serves as an adviser.

Bioethics consultation in an academic medical center is usually a collaborative
effort in which the risk management professional plays an important role. Because of
the strong research orientation of academic medical centers, they often have strong
clinical ethics programs with dedicated staff. Risk management professionals are often
members of the ethics committee and institutional review board (IRB). (See Chapter
Eight for more information on ethics in patient care.)

Risk management department operations consume a great deal of time because
the department tends to be larger in an academic medical center. Also, the risk man-
agement professional in an academic medical center may be expected to support the
organization’s teaching and research mission by accepting interns, teaching in the
medical school, and assisting in risk management—related research. All of these activi-
ties increase the administrative burden of the risk management department.

The level three risk management job description presented in Exhibit 2.4 is most
representative of the scope of responsibilities in an academic medical center. Depending
on the organizational structure, a chief risk officer may be better suited for this posi-
tion. The CRO job description in Exhibit 2.5 provides some suggestions for job
responsibilities.
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Chief Risk Officer Position Description
Position Summary

The Chief Risk Officer (CRO) has broad responsibility for the protection of the institu-
tion and its staff from fortuitous loss. The Chief Risk Officer advises and consults with
senior leadership and the Board on potential sources of loss and makes decisions on
how to eliminate or minimize loss.

Major Responsibilities

The following are the major areas of responsibility for the chief risk officer. These
responsibilities include oversight, facilitation, coordination, supervision and technical
competence in the following areas:

RISK FINANCING

Coordinates, advises and facilitates risk-financing strategy with the CFO on issues that
could financially put the organization at risk.

Specific Activities

Reviews documents and issues that impact the availability of risk financing options
such as: changes to bond covenants, materials presented to bond rating agencies,
all fines and sanctions levied through the OIG, FBI, CMS, and other issues of similar
impact.

Finalize the selection and retention of insurance carriers or self-funding mechanisms
in conjunction with the CFO, and corporate office.

Administer self-insurance trust funds.
Evaluate property exposures, including new construction and renovation programs.

Develop familiarity with insurance markets through frequent market contact and
attendance at meetings and market symposiums.

Plan, coordinate, and administer a comprehensive insurance program involving such
activities as insurance purchasing, insurance consulting, claims coordination, and
administration of self-insured program.

Directs and coordinates all aspects of insurance management, including developing
alternative insurance programs such as self-insurance, risk retention groups, cap-
tives, deductible programs, financial plans, reinsurance, commercial insurance, and
excess insurance.

(Continued)
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(Continued)

Analyze values and ensure that exposures for property insurance, boiler and machin-
ery insurance, crime insurance, automobile insurance and all other purchased insur-
ance are adequately insured; in the event of loss, prepare data required by brokers
and carriers and manage the process through to the settlement of claim.

Develop familiarity with insurance markets through frequent market contact.

Prepare specifications for competitive bidding; negotiate with brokers, agents or
companies.

CLAIMS ADMINISTRATION / EVENT REPORTING
Specific Activities
Approve settlement of all claims against the facility within broad guidelines estab-

lished by the CEO, CFO, and/or governing body.

Direct legal counsel and other personnel involved in claims management and give
final approval to defense strategies.

Approve payment of fees for defense counsel and payment of other claims defense
expenses.

Develop and implement an “early intervention program.” Include disclosure of
unanticipated events, use of apology, alternate dispute resolution mechanisms, early
payments strategy, lessons learned/prevention activities, and the use of employee
assistance programs.

Ensure appropriate reporting to all required outside agencies including the NPDB
and/or HIPDB.

Manage the claims program, which contains the following components:

— Reporting procedures

— System maintenance

— Detailed claims investigations

— Establishment of reserves

— Use of alternative dispute resolution mechanisms
— Monitoring of legal counsel

— Conferring directly with claimants, attorneys, physicians, employees,
brokers and consultants

— Settlement of claims

— Selection and utilization of actuarial firms as needed or requested
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Comply with Medicare/Medicaid regulations.

Make recommendations to senior management regarding funding levels and cover-
age limits.

Report claims to senior management and board of directors.

Direct investigative activities.

Procure outside loss prevention services if necessary to supplement in-house
activities.

Project future cost of losses, services, insurance, and other risk financial vehicles.
PATIENT SAFETY
Specific Activities

Develop, implement and monitor the Patient Safety Plan.

Coordinate all patient safety activities with other clinical loss control, quality man-
agement, performance improvement, and infection control initiatives.

Coordinate and facilitate all initiatives to comply with the JCAHO Patient Safety
Initiatives.

Plan for creative ways to enhance patient safety by the use and support of techno-
logical advances including CPOE, bar coding, EMR, and the like.

Monitor the Internet and professional journals and publications to remain abreast of
current projects and initiatives regarding patient safety.

LOSS CONTROL (CLINICAL AND NON-CLINICAL)
Specific Activities
Plan and implement an institution-wide program of clinical and non-clinical loss con-

trol, including a comprehensive orientation program.

Direct and conduct educational sessions on risk management for medical staff and
employees.

Develop, implement, and manage the event reporting system.

Conduct systems analyses to uncover and identify patterns that could result in com-
pensable events.

Assist clinical chiefs and department heads in the design of risk management
programs specific to their department and unique risk.

Research, write, and implement departmental and facility policies and procedures
that affect liability exposures and assist in regulatory compliance.

(Continued)
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(Continued)

Oversee patient relations /advocate programs.

Ensure that risks are minimized by following-up and acting on all regulatory/insur-
ance survey report recommendations/deficiencies.

Select and utilize all necessary outside consulting services offered insurance carriers, inde-
pendent risk management consultants, and third-party administrators.

Provide senior management and board of directors with summary reports of inci-
dents, claims, reserves, claims payments, sentinel events, and near misses highlight-
ing lessons learned and risk control initiatives implemented.

Develop and maintain risk management profiles on individual physicians and ensure
the integration of that information into the credentialing process in compliance with
state and federal agencies, NCQA, JCAHO, and institutional requirements.

Ensure compliance with various codes, laws, rules, and regulations concerning
patient care, including those mandated by state and federal agencies, incident
reporting, and investigation activities.

Review and approve all plans and specifications for new construction, alterations,
and installation of new equipment. Ensure that outside insurance carrier has signed
off on plans as appropriate.

CORPORATE COUNSEL

The CRO will offer assistance to the organizations General Counsel with those legal,
regulatory issues that can impact the organization from a patient safety, public rela-
tions, marketing, and risk financing standpoint. Those issues might include:

Fraud/abuse allegations.

Reporting to outside federal and state agencies.
Reporting to the NPDDB, state licensing boards, CDC.
The levying of any sanctions or fines.

Recommendations that affect licensing and accreditation.

Review of new and existing legislation to determine appropriate risk response.
HUMAN RESOURCES

The CRO will work with the human resource executive to identify, analyze, and manage
through risk control and risk financing techniques those risks related to the workforce.
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Specific Activities
Review all employee related surveys, questionnaires, etc. that address employee
morale, turnover, and the climate/culture of the organization.

Coordinate strategy to reduce turnover, improve morale and to promote an organi-
zational culture that support patient and employee safety.

Identify and develop with Human Resources initiatives to improve the organizations
ability to recruit all positions within the work force including physicians, and to
enhance the work experience and educational level of all staff.

Identify and develop with Human Resource methods to reduce:
Employee fatigue

Absenteeism/presenteeism
STRATEGIC PLANNING & MARKETING

The CRO advises senior leadership on mitigation strategy for risk inherent in the follow-
ing activities:

Advertising campaigns including all print, TV, and mixed media materials.

Physician recruitment activities.

Mergers, acquisitions, and divestitures.

Joint ventures.

New clinical programs.

New facilities/construction.

Clinical research.
INTERNAL AUDIT

The CRO and Internal Auditor are in a unique position to assist each other. Internal
audit is charged with the identification and mitigation of the organizations exposure to
loss, much like the CRO. Area of assistance and communication can be:

Investigation of employee related crime issues, e.g., embezzlement.

Implementation of educational initiatives for the Board of Directors on issues related
to the Sarbanes-Oxley Act.

Corporate Compliance Program.

(Continued)
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(Continued)
CONTRACT ADMINISTRATION
Assume responsibility for contract administration to include the following components:
Assist with the development of appropriate working guideline and legal concepts

for contract review.

Work with senior management to develop contract language to protect the institu-
tion from liability and financial loss.

Review all contracts prior to administrative approval for compliance with written
guidelines.

Negotiate necessary changes to bring the contract into compliance with written
guidelines.

Maintain a database (or purchase software) for contract tracking.

Assume responsibility as the central repository for all contracts.
POSITION QUALIFICATIONS
Experience

A minimum of 10 years of progressive experience in healthcare administration with
specific experience in healthcare risk management.

Education

Bachelor degree required; master’s degree preferred.

Clinical background helpful, RN/MD.

JD, CPCU, and/or MBA desired.

Associate in Risk Management (ARM) desired.

Certified Professional in Healthcare Quality (CPHQ) desired.

Certified Professional in Healthcare Risk Management (CPHRM) desired

KNOWLEDGE AND ABILITIES

Knowledge of NCQA, HEDIS, and JCAHO, ISMP, NPSF, Leapfrog, IHI initiative, requ-
lations and other patient care-related initiatives to improve outcomes.

Knowledge of regulatory codes, legal requirements, and healthcare law.

Effective presentation skills, articulate, persuasive, and eloquent communicator both
verbally and in writing.
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Self-motivated with the ability to work independently. Requires little supervision.
Ability to manage/handle stress while under pressure from many involved parties.

Ability to interface with a variety of professionals including members of the Board of
Directors, medical staff and senior leadership, attorneys, accountants, actuaries,
brokers, and the like.

Knowledge of alternate risk financing/insurance programs.

Demonstrated skills in strategic planning, implementing and evaluating programs.
Knowledge of clinical and non-clinical loss control and claims administration.
Ability to prioritize tasks and see the big picture.

Ability to delegate and know when to ask for assistance.

Demonstrated ability to offer creative, innovative solutions to prevent/reduce diffi-
cult risk issues.

Ability to manage information in a confidential manner.

Reputation and ethical conduct must be of the highest standard and beyond
reproach.

POSITION RELATIONSHIPS

Member of a comprehensive healthcare team, including other healthcare providers, the
patient, the patient’s family and significant others. Position has managerial responsibili-
ties within the Enterprise Risk Management Unit. The chief risk officer, if not directly
responsible for the following areas, must interface with them to minimize the potential
for loss:

Emergency Management
Process/Quality Improvement
Medical Staff Credentialing

Infection Control

Workersi Compensation/Employee Health
Environmental Health

Patient Safety

Risk Financing

Claims and Litigation Management
Risk Control (clinical and non-clinical)
Internal Audit

Human Resources

(Continued)
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(Continued)
COMMITTEE RESPONSIBILITY

The Chief Risk Officer will actively participate on the enterprise risk management com-
mittee and be a permanent member on the following committees:

Quality/Performance Improvement
Patient Safety
Emergency Management

Customer Relations

The Chief Risk Officer should periodically attend or review the meeting materials/min-
utes of other committees such as:

Pharmacy and Therapeutics
Blood Utilization

Utilization Review/Case Review
Morbidity & Mortality

Medical Products/Purchasing
Credentialing Committee
Infection Control Committee
Surgical Case Review

Nursing Executive Committee
Medical Staff Departmental meetings
Marketing and Strategy

Human Resource
COMMUNICATION STANDARDS

Frequent contact is made with members of the senior leadership team, board of direc-
tors, medical staff leadership, and a variety of outside professionals. Position requires the
ability to articulately communicate a wide variety of legal, medical, and business subjects
as they relate to enterprise risk management. Promote and provide courteous and effec-
tive communication with internal and external customers. May be spokesperson for the
organization in time of a crisis/disaster.
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WORKING CONDITIONS
Working conditions are almost exclusively indoors in a warm, well-lit environment.

Motor coordination and manual dexterity are frequently necessary for the coordination
of eye-hand and motor function in computer and telephone use.

Occasional inter-office or inter-campus traveling with frequent sitting.
Requirement for periodic on-call coverage.
Scheduling flexibility is necessary to meet early morning and evening schedules.

Ability to handle multiple projects simultaneously, some with tight deadlines and
minimal staff.

Source: Aon Healthcare. Reprinted with permission.

Integrated Delivery Systems

An integrated delivery system is an organization that encompasses many different
types of providers under one corporate structure. An IDS often includes acute care
facilities, physician group practices, multispecialty clinics, post—acute care facilities,
and home care services. Providers may be employees or independent contractors, or
they may be loosely affiliated with the organization. IDSs often cover broad geograph-
ical areas and can be very large and complex organizations in terms of corporate struc-
ture. In many cases, an IDS comprises facilities across several states. For all of these
reasons, IDSs are particularly challenging for risk management professionals who
seek to develop coordinated and consistent risk management plans and strategies.

Within the IDS, there is usually a corporate risk management professional who
assumes responsibility for the IDS’s overall risk management program. The corporate
risk management professional is responsible for risk financing activities and has over-
sight responsibilities for claims management. This position is typically responsible for
risk management activities only and does not assume other related responsibilities.
Risk prevention and reduction activities are carried out by risk management staff at the
facility level who may report to the corporate risk management professional or to
the facility administrator. In many instances, the risk management function is assumed
by a clinician or other facility staff member with no formal risk management training.
This requires that the corporate risk management professional be an effective teacher
and mentor.

The degree of integration and standardization of risk management practices and of
clinical practice across the IDS is often quite variable and produces significant risk
that must be managed. The corporate risk management professional establishes broad
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goals and objectives for the risk management program, thus providing the framework
for the individual facilities to follow. These general guidelines allow individual facili-
ties to adopt policies and practices that address issues unique to their setting. It might
take time before all elements of the IDS can be successfully incorporated into a coor-
dinated risk management program within the IDS. Very often individual facilities are
permitted to remain in existing risk financing arrangements because standardization
and change across the IDS is too difficult to manage. Thus the corporate risk manage-
ment professional may be required to manage and oversee a complex program with
many different and varied components.

In addition to the risks noted, IDSs are particularly vulnerable to the risks associated
with merger and acquisition activity. Thus the corporate risk management professional’s
role in premerger due diligence takes on added significance within the IDS. Establishing
strong relationships and being perceived as a valuable resource are essential to influence
decisions and eliminate or mitigate risk before these organizational changes.

Risk identification can be accomplished in several ways in the IDS. Health plan
utilization decisions that limit or deny services require a consistent approach based on
currently accepted medical practices and on insuring agreements. Close study of con-
tracts, credentialing practices, marketing and sales initiatives, capitation agreements,
health benefit claims and denials, and member and patient satisfaction data are other
mechanisms for identifying potential risks.

The risk management professional may oversee or be directly responsible for
claims administration, including investigating, analyzing, reporting, and establishing
reserves.

The corporate risk management professional in an IDS must be well versed in all
aspects of risk financing and must have excellent skills in contract management. This
individual must work well with other people to achieve corporate objectives, although
the risk management professional exercises no control over these individuals. The
level three risk management professional job description in Exhibit 2.4 most closely
corresponds to this role in an IDS. The chief risk officer job description in Exhibit 2.5
also might fit this type of organization.

Multifacility Health Care Systems

Health care systems are composed of multiple facilities providing similar services
owned by a single corporation or parent organization. In many ways, health care system
risk management programs are similar to IDS programs. They both manage risks across
discrete organizations that may have entirely different cultures and identities. However,
systems do not face the same challenges that IDSs face, in that their practices and
procedures tend to be standardized across the system. Thus the corporate risk
management professional in a system is unlikely to be faced with a broad array of risk
financing arrangements or facility-based practices within the system because the risk
management program in a system is usually well coordinated and fairly standardized
across the system.
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The risk management professional in a health care system most often functions as
a senior executive in the organization. Risk prevention and reduction activities are usu-
ally carried out at the facility level under the direction of the corporate office. As in the
IDS, the corporate risk management professional in a system will likely be responsible
for risk financing activities while using alternative risk financing strategies to control
costs. Claims management activities are often centralized and handled internally by
dedicated claims staff.

System risk managers usually work collaboratively with others in the organization
in regulatory and accreditation compliance and bioethics and are likely to serve in a
consultative capacity, or the responsibility may be delegated within the department.

The level three risk management professional or the chief risk officer job descrip-
tion most closely approximates the duties of the health care system risk management
professional. The position requires significant risk management knowledge and expe-
rience and the ability to stay ahead of the complexities involved in a changing health
care environment.

Ambulatory Care Organizations

Ambulatory care organizations (ACOs) include multispecialty clinics, freestanding
surgical centers, urgent care or walk-in medical clinics, and community health or pub-
lic health facilities. Physician practices may also be considered in the ACO. The orga-
nizational structure of outpatient care can be as varied as the facility itself. Some
organizations may have an office manager whose job responsibilities include risk
management. It is not unusual to have a physician functioning as the senior adminis-
trator to whom the office manager or risk management professional reports. Larger
facilities more often have a governing body to guide the organization. As in a small
hospital setting, the individual responsible for the risk management function may be
responsible for several functions.

ACOs pose unique risks because of the large number of patient encounters, which
increases the risk of exposure to loss. In addition, because patients generally control
the progress of their health care in the ACO setting, there is a greater chance that care
may be fragmented or prolonged, and a provider might not recognize changes or dete-
rioration in a patient’s condition. Finally, ACOs often do not have access, as hospitals
do, to other departments that support critical risk management functions, such as
safety, infection control, and biomedical engineering.

Risks in ACOs vary with the type of setting. In most ambulatory settings, the risk
of “failure to follow up,” either from the patient’s perspective or the provider’s per-
spective, can be a risk management concern. Also, the use and maintenance of equip-
ment pose risk management concerns, as do concerns regarding adherence to safety
standards, universal precautions, and regulatory compliance.

Outpatient surgery centers have risk issues related to appropriate discharge crite-
ria for their patients and in maintaining practice parameters and standards of care for
the many different procedures performed. Emerging risks include the performance of
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an expanding number and complexity of procedures, including surgery, in outpatient
and office settings. Credentialing is of particular concern because of the lack of formal
procedures in this area.

Incident reports and occurrence screening often provide the mechanisms for risk
identification. Patient complaints also provide excellent sources of information about
potential risks.

Risk financing strategies used by ACOs may vary, but rarely will an ACO be
involved in a self-managed alternative risk financing arrangement. Most ACOs are com-
mercially insured or are part of the risk financing program of a larger organization,
often an IDS or system. In that case, the parent organization assumes most of the respon-
sibility, and the ACO risk management professional plays a minor role in risk financing,
usually limited to coordinating exposure data and renewals. The administrator or office
manager for the stand-alone physician practice is typically more involved with risk
finance decisions, claims management, quality improvement, and patient safety issues.

Most ACOs do not manage liability claims internally. Instead, this function is han-
dled by the insurance carrier or a third-party administrator employed by the parent
organization. The ACO may be called on to assist in the coordination of investigation
and defense of claims but will usually not have any direct responsibility for claims
management.

Risk management professionals and office managers in some ACOs do not have sig-
nificant responsibilities for regulatory or accreditation issues, whereas others have com-
plete responsibility, depending on the resources available to the organization.

The level one risk management professional job description in Exhibit 2.2 most
closely corresponds to this scope of responsibility.

Physician Practices and Groups
The physician risk management professional has emerged as organizations with
employed physicians, hospital-owned physician practices, and private physician
groups and clinics recognize the need for a person to take responsibility for the risk
management functions. Managing physician risks, similar to ACOs, include loss pre-
vention and patient safety, claims management, and risk financing as core job func-
tions. Among the loss exposures for physician practices are high patient visit numbers,
unexpected patient outcomes, patient privacy, practice standards, federal and state reg-
ulatory requirements, and patient safety issues. The physician risk management
professional, like the level one position, may have multiple responsibilities for the
practice, such as being charged with handling of human resource issues, contract
review, education for staff, and management of the office finances. The risk manage-
ment professional is usually located in the office of the practice for stand-alone physi-
cian groups or may be located in the corporate risk management office of the health
care organization for employed physician practices.

Loss prevention activities in this setting include implementing and coordinating
continuing education for the staff, coordinating insurer risk assessments, or performing



Health Care Risk Management Across a Spectrum of Settings

risk surveys for the practice. The risk management professional establishes systems
for risk identification, investigation, and reductions and provides analysis of data for
management review.

The risk management professional is often responsible for the development of
operating standards and procedures to promote quality of care, establishing clinical
workflow, procedures, quality improvement initiatives, ongoing evaluation and moni-
toring of clinical staff credentials, and handling patient complaints. Responsibility for
claims management includes reporting claims to the insurers, to the parent organiza-
tion’s risk management office, or to a third-party administrator. This position supports
the internal investigation of incidents and claims and may interact with legal counsel.

Risk financing responsibilities may include the coordination of medical profes-
sional liability coverage in concert with the governing board of the practice. Contract
review may include negotiation of managed care contracts, employment contracts, and
vendor contracts. Exhibit 2.6 provides an example of a job description for a physician
risk management professional.

Physician Risk Manager Job Description
Position Summary

The Physician Risk Manager leads the risk management/quality programs for the prac-
tice. The core job functions include operations/compliance, loss prevention, claims
management, and risk financing. This position develops and administers various pro-
grams that include, but are not limited to, risk management, quality improvement,
patient safety, loss-prevention, and regulatory requirements. The PRM employed in a
smaller physician practice may also serve as the administrative director and will often
assume additional responsibilities, such as human resources, vendor relationships and
managed care contracts.

Loss prevention activities include identification of risks, practice issues, quality of
care and the development and implementation of employee educational programs to
reduce the exposures to loss. The PRM may spend a significant amount of time devel-
oping and implementing policies and procedures/guidelines to meet regulatory and
compliance issues. This position typically provides educational programs to the staff and
physicians.

The risk manager ensures the reporting of incidents and claims from the staff by
developing systems for gathering and tracking data. Analysis of this data is reported to
upper management with recommendations for correcting or improving services.

(Continued)
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(Continued)

The PRM is also responsible for the management/investigation of claims and risk
financing. This position investigates claims and may be the initial contact for patient
complaints while also serving as the liaison to attorneys, third-party administrators (TPAs),
or departments who may be supervising the investigation. Claims handling may be dele-
gated to a TPA. The PRM working with larger physician groups may be significantly
involved with risk financing issues. Responsibilities include coordination with a broker to
obtain insurance coverage for medical professional liability, general liability, director’s
and officer’s liability, and property insurance. Assigned projects may include research on
cost effective programs to minimize asset liability. The experienced PRM may participate
in the development of major strategic initiatives such as a self-administered professional
liability program that may encompass the integration of multiple practices/clinics.

Reports to: Executive Practice Director or Administration
Major Responsibilities
OPERATIONS/COMPLIANCE

Maintains strictest confidentiality in all responsibilities and accountabilities.
Establishes clinical work flow, procedures, and improvements for the practices.
Facilitates communications with clinical staff.

Manages projects, either self-initiated or assigned by upper administration. Develops
and maintains RM Intranet site content.

Supportive of and insures compliance with applicable organizational medical group
policies.

Interpretations and communicates current and future regulatory requirements to
achieve accreditation by organizations such as OSHA, CLIA, NCQA, JCAHO, HIPPA,
and other regulatory bodies.

Presents a professional role model, exhibiting a team attitude, utilizing a positive
problem solving approach with patients, physicians, and staff. Works to develop and
maintain positive morale of staff.

LOSS PREVENTION

Communicates with administration and/or Executive Practice Director to inform
them of practice issues.

Identify system concerns and make recommendations for reducing loss exposure.
Development of operating standards and procedures to promote the quality of care,

achieve licensure or accreditation with such agencies, as required, and operate
within the cost constraints of the organizational budget.
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Development and implementation of required's employee-training programs required to
maintain compliance with regulatory or credentialing organizations; i.e., OSHA annual
in-services, ABN education, Clinical Assistant training, etc.

Ongoing evaluation and monitoring of clinical staff credentials and skills to assure
utilization of appropriate staff.

Participation in care model development.

Serve as a resource regarding appropriateness of services being rendered by clinical
support staff to patients.

Provides risk management training to physicians and staff.

Maintains meaningful risk management data.
CLAIMS

Investigates and manages professional and general liability incidents and minor
claims in consultation with legal counsel.

Responsible for all aspects of claims management, including communication with
patients.

Initiates settlements within authority level and reports to Board upon conclusion.

Using data from claims annually identifies key areas of exposure and works with Risk
Management committee to develop action plans regarding Loss Control and seeks
to incorporate meaningful benchmarks where available.

Within a hospital-based practice, may coordinate interface with organizational Risk
Management by setting policy, establishing pathways for report investigation, authoriz-
ing payment subject to limit determined by the organization.

RISK FINANCING

Participate in the budgeting process and expense management of the practice.

Works with broker to obtain medical professional liability insurance or with organi-
zational risk manager to ensure appropriate coverage is provided for the practice
and/or the healthcare system.

KNOWLEDGE, SKILLS & ABILITIES

Maintains current proficiency with Risk Management best practices.

Strong communication and interpersonal skills to deal effectively with physicians,
patients, and employees.

Ability to manage and motivate employees within the environment.

(Continued)
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(Continued)
Strong clinical background, and understanding of medical records.
Able to inspire confidence in physicians.

Knowledge of risk management functions, including claims management, investi-
gation, and resolution.

Knowledge of management practices to direct assigned staff.

Knowledge of Clinic’s strategic business objectives and employee performance
objectives.

Skilled in exercising initiative, judgment, discretion, and decision-making to
achieve organizational objectives.

Skilled in establishing and maintaining effective working relationships with Clinic
leadership, medical staffs, and support staff.

Skilled in identifying and resolving problems. Ability to delegate responsibility and
authority to staff. Ability to work creatively with management and department
staff to achieve objectives.

Ability to analyze problems and consistently follow through on solution or delegation.
Strong analytical skills and interest in interpretation of regulatory requirements.

Ability to generate quality management reports and documents which clearly and
concisely communicates information to management.

Detailed knowledge of regulatory requirements for clinical support staff.
SUGGESTED PARAMETERS FOR POSITION

Bachelor’s degree in a related area; MBA, MHA, JD preferred.

Nursing degree may be preferred for smaller stand-alone practices.
Certifications may include ARM, CPHRM, and FASHRM.

Ten years experience as risk manager with significant management responsibility.

One to three years practice management experience with clinical background
preferred.

Position titles may include practice administrator, risk manager, director risk man-
agement, or a combined job title with quality/peer review or patient safety.

Organizational size may range from one physician practice, to multiple clinics/offices
or may include a number of employed physicians of a healthcare organization.

Source: Everett Clinic, Everett, Wash. July 2005; Carilion Health System, Carilion Medical
Group, Roanoke, Va., July 2005. Used with permission.
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Long-Term Care Facilities

The organizational structure for a long-term care (LTC) facility may be as simple as
a stand-alone privately owned facility or as complex as a multifacility, multistate sys-
tem. Some hospital-affiliated LTC units may be housed within the acute care hospital,
and others may be located separately from the hospital. LTC centers located in the
hospital usually use the hospital risk management professional to manage the risk for
this area, just as they would other patient care units. Some LTC facilities are indepen-
dent from the affiliated organizations’ management and operations and will have a
separate risk management function. Risk financing most often occurs through the
health care facility’s insurance program. Single, privately held LTC organizations use
the facility administrator to develop and oversee the risk management functions and
sometimes have some owner involvement in claims management. Within the smaller
setting, the quality and risk responsibilities may be combined and performed by a clin-
ical person with direct oversight by the facility administrator.

A more complex LTC organization with multiple facilities in several states most
often employs a corporate position responsible for the development of a systemwide
risk management program. As in the multihospital system, the challenge is to develop
standard policies and procedures and to maintain consistency in the management of
claims. Loss prevention and reduction activities are usually carried out at the facility
level under the direction of the system risk management professional.

LTC facilities pose unique risks because of the length of patient stays at the facil-
ity. The nature of allegations most often identified are administrative (for example,
employee-related), clinical (for example, patient care-related), environmental (for
example, emergency-related), provider (for example, vendor-related), and regulatory
(for example, related to the Omnibus Budget Reconciliation Act). Proactive risk
management and quality improvement are essential to the reduction of risk expo-
sures to the LTC facility. Facilities specializing in the care of patients with Alzheimer’s
disease have specific risk exposures for wandering and elopement of residents.
Employee education and training is a significant part of the risk management profes-
sional’s job and is an effective loss prevention strategy for employee turnover in the
LTC setting.

Risk financing strategies may include a commercially insured or self-insured
alternative risk financing arrangement. In larger systems, the responsibility for
insurance placement falls to the corporate risk management professional or senior
management at the parent organization. The LTC risk management professional at
each facility in the system plays a minor role in risk financing, often limited to coordi-
nating exposure data. In a single facility, the responsibility for risk financing is most
often assumed by the LTC administrator and may include the owner in this process.
Currently, LTC facilities have been faced with a limited number of markets for profes-
sional liability coverage, which has placed much more emphasis on risk financing
alternatives at the corporate level.
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Risk identification occurs through incident reporting, occurrence screening, and
on-site visits of licensing organizations at the state and federal levels. Patient and
family complaints are often a source of information regarding potential risk exposures
and claims.

Like the ACO, smaller LTC facilities do not manage their own liability claims.
This function may be handled by the insurer or a third-party administrator. Larger LTC
systems with self-managed programs may choose to self-administer their claims.

Bioethics issues include end-of-life decisions, such as advance directives and
DNR orders. Coordinating the patient’s desires and keeping the family involved are
challenges in this long-term care environment and can become more complicated if
the patient is taken to the acute care setting. Patient records and documents from the
LTC facility are significant to the decision-making process for the patient during an
unexpected hospitalization.

The level one and level two risk management professional job descriptions in
Exhibits 2.2 and 2.3 are most consistent with the functions of the corporate risk man-
agement professional for a multifacility LTC system.

REQUIRED SKILLS FOR THE SUCCESSFUL HEALTH CARE
RISK MANAGEMENT PROFESSIONAL

To be successful, health care risk management professionals must develop a variety of
skills necessary for performing a difficult job in a complex environment. They are
called on to interact with all levels of authority within the organization and with
patients and other customers. They often act as the organization’s “official” represen-
tative in very sensitive circumstances. This means that they must have communication
skills necessary to interact effectively with many different individuals and personali-
ties and must do so under stressful circumstances. Of primary importance is effective
communication, which includes writing, listening, and speaking. Health care risk
management professionals are often called on to conduct educational sessions for
other health care workers, including professional and nonprofessional providers and
employees. They must also frequently deliver formal presentations to management,
board members, or trustees. For this reason, excellent verbal communication skills and
a thorough understanding and application of effective presentation styles are of critical
importance.

In addition to verbal communication, successful health care risk management pro-
fessionals also must be able to communicate well in writing. They must often prepare
detailed reports of individual cases, write reports of trends and patterns, and develop
policies, procedures, and other guidance documents that will be used by others at all
levels of the organization. For this reason, the health care risk management professional
must have the ability to communicate clearly, accurately, and succinctly in writing.

Finally, the ability to listen well is an essential communication skill, especially
when conducting fact-gathering following a serious event and interviewing the parties
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involved, carefully listening to their stories, and reconstructing the events that occurred.
The health care risk management professional must also be able to glean information
about risks and exposures from several sources, including committee reports and infor-
mal discussions. The successful health care risk management professional must be
able to listen carefully to all information without passing judgment and to process
information carefully and objectively and communicate it clearly to others. Thus the
ability to listen well is a complex and indispensable skill.

Another important skill is the ability to negotiate. The health care risk manage-
ment professional often serves as negotiator in different situations, such as the resolu-
tion of claims or patient complaints, securing broker services or insurance coverage, or
drafting indemnification agreements or contracts. Negotiation skills are desirable and
may be developed through education.

Another critical skill is the ability to remain objective despite being in an emotion-
ally charged situation: The risk management professional is often called on to provide
support and direction to individuals most closely associated with these events and
must also assume responsibility for discovering the facts and determining the best
course of action. To do this effectively, the health care risk management professional
must have the ability to maintain objectivity and professional detachment, even in
emotionally difficult situations, and to pursue the best course of action for the organi-
zation regardless of personal feelings.

Finally, a critically important skill for the health care risk management profes-
sional is the ability to maintain confidentiality. Because of the nature of their work,
health care risk management professionals often encounter situations and fact patterns
that might seriously harm the organization and the individuals who work there. The
health care risk management professional must be able to perform the activities neces-
sary to protect the organization and individuals while also refraining from sharing
information unnecessarily, regardless of how tempting or trying the situation might be.
Maintaining confidentiality is crucial not only to protect those involved in an adverse
event or potentially damaging circumstance but also to gain and maintain the trust of
those who might provide important information in the future.

RISK MANAGEMENT ETHICS

One hallmark of a true profession is a code of ethical conduct to which its practitioners
must adhere. This is a familiar concept in health care, as medicine’s own code of ethics
dates back to the Hippocratic Oath. Nursing, law, and other disciplines related to health
care risk management likewise have codes of ethical behavior that guide practitioners
in those fields.

ASHRM’s Code of Professional Ethics and Conduct articulates the standards of
conduct to which its members must adhere. This code is presented in Appendix B. It
provides a useful road map for health care risk management professionals who wish to
maintain the highest level of professional conduct.
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A PROFILE OF THE HEALTH CARE RISK MANAGEMENT
PROFESSIONAL

Because of the way in which the health care risk management profession has evolved,
health care risk management professionals come from many professional and educa-
tional backgrounds, including nursing, law, administration, quality assurance, and
insurance. According to the results of ASHRM’s 2005 member survey, presented in
Table 2.2, fully 82 percent of respondents were identified as having a minimum of a
bachelor’s degree, and of those, 49 percent had an advanced degree.

Health care risk management professionals hold several professional designations.
According to the ASHRM 2004 compensation survey, three of the top four most com-
mon professional designations were certified professional in health care risk manage-
ment (CPHRM), at 26.6 percent; associate in risk management, at 20.6 percent; and
certified professional in health care quality (CPHQ), at 11.9 percent.* Those whose
highest educational level was a bachelor’s degree stood at 35.1 percent, while those
with an advanced degree totaled 44.1 percent. These results approximate the subse-
quent ASHRM member survey in 2005. Table 2.3 presents the results of the survey’s
findings regarding highest educational level held by health care risk management
professionals.

Table 2.4 identifies the job titles as related to the job function of respondents to the
ASHRM 2005 member survey. The survey classifies the respondent’s job functions
from senior-level to entry-level positions and includes roles dedicated to financial and
claims management, compliance, legal, nursing, physician or medical director, and
patient safety officer. The majority of the responses centered on some variations of the
risk management professional job title.

EDUCATION AND PROFESSIONAL RECOGNITION PROGRAMS

An important characteristic that distinguishes a true professional is the desire to further
develop and refine mastery of the chosen profession. One of the ways professionals
pursue growth and development is by continuing their education through both formal
and informal means. The profession in turn recognizes the efforts of these profession-
als by bestowing designations extolling their achievements. Thus continuing education
and professional recognition of achievement are important components of a continu-
ously evolving profession and important milestones for the health care risk manage-
ment professional.

Academic Training

A growing number of colleges and universities either currently offer or are developing
programs leading to a baccalaureate or master’s degree in health care risk manage-
ment. (Information about such programs is available at http://www.ashrm.org.)
This trend signifies the increasing recognition of health care risk management as a
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Level of Education

Education Percentage of Total
High School Graduate 1
Associate’s Degree 7
Nursing Diploma 4
Bachelor’s Degree 33
Master’s Degree 35
Doctoral Degree 2
D 11
MD 1
Other 6

Base: 911 respondents.

Source: American Society for Healthcare Risk Manage-
ment, ASHRM Membership Survey, 2005. Reprinted with
permission.

discipline worthy of academic attention. As the profession continues to evolve, more
entrants into the field will come equipped with formal academic training rather than
experiential training, as has been the case in the past. If the trend continues, it is possi-
ble that formal academic training in health care risk management will be a require-
ment for entry into the field. This requirement would also help provide a steady stream
of new and qualified candidates for health care risk management positions; however,
such programs are not yet widely available.

Continuing Professional Education

Although academic programs fulfill an important role for the profession, they might
not meet the needs of practitioners who already hold academic degrees but seek fur-
ther professional education in the field of health care risk management. Thus it is
important that other means exist for health care professionals to obtain continuing
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Highest Level of Educational Training.

Designation Percentage of Total
Bachelor’s Degree 35.1
Master’s Degree 25.5
MBA 7.4
D 9.9
Associate’s Degree 7.9
Doctorate 1.3
Other 10.7
None of the above 2.2

Base: 944 respondents.
Source: American Society for Healthcare Risk Management, 2004 Compensation
Survey of Healthcare Risk Management Professionals. Reprinted with permission.

Job Functions and Titles.

Job Functions and Titles Percentage of Total
Top Risk Management Officer 19
Senior Risk Manager 3
Risk Manager 16
Middle Manager Risk Management 12
Entry-Level Risk Manager 2

Top Finance/Claims Management 1
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Middle Finance/Claims Management 1
Top Patient Safety Officer 2
Middle Manager Patient Safety >1
Compliance Officer 1
Legal/Regulatory 2
Nurse Executive 1
Physician/Medical Director >1
Third-Party Administrator 1
Consultant 6
Insurance Broker 1
Other 14
No Response 18

Base: 911 respondents.
Source: American Society for Healthcare Risk Management, ASHRM Membership Survey
2005. Reprinted with permission.

education in their chosen field. Fortunately, in addition to academic programs, several
other avenues exist for health care risk management professionals to further their edu-
cation and professional development.

The major source of professional education programs for health care risk manage-
ment professionals is the American Society for Healthcare Risk Management, which
has developed several educational programs that are available to both members and
nonmembers. The Barton Certificate in Healthcare Risk Management program, which
covers key aspects of risk management, is designed with three modules for the risk
management professional. The program includes the “Essentials” module, which pro-
vides the educational foundation for new management professionals, the “Application”
module, with relevant topics for those with one to five years in health care risk manage-
ment, and the “Advanced Forum,” for more experienced risk management individuals
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facing special challenges. Upon completion of all three modules, attendees are issued
a certificate of completion by ASHRM. Participants may also earn undergraduate and
graduate college credits and receive credit toward the ASHRM risk management certi-
fication program.

ASHRM also presents programs on more advanced topics, such as risk financing,
regulatory developments, and other critical issues, throughout the year. At its annual
conference, ASHRM presents programs on a wide variety of topics in the field of
health care risk management and more broadly in health care. As with other offerings,
attendees earn continuing education credits.

In addition to ASHRM, major health care liability insurance carriers and brokers
also offer educational programs specifically designed for health care risk management
professionals. Although these programs are often limited to clients or insureds, they
often cover timely topics and feature nationally known speakers.

Certification

Certification provides evidence of mastery of a defined body of knowledge by requir-
ing certificants to pass an objective test, such as a written examination. It helps set pro-
fessional standards by identifying a minimum level of knowledge that all certificants
must possess. It also helps ensure continued growth and development of the profession
and of individuals practicing the profession by requiring recertification at predeter-
mined intervals.

Currently, there is only one certification program specifically for health care risk
management professionals in the United States. This program, administered by the
American Hospital Association Certification Center (AHACC), in cooperation with
ASHRM, offers the designation of certified professional in health care risk manage-
ment. An individual who meets eligibility criteria and passes a qualifying examination
becomes certified. Eligibility standards include prior work experience in addition to
certain educational requirements. The CPHRM examination tests the applicant’s
knowledge in each of the six domain areas identified by ASHRM’s role delineation
study: loss prevention and reduction, claims management, risk financing, regulatory
and accreditation compliance, operations, and bioethics. Certificants are required to
become recertified every three years.

The Insurance Institute of America (ITA) also offers risk management education in
the form of its associate in risk management (ARM) program.’ This is a designation
program consisting of three courses and accompanying examinations that focus on risk
assessment (designated as ARM 54), risk control (ARM 55), and risk financing (ARM
56). Upon successful completion of the examinations, the student earns the designation
associate in risk management, which is recognized throughout the health care and
insurance industry. Although the ARM program does not focus specifically on health
care risk management, it offers significant educational benefits to the individual inter-
ested in furthering education beyond the borders of health care.

Other designation programs are also offered through the Insurance Institute of
America and the American Institute for Chartered Property and Casualty Underwriters,
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such as the associate in claims (AIC) and chartered property and casualty underwriter
(CPCU). Many equate a CPCU designation to a graduate degree in insurance.b

Licensure

Health care risk management professionals should know and understand the specific
state statutes and regulations that govern their work environment and under which
their position as risk manager may be managed and controlled. For example, by Florida
statute, every licensed hospital, ambulatory surgical center, nursing home, and HMO
must establish an internal risk management program as part of its administrative func-
tion.” Every hospital, ambulatory surgical center, and HMO must hire a licensed risk
manager for implementation and oversight of the facility’s internal risk management
program.® In the Florida nursing home environment, the internal risk management and
quality assurance program is the responsibility of the facility administrator. The hiring
of licensed risk managers is not required.

Professional Recognition Programs

Professional recognition programs serve a valuable function for a profession and the
individuals practicing the profession by encouraging continued growth and develop-
ment of individuals, in turn elevating standards in the profession. Such programs are
typically administered by professional societies and membership organizations.

ASHRM offers the highest achievement designations for Distinguished Fellow
(DFASHRM), which is awarded for superior achievement in the profession. The desig-
nation of Fellow (FASHRM) is awarded for outstanding achievement. Criteria for both
designations include a combination of education, leadership, and publication experience
and achievement, and designations are awarded to members who meet the criteria.

ASHRM’s highest award, the Distinguished Service Award (DSA), recognizes a
health care risk management professional whose efforts have advanced the profession
and practice of risk management and who has made an outstanding contribution to
ASHRM.

Other organizations sometimes also offer awards in recognition of superior
achievement. Business Insurance, a nationally recognized insurance publication, offers
recognition to the Risk Manager of the Year and to members of the Risk Management
Honor Roll. These awards are given to winners from all industries, and health care risk
management professionals have been so honored.

SUMMARY

The growth and evolution of the health care risk management profession has mirrored
that of the health care industry as a whole, although its basic components and pro-
cesses have not changed. The goal of an effective health care risk management program
continues to be to maintain a safe and effective health care environment for patients,
visitors, and employees, thereby preventing or reducing losses to the organization.
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Risk management continues to compose an important part of the delivery of health
care, and it has become even more important because of the greater emphasis on
patient safety.

The role of the health care risk management professional continues to evolve.
Loss prevention and reduction, claims management, risk financing, regulatory and
accreditation compliance, risk management operations, and bioethics are the major
functional areas that together compose the job description of the health care risk man-
agement professional, the chief risk officer, and the patient safety officer. The depth
and breadth of these functions and their vital importance to an organization’s survival
have been amply demonstrated by this study.

Health care risk management professionals, chief risk officers, physician risk
management professionals, and patient safety officers are a diverse group of profes-
sionals from a variety of backgrounds. Most are highly educated. They value continu-
ing education and professional achievement as demonstrated by the demographic data
obtained in the ASHRM studies.

Successful health care risk management professionals must possess certain criti-
cal skills. The ability to communicate well, negotiate effectively, remain objective,
and maintain confidentiality is especially important to success.

Opportunities for health care risk management professionals to enhance their pro-
fessional growth and development abound. Academic training programs in health care
risk management are increasingly common, and continuing education opportunities
have always been plentiful. An opportunity to enhance professional development and
recognition comes with the health care risk management certification program devel-
oped by ASHRM, in conjunction with the American Hospital Association.

The continuing challenge for health care risk management professionals will be to
stay abreast of developments in health care that lead to new exposures and to develop
new risk financing and loss control techniques to manage those exposures. Enterprise
risk management provides the tools for embedding the discussion of risk into the way
an organization does business. The risk management professional who adds value to
the organization by aligning risk management strategies in support of business success
will not just survive but thrive in this constantly changing environment.

KEY TERMS

Academic medical center Integrated delivery system
Acute care hospital The Joint Commission
Ambulatory care organization Loss prevention

Associate in claims Loss reduction

Bioethics Risk financing

Claims management Risk management ethics

Enterprise risk management
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ACRONYMS

ACO CPHRM HMO
ADA CRO IDS
AHACC DFASHRM ITA

AIC

DNR IOM

ARM EMTALA LTC
ARM 54 ERM OSHA
ARM 55 FASHRM PSDA
ARM 56 FMEA PSO
ASHRM HCQIA SMDA
CPCU HIPAA TPA
CPHQ
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The CPCU program consists of eleven courses. You must pass eight courses to
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courses. In addition, you select either the commercial or personal insurance con-
centration and complete the three courses in the concentration of your choosing.
You may not combine courses from both concentrations.

Per Florida Statutes §395.0197, §400.147, and §631.55.

Only organizations that have an annual premium volume of $10 million or more
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ifications for licensed risk managers are set forth in §395.10974.
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LEARNING OBJECTIVES

To be able to identify two models of accident causation from other industries
that health care professionals are using to help them address medical error

To be able to identify three steps that must be taken by any organization
implementing a just culture

To be able to identify two strategies to promote communication among
health care providers

To be able to define the role of human factors engineering and ergonomics
in medical error reduction

To be able to identify a major issue associated with the reporting of errors
and describe a strategy to address this issue
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Risk management has been practiced in business for more than a century, beginning
with the fields of engineering and economics. In the 1960s, risk management became
associated with insurance strategies aimed at minimizing or financing predictable
business losses.! Philosophically, risk management aims to bring order from chaos and
to facilitate certainty in an environment of uncertainty.

The field of health care risk management grew out of the insurance crisis of the
1970s, when professional liability premiums skyrocketed in part from the dissolution
of the doctrine of charitable immunity, which once shielded a hospital’s assets from
malpractice lawsuits.?

The Joint Commission (until 2007, known as the Joint Commission on Accred-
itation of Healthcare Organizations, or JCAHO) defines risk management as “clinical
and administrative activities undertaken to identify, evaluate, and reduce the risk of
injury to patients, staff, and visitors, and the risk of loss to the organization itself.””?
Thus health care risk management is committed to reducing loss associated with patient
safety—related events in health care settings.

Like the malpractice crisis of the 1970s, the patient safety movement today is
forcing a great deal of change in health care risk management. One of the greatest
catalysts has been the Institute of Medicine’s 1999 report, To Err Is Human: Building
a Safer Health System, known as the IOM Report,* which shed light on the growing
problem of medical errors.

The problems exposed by the IOM Report have since given rise to mounting regu-
lations and government scrutiny. However, despite the significant challenges, the
health care industry has responded to the crisis in many innovative ways.

Most important, risk managers today must assist health care professionals in meet-
ing an unprecedented high standard of care. Providers must prove that they acted as
any other reasonably prudent provider would have acted in defending themselves in
malpractice lawsuits. The evidence determining “reasonableness” now includes highly
prescriptive Joint Commission standards, such as the requirement that every procedure
be preceded by a “time-out.” Even more challenging, to help providers implement new
approaches, the risk management professional must work with other managers to
transform a traditionally hierarchical health care environment into a “culture of patient
safety.” Risk management professionals today have additional responsibilities to help
their employers satisfy patient safety reporting requirements and to stay abreast of
new patient safety-related legislation such as the recent Patient Safety and Quality
Improvement Act.’

The recent evolution fueled by the patient safety movement has also created tre-
mendous opportunities for risk management professionals. Not only are they gaining a
broader understanding of the dynamics of error from patient safety theory, but they are
also learning from new tools, such as electronic incident reporting, designed to capture
relevant information, help providers learn from these errors, and implement processes
to prevent them in the future. Armed with additional information on the frequency and
nature of errors, risk managers are in a better position to receive resources and support
from organizational leaders to enhance safety programs. Health care executives also
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better understand why keeping patients safe from harm protects market share,
reimbursement levels, organizational reputation, and accreditation status. Safety has
become a top priority today in every health care organization. Most important, through
patient safety efforts, the risk management professional participates in efforts that can
help restore social trust in a health care system whose safety track record is being
closely scrutinized by decision makers, legislators, payers, and consumers.

This chapter will discuss the scope of medical errors in health care, provide an
overview of patient safety theory and related safety guidelines, and highlight strate-
gies to leverage patient safety concepts to reduce loss and improve care.

CONCEPTS\

The “Swiss cheese model” of accident causation postulates that it may be possi-
ble to overcome one system failure. However, it is the alignment of many small
system failures, as in a stack of Swiss cheese slices, that allows error to occur.

All professionals make errors; openness about error is highly valued; reckless be-
havior will not be tolerated. Team members must be encouraged to question care
with which they are uncomfortable.

Human factors engineering addresses device safety through modification.
Human factors analysis assesses the relationship between humans and devices
and thus supports human factors engineering.

A major issue associated with error reporting is failure to report errors due to fear
of consequences.

THE SCOPE OF MEDICAL ERRORS

In the IOM Report, an adverse event is defined as an injury caused by medical man-
agement rather than by the underlying disease or condition of the patient. Some but
not all adverse events are the result of medical errors. The IOM Report also defines
medical error as the failure of a planned action to be completed as intended or the use
of a wrong plan to achieve an aim. Two studies of large samples of hospital admis-
sions, one in New York known as the Harvard Medical Practice Study, which uses
1984 data, and another in Colorado and Utah using 1992 data, found that adverse
events occurred in 2.9 and 3.7 percent of hospitalizations, respectively.® Data from
these two studies were extrapolated in the IOM Report to the more than 33.6 million
admissions to U.S. hospitals in 1997. They imply that at least 44,000 to 98,000 patients
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in U.S. hospitals die each year as a result of medical errors. Figure 3.1 provides details
on the types of adverse events found in the Harvard Medical Practice Study among
30,000 randomly selected discharges from fifty-one randomly selected hospitals in
New York.

The accuracy of the IOM’s nearly 100,000 death estimate was challenged at
the time it was published, but subsequent data indicate that even more deaths may be
attributable to medical errors.” Estimates of the financial impact of medical errors are
no less alarming. The Agency for Healthcare Research and Quality (AHRQ) estimates
that medical errors cost a typical large hospital about $5 million per year; all told,
medical errors cost the U.S. health care system between $17 billion and $29 billion per
year. These costs include follow-up and additional medical treatment of any adverse
outcomes and any expenses related to lost income and household productivity and
potential long-term or permanent disability. Virtually none of these costs can later be
recouped for proactive health initiatives.

Viewed in the larger context of medical errors, medication errors have become an
increasing area of concern for risk managers. According to the IOM Report, medica-
tion errors alone, either in or outside of the hospital, have been estimated to account
for over seven thousand deaths a year. Moreover, a study referenced by the IOM con-
cluded that about two out of every one hundred admissions experience a preventable
adverse drug event, resulting in average excess hospital costs of $4,700 per admission
or about $2.8 million in additional costs for a typical 700-bed teaching hospital.® If
these findings are generalizable, the IOM Report points out, the increased hospital
costs alone of preventable adverse drug events affecting inpatients are $2 billion for
the nation as whole.’
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The IOM Report enumerates and expands on the categorization of the types of
medical errors that were reported by Leape and colleagues in 1993.!° These categories
are diagnostic, therapeutic, preventive, or related to failures of communication,
equipment, or other systems. Diagnostic errors are further defined as those related to
error or delay in diagnosis, failure to perform indicated tests, use of outmoded tests or
therapy, or failure to act on results of monitoring or testing.

Treatment-related errors are defined as those that occur in performance of an oper-
ation, procedure, or test; in administering treatment; or in the dose or method of using
a drug and can be the result of an avoidable delay in treatment or in responding to an
abnormal test result or inappropriate (not indicated) care.

Preventive errors were found to include failure to provide prophylactic treatment
or inadequate monitoring or follow-up of treatment.

According to the AHRQ, the most common adverse events that patients experi-
ence while receiving health care services include medication and transfusion errors,
infections, complications of surgery (including wrong-site surgery), suicide, restraint-
related injuries, falls, burns, pressure ulcers, misidentification, delays, and wrong
diagnosis or treatment.

Health care-associated infections are an important patient safety issue. The Centers
for Disease Control and Prevention (CDC) estimate that two million patients a year
are infected in U.S. hospitals, and approximately ninety thousand die as a result of
those infections. Health care—associated infections cost the U.S. health care system an
estimated $6.7 billion annually (based on 2002 data).!' In New York hospitals alone,
for example, surgical site infections were found to be the second most common adverse
event, according to the Harvard Medical Practice Study.!> Recent studies have shown
that up to 350,000 hospitalized patients acquire bloodstream infections each year at a
minimum cost of about $38,703 per episode!® and with a mean attributable mortality
of 15 to 20 percent.'

Studies have shown that most medical errors occur among women and infants in
hospital intensive care units, operating rooms, and emergency departments.

The health care system bears the additional costs for treatment related to medical
errors. Nowhere is this more evident than in rising insurance rates and malpractice
premiums. Clinicians in many parts of the country have been forced to abandon their
medical practices because of increasing malpractice premiums.

Finally, two of the most overlooked effects of medical errors are the unquantifi-
able expense of psychological damage to patients, families, and providers and the ero-
sion of public trust in our health care system.

SEEKING SOLUTIONS: WHAT ARE THE CAUSES
OF MEDICAL ERRORS?
The financial and social implications of medical errors reveal only part of the overall

problem for the health care industry. The contributing or underlying causes of medical
errors must be identified if they are to be adequately addressed.
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Of equal concern for risk management professionals today is an understanding of
the underlying causes of medical errors. According to the AHRQ, medical errors are
caused by the following:'"3

Communication problems
Inadequate information flow
Human-related problems
Patient-related issues

Organizational transfer of knowledge
Staffing patterns and workflow
Technical failures

Inadequate policies and procedures

Theories on Accident Causation

Health care professionals are reaching out to other industries to understand and address
the causes of medical errors. Although there may not be total agreement on how to
apply non-health care industry strategies, everyone understands that health care, like
aviation, is a complex environment in which people may suffer as a result of systems
failure.

Following are some of the leading theories about systems failure and how they
can be applied to medical errors in a health care setting.

“Swiss Cheese Model” Two commonly used models of accident causation in the
patient safety literature are found in the work of James Reason, David D. Woods, and
Richard Cook. Reason’s “Swiss cheese model”'® makes it easy to visualize how
complex systems fail because of the combination and timing of multiple small fail-
ures. Reason contends that any one failure or situation alone would be insufficient to
cause an accident, but the combination and timing of small failures look much like
the alignment of holes in a piece of Swiss cheese that has been sliced (see Figure
3.2). A practical example of this model is an ICU nurse who was “floated” to an
oncology unit due to short staffing and administered a wrong dose of chemotherapy.
In a subsequent review of the circumstances, it is learned that the ICU nurse failed to
follow the standard protocol of having an experienced oncology nurse double-check
the physician’s order against the prepared medication before administering it to the
patient. The experienced oncology nurse, who was anticipating being asked to assist
with the double-check, was unexpectedly involved in a crisis and forgot to check in
with the float nurse before the incident occurred. The holes in the Swiss cheese lined
up, and the patient was harmed.
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The Swiss Cheese Model of Accident Causation.
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Other holes due to
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Source: Adapted from J. Reason, Human Error (Cambridge: Cambridge University Press, 1990).
Reprinted with the permission of Cambridge University Press.

Active Versus Latent Failures Following the same example, the active failure was
that the nurse did not comply with the medication administration policy and therefore
administered the wrong dose of a chemotherapeutic agent to the patient. Other second-
layer failures, or holes in the Swiss cheese, are considered latent or hidden. For example,
it is not immediately apparent in the circumstances of this error that the recent budget
cut that led to the staffing shortage was responsible for the float situation in the first
place. The inability of administrative staffing mechanisms to compensate for the budget
cut is a good example of latent failure.

“Blunt End/Sharp End Model” Both David Woods and Richard Cook have written
extensively about a second model of accident causation called the “blunt end/sharp
end” model.'” This model assumes that health care workers at the sharp end, where
patient care is delivered, are affected by decisions, policies, and regulations made at
the blunt end, or hospital administration side, of the system. This administrative end
generates resources but also constraints and conflicts that shape the environment in
which the technical work takes place and may thereby produce latent failures (see
Figure 3.3). At the sharp end, constraints place stresses on providers, who respond
with appropriate coping mechanisms, such as letting senior management know about
their perception or unsafe shortcuts that increase the risk of medication error, like stor-
ing medications in their pockets as a time-saving strategy.
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The Blunt End/Sharp End Model of Accident Causation.
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Source: R. |. Cook, How Complex Systems Fail (Chicago: Cognitive Technologies Laboratory,
2000). Adapted from Woods, 1991.

Hindsight Bias Richard Cook, an anesthesiologist who has extensively studied causes
of, and reaction to, accidents in health care, notes that investigations into accidents fre-
quently stop with identifying the human error and designating the practitioners as the
“cause” of the event. Often this determination is made without any evaluation of sys-
tems or processes that might have contributed to the error. According to Cook, this
limited type of investigation can lead to solutions characterized by a phenomenon he
calls “hindsight bias.”'® Such bias occurs when the investigators work backward from
their knowledge of the outcome of the event. This linear analysis makes the path to
failure look as though it should have been foreseeable or predictable, although this is
not the case.

These theories and models raise our awareness of the complexity of the system in
which patients receive care and in which providers work. They make clear that organi-
zational leaders must become “systems thinkers” who demand in-depth analyses of
safety concerns. Health care leaders must also advocate a culture of safety that replaces
punitive reactions to mistakes with an open environment that encourages staff to bring
errors to light so that the errors can be dissected and addressed. Only when staff mem-
bers are confident that their leaders will proactively address any risks that they divulge
will there be an opportunity to build safer health care organizations.
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Creating a Just Culture of Safety

To envision a culture of safety, it is important to understand the concept of “organi-
zational culture.” Organizational culture can be described as the set of values,
guiding beliefs, or ways of thinking that are shared among members of an organiza-
tion. It is the feel of an organization that is quickly picked up by new members.
Culture is “the way we do things around here.” Culture is powerful, and is likely to
become particularly visible when an organization tries to implement new strategies
that are not in step with the status quo. It is human nature for people to resist changing
the way they do things. Similarly, it is human nature for people to change the culture
in which they live or work.

So what is the definition of a culture of safety? Tom Hellmich, a physician
member of the Patient Safety Council at Children’s Hospital and Clinics in
Minneapolis, described it this way: “The medical culture that silently taught the
ABCs as Accuse, Blame, and Criticize is fading. Rising in its place is a safety cul-
ture emphasizing blameless reporting, successful systems, knowledge, respect, con-
fidentiality, and trust.”"

In schools of medicine, nursing, and allied health, providers have traditionally
been taught, through incident reporting procedures and behavior of other staff mem-
bers, that when things go wrong, they should find out “who did it.” The focus has been
on individual failures. On the other hand, a safety culture asks, “What happened?” A
safety culture looks at the system, the environment, the knowledge, the workflow, the
tools, and other stressors that may have affected provider behavior.

When the patient safety movement began in the United States, a nonpunitive cul-
ture was seen as a solution to medical errors. This raised concerns that people who
acted recklessly would not be held accountable. Lucien Leape, the Harvard surgeon
who is sometimes referred to as the father of the patient safety movement, introduced
the term “‘just culture” and noted that having a safety culture “doesn’t mean there is no
role for punishment. Punishment is indicated for willful misconduct, reckless behav-
ior, and unjustified, deliberate violation of rules . . . but not for human error.”*

David Marx, an attorney who specializes in human resources and organizational
development, also differentiates between a nonpunitive and a just response to error by
describing a just culture of safety in terms of a set of beliefs and a set of duties.
According to Marx, providers in a just culture must recognize that professionals make
mistakes, acknowledge that even professionals will use shortcuts, and support zero tol-
erance for reckless behaviors. Marx adds that staff members in this culture must openly
admit “I have made a mistake,” call out when they see risk, and participate in a learn-
ing culture, where information about mistakes and near misses is shared with others
so they can prevent similar situations.*!

Participants in a just safety culture are sensitive to risk, as they try to identify
where and how the next mistake might occur and then work to prevent it from happen-
ing. Staff members share information about mistakes and errors to prevent them from
recurring somewhere else or to someone else, and they are constantly seeking best
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practices. These behaviors are characteristic of a learning organization. This type of
organization also values reciprocal accountability. In other words, everyone holds
everyone else accountable for patient safety. Leadership can expect staff members to
call out or “stop the line” when they see risk, and the staff can expect leadership to lis-
ten and act, even if that means dealing with problem professionals who display inten-
tionally reckless behaviors. Patients and family members are respected partners and
understand their own responsibility to keep themselves safe while in a health care
organization. Examples of patient responsibilities include keeping written records of
medications and allergies and reminding busy health care workers to perform hand
hygiene.

The National Patient Safety Foundation outlines several attributes of a safety cul-
ture that all health care organizations should strive to operationalize through the imple-
mentation of strong safety management systems.? These include a culture that does
the following:

Encourages all workers (including frontline staff, physicians, and administrators)
to accept responsibility for the safety of themselves, their coworkers, patients, and
visitors

Prioritizes safety above financial and operational goals

Encourages and rewards the identification, reporting, and resolution of safety
issues

Provides for organizational learning from accidents

Allocates appropriate resources, structure, and accountability to maintain effec-
tive safety systems

Absolutely avoids reckless behaviors

In a just safety culture, top-down communication must be replaced by two-way
communication that flows to the front line from leadership and back to leadership
from those providing patient care on the front line. Similarly, silence about harmful
events must be replaced with open, honest disclosure about serious patient safety
events.

Communication and Teamwork

We know that the failure to communicate effectively is the root cause for many avoid-
able accidents. Dr. Peter Angood, vice president and chief patient safety officer at the
Joint Commission and co-director for the Joint Commission International Center for
Patient Safety told participants on a June 21, 2007 telephone conference call that
while communication issues for wrong-site surgery remain high (and for the first 10
years of data tracking most of the problems were strictly related to communication),
what was seen in 2006 was procedural compliance—not following the Universal
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Protocol—as the main cause of these wrong site surgeries. The three components of
the Universal Protocol are: pre-operative verification process, marking the surgical
site, and the time out just before the performance of the procedure. Clearly, not fol-
lowing the Universal Protocol has a communication component as well. Many fac-
tors contribute to communication-related patient safety issues. The following are a
few of the most important, accompanied by associated patient safety strategies.

Traditionally Complex Hierarchical Approach When nurses perceive that a physi-
cian or other senior clinician is using an unsafe clinical approach, they tradition-
ally access the chain of command to resolve the question. In many health care
organizations, the chain of command is cumbersome, and it requires the nurse to
contact two or three people at minimum, based on existing reporting relationships
and formal interfaces between the nursing and medical staff.

If patient safety is at stake, the most knowledgeable resolution must be achievable
in a short time, and there is no time for the traditional chain of command. Many suc-
cessful malpractice suits have involved circumstances in which a question about care,
or need for expert intervention, was not addressed promptly.

Analogously, the aviation industry recognized that hierarchy-associated commu-
nication failures were at the root of 70 to 80 percent of all the jet transport accidents
over a twenty-year period. The industry made significant improvements in its poor
safety record through a strategy called crew resource management (CRM) training.
One important tenet of this strategy is that every team member has a responsibility to
point out a perceived risk. This places the pilot and crew on equal footing when the
safety of the craft or passengers is in question.

Empirical proof of the value of such team training in health care has been demon-
strated only in small sample studies to date, but evidence from emergency department
operations and obstetric settings is proving that it reduces risk.?® Still another strategy
from outside the health care industry comes from manufacturing assembly lines. Some
health care organizations have “stop the line” policies that empower everyone to
respectfully call out and stop any risky process or procedure until all preventable risks
are removed.*

Simplifying the hierarchy is a key patient safety strategy to resolving patient
safety-related communication issues. Empowering charge nurses to facilitate rapid
resolution of care questions is one approach that some organizations are
developing.

Personal Style of Providers Hierarchy has one additional undesirable ramification; it
may legitimize intimidating behavior. One Joint Commission surveyor observed, for
example, that intimidation is a significant factor in wrong-site surgery. (For more
information, see the discussion of the Institute of Safe Medical Practice study on
intimidation in Chapter Seven.)
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Solutions to address an intimidating personal style range from simple training to
disciplinary action within the parameters of appropriate human resource protocols and
medical staff bylaws. Long-term resolution often requires the strong support of senior
administrative and clinical leaders.

At the other end of the spectrum is lack of assertiveness by frontline staff. This
timidity is sometimes a response to another provider’s intimidating behavior.
This unassertive personal style may be equally dangerous because important issues are
simply never raised. When the nurse calls a physician in the middle of the night but
does not clearly explain the reason for the call, the nurse may not get the response that
is needed to address the urgent clinical issue at hand.

Situational Briefing Model: SBAR One means of facilitating clear communication
between providers in crisis is a standardized situational briefing model. For example,
the SBAR (for situation, background, assessment, and recommendation) Communication
model is an approach used increasingly in health care settings to facilitate effective
communication of issues in an impending crisis by support staff to physicians.?

A summary of key steps in the SBAR model follows.

1. Before using SBAR Communication and calling a physician, it is important to do
the following:

Assess the patient.
Review the chart to determine the appropriate physician to call.
Know the admitting diagnosis.

Read most recent progress notes and assessments from clinicians on prior
shifts.

Have available when speaking with the physician the medical record, patient
allergies, medications, I'V fluids, and laboratory and other diagnostic test results.

The following are the essential components of SBAR Communication:

2. Situation
State your name, position, and unit.
Say, “I am calling about . . . ” (patient name and room number).
Say, “The problem I am calling about is...”

3. Background
State the admission diagnosis and date of admission.
State the pertinent medical history.
Give a brief synopsis of the treatment to date.

4. Assessment: Begin by outlining any changes from prior assessments. Include
changes in the following:
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Mental status

Pain

Respiratory rate or quality; retractions or use of accessory muscles
Pulse and blood pressure rate and quality; rhythm changes

Skin color; wound drainage

Neurological changes

Gastrointestinal, genitourinary, or bowel changes (nausea, vomiting,
diarrhea, increased or decreased output)

Musculoskeletal weakness, joint deformity

5. Recommendation: State clearly what you think the patient needs urgently.
Examples might include the following:

Transfer the patient to ICU or PICU.

Come to see the patient immediately.

Talk to the patient or family about the code status.
Ask for a consultant to see the patient now.

Suggest tests or laboratory studies needed (for example, chest X-ray, arterial
blood gases, EKG).

If a change in treatment is ordered, ask how often vital signs should be checked
and when the physician would like to be contacted again. Document any changes in
patient status, what intervention was completed, and whether or not the intervention
was effective. Also document any contact you have had with the physician.

Lack of Common Language Barriers to communication might stem from language,
ethnic, cultural, age, and gender differences. Even among providers with similar back-
grounds, there might be a lack of familiarity with terminology, including jargon and
abbreviations. (See the discussion of issues surrounding unclear medication orders in
Chapter Seven.) One example of a solution to standardizing communication among
providers is the National Institute of Child Health and Human Development’s adop-
tion of common definitions for fetal monitor interpretation.

The Joint Commission has built several strategies to improve provider communi-
cation into its National Patient Safety Goals (see Exhibit 3.1). These include read-
backs on verbal orders and critical lab values; identification of patients using two
sources; site marking using the word yes on operative or procedure sites; checklists to
verify correct patient, site, and procedure; and calling a time-out before procedures
and operations begin to ensure that all health care team members are comfortable that
safety preparations for the procedure are complete.
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The 2009 National Patient Safety Goals

The 2009 National Patient Safety Goals contain improvements emanating from the Stan-
dards Improvement Initiative (SSI), including a new numbering system and minor language
changes for consistency. The new numbering format was designed to enable electronic
sorting (for the new electronic editions of the manual) and to accommodate the addition
of new requirements. Under the new numbering system, each requirement is assigned a
six-digit number that designates its place in the chapter.

The 2009 National Patient Safety Goals can be accessed online at http:/www.joint
commission.org/NR/rdonlyres/31666E86-E7F4-423E-9BE8-FO5BD 1CBOAA8/0/09_NPSG_
HAP.pdf.

Chapter: National Patient Safety Goals (NPSG) 2009
Program: Hospital

Goal 1: Improve the accuracy of patient identification.
A. Use of two patient identifiers (revised NPSG.01.01.01)
B. Not applicable to hospital (revised NPSG.01.02.01)
C. Eliminate transfusion errors (revised NPSG.01.03.01)
Goal 2: Improve the effectiveness of communication among caregivers.
A. Read back verbal orders (revised NPSG.02.01.01)
B. Create a list of abbreviations not to use (revised NPSG.02.02.01)
C. Timely report critical tests and critical results (revised NPSG.02.03.01)
D. Not applicable
E. Manage hand-off communications (revised NPSG.02.05.01)
Goal 3: Improve the safety of using medications.
A. Not applicable
B. Not applicable
C. Manage look-alike, sound-alike medications (revised NPSG.03.03.01)
D. Label medications (revised NPSG.03.04.01)
E. Reduce harm from anticoagulation therapy (revised NPSG.03.05.01)
Goal 4: Not applicable
Goal 5: Not applicable



Seeking Solutions: What Are the Causes of Medical Errors?

Goal 6: Not applicable
Goal 7: Reduce the risk of health care-associated infections.
A. Meet hand hygiene guidelines (revised NPSG.07.01.01)

B. Manage deaths or major loss of function resulting from infection as sentinel events
(revised NPSG.07.02.01)

C. Prevent multi-drug resistant organism infections (revised NPSG.07.03.01)

D. Prevent central-line associated bloodstream infections (revisedNPSG.07.04.01)

il

Prevent surgical site infections (revised NPSG.07.05.01)
Goal 8: Accurately and completely reconcile medications across the continuum of care.

A. Compare current and newly ordered medications (revised NPSG.08.01.01)

B. Communicate medications to the next provider (revised NPSG.08.02.01)

C. Provide a reconciled medication list to the patient (revised NPSG.08.03.01)

D. Applies to settings in which medications are minimally used (revised NPSG. 08.04.01)
Goal 9: Reduce the risk of patient harm resulting from falls.

A. Implement a fall reduction program (revised NPSG.09.02.01)

Goal 10: Reduce the risk of influenza and pneumococcal disease in institutionalized older
adults.

A. Not applicable to hospital (revised NPSG.10.01.01)

B. Not applicable to hospital (revised NPSG.10.02.01)

C. Not applicable to hospital (revised NPSG.10.03.01)
Goal 11: Reduce the risk of surgical fires.

A. Not applicable to hospital (revised NPSG.11.01.01)
Goal 12: Not applicable

Goal 13: Encourage patients’ active involvement in their own care as a patient safety
strategy.

A. Educate patient and family on reporting of safety concerns (revised NPSG.13.01.01)
Goal 14: Prevent health care associated pressure ulcers (decubitus ulcers).

A. Not applicable to hospital (revised NPSG.14.01.01)

(Continued)
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(Continued)
Goal 15: Identify safety risks inherent in the organization’s patient population.
A. Identify individuals at risk for suicide (revised NPSG.15.01.01)
B. Not applicable to hospital (revised NPSG.15.02.01)
Goal 16: Improve recognition and response to changes in a patient’s condition.

A. Request assistance for a patient with a worsening condition
(revisedNPSG.16.01.01)

Source: ©The Joint Commission 2008. Reprinted with permission.

Other principles that can help providers avoid communication breakdowns include
the following:

The fact that one person said and understands something doesn’t mean that
others did.

Communication is not accomplished unless both parties are on the same page.

A standard method of communication gives the right amount and type of useful
information that is critical to patient safety.

Assertiveness is necessary if you have concerns about safety, because patients are
counting on you.

It is necessary to ask clarifying questions if you don’t understand.

Information about problems and mistakes must be shared appropriately to help
improve systems and prevent recurrence of medical errors.

Human Factors and Patient Safety

Mistakes made by humans are reportedly responsible for most serious accidents in
non-health care industries. For example, they are responsible for 80 percent of indus-
trial and airline accidents and 50 to 70 percent of nuclear power accidents.?

Human factors engineering, human factors analysis, and ergonomics are among
the disciplines developed to address risk in non-health care industries. These fields of
study have much to offer patient safety initiatives.

The goal of human factors engineering (HFE) is the design of tools, machines,
and systems that take into account human capabilities and limitations. To support this
goal, human factors engineers research psychological, social, physical, and biological
characteristics. The risk management professional and others addressing patient safety
can use HFE principles to analyze the relationship between human beings and
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Human-Machine Interface.

Work environment

@ @/Information \
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Controlling
/ Human being

Controls

\ Output

Input

Source: McCormick, E. J., and Sanders, M. S. Human Factors in Engineering and Design, 15th ed.
(New York: McGraw-Hill, 1982), p. 14.

machines, the breakdown of which often plays a part in medical errors. Among patient
safety-oriented approaches based on HFE principles are strategies that eliminate the
use of dangerous shortcuts that lead to medical errors.?”” For example, staff must follow
manufacturers’ directions in testing defibrillators. Human factors analysis is the sys-
tematic study of the human-machine interface, with the intent of improving working
conditions or operations. See Figure 3.4 for an illustration.

Ergonomics professionals study people at work and then design tasks, jobs,
information, tools, equipment, facilities, and the working environment to be safe,
effective, productive, and comfortable. In health care, understanding how humans
interface with highly complex technology and the surrounding environment is cru-
cial to preventing errors. For example, medication stations must have sufficient space
around them for nurses to work without getting in each other’s way at times that
many medications are due, and there must be sufficient light for them to see what
they are doing.
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To evaluate the safety of a work environment and applying human factors and
ergonomics principles, it is recommended that the following questions be asked:?

What are the characteristics of the individual performing the work? Does the indi-
vidual have the musculoskeletal, sensory, and cognitive abilities to do the required
tasks? If not, can any of these gaps in ability be accommodated in the design of
the task?

What tasks are being performed, and what characteristics of those tasks might
contribute to unsafe patient care? What in the nature of the tasks allows the indi-
vidual to perform them safely or assume risks in the process?

What tools and technology are being used to perform the tasks, and do they
increase or decrease the likelihood of untoward events?

Which aspects of the physical environment can be sources of error, and which
promote safety? What in the environment ensures safe behavior or allows unsafe
behavior to occur?

Human factors assessment should also include the following:
Evaluating the work—what is the work-to-rest ratio?
Evaluating the workers—what are their physical and mental capabilities?

Evaluating the environment—are noise levels, lighting, and workflow potential
barriers or facilitators to successful task completion? (See Figure 3.5.)

Components of Human Factors Assessment.

TASK:
Work/rest
ratio

WORKER:
Physical
capabilities

ENVIRONMENT:
Noise, lighting,
workflow

Source: Potter, P, and others. “Mapping the Nursing Process: A New Approach for Understand-
ing the Work of Nursing.” Journal of Nursing Administration, 2004, 34, 101-109. Reprinted with
permission.
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Another illustration of the importance of evaluating the “human machine” is a
recent study of the working memory of a nurse, which found that a nurse is thinking of
an average of ten things simultaneously during a work shift.? It is not hard to imagine
errors of omission when the typical human working memory becomes taxed if asked
to hold more than a seven-digit telephone number.

The mental capabilities of health care workers should be evaluated, as should
physical characteristics, such as these:

Physical size (anthropometry)
Endurance and fatigue (physiology)
Force (biomechanics)
Hand and arm coordination (kinesiology)
Sensory characteristics (hearing, vision, touch)
Environmental issues that affect safe care delivery include the following:
Noise, light (glare), vibration, temperature, force
Work space or supplies layout
Equipment-environment compatibility issues

The safety-related implications of the interface between humans and their physi-
cal environment are starkly illustrated by the potential for desensitization of the inten-
sive care staff to the significance of one alarm in an environment in which numerous
alarms are sounding all the time. This issue is clearly exacerbated by other employee-
related safety issues such as fatigue. Biomedical and human factors engineers should
seek solutions in each individual environment.

A simpler but equally important example of the unsafe effect that comes from ignor-
ing human factors and ergonomics principles is the poorly designed paper towel dispenser
found in many hospital bathrooms. The mechanism that holds clean towels is connected
to the dirty paper towel disposal unit. This design makes it easy for freshly washed hands to
be contaminated by dirty towels overflowing from the dispenser (see Photo 3.1).

Human factors and ergonomics principles can help prevent equipment-related
medical errors. Proactively, these disciplines can also “mistake-proof” the environ-
ment so that providers will find it hard to do the wrong thing.

Systems Thinking

Another industrial concept useful to patient safety experts is the notion of “systems think-
ing.” A system may be defined as a combination of elements organized in a structure to
achieve goals and objectives. Systems can be seen as the interaction of many factors:

Elements (personnel, equipment, procedures)

Environment (physical, social, organizational)
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= Inputs and outputs
m  Structure
m  Purpose and goals

The objectives of system evaluation must include reliability of the system and the
human using it. System reliability depends on the reliability of each individual com-
ponent. Components can be in series, parallel, or a combination of the two. Parallel
systems are redundant and can increase reliability. Parallel redundancy is often help-
ful to human functions because the human component in a system is the least
reliable.

The best way to assess the likelihood of human error is through a failure modes
and effects analysis (FMEA). In FMEA, a team analyzes a process in detail to deter-
mine possible system failures and brainstorm solutions before the process goes into
effect.®

Reporting
It is impossible to reduce medical errors and adverse outcomes by focusing only on
any one aspect of the health care system. As Dr. Richard Cook’s adaptation of David

PHOTO 3.1. Poorly Designed Paper Towel Dispenser and
Disposal Unit.

Reprinted with permission. BJC Corporate Health Services, St. Louis, MO.
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Woods’s “blunt end/sharp end” model of accident causation implies, patient safety
must be analyzed from the national level, where health policy and legislation are cre-
ated, down to the front line of patient care delivery.

The aviation industry illustrates the positive effect of reporting on safety. In the
thirty-some years since its inception in 1976 through December 2006, the Aviation
Safety Reporting System (ASRS) has logged 723,427 confidential “incident reports,
issued over 4,000 safety alert message and performed 60 major research studies on
aviation safety. The reporting has increased 89 percent since 1988 and for calendar
year 2006 the total report intake was almost 40,000 (39,964). Modeled off ASRS, the
Patient Safety Reporting System was developed for the Veterans Affairs (VA) as an
extension of their commitment to quality and safety.’!

The AHRQ defines near miss as an event or situation that did not produce patient
injury, but only because of chance.?? ” The effectiveness of a patient safety program
can, to some degree, be measured by increased near-miss reporting because the data
provide important insight into problems that need to be addressed.

The 2005 Patient Safety and Quality Improvement Act is a major step toward cre-
ation of a national voluntary system of incident reporting and medical error informa-
tion. Key among the provisions of the act is the creation of patient safety organizations.
These are responsible for developing a network of patient safety databases, which will
collect and analyze voluntarily reported medical errors to use for identifying patient
safety improvement strategies. The law ensures that what is reported cannot be used
against the provider in court or in disciplinary proceedings. This provision is intended
to encourage providers to identify and correct medical errors.

Event Reporting Systems
In addition to providing information about individual events, event reporting systems
enable the organization to prioritize resources through analysis of trends. The greatest
challenge has always been the fear of punishment. This single factor is often the cause
of lost valuable information that could help address system problems.

It is important for the risk management professional to be aware of common
myths or unspoken rules that staff members might use to justify not reporting. Some
examples of unspoken rules include the following:*

“If I can make it right, it is not an error.” If a dose was omitted, a nurse changes
the subsequently scheduled drug administration scheduled to get back on track.

“If it’s not my fault, it is not an error.” Late administration or an omission
occurred when the prescribed drug was not available on the unit.

“If another patient’s needs are more urgent than accurate medication or treat-
ment, it is not an error.” Delayed or omitted medication delivery was caused by
dealing with urgent situations arising with another patient.

“A clerical error is not a real medical error.” A nurse on a previous shift failed to
document drug administration or documented in the wrong section of the record.
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“If my actions prevent something worse, it is not an error.” Nurses know that they
will be busy later due to planned admissions, discharges, and so on, and adminis-
ter medication early rather than risk omitting doses.

“If everyone knows (or does it), it is not an error.” Nurses sometimes give medi-
cations early or withhold medications at night so that patients suffering from
sleep deprivation can rest uninterrupted for longer periods of time.

The most common barriers to reporting include lack of knowledge about what to
report or how to report, lack of trust, extra work, skepticism about the likelihood that
things will change, desire to forget the event, and fear of reprisal or punishment.*

The most important resource to counter obstacles to reporting is a just culture of
safety. If providers feel confident that their senior managers will support them, they
will point out risk and report medical errors. Other strategies to facilitate reporting
include the following:

New online reporting options that include telephone hotlines or that enable staff
members to input medical error data more easily and facilitate analysis

Paper reports (if they are used) that are readily accessible by all members of the
health care team

Highly effective reporting programs that keep the identity of the reporter confidential

Any risk-trending analysis must assess types of errors, people, systems, and pro-
cesses involved, place and time of occurrence, and risk factors identified. This infor-
mation should be shared with key stakeholders and used to drive improvements that
reduce risk of harm to patients (and employees).

Joint Commission, State, and Federal Medical Error
Reporting Requirements

After an adverse event occurs, the risk management professional and leadership must
determine whether the event must be reported externally. The Centers for Medicaid
and Medicare Services (CMS) has designated Patient Safety Indicators (for example,
third-degree lacerations during a vaginal birth) as incidents that must be reported by
licensed organizations receiving Medicare and Medicaid. Furthermore, organizations
that are accredited by The Joint Commission must evaluate a sentinel event and deter-
mine whether to report it because sentinel event reporting to The Joint Commission
is voluntary. The following are occurrences that are subject to review by the Joint
Commission under the Sentinel Event Policy:*

The event has resulted in an unanticipated death or major permanent loss of
function, not related to the natural course of the patient’s illness or underlying
condition or
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The event is one of the following (even if the outcome was not death or major per-
manent loss of function unrelated to the natural course of the patient’s illness or
underlying condition):

Suicide of any patient receiving care, treatment, and services in a staffed around-
the-clock care setting or within 72 hours of discharge

Unanticipated death of a full-term infant

Abduction of any patient receiving care, treatment, and services
Discharge of an infant to the wrong family

Rape

Hemolytic transfusion reaction involving administration of blood or blood products
having major blood group incompatibilities

Surgery on the wrong patient or wrong body part

Unintended retention of a foreign object in a patient after surgery or other
procedure

Severe neonatal hyperbilirubinemia (bilirubin >30 milligrams/deciliter)

Prolonged fluoroscopy with cumulative dose >1500 rads to a single field or any
delivery of radiotherapy to the wrong body region or >25% above the planned
radiotherapy dose*

In contrast, the following are examples of nonreviewable sentinel events under
the Joint Commission’s Sentinel Event Policy:

Any “near miss” event

Full or expected return of limb or bodily function to the same level as prior to the
adverse event by discharge or within two weeks of the initial loss of said
function

Any sentinel event that has not affected an individual
Medication errors that do not result in death or major permanent loss of function

Suicide other than in an around-the-clock care setting or following elopement
from such a setting

A death or loss of function following a discharge against medical advice (AMA)
Unsuccessful suicide attempts

Minor degrees of hemolysis not caused by a major blood group incompatibility
and with no clinical sequelae
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Most health care organizations have established committees responsible for peer
review that can be used if an event involves questionable practice or behavior of a
licensed professional. These committees may consist of peers from medicine, nursing,
pharmacy, or other allied health professions that review a case and determine the
appropriateness of the provider’s activities related to that case. The risk management
professional should be formally accountable for referring an event to the organiza-
tion’s peer review committee as necessary.

State Requirements

Twenty-seven individual states have adverse event reporting programs, twenty-six of
which are mandatory and one voluntary. Risk management professionals must stay
current with the requirements of these programs and must facilitate staff members’
understanding of their implications. Similarly, they must be aware of requirements and
must facilitate federal reporting requirements such as those associated with the Safe
Medical Devices Act (SMDA).

SUMMARY

The patient safety movement has brought numerous challenges and opportunities to
risk management professionals. By collaborating with other members of the manage-
ment team, risk management professionals can use these new strategies to solve the
ongoing challenge of medical errors.

KEY TERMS

Active failure Infection preventionist

Chain of command Latent failure

Crew resource management National Patient Safety Goals
Ergonomics Near miss

Event reporting Organizational culture
Hospital-acquired infection Sentinel event

Human factors Sentinel event reporting

Human factors engineering

ACRONYMS

AHRQ FMEA
AMA HFE
CDC IOM
CMS RCA

CRM SBAR
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LEARNING OBJECTIVES

To be able to describe the four basic elements of negligence

To be able to identify the elements of attorney-client privilege and circum-
stances when it does not apply

To be able to list the elements that are necessary for a consent to be
“informed”

To be able to identify two theories under which an acute care hospital can be
held liable
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Every person who works in the modern world of health care is likely to encounter a
variety of legal concepts during his or her professional life. These might include general
and professional negligence issues, contract and employment considerations, privacy
concerns, and crucial questions such as when life-sustaining treatment may be with-
held. The specific issues each person will face depend on his or her role in the health
care field and also on the type of facility in which he or she works. Some issues that
arise on a regular basis in an acute care hospital might be less or possibly more common
in the context of an ambulance service, nursing home, or integrated delivery system.
Given the plethora of legal concepts that routinely affect participants in the field of
health care, it is useful to have at least some general knowledge of these concepts.

This chapter provides basic information about several legal concepts and describes
specific issues that occur frequently in particular settings. You are encouraged to read
other chapters for more detailed information about the concepts touched on here.

-

CONCEPTS\

Negligence is the primary cause of civil action that health care providers face.

Communication between a physician and that physician’s patients are private and
confidential.

A physician’s standard of care is measured by the degree of care and skill possessed
by other physicians in the same or similar circumstances.

A physician must obtain full, knowing, and voluntary general and informed con-
sent from the patient concerning any nonemergency surgical procedure. Failure to
obtain adequate informed consent can give rise to a claim, even if the procedure is
performed appropriately.

There are generally four different types of HMOs, categorized on the basis of their
relationship with the medical providers. An HMO's exposure to liability depends
largely on its organizational structure.

- J

LEGAL ISSUES COMMON TO ALL HEALTH CARE PROVIDERS

There are many types of liability that affect the health care industry. We will discuss
several of them here.

Negligence
Negligence is the primary civil cause of action that health care providers face. A negli-
gence action can involve a claim of general liability or one of professional liability.
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In either circumstance, there are four basic elements in any cause of action that alleges
negligence.

1. Duty: One person must be under a duty to another person (or to society) before
negligence becomes an issue. In the context of professional liability, duty usually
applies when the provider undertakes to care for the patient.

2. Breach of duty: The person under the duty must breach the duty in some way
(such as allowing a hazard to exist or failing to meet the required standard of
care) to allow negligence to attach.

3. Cause of injury: The plaintiff must suffer an injury as a result of the defendant’s
breach of duty. If the injury did not arise out of the breach of the duty or the
plaintiff cannot prove causation, the cause of action fails.

4. Damages: The plaintiff must be able to show legally cognizable damages as
a result of the injury sustained. Damages typically include pain and suffering
(sometimes capped by tort reform efforts), medical expenses, lost wages, emo-
tional distress, and loss of consortium or companionship.

General Liability General liability issues for health care providers typically include
claims that allege negligence for hazards in the environment and nonprofessional
judgments and actions.' General liability primarily involves premises liability, as many
claims entail injuries arising out of the maintenance of premises, including slips and
falls, but it can also involve causes of action alleging defamation, employment issues,
and slander, to name a few. Claimants asserting general liability causes of action may
include patients, physicians and other providers, family members, visitors, or even
trespassers.

All four basic elements apply in any claim for negligence. The only real difference
between medical professional and general liability (negligence) is in the manner of
proof. A claim for general negligence does not normally require that an expert witness
testify as to the duty that a reasonably prudent person owes to another person or to
show that a breach in that duty occurred (unless the matter is unduly technical).

Medical Professional Liability Also referred to as malpractice liability, medical
professional liability involves claims that allege professional negligence for patient
care activities. Typically, these causes of action involve allegations of negligent acts or
omissions of health care providers or employees that result in injury to the patient.
Patients, or their legal representatives, may allege separate theories of negligence
against treating physicians, health care entities, nurses, and other employees.

To state a successful cause of action for medical negligence, a plaintiff must dem-
onstrate all four elements of negligence. In the context of professional negligence, the
duty is often referred to as the standard of care. Most arguments during litigation sur-
round the proper standard of care and whether the standard was breached. Another
focus is often whether the alleged substandard care was the cause of the plaintiff’s
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injuries. Expert testimony is required to show the appropriate standard of care, to
establish whether it was breached, and to show that the plaintiff’s injuries were caused
by the breach of the standard of care.

Concept of Standard of Care A physician owes a duty of care to his or her patients to
conform to certain standards of reasonable medical care.” Generally, a physician’s
standard of care is measured by the degree of care and skill possessed by other physi-
cians in the same or similar circumstances.® The standard of care requires, among
other things, that a physician remain up-to-date regarding medical developments and
advancements, secure a careful history, perform a comprehensive examination, arrive
at an appropriate diagnosis, recommend and implement appropriate therapies, and
refer for consultation when indicated.*

Historically, the standard for the adequate level of care rendered by a physician
was determined by the prevailing standard of care practiced by physicians in the phy-
sician’s community.’ This is known as the “locality rule.”® Because physicians were
reluctant to give expert testimony against a fellow physician in the same community,
many states have modified this rule.” As a result, some states have implemented either
the “similar locality” standard or the “national” standard.® Note that physicians who
specialize in a particular area of medicine and who hold themselves out as specialists
have been required to possess a greater level of skill in that specialty than a general
practitioner would.’

To prevail in a medical negligence action, a plaintiff must affirmatively prove the
relevant recognized standard of medical care exercised by other physicians and that
the defendant physician departed from that standard when treating the plaintiff, caus-
ing the plaintiff to sustain injury or damage. Generally, it is necessary for the plaintiff
to have expert witness testimony concerning the standard of care applicable to the
defendant.

Expert Testimony Some states require specific qualifications and credentials before a
party can testify as an expert witness in medical malpractice cases. Generally, a person
shall not give expert medical testimony unless licensed as a health professional. To
determine if a witness is qualified to be an expert, the court will typically consider the
witness’s education and professional training, the witness’s area of specialization, and
the length of time the witness has been engaged in the active clinical practice or
instruction of the health profession or specialty. In addition, there are two general stan-
dards, or tests, that the court will apply to consider whether an expert witness’s
testimony will be admissible in court: the Daubert standard and the Frye standard. In
federal and many state cases, Daubert defines the standard for admitting expert scien-
tific testimony. According to Daubert, the proposed testimony must be supported by
appropriate validation.'” In other states, Frye is the standard that applies. Under the
Frye test, an expert’s opinion is admissible if the principle or method underlying that
opinion is generally accepted by scientists active in the relevant field.!" State laws
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should be reviewed to determine the applicable qualifications and standard applied in
the specific jurisdiction.

In any medical negligence case, physician experts must testify that their expert
opinions are based on a reasonable degree of medical certainty. Expert testimony fails
to meet this reasonable certainty requirement when the plaintiff’s expert testifies that
the alleged negligence “possibly” caused or “could have” caused the plaintift’s injury,
that such negligence “could very properly account for the injury,” or even that it is
“very highly probable” that the defendant’s negligence caused the poor result.'

Negligence Per Se The court may adopt a statute as defining the standard of care in a
negligence action if the court determines that the purpose of the statute was to protect
the class of persons to which the plaintiff belongs from the type of risk that has
ensued.!® The violation of a statute can be treated as negligence per se if it is unex-
cused.'* This allows the plaintiff to handily prove the existence of a duty and the breach
of the duty, but the plaintiff must still prove injury and damages.

Privity Generally, privity refers to a derivative interest founded on a contract or con-
nection between two parties. It can also be thought of as a mutuality of interest. In the
context of potential liability of a health care provider stemming from the care of a
patient, the concept of privity usually applies when a party other than that patient—or
that patient’s spouse or parent (of a minor patient)—claims that the health care pro-
vider also caused that other party injury and seeks to recover for this claimed injury.

Duty of Health Care Providers to Third Parties (Nonpatients) To sustain a profes-
sional negligence cause of action against a physician, the plaintiff must normally be a
patient. A patient is defined as a natural person who receives, or should have received,
health care from a licensed health care provider under a contract, express or implied.'3
Most states have implemented the general rule that a physician does not owe a profes-
sional duty to a nonpatient or a third party. Several jurisdictions have held that a hospi-
tal does not owe a duty to protect a nonpatient who is present in the emergency room
from fainting'® and that a physician does not owe a duty to a third-party nonpatient for
injuries arising from the use of prescription medication by the physician’s patient.!”
Some states have limited this “no duty” rule by recognizing a duty to nonpatient
bystanders when the patient poses a danger of harm to an identifiable third party;'®
when the patient’s behavior must be controlled to prevent a danger to a third party;'? or
when the bystander becomes a participant in the treatment of a patient—for example,
being used by the medical staff to hold the patient down.*

In contrast, a limited number of states have held that medical professionals have a
duty to third parties in two circumstances: when doctors exert control over a patient
and when a doctor is aware of threats against specific, identifiable third parties. Many
courts have even concluded that physicians owe a duty to injured third parties and the
general public to warn their patients about side effects of prescription medication (such
as drowsiness).?!
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Due to the different approaches taken by various states, it is important to review
state laws to determine the approach followed by the specific jurisdiction.

Contractual Liability of Doctor to Patient An agreement to provide medical care to
a patient can be expressed or implied. When a patient seeks the assistance and treat-
ment of a physician and the physician accepts the patient, they enter into an implied
contract that the physician will treat the patient. Such a contract can only be termi-
nated by the physician when the physician gives proper notice to the patient. The
patient, of course, may terminate the agreement at any time. When an implied contract
is formed, the physician does not guarantee the success of treatment or that beneficial
results will occur but only that the physician possesses, and will carefully apply, pro-
fessional skills that are ordinarily possessed by general practitioners in the physician’s
locality.? General reassurances by the physician to the patient are considered to be an
expression of opinion or hope and do not amount to an expressed contract.”® These
reassurances are considered therapeutic and do not constitute a basis for an express
contract.

To be enforceable, an explicit contract must be expressed and must be supported
by consideration. Physicians and patients can enter into express written contracts
regarding the care provided. Such contracts are not usual but can include various treat-
ment plans, the likelihood of success, and even the physician’s promise to cure.
Traditionally, courts have respected a physician’s freedom to contract as the physician
chooses.?* However, once a contract is formed, a plaintiff might have a cause of action
for breach of contract, in addition to other potential claims (such as medical malprac-
tice), if the outcome of the treatment is not what was promised.

Informed Consent The physician-patient relationship is a consensual one. For more
than a century, courts have required the patient’s consent prior to any touching, exami-
nation, or medical procedure. Consent is traditionally defined as a person’s voluntary
agreement to do something proposed by another person. There are two kinds of con-
sent: general consent (to allow touching, examination, and noninvasive procedures)
and informed consent (to allow the performance of an invasive procedure). If the pro-
cedure is an invasive procedure that carries a material risk of harm, the patient’s
informed consent will probably be required. If the touching is without consent at all,
the provider might be liable for battery. Generally, if the patient appropriately consents
to a procedure, the patient cannot hold the physician liable unless the physician fails to
perform the surgery according to the applicable medical standards (malpractice).
Therefore, a physician must obtain full, knowing, and voluntary general and informed
consent from the patient concerning any nonemergency surgical procedure.

Informed consent requires more from a physician than simply having the patient
sign a form. Health care providers must ensure that patients are aware of the diagnosis,
the benefits of the proposed treatment, the material risks of the treatment, alternative
options to the proposed treatment, and possible consequences of declining the treat-
ment. This information must be communicated to the patient so that the patient clearly
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understands it.> Once properly informed, the patient can make an intelligent decision
regarding the course of treatment, regardless of whether the patient chooses rationally.

Failure to obtain adequate informed consent can give rise to a claim, even if the
procedure is performed appropriately.” In most states, a patient’s legal cause of action
in a lack-of-consent case is premised on the plaintiff’s ability to prove that the defen-
dant failed to reveal a significant risk that materialized and caused the plaintiff to suf-
fer adverse consequences®” and that had the potential risk been disclosed, a reasonable
person would not have consented to the treatment or procedure.?® Although a physi-
cian does not generally have a duty to disclose remote risks,?” a duty may arise if the
plaintiff expressly requests that all known complications be revealed.*

There are three generally accepted exceptions to the rule that informed consent is
required. First, health care providers may assume that informed consent would be
obtained in emergency situations if the emergency did not exist.*! This, of course, does
not give the provider the right to assume consent in the face of a prior refusal. Also,
traditionally, it is the treating physician, not the hospital, who has the duty to obtain
informed consent.*> However, courts have held that a hospital may be held liable when
members of its staff neglect to inform the physician that the patient has withdrawn
consent prior to treatment.*® Furthermore, hospitals that sponsor or permit experimen-
tal procedures may be liable when they fail to ensure that informed consent according
to the research protocol is obtained.**

Some parties are unable to consent. As a general rule, minors are deemed incapa-
ble of providing effective consent to medical treatment. Accordingly, the physician
must obtain consent from the parent or guardian before proceeding with any examina-
tion or treatment of the minor. There are exceptions to the requirements of consent by
a parent or guardian. In certain emergency situations, no consent is required prior to
treatment of the minor. Medical, dental, and health services may be rendered to minors
of any age without the consent of the parent or legal guardian when, in the physician’s
judgment, an attempt to secure consent would result in a delay of treatment that would
increase the risk to the minor’s life or health or when the minor is emancipated. Minors
may consent to the examination or treatment of their minor children in most states.

Contractual Negotiation and Approval

Entering into a successful contract requires both parties to think about what the trans-
action is really about. It involves addressing many details beyond the price of a prod-
uct or service. The particulars in any specific instance or facility will differ, but the
material described here gives a general picture of the negotiation and approval pro-
cess. As a starting point, it is helpful to ask several questions, such as these:

Who will provide the goods or services, and who will provide payment?
What exactly is each party required to do?

When will each party be providing the goods or services, and when will payment
be made?
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Where will the services be performed, or where will the goods be delivered?

Why is each party performing these obligations, and why is the deal important to
each party?

How will satisfactory performance or delivery be measured?

As you begin to determine the terms of the proposed arrangement, it is often help-
ful to consult with your corporate counsel. Generally, most corporate counsels have
developed several standard contracts that can help expedite the negotiating process
while ensuring that the health care facilities’ interests are effectively protected.

Typically, each party will have a starting position and an idea about what it wants to get
out of the agreement. Certain points might be very important to one party and less impor-
tant to the other. It is essential to negotiate a contract that clearly defines the relationship
between the parties; characterizes each party’s expectations, rights, and responsibilities
(including payments terms, warranties, limitations on advertising, and confidentiality); and
describes what should happen if something were to go wrong (for example, termination for
breach, indemnification clause, insurance). These clear designations allow both parties to
have an adequate understanding regarding each party’s intentions, thereby allowing the
parties to predict what to anticipate. This is an important element regardless of whether
the contract is performed over the course of a few hours or a few years.

Health care providers and administrators should work together with corporate
counsel and professional staff to draft and negotiate the agreement. Negotiating a suc-
cessful contract often involves discussions within the health care facility and consulta-
tion with other departments and committees. It is essential for every member of the
health care facility who negotiates a proposed contract to consider the relationship of
the product to the overall strategic goal of the facility. In drafting or negotiating a con-
tract, corporate counsel should work with management to ensure that the contractual
obligations are consistent with the legal obligations of the health care facility and that
the risk of liability and other legal consequences are fully understood by the key play-
ers and ultimate decision makers. In the contracting process, it is important that the
anticipated benefits of the contractual relationship outweigh both the financial and
legal risks to the health care facility.

All health care facilities should have an approval process, which must be followed
when entering into any contractual agreement. For major contracts (in which the dollar
amount is greater than $100,000), both corporate counsel and the financial department
should be contacted before negotiations begin to guarantee a coordinated and prompt
approach to contract review and approval.

For all purchasing contracts and agreements, the health care facility’s purchasing
department should be contacted before the acquisition process begins to ensure that
subsequent negotiations conform with the competitive bid process and do not conflict
with any new or existing agreements, contracts, or understandings. The purchasing
department will also ensure that the process is consistent with the facility’s commit-
ment to group purchasing memberships and the facility’s strategy.
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The purpose of legal review is to provide advice and counsel concerning the pro-
posed contract, both to ensure that the proposed terms and conditions comply with the
applicable law and to identify and minimize significant legal risks.

The legal department should help negotiate and draft the contract and should iden-
tify legal issues so that the business decision makers can evaluate the risks or benefits
of the arrangement to finalize the contract. Approval of a contract should be withheld
only if there is a significant issue as to whether the terms and conditions of agreement
comply with the law.

Most proposed contracts should also be reviewed by the health care facility’s
finance and administrative departments so that they can evaluate issues relating to
financial liability, cash flow, and operational matters; whether the contract makes good
business sense; and whether it is consistent with the facility’s objectives and policies.

The finance department would generally withhold approval of the contract only if
there were a significant concern about its financial liability. The purpose of an admin-
istrative review is to ensure that contracts make good business sense and are consistent
with the health care facility’s objectives and policies.

Once a contract has been reviewed by the appropriate departments and offices and
all necessary changes and revisions have been made based on that review, the contract
is ready for final approval and execution. Each of the departments and offices required
to review and approve the contract should indicate final approval of the contract by
signing the contract approval form. All copies of the contract should be signed and
dated by the authorized health care facility representative.

Once the copies have been signed by all parties, copies of the contract should be
forwarded by the originator to the appropriate authorized health care facility represen-
tatives for signature. Note that if any party makes additional changes, the contract
must be reviewed again by everyone who previously had signed off. In certain cases, it
may be preferable that the copies of the contract first be executed by the authorized
health care facility representative and then executed by the other parties.

Once a contract has been fully executed, a copy should be forwarded by the origi-
nator to other appropriate parties, the health care facility’s contract originator (or that
person’s department), the office of legal affairs or contract administrator (if applica-
ble), the finance department, and the purchasing department. Fully executed contracts
need to be safeguarded and maintained in accordance with the state’s or the facility’s
records retention requirements.

When a contract comes up for renewal, the originator should contact the administra-
tor and the purchasing department (where appropriate) at least ninety days before the
expiration date, particularly if any automatic renewal rights or options are involved. In
all cases, the specific contract language for renewal or termination should be reviewed to
ensure compliance. All amendments, modifications, or renewals of the contract should
go through the same approval process that was followed for the original contract.

If serious performance problems arise at any time during the contract term, the
health care facility employees involved should immediately communicate their concerns
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regarding performance or termination to the contract administrator or the legal depart-
ment. All performance problems and efforts to resolve these problems should be care-
fully documented by the health care facility employees.

Information Release: Privilege and Privacy Issues
There are several levels of information release that need to be carefully examined.

Peer Review Information Many state legislatures have agreed, at least to some extent,
with the view that because the practice of medicine requires a level of expertise that
can be reviewed only by other medical professionals, the medical profession should
police its own activities through peer review organizations. Peer review involves the
evaluation of physicians’ performances by other physicians in terms of quality of care
and appropriateness of decision making. Review committees are established by hospi-
tals and used to investigate candidates for clinical privileges and to monitor the exist-
ing medical staff.

Many states have enacted statutes designed to protect the peer review process and
the individuals on the peer review committee. The legislature has recognized that
patients need protection from physicians who deviate from an appropriate professional
standard of care. Simultaneously, the legislature has acknowledged that health care
providers want limited involvement with peer review committees due to concerns that
they will be held liable for the ultimate decision rendered by the board. As a result,
many states have implemented peer review protections that grant immunity to mem-
bers of the peer review committee and protective status to documents prepared during
the peer review process. This type of legislation ensures that members of peer review
organizations are at liberty to speak without restraint about controversial matters such
as quality assurance, medical staff credentials, and qualifications. Review your state
laws to determine the content of the statute and the extent of its protections in your
specific jurisdiction.

Typically, individuals who supply information to peer review committees are pro-
tected from criminal and civil liability. This immunity, however, is not absolute. An
individual will not be granted immunity if the information reported is unrelated or
irrelevant to the peer review committee’s purpose and scope. The individual is also not
protected if the information reported was false and the individual knew or had reason
to believe it was false or if the individual’s appearance before the peer review board
was motivated by malice.

Documents used and information recorded by peer review committees are not
subject to discovery or admissible as evidence in a civil action against the health care
provider if the civil action stems from a matter that is the subject of the committee’s
review. This protection also is not absolute. Peer review protection does not apply and
the document may be disclosed in accordance with applicable law if the document
used by the peer review committee can be obtained from its original source.

In addition, those testifying before a peer review committee cannot be compelled
to testify at civil hearings regarding evidence that was produced or relied on at the
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proceedings; conversations, opinions, or evaluations discussed during the proceedings;
or testimony before a peer review protection committee or opinions formed as a result
of committee hearings. However, a person in attendance is not immune from testifying
at other civil proceedings as to personal knowledge and information learned outside
the peer review proceeding,

Generally, peer review protection is granted to the following licensed health care
providers: physicians, dentists, podiatrists, chiropractors, optometrists, physiologists,
pharmacists, registered nurses, practical nurses, and physical therapists. Health care
facility administrators, corporations, or organizations acting as health care facilities and
committees evaluating the quality of health care and credentialing are also covered.

Patient Confidentiality Communications between a physician and his or her patients
are private and confidential. Individuals in need of medical attention greatly benefit
from being able to discuss their medical situation with health care professionals with-
out the concern that such information might be disclosed to others. A patient’s disclo-
sure of information pertaining to that patient’s illness will help the physician provide
appropriate medical treatment. Due to this benefit, most states have implemented legis-
lation that provides protections for confidential medical information obtained by the
physician.* This protection generally takes the form of the physician-patient privilege.
This privilege creates a confidential atmosphere intended to prevent the embarrassment
that patients might face upon the disclosure of their illnesses and encourages patients
to disclose all possible information pertaining to their illnesses, thereby enabling the
physician to render effective diagnoses and treatments for their patients.*

The improper disclosure of information by physicians violates state confidential-
ity statutes, which generally provide criminal or civil penalties or civil causes of action
for the inappropriate release of a patient’s confidential information. In addition, for
hospitals and physicians, the improper disclosure of medical information may subject
them to civil liability, including breach of contract, invasion of privacy, intentional
infliction of emotional distress, breach of confidential relationship, defamation, and
negligence.?’

Under federal law, wrongful disclosure of protected health information is a federal
crime. Any person who knowingly and in violation of federal law uses or causes to be
used a unique health identifier, obtains individually identifiable health information
relating to an individual, or discloses individually identifiable health information to
another person shall be punished depending on the nature and the scope of the offense.
Individually identifiable information includes any information created or received by a
health care provider that relates to an individual’s physical or mental health, health
care, or payment for health care, and identifies or could reasonably be used to identify
the individual. The penalties begin with an initial penalty of a $50,000 fine and impris-
onment of not more than one year, or both. If the offense is committed under false pre-
tenses, the fine is increased to $100,000 and imprisonment is increased to five years. If
the offense is committed with the intent to sell or transfer or use the individually ident-
ifiable health information for commercial advantage, personal gain, or malicious harm,
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then the fine is increased to not more than $250,000 and imprisonment of not more
than ten years.

It should be noted that exceptions to the physician-patient relationship arise in
personal injury cases and criminal cases. Where the patient is the plaintiff in a per-
sonal injury case, defense counsel is entitled to obtain the plaintiff patient’s medical
records and depose the patient’s physicians. In criminal matters, no physician-patient
privilege exists.

AIDS- and HIV-Related Issues

The testing and confidentiality issues related to AIDS (acquired immunodeficiency
syndrome) and HIV (human immunodeficiency virus) are numerous. Strict adherence
is necessary for patient safety and to decrease an organization’s exposure to liability.

HIV Testing Generally, an HIV test cannot be performed without the patient’s informed
written consent. Before consent can be given, a health care provider must explain the
nature of the test, including its purpose, potential uses, limitations, and meaning of the
results. Pretest counseling must be made available regarding HIV prevention, expo-
sure, and transmission.

Once results have been obtained, the physician or physician’s designee must
make a good faith effort to inform the patient of the test results. Medical standards
may require that positive test results be confirmed before they are revealed to the
patient. Upon receiving the results, the patient must be afforded the opportunity for
immediate, individual, face-to-face counseling regarding the significance of the test
results and measures for preventing HI'V transmission. Counseling should also include
the benefits of locating and counseling individuals who might have exposed the
patient to HIV.

Partial waivers of the voluntary HIV testing requirements are granted in limited
circumstances. In medical emergencies, when the patient is unable to grant consent, or
if the patient withholds consent and the HIV-related test result is medically necessary
to provide appropriate emergency care, the patient must be provided only with notice
of the test results and posttest counseling. In addition, individuals who donate organs,
body parts, tissues, or semen for use in medical research, therapy, transfusion, or
transplantation and test negative for HIV do not need to receive notice of their test
results or be given posttest counseling. However, the donor must give written consent
to the test and have the opportunity to receive pretest counseling. Notice of a negative
test result must also be given to any individual who asks to be provided with such
results.

To protect the welfare of health care providers and those who have rendered assis-
tance to an HIV-positive patient, various exceptions to voluntary HIV testing have been
implemented. A patient’s existing blood sample can be subjected to involuntary HI'V-
related testing to protect the welfare of health care providers and emergency medical
personnel. However, health care providers who rendered care must obtain certification
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from a physician, other than from themselves or their employers, that they have had a
significant exposure to HIV. A significant exposure is defined as the direct contact with
blood or bodily fluids in a manner that according to the most current guidelines of the
Centers for Disease Control and Prevention is capable of transmitting HIV. This certifi-
cation must be obtained within seventy-two hours of the exposure. The certifying
physician must also provide the health care provider with an opportunity to undergo
voluntary HIV-related testing as outlined previously.

A copy of the written certification must be provided to the physician of the indi-
vidual whose HIV test is sought or to the institutional health care provider in posses-
sion of the individual’s available blood. The physician or institutional health care
provider must make a good faith effort to notify the individual, or that individual’s
substituted decision maker, of the certification and must request consent to an HIV test
within twenty-four hours of the request for HIV testing. If the individual agrees to the
test, written consent must be obtained and the individual must be afforded the opportu-
nity for pretest counseling. If the individual does not agree to an HIV test or cannot be
located, an entry must be made on the individual’s medical records to that effect. If the
individual’s blood has already been obtained, that blood may be tested, provided that
the person was given the opportunity to consent or refuse to consent to the HIV test.
Involuntary HIV testing will not proceed unless the health care provider requests test-
ing and submits to baseline testing.

The patient must be given notice of the test result and the same opportunity for
appropriate posttest counseling as afforded in voluntary HIV-related testing. The
health care provider may be notified of the patient’s test results only if the provider’s
own baseline HIV test is negative.

Confidentiality of HIV-Related Information

Medical records and other tests that reveal whether an individual has contracted AIDS
or HIV have been the basis of considerable litigation and legislation. Many of the con-
fidentiality issues discussed previously have arisen in the context of AIDS. Generally,
physicians, their employees, and agents are required to maintain the confidentiality of
all HIV-related information. This rule applies whether the information is disclosed vol-
untarily, involuntarily, or pursuant to a court order. Patients whose HIV or AIDS status
has been improperly disclosed by health care providers have causes of action under the
common law theories of breach of contract, invasion of privacy, intentional infliction of
emotional distress, breach of confidential relationship, defamation, and negligence.*
Generally, this duty of confidentiality protects only the patient and not the treating
physician. The right of privacy regarding HIV status has not been extended to treating phy-
sicians who are HIV-positive. Courts have permitted hospitals to notify patients who par-
ticipated in invasive procedures that the physician involved in their care was HIV-positive.*
This disclosure, however, is limited, as the hospital is not permitted to release the physi-
cian’s name to the patients. The hospital is, however, entitled to release the physician’s
name and HIV status to certain colleagues with whom the infected physician might have
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performed surgery and to those who were in that physician’s training program. It should be
noted that physicians who are patients are protected by the duty of confidentiality. Courts
have concluded that hospitals owe a duty of confidentiality to physicians who are patients,
so hospitals must take reasonable precautions with physicians’ medical records when they
are being treated in the hospital. Physicians who are being treated for AIDS have an expec-
tation of privacy that their AIDS diagnoses will not become a matter of public knowledge.
This changes, however, once the physician becomes a treating physician and is performing
invasive procedures on a patient.*!

States approach confidentiality as it relates to AIDS in different ways. Some states
have strict confidentiality laws to protect the privacy of HIV-infected individuals. HIV
status is a private matter, and there are enforceable civil penalties for disclosure of
another individual’s HIV status.*> Other states take a less rigid approach regarding
confidentiality. Some require reporting of HIV status to public health authorities. This
reporting includes the revelation of all new HIV diagnoses, including diagnoses involv-
ing the status of physicians.* Review your state laws to determine the approach taken
in your jurisdiction.

Attorney-Client Privilege

This privilege is an essential component of our legal system. It promotes full commu-
nication between an attorney and a client. This assures clients that conversations with
their attorneys will not be disclosed to others. The privilege belongs to the client, and
the attorney must hold client communications in the strictest of confidence.

The attorney-client privilege has the following characteristics:

The party seeking the protection of the privilege must be an actual or prospective
client.

The communication must be between a client and an attorney acting as counsel
for the client.

The communication must be made in confidence, outside the presence of third
parties.

The purpose of the communication must be to secure or provide an opinion of law
or legal assistance.

The privilege must be asserted by one holding the privilege. The privilege does
not automatically attach.

The privilege is easily lost or “waived” by improper disclosures to third parties.
The privilege does not attach to communications in furtherance of an ongoing or

prospective illegal activity. In addition, the privilege does apply when attorneys defend
themselves against charges of wrongful misconduct brought by clients.
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Health care providers should be mindful of maintaining the attorney-client privi-
lege in varying circumstances, including the following:

In anticipation of potential litigation
During the investigation of past conduct that may raise legal concerns
Seeking advice on structuring new ventures (for example, a proposed merger)

Peer review and risk management (such as quality improvement or malpractice
defense)

Any other sensitive issue where legal input might be helpful and confidentiality is
critical

For the attorney-client privilege to protect oral communications, it is best to have
an attorney participate directly in the discussion. Therefore, counsel should be present
when the purpose of any meeting is to obtain or discuss legal advice or to gather infor-
mation needed to obtain legal advice or assistance. Only employees who have a “need
to know” should attend such meetings, and nonclient third parties should not attend.
Be careful not to divulge privileged communications in meeting minutes or other
memoranda. Do not discuss attorney-client information on mobile telephones or in
public places (such as elevators) where you might be overheard.

The attorney-client privilege may be invoked in memoranda, correspondence, and
other written communications by adhering to the following guidelines:

Identify and assert the privilege on the document—that is, mark the document
“attorney-client-privileged communication.”

Send the document to or from your attorney, and limit distribution to a need-to-
know basis. Identify all recipients on the document, with no blind copies.

Avoid the attachment of unprivileged material or written notes on the document.
Treat the document in a confidential manner, and store it in a secure place.

Information contained on computer disks, hard drives, and backup systems may
also be protected by the attorney-client privilege.

Executives may communicate legal advice received from counsel to other execu-
tives or employees who have a need to know without destroying the privilege by iden-
tifying the communication as legal advice, limiting communication to counsel’s advice,
not including underlying facts, and segregating legal discussions from other topics.

When there are disclosures, take immediate action by consulting counsel, telling
the recipient that disclosure was inadvertent, requesting return of any written materi-
als, and confirming these steps in writing, if appropriate.

The attorney-client privilege can and should be invoked to safeguard the health
care provider’s interest whenever legal questions arise. Contact an attorney with any
questions regarding the attorney-client privilege.
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Employment Issues

A domain or area representing significant risks is identified as “human capital.” Human
capital risks are those associated with people and their employment (perceived and
real) and include harassment, discrimination, practicing impaired physicians, and cre-
dentialing, to name just a few.

Respondeat Superior Liability In Latin, respondeat superior means “let the master
answer.” In the context of an acute care facility or hospital, it is a legal doctrine under
which an employer may be liable for wrongful acts of an employee that are done
within the scope of that employee’s job. Under this theory, the hospital is vicariously
liable for the actions of its employees, whom the hospital had a duty to supervise.
Essentially, to bring an action under this theory, the plaintiff must establish both that
the health care provider was a servant or agent of the hospital and that the act or omis-
sion of the health care provider occurred in the scope of employment. If, however, the
health care provider is an independent contractor, the theory of respondeat superior is
not applicable.*

Nondiscrimination Laws

Laws at the federal, state, and local levels prohibit discrimination against employees
on the basis of race, sex, age, disability, sexual orientation, national origin, and reli-
gion. The ultimate goal of these laws is to prevent discrimination by providing equal
opportunities in all facets of employment relationships. These nondiscrimination laws
require that employers do not take any actions that might infringe on an employee’s
terms of employment based on that person’s status as a member of a protected class.

Federal laws have been implemented in an attempt to rectify past discrimination
and prevent future discrimination. These laws include Title VII of the Civil Rights Act
of 1964, the Age Discrimination in Employment Act (ADEA), and the Americans
with Disabilities Act (ADA). All health care facilities are bound by the terms of these
federal laws.

Title VII of the Civil Rights Act of 1964 is the heart of antidiscrimination
legislation. It prohibits harassment and discrimination of an employee based on that
employee’s race, gender, and national origin. Prohibitions against sexual harassment
also fall under this act. Title VII applies to employers, employment agencies, and labor
organizations that have fifteen or more employees during twenty or more calendar
weeks in either the current or previous calendar year. It should be noted that in limited
situations, Title VII allows employers to make employment decisions that are based on
religion, sex, and national origin when there is a legitimate work-related requirement
that is reasonably necessary for the operation of that specific industry (for example,
hiring only women for the position of women’s bathroom attendant).*

To assert a Title VII claim, plaintiffs must show that they are members of a pro-
tected class and were treated differently than similarly situated people from another
class. The burden then shifts to the employer to convey a justifiable, nondiscriminatory
basis for the decision that has been viewed as discriminatory. If the employer is able to
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articulate such grounds, the burden shifts back to the employees to establish that the
employer’s discriminatory reason was the primary basis for the decision made. In cases
where plaintiffs assert that a particular employer engaged in the practice of discrimina-
tion against members of a protected class, the plaintiffs must prove that they were
deterred from applying for a job or were not hired for a job because of the employer’s
discriminatory practices. Most federal courts have determined that supervisors may
not be held individually liable under Title VIL.* However, individual liability for super-
visors is allowed under many states’ discrimination laws. Review state laws to deter-
mine the liability laws applicable to supervisors in the specific jurisdiction.

It is an employer’s legal obligation to take prompt and appropriate action in
response to a complaint alleging a violation of Title VII. Managers confronted with a
complaint based on race, gender, or national origin discrimination should contact
human resource departments for assistance. The complaint should be investigated in a
timely and thorough fashion. Every health care facility has implemented various poli-
cies regarding nondiscrimination. All individuals should familiarize themselves with
the reporting and investigatory structures set forth in each policy.

The Age Discrimination in Employment Act forbids the discrimination of employ-
ees in hiring, discharging, and denying employment on the basis of an individual’s
age.*” The act provides that employers who retain twenty or more employees for
twenty or more workweeks are prohibited from discrimination against employees who
are forty years of age or older.

Employees, applicants, and former employees may file a charge of age discrimi-
nation with one of several administrative agencies that investigate and attempt to medi-
ate these claims. After the relevant commission has been given an opportunity to
investigate the claim, the claimants may initiate legal action in either state or federal
court. An employer may not defend a discrimination claim by asserting that it hired
another individual in the protected age category.

Those concerned about issues of age discrimination due to the discipline or termina-
tion of an employee should contact the human resource department during the decision-
making process. In addition, complaints received regarding discriminatory conduct from
an employee or applicant should also be referred to the human resource department.

The Americans with Disabilities Act prohibits employment discrimination against
qualified individuals on the basis of disability.*® It requires that employers provide rea-
sonable accommodations to qualified individuals with disabilities to help them per-
form the essential functions of their jobs. Although most states have laws that forbid
discriminating against people with disabilities, the ADA provides uniform national
protection.

Many state and local laws extend employment discrimination protection to people
outside federally protected categories. Employers should consult specific state and
local laws to ensure compliance. Moreover, many employers have voluntarily chosen
to extend protection to certain employee groups and have added marital status and sex-
ual orientation to their antidiscrimination policies. To be effective, any equal employ-
ment program must have support from top management and supervisors. Such policies
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should be put in writing and distributed to all employees and should be clearly under-
stood and implemented by supervisors.

Sexual Harassment

Sexual harassment is prohibited by Title VII of the Civil Rights Act of 1964. Sexual
harassment so severe or pervasive as to alter the conditions of the victim’s employ-
ment can create an abusive working environment. This violates Title VIL** To be
actionable under the statute, a sexually objectionable environment must be one that a
reasonable person would find to be hostile or abusive and that the victim did perceive
to be hostile or abusive.*® Sporadic use of abusive language, gender-related jokes, and
occasional teasing are not considered severe enough to violate Title VIL3!

Federal courts have acknowledged two types of sexual harassment claims based
on two different legal theories: quid pro quo harassment and hostile environment
harassment. Quid pro quo harassment occurs when a superior demands sexual favors
from a subordinate in exchange for continued employment or job benefits. Hostile
environment harassment is a situation in which an employee’s terms and conditions of
employment are altered as a result of pervasive sexual conduct. This includes unwanted
sexual advances, demands for sexual favors, and any conduct of a sexual nature that
unreasonably interferes with an individual’s work performance or creates an intimidat-
ing, hostile, or offensive working environment. In both quid pro quo and hostile
environment harassment, employers can be held strictly liable for harassment by
supervisors that results in tangible job actions, even if they have no knowledge of the
conduct. Employees can even recover damages when no tangible job action occurs
without showing that the employer was negligent or at fault for the supervisor’s con-
duct.>> An employer may avoid liability where no tangible job action occurs by estab-
lishing an affirmative defense showing that the employer exercised reasonable care to
prevent and promptly correct sexual harassment and that the employee unreasonably
failed to take advantage of any preventative or corrective opportunity provided by the
employer.> For employers to limit potential exposure to sexual harassment claims, an
employer must disseminate and enforce an effective sexual harassment policy that
incorporates effective procedures for the reporting, investigation, and discipline of
sexual harassment in the workplace.>*

It is an employer’s legal obligation to take prompt and appropriate action in
response to a complaint of sexual harassment. It is important for a manager confronted
with a sexual harassment complaint to investigate the complaint in a timely and thor-
ough fashion, with the assistance of human resources and according to facility policy.
Every health care facility must implement anti—sexual harassment policies. All indi-
viduals should familiarize themselves with the reporting and investigatory structures
set forth in each policy.

Staff Credentialing Credentialing involves the careful selection, review, and evalua-
tion of health care providers. It is a process whereby health care entities select, review,
and periodically evaluate the competency of the physicians and other licensed health
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care practitioners in their facility. Courts have held health care institutions vicariously
liable for the negligent acts of independent physicians through the doctrine of apparent
agency or ostensible agency and, as noted, have imposed liability on health care enti-
ties through respondeat superior, for the acts of employees committed within the scope
of employment.

The Joint Commission accredits and sets standards for hospitals, health systems,
and home care programs to follow regarding the selection of its medical staff. The
Joint Commission recommends, at a minimum, that a hospital require its medical staff
to do all of the following:

Adopt bylaws and rules and regulations, subject to approval by the governing
body, that establish a framework for the conduct of the medical staff

Make recommendations to the governing body regarding the structure of the med-
ical staff

Organize to accomplish their required function

Describe and implement a process for appointment and reappointment to the med-
ical staff

Describe and implement a process for delineating clinical privileges and deter-
mining the appropriate qualifications required to perform these privileges

Monitor and evaluate the quality and appropriateness of patient care
Require members of the medical staff to participate in continuing education

Individual hospitals should be queried as to their specific requirements for their
medical staff.

Impaired Professionals The American Medical Association (AMA) defines the
impaired physician as one who is unable to practice medicine with reasonable skill
and safety to patients because of physical or mental illness, including deterioration
through the aging process or loss of motor skills or excessive use or abuse of drugs or
alcohol. An institution’s primary responsibility is to provide quality medical care to its
patients. An impaired physician significantly deviates from this responsibility.
Therefore, once the hospital becomes aware of, or has reason to be aware of, an
impaired physician, it has a duty to investigate immediately and take appropriate mea-
sures in an effort to protect its patients. Efforts to rehabilitate impaired providers must
be structured in such a manner that does not compromise the hospital’s primary
obligation.

Every institution should establish a written policy regarding how impaired physi-
cians should be handled, and it should be properly enforced. This benefits patients by
ensuring high-quality care, identifying the physician who requires assistance, and ulti-
mately protecting the hospital from potential liability. Although hospitals implement
different policies, typically a health care facility’s guidelines will require that impairment



134 Health care Legal Concepts

be reported to the institution’s in-house impairment program or to an external impaired
physicians program. This report is intended to get needed help to the physician. If these
reports do not help the impaired physician enter an impairment program, state law
requires that the health care facility, a hospital peer, or a colleague must report the phy-
sician to the medical board. Depending on the specifics of applicable state law, a facil-
ity, peer, or colleague that fails to report an impaired physician to the medical board in
such a circumstance could be fined. Upon recording suspected impairment, the medical
board will assess the situation and conduct its own investigation as deemed appropriate.
Any person who makes a report in good faith is immune from liability. Furthermore,
some states have mandatory reporting statutes. Therefore, individual state requirements
should be built into the institution’s policies.

Generally, an impaired physician who has satisfactorily undergone treatment may
return to practice. Certain types of accommodations might be required to help the physi-
cian return to work, as impairments may constitute a disability under the Americans with
Disabilities Act. In addition, hospital administration and medical staff members involved
in the credentialing process should be aware of the impaired practitioner’s problem so that
they can impose controls designed to prevent injury to patients that are consistent
with the ADA and applicable state laws. There may be specific state-imposed require-
ments that affect when and under what circumstances the physician can return to
practice. Generally, it is suggested that before affected practitioners are permitted to
return to work, they should be required to produce satisfactory evidence of completion
of a rehabilitation program; required to continue in an organized program of ongoing
monitoring for a period of two to four years; agree to arrange with other physicians
who will assume responsibility for the care of the affected physician’s patients should
the need arise; agree to submit to random substance abuse screening tests at the request
of the hospital or medical staff leadership; and agree to abstain from addictive sub-
stances as a condition of continued medical staff membership and clinical privileges.
These precautions are highly recommended measures designed to protect patients and
reduce hospital liability. Those aware that a medical professional is impaired should
follow the health care institution’s guidelines and should contact the internal risk man-
agement department or legal department. Precautions should be taken by all parties to
guarantee confidentiality concerning the practitioner’s condition.

LEGAL ISSUES RELATED TO SPECIFIC HEALTH CARE PROVIDERS

The number of actors involved in providing health care and the intricate relationship among
those actors and patients create a maze of liability for specific health care providers.

Acute-Care Hospitals

Over a lifetime, a patient may deal with different types of specific health care provid-
ers in various settings, including but not limited to acute or hospital care, long-term
care, hospice care, mental and behavioral health care, and integrated delivery systems.
It is important to appreciate the relationships among these providers, as several health
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care providers might be subject to suit under varying negligence theories when a
patient sustains injury during the course of care or treatment.

Ostensible or Apparent Agency As noted previously, a hospital can be held vicari-
ously liable for the actions of its employees under the theory of respondeat superior, as
can any employer. A hospital may also be held vicariously liable for the acts or omis-
sions of independent contractors who are not its employees under the theory of osten-
sible or apparent agency. Under this theory, a hospital may be subjected to liability
if the patient looked to the institution rather than the individual physician for care, and
the hospital’s actions led the patient to reasonably believe that the physician was one
of the hospital’s employees. This theory is often used to hold the hospital liable for the
acts of nonemployed physicians and other health care providers with hospital-based
practices. The origin of this theory is set forth in the Restatement (Second) of Torts as
follows:

One who employs an independent contractor to perform services for another which
are accepted under reasonable belief that the services are being rendered by the
employer or by his servants, is subject to liability for physical harm caused by the neg-
ligence of the contractor in supplying such services, to the same extent as though the
employer was supplying them himself or by his servants.>®

This theory of liability is most often applied when a patient is admitted to the emer-
gency department of a hospital and the hospital assigns a physician to the patient. If the
patient subsequently alleges that the assigned physician provided negligent care or
treatment, under the theory of ostensible agency, the patient can assert that the hospital
is liable for the alleged negligent conduct. Courts have also applied ostensible agency
where the conduct of hospital-based health care providers other than emergency depart-
ment physicians, such as pathologists, anesthesiologists, and radiologists, is at issue.*®
Some states have even permitted an ostensible agency cause of action to be asserted
against an HMO.”” To minimize the possibility of any misconceptions that patients
might have related to the legal status of independent health care providers providing
care and treatment within a particular facility, many hospitals have implemented proce-
dures to inform patients and clearly identify individuals as independent from the hospi-
tal. For example, some hospitals began noting on all literature, including admission
forms, letterheads, advertisements, and billing statements, that the physicians within
the facility were independent from the hospital itself. Furthermore, if the hospital pro-
vided uniforms or hospital clothing for the independent contractors, the name of the
hospital did not appear on these garments. Further, upon presentation to the emergency
department, all patients were given the opportunity to select their own physician or be
informed that the emergency department was staffed with independent contractors.*®

Corporate Negligence Under the theory of corporate negligence, a hospital has a non-
delegable duty to the patient to ensure the patient’s safety and well-being while the
patient is in the hospital. The hospital is not vicariously liable for the health care
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provider’s negligent act; rather, the hospital is liable for its own negligence in failing to
ensure that a proper standard of care is upheld. To prevail under this theory, the plaintiff
must prove that the hospital knew or had reason to know of a defect in its procedures
and that the defect was a substantial factor in bringing about injury to the patient.>

Long-Term Care Liability

The aging of the baby boom generation, in the next few years, will make senior citizens the
largest-growing segment in our society. It is projected that by the year 2030, there will be
approximately ten million Americans eighty-five years and older.° As the population ages,
it is likely that many more people will be living in long-term care facilities.

Types of Long-Term Care Facilities As the population ages, the services related to the
senior population will expand.

Continuing Care Retirement Community

Continuing care retirement communities (CCRCs) offer a long-term contract with res-
idents to provide housing, food, and graduated services, including nursing care, for the
remainder of the resident’s life. Usually, the CCRC campus consists of independent
housing, personal home care services, and ultimately a nursing facility. Generally, as a
resident’s needs increase, the need for care increases, and the appropriate level of care
is provided. Liability issues as to standard of care may vary depending on the level of
care that is provided, meaning whether it is independent, personal home care services,
or skilled nursing services.

Personal Care Homes

A licensed personal care home (PCH), commonly referred to as an assisted living
facility (ALF), is a facility that provides food, shelter, personal assistance, and super-
vision for individuals who do not require the services of a licensed nursing facility but
do require some assistance with activities of daily living. PCHs and ALFs are not med-
ical facilities, although they may hire individuals with nursing backgrounds. They are
often regulated by a state agency, but the level of regulation is usually far less than for
a nursing home. Liability issues again depend on the level of care being administered
to the patient. A common liability issue arises when the facility keeps residents who
require a higher level of care than they can provide.

Nursing Homes

Nursing homes are licensed nursing facilities that provide food, shelter, nursing care,
and assistance to individuals who have special needs or need assistance with multiple
activities of daily living. Nursing homes are medical facilities. They employ individu-
als with medical or nursing training. They are either for-profit or not-for-profit. There
is no practical difference between the standard of care in a for-profit and a not-for-
profit facility. However, many governmentally operated nursing facilities enjoy gov-
ernmental immunity for common law negligence claims, for which immunity depends
entirely on state law.5!
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Regulations The Omnibus Budget Reconciliation Act of 1987 (OBRA) is the basis
for the uniform regulations that govern the care and assessment of nursing home resi-
dents.® The statute established the requirements relating to the provision of care, such
as assessing residents, training for nurse’s aides, physician supervision, and level of
nursing care. Also included in the statute are provisions for various residents’ rights,
such as the right to be free from physical and chemical restraints, the right to choose
one’s physician, and the right to confidentiality and privacy.

Included in OBRA is the Federal Nursing Home Reform Act. This establishes the
standards of care for facilities receiving Medicare and Medicaid payments. The vast
majority of facilities seek reimbursement through Medicare or Medicaid and are there-
fore subject to these requirements. Facilities that fail to comply with the regulations
are subject to sanctions, the withholding of payments, and in extreme cases, termina-
tion of participation in the Medicare and Medicaid system. This statute makes it the
individual state’s responsibility to establish, monitor, and enforce the state’s require-
ments for licensing and for the federal regulations.

To participate in the Medicare and Medicaid program, a nursing home must go
through a survey and certification process every nine to fifteen months. Standard sur-
veys are designed to assess whether the nursing home is in compliance with federal
and state regulations. They are typically conducted without any prior notice to the
facility. They cover four factors:

1. Quality of care furnished (as measured by indicators of medical, nursing, and
rehabilitative care), dietary and nutrition services, activities and social participa-
tion, sanitation, infection control, and the physical environment

2. Adequacy of written plans of care
3. Accuracy of the residents’ assessments
4. Compliance with residents’ rights

The survey typically consists of a team of investigators from a local field office that
examines records, observes care provided by the staff, interviews the staff, and inter-
views residents or families. If a facility is found to be out of compliance, a statement of
deficiencies is filed. After this filing, the facility must submit an acceptable plan of cor-
rection, which is then followed by a revisit to ensure that the plan of correction is
implemented.® These regulations vary by state and should be reviewed accordingly.

Types of Liability The liability issues related to health care continue to expand.

Vicarious Liability

Like hospitals and other health care providers, nursing homes and long-term care
facilities can be held vicariously responsible for the actions or omissions of their
employees. For example, in Bryant v. Hunt, the Court of Appeals of Michigan found
that a nursing home has a responsibility to provide its residents with an “accident-free
environment.”* In this case, the patient died of asphyxiation when she became wedged
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between the mattress and the bed rail due to the alleged negligence of the nursing
home’s employees. The court found that this was an ordinary negligence claim for
which the defendant nursing home could be found to be vicariously liable. The case
was remanded to the trial court to be tried on vicarious liability

An extension of vicarious liability was created through the theory of ostensible
agency. This theory holds that a nursing home could be held vicariously liable for the acts
of an independent physician if the patient looks to the institution rather than the individ-
ual physician for care and the nursing home “holds out” the physician as its employee.®
The key is whether the facility acts or fails to act in some way, which might lead the
patient to a reasonable belief that the facility or one of its employees is responsible for
treatment. Although not particularly common, this issue can become relevant in the case
of physicians employed by or under contract to the nursing home or outsourced contrac-
tors such as occupational or physical therapists.

Corporate Liability

This theory holds that a defendant facility owes certain nondelegable duties to the resi-
dent, which, if breached, may subject it to liability for damages. In Aptekman v. City of
Philadelphia, the District Court for the Eastern District of Pennsylvania declined to dis-
miss the suit against the defendant nursing home on the theory of corporate liability.®
The court reasoned that although corporate liability has not yet been extended to include
nursing homes, it has been expanded to include HMOs, and given the right set of cir-
cumstances, a state court may extend corporate liability to include health care organiza-
tions other than hospitals, such as nursing homes and long-term care facilities.

Claims As in other medical malpractice and medical negligence cases, plaintiffs must
present an expert report or an expert witness to establish their case. In Perdieu v.
Blackstone Family Practice Center, Inc., the Supreme Court of Virginia determined
that the issues surrounding treatment in a nursing home are beyond the ordinary scope
of a jury’s understanding; therefore, expert testimony is required.” The court further
stated that the experts employed must be engaged in the actual performance of the pro-
cedures at issue in the case. The court therefore excluded testimony of experts who
had not treated nursing home patients for more than thirty years, did not have experi-
ence in the field of nursing home care, or did not have an active clinical practice within
a year of the alleged incident.

Claims against nursing homes include those for negligent hiring or firing and fail-
ure to enforce policies and procedures.®® Statutory claims may also be brought against
a nursing home or long-term care facility, such as a claim under the Unfair Trade
Practices Act or Consumer Protection Law.® Claims for care issues can range from
discrete events such as a fall or assault and battery to a course of treatment, such as
wound care.

Elder Abuse One issue that has been gaining attention recently is elder abuse. Nearly
one out of every three nursing homes in the United States has been cited for an abuse
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violation in the past few years.” To facilitate risk management in nursing homes, many
have implemented procedures that require them to report instances of abuse to local
authorities and state agencies quickly, to fully prosecute those involved if need be, and
to establish safeguards to protect residents from further abuse.” Despite these efforts,
the physical and sexual abuse of nursing home residents continues to be a rampant
problem with large consequences.’” In response, many states have adopted measures
for reporting and dealing with allegations of abuse, including registries of employees
who have been guilty of abusing residents.

For example, Pennsylvania law protects adults over the age of sixty who cannot per-
form tasks necessary for their physical or mental health. A majority of those who reside
in nursing homes or long-term care facilities fall into this category. Reporting is manda-
tory in assisted living facilities such as nursing homes and long-term care facilities. In
Delaney v. Baker, the Supreme Court of California affirmed the judgment of a lower
court that awarded the plaintiff with “heightened attorney’s fees” and pain and suffering
damages.” The plaintiff sued the defendant nursing home and two administrators for
damages under the theories of elder abuse, willful misconduct, negligence, neglect of an
elder, and wrongful death, after the plaintiff’s mother died while a resident at the home.
At the time of death, the plaintiff’s decedent had bedsores down to the bone.

Penalties for elder abuse are different in every state. Some states may even hold
long-term care facilities and nursing homes criminally responsible for elder abuse.

Hospice Care

Hospice care differs from traditional health care treatment in its emphasis on palliative
treatment for persons who are in the process of dying. In other words, unlike hospitals,
where curative or restorative treatment is sought, a hospice focuses on pain manage-
ment for patients facing impending death. Generally, hospice care addresses the physi-
cal, psychological, and spiritual needs of the patient. Because hospice patients are
suffering from a terminal illness or disease, health care providers operating within the
context of a hospice routinely encounter issues related to the Patient Self-Determination
Act of 1990, advance directives, and withholding and withdrawing life-sustaining
treatment.

Patient Self-Determination Act of 1990 It is imperative that all health care provid-
ers, including hospice providers, be knowledgeable regarding the statutory require-
ments of the Patient Self-Determination Act (PSDA) of 1990.7 This federal statute
prescribes that all providers subject to the act must provide each patient with written
information on the patient’s right under state law to accept or refuse life-sustaining
treatment and to formulate advance directives (or living wills). The provider is also
required to outline written policies regarding the implementation of a patient’s right to
refuse such treatment. The provider is further required to document in each patient’s
medical record whether the patient has executed an advance directive and to ensure
compliance with the requirements of state law regarding advance directives. In addi-
tion, the provider is prohibited from basing the provision of care on whether or not the
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patient has executed an advance directive. Finally, the act requires the provider to edu-
cate its staff and the community on issues regarding advance directives.

Advance Directives An advance directive is a legal document that communicates an
individual’s medical wishes or appoints someone else to make decisions on that per-
son’s behalf should the individual become incapacitated and either permanently
unconscious or terminally ill. There are two basic kinds of advance directives. Living
wills are effective to communicate the patient’s wishes within a period of time prior to
the patient’s anticipated death. Durable powers of attorney, on the other hand, usually
allow a surrogate to make decisions on the patient’s behalf whenever the patient is
incapable of making such decisions, regardless of the imminence of death. To be effec-
tive, advance directives must comply with state statutes. State and federal govern-
ments are currently required to disseminate information about advance directives. In
fact, states that fail to comply with the mandates of the 1990 PSDA risk losing Medicare
and Medicaid funding.

Withholding and Withdrawing Life-Sustaining Treatment

In the absence of an advance directive, health care providers will likely encounter vari-
ous legal, ethical, and moral issues related to the propriety of withholding or withdraw-
ing life-sustaining treatment from a patient suffering from an incurable or irreversible
medical condition that might lead to death. These issues can greatly complicate the
decision as to whether treatment should be withheld or withdrawn, particularly when
the patient can no longer communicate.

When a patient has an incurable and irreversible medical condition, the classes of
treatment involved in sustaining life are typically surgery, cardiopulmonary resuscita-
tion, antibiotic therapy, respiratory support, renal dialysis, and artificial nutrition and
hydration.

Because the essence of the physician-patient relationship is consensual, continu-
ing treatment of the type necessary to sustain life under these circumstances is nearly
always invasive and would therefore constitute a battery (nonconsensual bodily inva-
sion) if continued over the objection of a competent individual. The law is settled that
such an individual has a legal right to refuse life-sustaining procedures even though
refusal might shorten or terminate life. The patient’s right in these circumstances is
founded on a common law right to self-determination and a constitutional right to pri-
vacy. In the case of a terminally ill patient, the courts have generally held that the
patient’s right to self-determination and privacy outweigh the countervailing interest
of the state in preserving life, preventing suicide, safeguarding the integrity of the
medical profession, and protecting innocent third parties (such as minor dependents or
unborn children of the patient). In general, courts considering the “right to die” issue
have concluded that the state’s interest weakens and the individual’s right grows as the
prognosis dims and the intrusiveness of the treatment increases.

The situation presented by the permanently unconscious or otherwise incompe-
tent patient, however, is greatly complicated because the individual is not in a position
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to consent to or refuse continued life-sustaining treatment, even if refusal might have
been the patient’s preference. Under such circumstances, courts, attending physicians,
and members of the patient’s family usually attempt to achieve the appropriate balance
among the various interests involved.

As a practical matter, in the case of the incompetent patient receiving life-
sustaining treatment, the attending physician who favors withdrawal of such treatment
must balance the probable but often unstated wishes of the patient against the potential
of civil liability for medical malpractice, criminal liability for homicide, and profes-
sional censure for unprofessional and unethical conduct. On the other hand, continu-
ing such treatment over the objection of the next of kin might lead ultimately to a civil
lawsuit on behalf of the patient or the estate for the tort of battery. Some courts have
held that the surrogate decision maker who wishes to discontinue treatment when the
patient is incapable of consenting or refusing treatment may be required to prove what
the patient would wish if the patient were competent through clear and convincing evi-
dence.” This decision is very difficult in the case of a patient in a persistent vegetative
state and even more difficult in the case of a conscious but incompetent patient. The
decision can be further complicated when a patient’s family members do not agree about
what should be done.

The American Medical Association takes the position that in deciding whether
potentially life-prolonging medical treatment is in the best interest of the incompetent
patient, the physician and the surrogate decision maker should consider several fac-
tors, including the patient’s values about life and the way it should be lived; the
patient’s attitudes toward sickness, medical procedures, and death; and the possibility
for extending life under humane conditions.

The AMA maintains that it is not unethical to discontinue all means of life-
prolonging treatment to a patient who is beyond doubt permanently unconscious. It is the
AMA’s position that medication, artificially supplied respiration, nutrition, and hydration
constitute life-prolonging medical treatment. Of course, not everyone agrees with this
position, and it can be difficult to achieve consensus even within the medical community
as to whether a particular patient is beyond doubt permanently unconscious.

Mental and Behavioral Health Care

The unique circumstances surrounding the relationships among mental and behavioral
health care providers, their patients, and third parties requires the imposition of excep-
tional duties on providers while simultaneously affording them immunities. It is
imperative that health care providers know the law in their respective states, as these
duties and immunities vary by jurisdiction.

Duty to Warn A psychiatrist or licensed psychologist cannot disclose information
acquired while rendering professional services to a patient without the written consent
of the patient. The protection against disclosure applies to both civil and criminal mat-
ters. However, individuals may waive this privilege by placing their psychiatric state at
issue in a lawsuit. A court then has discretion to permit disclosure of the information.
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Since the landmark case of Tarasoff v. Regents of the University of California, a
majority of states have imposed some form of the duty to warn by statute or case law,
thereby creating an exception to the physician-patient privilege.”® In Tarasoff; the court
held that “a psychotherapist treating a mentally ill patient has a duty to use reasonable
care to give threatened persons such warnings as are essential to avert foreseeable dan-
ger arising from his patient’s condition or treatment.””” Significantly, in Tarasoff, the
psychotherapist’s efforts to contact law enforcement regarding his patient’s violent
threats did not satisfy his duty to warn.

In most jurisdictions, when a psychotherapist determines that a patient presents a
serious danger of violence to another individual, the psychotherapist has a “duty to
warn” or an obligation to use reasonable care to protect the intended victim against
such danger. The psychotherapist does not violate the psychotherapist-patient privi-
lege when disclosing such patient communications. However, in most jurisdictions,
for this duty to warn to come into play, there must be a specific, identifiable victim and
a clear means of carrying out the threat to the intended victim. In preventing the threat-
ened danger, the psychotherapist should act in a manner that best preserves the privacy
of the patient. Notably, some states have expanded the duty to warn beyond psycho-
therapists. In fact, the law in some states has imposed a duty to warn of an actual threat
of violence on a broad range of mental health providers, including professional coun-
selors, licensed psychiatrists, marriage and family therapists, social workers, and
psychiatric and mental health nurse specialists.” Therefore, in an effort to avoid third-
party liability, it is crucial to know the law of the state in which your particular health
care facility is located.

Ambulance Services

An ambulance is defined as a vehicle that is specifically designed for transporting the
sick or injured, contains certain specified equipment, and is staffed by trained person-
nel.” Ambulances must be equipped with emergency warning lights, sirens, and tele-
communication equipment, including at least one two-way radio or wireless telephone
as prescribed by state and local law. Further, an ambulance must also contain standard
patient care equipment, including a stretcher, clean linens, first aid supplies, oxygen
equipment, and such other safety and lifesaving equipment as is required by state and
local authorities.®® Generally, there are two types of ambulance vehicles, which are
subject to different regulations. A basic ambulance is one that provides transportation,
equipment, and staff needed for basic services, including controlling bleeding, splint-
ing fractures, treating shock, delivering babies, and performing cardiopulmonary
resuscitation.! The ambulance crew of a basic life support (BLS) vehicle must consist
of at least two members. One of these members must be legally authorized to operate
all life-sustaining equipment and be certified as an emergency medical technician
(EMT) by the state or local authority. By contrast, an advanced life support (ALS)
vehicle is equipped with complex specialized life-sustaining equipment and, ordinar-
ily, equipment for radio-telephone contact with a physician or hospital. An ALS



Legal Issues Related to Specific Health Care Providers 143

vehicle must contain two members, with at least one crew member certified as a para-
medic or an EMT by state and local authority.®?

An understanding of the distinctions between these ambulance services is impor-
tant for purposes of Medicare reimbursement. Medicare requires the ambulance sup-
plier to provide documentation that the ambulance service provider is in compliance
with emergency and staff licensure and certification requirements.?

Integrated Delivery Systems

In recent decades, the spiraling cost of health care and health insurance premiums has
contributed to the development of various types of health care delivery systems, other-
wise known as integrated delivery systems (IDSs). The Clinton Health Care Reform
Plan proposed in 1993 hastened this development and prompted many states to adopt
their own health care reform plans.

Profile of an IDS The perceived advantage of an IDS is its economic and administra-
tive efficiency. An IDS consolidates a variety of professional, laboratory, and technical
services to control costs. For example, most IDSs contain the following cost contain-
ment features:

Preadmission review (requires hospital admissions to be approved in advance)

Discharge planning (establishes general guidelines for length of hospitalizations
and postdischarge case management)

Utilization review (controls the allocation of HMO resources)
Individual case management

Second opinions

An appeal process (a mechanism to contest case management decisions)

Furthermore, an IDS may be set up to enter into “capitation” agreements with
managed care organizations or employers. Capitation generally means that the physi-
cian or group receives a fixed monthly or annual payment for each member enrolled in
the plan. The pool of proceeds available to each physician or provider diminishes with
each patient referral to a nonmember physician or provider. Virtually all theories of
liability asserted against an IDS stem from the competing goals of containing health
care costs while maximizing health benefits.

Several theories of liability may be asserted against a particular IDS:

Vicarious liability: Liability imposed on an IDS by a patient subscriber for the
negligent acts of its employees

Direct liability: Liability brought by a subscriber directly against an IDS for negli-
gently selecting health care providers or managing resources; most often arises in
the case of a refusal to allow services
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Breach of contract or warranty: Failing to honor or fulfill terms of the patient sub-
scriber or member-physician’s contract

Intentional misrepresentation or fraud: Nondisclosure of material facts regarding
the operation of the IDS

It is helpful to keep in mind the source of each type of liability when studying
these theories. Allegations of vicarious and direct liability are vertically imposed theo-
ries that can be made only by a patient-subscriber (including parents of a minor or an
estate), whereas breach-of-contract actions are horizontal and may be brought by the
subscriber to the HMO or by the member-physician and provider.

It is also important to consider which type of IDS is involved, because application
of these theories of liability depends largely on the particular type of IDS model pres-
ent. The different IDS structures are discussed here.

Structuring an IDS The structure of an IDS is particularly important, as each IDS pro-
vides different mechanisms for balancing the competing goals of health care cost con-
tainment and maximum health care service. Each IDS creates different incentives for
providers and determines the treatment available to patients.

The Health Maintenance Organization (HMO) An HMO is an IDS that provides for
the financing and delivery of comprehensive health care services to participants for a
prepaid fee. This is in contrast to traditional health care insurance, which reimburses
the policyholder or provider for the cost of services (“fee-for-service basis”). HMOs
provide services to their members through a system of prepaid physician-providers.

Common to the HMO is the primary care physician who acts as a “gatekeeper.”
Some critics have noted that under the traditional health care insurance model, the pro-
vider has an incentive to perform unnecessary services and thereby generate fees. The
HMO model, by contrast, has no such incentive and theoretically should be more eco-
nomical. However, because there is no fee for service, critics of managed care argue
that there is also a disincentive to treat.

As established previously, many IDSs and HMOs have a system of capitation in
which the participants’ premiums are pooled. This pool is used to pay the health care
providers. Typically, HMO participants are bound by the HMO to seek treatment from
approved physicians. The HMO’s limitation on the member’s choice of physician, the
right to see a specialist, and the system of capitation are the major criticisms of the HMO
delivery system.

There are generally four different types of HMOs, categorized on the basis of their
relationship with the medical providers. An HMO’s exposure to liability depends
largely on its organization.

Staff Model

The HMO directly employs staff physicians and other providers who render services
only to members. This model is characterized by the employer-employee relationship
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between the physician and the HMO. Staff models also occasionally own or lease their
own health care facilities.

Group Model

The HMO contracts with independent medical groups or physician corporations that
provide medical care to the HMO members at the group’s own offices. Generally
speaking, a group model pays its contract physicians a set fee per month, per covered
individual. However, unlike staff model physicians, group model physicians are not
restricted to treating only HMO participants.

Network

The HMO contracts with different groups of physicians who are permitted to continue
to treat non-HMO patients.

Individual Practice Associations

The HMO contracts on a capitation basis with independent practice associations
(IPAs), which in turn contract with individual private practice physicians to provide
medical care to HMO members in their own offices. IPA physicians, like network phy-
sicians, may treat non-HMO patients.

The Preferred Provider Organization (PPO) A PPO consists of physicians, hospitals,
and other medical providers who contract to provide medical care to a defined group
of patients on a negotiated, discounted fee-for-service basis.

In contrast to the HMO, a PPO member may seek treatment from a nonapproved
physician. Further, unlike an HMO member, the PPO member is usually not required
to see a gatekeeper before seeking treatment from a specialist.

Insurance Features A patient’s insurance coverage determines the amount of flexibil-
ity in choosing health care coverage. Recently, there has been an increased effort to
expand the patient’s choice in this area, even if it is at the expense of fewer covered
benefits.

Point of Service (POS) This is a plan that combines the basic features of an HMO and
PPO. Under a POS plan, the covered person may obtain treatment from an out-of-
network provider, at a reduced level of benefits. The primary care physician (gate-
keeper) must approve specialty and hospital services. POS organizations have been set
up because HMOs are under both legal and marketing attack because of the lack of
freedom of choice in selecting providers.

Exclusive Provider Organization (EPO) Similar to a PPO, an EPO consists of a group
of participating providers with contractual arrangements to an insurer or other spon-
soring group to provide services. Like an HMO, EPOs generally have a primary care
gatekeeper, and the covered person must seek services exclusively from the participat-
ing EPO provider.
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Physician-Hospital Linkages Traditional arrangements between hospitals and physi-
cians, like those between physician and patient, are also rapidly changing throughout
the country. This has produced a confusing variety of organizational alliances between
physicians and hospitals. Whether this is being driven by hopes of economic survival
for the hospitals, the physicians, insurance companies, or large employers is unclear.
What is clear, however, is that the terrain is shifting and will continue to do so.
Accordingly, it is important to understand the emerging relationships between hospi-
tals, physicians, and insurers.

The most familiar and perhaps most interesting organization, the physician-
hospital organization (PHO), is a venture between one or more hospitals and one or
more groups of physicians, generally the hospitals” medical staff and other ancillary
providers, who have streamlined their services to act as an integrated whole. The bene-
fits of these systems are a reduction in administrative costs and greater bargaining
power in the marketplace to negotiate contracts with an IDS employer or insurance
company. There are four basic models.

Traditional PHO

A traditional PHO is a joint venture between one or more hospitals and physicians.
The physicians may participate in the joint venture as individuals or as an organiza-
tion such as an IPA or a professional corporation. The advantage of a PHO is that it
serves as the contracting agent for multiple HMOs and PPOs and for employers who
fund their own benefit plans. Thus the PHO can exert greater leverage in the market-
place with health care payers. In some situations, the PHO may actually own an
HMO or a PPO (or vice versa). Within the PHO, the financial and reimbursement
interests of the hospital and physicians are aligned. As physicians and hospitals coop-
erate to achieve their common goals, they deliver care more efficiently, generating
greater profitability.

Management Services Organization (MSO)

An MSO is an organization that provides management services to one or more medical
practices, such as a large group, physician practice, or hospital. MSOs may assume the
financial risk associated with health care management by purchasing the assets of a
professional corporation and then leasing the assets back to the group. In return, they
provide physicians with a full range of administrative services. The MSO can also
serve to transfer hospital capital to physicians in exchange for assets, expanded clini-
cal services, more affordable administrative systems, and comprehensive ambulatory
and inpatient services.

Foundation Model

A foundation is a corporation that is organized by a hospital, a group of hospitals, or a
group of nonprofit doctors with a common parent organization. The foundation pro-
vides the physical plant, administrative and marketing services, and nonmedical per-
sonnel and negotiates with managed care plans, insurers, and so on. For the most part,
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physicians have little control in a foundation model. Foundations grew out of the strong
prohibition on hospital employment of physicians in California and other states.

Integrated Health Organization (IHO)
An [HO is an organization that requires a separate legal entity, such as a parent corpo-
ration, with at least two subsidiaries, such as a hospital and a management services
organization, and often a third subsidiary, such as an educational or research founda-
tion. The physicians are employed by the management services corporation, which
provides coverage, the physical plant, and so on. An IHO generally sponsors its own
managed care activities, such as an HMO or a PPO.

This is the most integrated of any of the PHO models. It is thought to embrace a
comprehensive, community-based system of health care services, which would avoid
duplication, minimize competition, and be more cost-effective.

Liability Issues Essential features common to all integrated delivery systems include
strong utilization review and case management procedures and the exercise of signifi-
cant control over the panel of providers. Many of the models also include some form
of capitation.

As noted previously, capitation generally means that the physician or group
receives a fixed monthly or annual payment for each member. This payment goes to
compensate the physician or group but can also pay for referrals to specialists or enti-
ties outside the group. The press is replete with horror stories of physicians or insurers
who refused to allow such referrals, even when conventional wisdom supports their
medical necessity. For this reason, the capitation issue has strong emotional appeal in
claims against a health care provider or an IDS.

Under traditional theories of medical malpractice, liability for negligent treatment
rests with the provider. An HMO or a PPO does not technically provide medical care
directly to its members. In recent years, however, liability for medical malpractice has
been extended to IDSs as a result of their restrictions on their members’ choice of phy-
sician, right to receive certain types of medical care, and the perceived economic disin-
centive to treat created by capitation.

Thus while claimants continue to pursue garden-variety professional liability
claims of negligent treatment by a participating IDS physician, they may also pur-
sue claims against an IDS on the grounds that no medical negligence would have
occurred if they had had the right to seek treatment from other providers, no medi-
cal negligence would have occurred if their right to seek treatment from other pro-
viders were not restricted, or the treatment they requested was arbitrarily denied or
delayed, resulting in personal injury.

These new avenues of recovery expose IDSs to significant operating risks.

Respondeat Superior As previously discussed, respondeat superior is a doctrine by
which an employer may be held vicariously liable for the negligent acts of its employee
performed in the course and scope of employment. In the context of the IDS, the
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master-servant or employer-employee relationship is most readily apparent in the staff
model. In the staff model, an HMO’s physician’s negligence may be imputed to the
physician’s employer, the HMO, if it is established that the HMO directly controlled
the physician’s activities. Because staff model HMOs place tight restrictions on the
scope of their physicians’ practices and pay them directly, evidence of control suffi-
cient to impose respondeat superior liability is relatively easy to establish.3* Liability
imputed to an IDS is not limited to the staff model. In fact, courts have extended the
respondeat superior theory of liability to group model HMOs and even to HMOs that
hire nonmember physicians to provide independent consultations.® Nevertheless, not
all jurisdictions are uniform in their approach, and many have held that where the
HMO does not directly employ its own physicians, the master-servant relationship
might not exist, and therefore, no liability may be assessed against the HMO under the
doctrine of respondeat superior.

Ostensible Agency As noted, the theory of ostensible agency is an exception to the
general rule of contract law that an employer cannot be held liable for the negligent
acts of an independent contractor. Under the theory of ostensible agency, an HMO can
be held vicariously liable for the medical malpractice of a contracting physician in
which the patient looked to the institution (the HMO) rather than the individual physi-
cian for care and the HMO “held out” the physician as its employee, thereby creating
a reasonable perception in the eyes of the patient that the physician was the apparent
agent or employee of the HMO. Ostensible agency is applied almost exclusively to
group and IPA model HMOs. However, recent developments in federal law, particu-
larly in the interpretation of the Employee Retirement Income Security Act (ERISA)
of 1994, have questioned its continued application.®® Increasingly, federal courts have
ruled that ERISA, a federal regulatory scheme devised by Congress to control disputes
related to employee benefits, may preempt state law claims against HMOs on theories
of vicarious liability. The ERISA preemption is addressed later in this chapter.

Courts often look to marketing materials to see if they contain statements that
imply that despite the independent contractor status of the physician, the doctor was
held out as competent by the HMO or IDS. For this reason, marketing directors of
health maintenance organizations need to be aware that their statements may ulti-
mately be used to support theories of liability against HMOs. Indeed, if these and
other materials suggest that the HMO held out a physician as its employee and that
subscribers relied on these representations to their detriment, courts may ignore the
legal distinction of independent contractor and impose liability against the HMO. A
subscriber may prove reliance on the representations of an IDS by producing market-
ing materials that hold out the physician or provider as an employee.

Advertisements by some IDSs describing a “total care” program that not only pro-
vides payment for medical services but also “guarantees quality and service” might
come back to haunt an IDS in subsequent litigation. In many plans, the subscriber-
plaintiff may not see a specialist or obtain a procedure or test without prior approval or
referral from the gatekeeper. This too may create an inference that the patient looked
to the IDS for care and not to a specific physician.
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Direct Liability or Corporate Negligence In addition to being found liable on a vicar-
ious liability basis for the negligent acts of a third-party physician, an IDS may also be
directly liable to a patient-subscriber under theories of corporate negligence, breach of
contract or of warranty, or intentional misrepresentation or fraud. As applied in the
managed care context, courts have upheld theories of corporate negligence against an
IDS on the grounds that the IDS negligently selected its member physicians or failed
to properly allocate its available resources.

Credentialing by a managed care organization of the physicians who will provide
care to its participants has become an area of increasing direct liability for an IDS.
Because the patient’s freedom to choose a physician or specialist is generally limited
by the IDS, individuals who are harmed by one of a plan’s physicians may plausibly
argue that they never would have been subjected to the physician’s malpractice if the
IDS had more carefully screened the health care providers for whose services it pro-
vides payment under the member’s benefit plan.

One of the most hotly contested areas of managed care liability, responsible for
producing some of the most extraordinary verdicts against health care organizations, is
an IDS’s system of comprehensive utilization review. In accordance with this system,
decisions are made regarding to whom and on what basis treatment will be given.
Liability may attach if it is determined that an IDS arbitrarily denied coverage for a
given procedure or that it delayed approving a procedure, resulting in personal injury
to a patient-subscriber.?’

Employee Retirement Income Security Act of 1974 ERISA was designed by
Congress to serve as a comprehensive regulatory system for resolving employee bene-
fit disputes. To place ERISA in its proper context, it is helpful to understand the politi-
cal climate that prompted its passage.

ERISA was passed in reaction to widespread concern regarding the integrity of
nationwide employee benefit or pension plans. Throughout the 1960s and early 1970s,
as the United States fell into recession and became less competitive in the world mar-
ket, manufacturing and industrial plants started closing. One of the reasons cited for
their failure was the increasingly high cost of maintaining employee benefit plans.

As a result of plant failures, senior “vested” employees, on the verge of retire-
ment, discovered that many of their pension plans were underfunded or insolvent.
Simultaneously, Congress began to question whether the Social Security system would
be able to meet the demands of these future retirees. These public policy concerns
prompted Congress to pass ERISA. In so doing, Congress intended to simplify the
administration of pension plans by administering them under a single, cohesive federal
body of law. Further, Congress sought to limit an employee’s right to sue a plan for
mismanagement and thereby protect the financial integrity of employee benefit plans.

As set forth more fully here, by routing litigation to the federal courts, Congress
effectively nullified traditional causes of action under state law for negligence and
breach of contract for mismanagement of employee benefit plans and required litigants
to pursue their claims under ERISA, which permits only the recovery of benefits, not
monetary damages, and attorneys’ fees. This is the essence of the ERISA preemption.
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Without a doubt, ERISA is the most effective tool in defending managed care lia-
bility cases. ERISA states, “Except as provided in subsection (b) of this section [the
savings clause], the provisions of this subchapter and subchapter 3 of this chapter shall
supersede any and all state laws insofar as they may now or hereafter relate to any
employee benefit plan.”® This is referred to as the ERISA “preemption clause.”

There are only three narrow exceptions to the general rule of ERISA preemption
for claims “relating to” an employee benefit plan: (1) any state law that “regulates
insurance, banking, or securities,”® otherwise known as the “savings clause”; (2) any
state cause of action that relates only tangentially to an employee benefit plan; and (3)
“run-of-the-mill-type lawsuits,” such as collection fee cases for unpaid rent or attor-
neys’ fees, libel, and slander.”

Federal court decisions regarding the scope of ERISA preemption have varied
somewhat over the years. However, most jurisdictions across the country, and in par-
ticular federal courts in Pennsylvania and New Jersey, have until recently applied the
ERISA preemption broadly to prevent state lawsuits against HMOs under theories of
vicarious liability, breach of contract, loss of consortium, and intentional infliction
of emotional distress.

Since the Third Circuit case of Dukes v. U.S. Healthcare, Inc.,°" courts have gener-
ally divided derivative claims into two categories: quality of care or quantity of care.
Generally, courts have held that quantity-of-care claims are preempted by ERISA. In
contrast, a plaintiff’s claim that challenges the quality of care will not be preempted by
ERISA. “In other words, if the claim involves a denial of treatment or payment pursu-
ant to the terms of the employee benefit plan, the claim ‘relates to” an ERISA plan and
will be preempted.” Alternatively, “if the claim relates to the quality of care received,
such as a claim for physician malpractice, courts often hold that these claims do not
relate to an ERISA plan and are not preempted.”*> The Third Circuit acknowledged in
Dukes that a determination as to whether a cause of action is based on the managed
care organization’s quality of care or the quantity of care can be difficult because at
times the two may be inextricably intertwined. Consequently, courts are apt to struggle
in deciding whether ERISA is triggered by a plaintiff’s claim where both quality of
care and quantity of treatment may arguably be at issue.

SUMMARY

The study of potential liability and regulation in the health care field is a dynamic and
expanding endeavor. Plaintiffs continue to try new theories of liability, and courts con-
tinue to recognize them. Potential liabilities and regulations relate directly to the nature
of health care organizations and operations. Careful selection and management of the
corporate form and operation are keys to reducing some of the liabilities inherent in
health care. Understanding the legal environment in which organizations exist, once
the corporate form has been selected, is the next key to controlling liability.

Although the amount of liability and regulation can be extremely frustrating at
times, it is helpful to remember that people’s health is typically the number one
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determinant of their quality of life. All the laws and regulations are merely intended to

help protect this precious gift.
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GOVERNANCE OF THE
HEALTH CARE
ORGANIZATION

JOHN HORTY, MONICA HANSLOVAN

LEARNING OBJECTIVES

To be able to explain the importance and responsibility that governing boards
have for every aspect of the organization

To be able to recognize potential liability risks associated with not-for-profit
boards

To be able to identify the elements of risk management board education for
new board members and continuing education for all board members

To be able to submit risk management reports to the board that are mean-
ingful yet concise

To be able to define the two basic legal duties of a health care organization’s
board members
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The mark of a good health care corporation, like that of any corporation, is the way it
is governed. Governance determines how any organization is centered. Governance in
health care is particularly important because of the responsibility of the organization
to patients and to the community. Governance is the art and skill, developed over many
years, of making important corporate decisions. Making decisions is the ultimate legal
authority of the corporation.

The board is not passive. It makes decisions. In most instances, the corporation
board should confine itself to important decisions and let management manage.
However, in some situations, decisions that appear to be small or limited are (or
become) important. The decisions of the board, along with the culture and values of
board and management, forge the culture and values of the corporation. The culture
and values of the corporation are the essence and the result of leadership—good or
bad. There is no other way to govern.

The principles of corporate governance do not change. What do change are the
problems that an organization faces and the decisions that it must make. All parties
who support the governance of the corporation—the chief executive officer (CEO)
and top management personnel, including the risk management professional—must
understand the essentials of governance.

Obviously, different health care organizations face different degrees of risk.
Medical groups, health care systems, long-term care organizations, insurance compa-
nies, surgical centers, and hospitals all have boards. All have the same governance
responsibilities, yet the need for risk management in each type of organization is dif-
ferent. All have significant responsibilities for the care of patients. Even insurance
companies (who by their actions may sometimes effectively deny care by refusing to
pay for it under the terms of their policy) shoulder this responsibility.

There are several types of corporate structures, particularly in health care. Some
are organized as for-profit corporations, but the majority are not-for-profit corpora-
tions. All of the health care corporations previously identified may be organized either
as for-profit or not-for-profit in every state in America.

The difference between for-profit and not-for-profit corporations is in two areas.
For-profit corporations have shareholders who own the corporation and hope to profit
from its business. Not-for-profit corporations have no shareholders, and the people
who govern them do not own the company or share in the profits. Any profits must be
applied to the nonprofit purpose of the corporation.

Not-for-profit boards have a duty to the publics they serve. It is their only duty.
Keeping the organization fiscally and organizationally strong is the means to that pur-
pose. The mission of a not-for-profit corporation in the health care field is to provide
quality care. In contrast, the board of a for-profit corporation (in addition to its duty to
patients) owes a duty to the owners of the corporation—the shareholders—to make the
business a success and to pass the profits along to the shareholders.

Although, as noted, there are many different kinds of organizations in health care,
the greatest liability and risks are in hospitals. Hospitals have the largest number of
employees, physicians, and other independent practitioners; have the greatest interaction
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with patients (by far the largest number of interactions that carry risk and potential lia-
bility); and are where procedures with the greatest risk and complexity are performed.

-
CONCEPTSX

A hospital board is responsible for ensuring that patients are safe, that the
hospital is financially prudent, and that all appropriate improvements to the hos-
pital and its products and services are made.

A knowledgeable, committed board of directors is the strongest protector of a
charitable organization’s accountability to the law, its donors, the consumers of
its products and services, and the public.

Establishing and maintaining an effective compliance and ethics program is a
responsibility of the health care organization’s governing board.

The purpose of the Volunteer Protection Act of 1997 is to sustain the viability of
not-for-profit organizations, such as hospitals, that rely on volunteers.

Responsibility and accountability for risk management reside with the board of
directors.

- J

ESSENTIAL RESPONSIBILITIES OF THE HOSPITAL BOARD

The essential responsibilities of the hospital board are, first and foremost, to ensure
patient safety; second, to ensure that the hospital is financially prudent so that
sufficient funds are available to accomplish its mission; and third, to ensure that appro-
priate improvements to the hospital and what it does are consistently made.

Patient Safety

The foremost responsibility of any hospital board is to see that patients are safe. This
is such an overriding responsibility that it almost needs no discussion. It is what every
patient who enters the hospital expects and takes for granted. A board that does not see
to patient safety is not doing its job. Anyone who cares for patients (physicians and
others alike) must be competent and must act responsibly. The hospital must be ade-
quately staffed, and equipment must be appropriately maintained and available as
needed. The entire operation must put the patient first.

Finances

Hospitals (including for-profit hospitals) are in business to serve the patients who
come to them for care. They must make enough money to do this job well, and the
board is responsible to the community that it serves to ensure that the hospital has the

Q
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financial resources to accomplish its mission—now and in the future. Almost all boards
wisely take this financial responsibility seriously. However, patient safety must always
come before profit.

Improvements

The third major responsibility of the hospital or health care board is to improve the
hospital’s ability to serve those who come to it as medicine changes. This responsibil-
ity has three aspects:

New services. Health care is a dynamic part of our society. Advances in tech-
nology are continuous. They allow hospitals to provide new services and new methods
for the delivery of care. Further advances, such as exploration of our genetic code, will
revolutionize health care in ways yet to be fully understood. A hospital board’s responsi-
bility is to weigh finances, safety, and community needs as it decides how these advances
and new technologies will affect the services to provide and equipment to purchase.

Better patient outcomes. Every hospital must strive to deliver quality care and to
continuously improve patient outcomes. Patient safety must always come first. By
improving patient outcomes, the quality of care is enhanced and patient safety is main-
tained. Improved outcomes are the result of better equipment, better training of staff, and
the understanding of new and better modalities of care. But equally important is the abil-
ity to measure and quantify the continuing improvements in outcomes and the changes in
care that make them possible. Again, the board must make this continuous measurement
of improvement a priority. Management, the medical staff, and the hospital must make it
happen, but the board makes it a continuing priority and responsibility.

A patient-friendly environment. Finally, it is the responsibility of the board to
set the goal of a patient-friendly hospital. This is easy to say but sometimes hard to do.
Putting the hospital’s patients first is a cliché, but one with real meaning. If the board
does not think that this is a major goal, it won’t be!

The hospital or health care board must continually strive to improve the ability to
serve all who come to the hospital as medicine changes. By breaking board responsi-
bilities into three segments, the understanding of the word quality is separated into
three distinct and different parts: patient safety, better outcomes, and a patient-friendly
environment. Clearly, the board should put patient safety first, with outcomes an
important second and a friendly environment third. Quality has become a buzzword in
this field. It often seems to be in the eye of the beholder, taken to mean whatever is
being emphasized at the time. Safety, outcomes, and a friendly atmosphere are con-
crete and can be measured. Thus the board has a yardstick by which to measure that its
responsibilities in all these areas are being met.

BASIC LEGAL DUTIES OF HEALTH CARE TRUSTEES

Two terms describe the individuals who serve on boards of corporations. For-profit
corporations almost uniformly use the term director. Many not-for-profit corporations
use the term frustee because many early not-for-profit corporations began as charitable
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trusts. The term trustee emphasizes the duty of trust to patients and the community. In
this chapter, the term trustee is used to refer to both trustees and directors.

Management personnel who support the governance of a health care organization
must understand the two basic duties of trustees: the duty of care and the duty of loy-
alty. These two duties are shared by all board members of all corporations but are par-
ticularly important in the governance of a hospital or health care organization because
the business of a health care corporation has immediate effects on the lives and well-
being of patients.

Duty of Care

The duty of care imposed on health care board members is the duty to act in good faith,
with the care that an ordinarily prudent person in a similar position would use under
those circumstances and in the reasonable belief that the actions taken are in the best
interest of the corporation. Courts call this the “reasonable person” standard because the
action or any failure to act by the board is judged by what a reasonable person would
do. Health care and hospital board members have the duty to act reasonably under the
circumstances—to exercise good business judgment and to use ordinary care and pru-
dence in fulfilling their duties. Trustees can be held liable for negligent acts or omis-
sions in the performance of their duties and actions taken on behalf of the hospital.

Good Faith Hospital and health care trustees must act honestly and faithfully, observ-
ing reasonable commercial standards of fair dealing. It means acting without intent to
defraud or to take advantage of others. It’s easy to see the importance of good faith
actions for any trustee, in health care or otherwise. Recent examples of the breach of
this duty by some for-profit directors and executives make this painfully obvious.

Acting in the Best Interest of the Corporation This translates into a duty of reason-
able care, meaning that board members have the duty to explore all options before they
make an important decision—to “do their homework,” so to speak. In a for-profit cor-
poration, the duty to act in the best interest of the corporation generally means maxi-
mizing the return on the shareholders’ investment. In contrast, in a nonprofit hospital
or health system where no shareholders or owners exist, the board members’ fiduciary
duty is to act in the best interest of the people served by the organization.

Duty of Loyalty

The duty of loyalty imposed on health care board members establishes the duty not to
compete with the corporation, not to disclose confidential information obtained in the
performance of one’s duties as a board member, not to usurp corporate opportunity,
and not to gain personal enrichment at the corporation’s expense.

No Competing with the Corporation Board members have a duty not to compete
with the corporation they serve. A hospital or health system board would be wise to
define “significant competition” in an official board policy so that it’s clear to all
involved exactly what this limitation means. Such a policy would give the board an
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objective template by which to measure any situation that occurs. For example, signifi-
cant competition might mean dealings with another organization that create a net job
loss for the hospital or cost the hospital 1 percent or more of its market share.

No Disclosure of Confidential Information The reasons for this duty are obvious.
Any trustee (in health care or otherwise) will inevitably encounter confidential, privi-
leged information while performing as a board member. Such information must remain
confidential in all respects, meaning no idle chatter or gossip regarding the informa-
tion and no deliberate release of such information.

No Usurping Corporate Opportunity In legal terms, this is known as the corporate
opportunity doctrine. It means that a board member’s fiduciary duty of loyalty pro-
hibits the trustee from profiting from any business that properly belongs to the
corporation. A hospital or health care trustee must first give the corporation ample
opportunity to act before taking personal advantage of an opportunity that the corpora-
tion itself might have taken.

No Personal Enrichment at Corporate Expense Board members should not participate
in any decision involving a transaction between the health care corporation and an organi-
zation in which the board members have a personal interest without disclosing this fact
and obtaining board approval. A personal interest might mean that the board member
would profit from the transaction, that a close family member of the board member would
profit from the transaction, or that the board member serves on the board of the other cor-
poration involved or potentially involved in the transaction.

Every hospital or health system should have a conflict-of-interest policy in place
to address such situations. The board chair should see that the policy is followed when
a conflict arises. Adoption of such a policy eliminates the need for the organization to
have a separate ‘“noncompete” policy.

From time to time, all board members have conflicts of interest. In almost every
case, board members need not resign if they declare the conflict to the board chair and
do not participate in decisions concerning these transactions.

Care and loyalty are the two basic duties shared by all trustees. Because of the
nature of health care today, and because nonprofit hospital trustees are ultimately
responsible for the quality of patient care, health care trustees must take these duties
very seriously. Health care governance is not an easy task.

LESSONS FROM THE PANEL ON THE NONPROFIT SECTOR

In June 2005, the Panel on the Nonprofit Sector issued a report to Congress titled
Strengthening Transparency, Governance, and Accountability of Charitable
Organizations. The report made fifteen major recommendations about how nonprofit
organizations should be regulated and governed. When discussing the structure, size,
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composition, and independence of governing boards, the report noted that “a
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knowledgeable, committed board of directors is the strongest protector of a charitable
organization’s accountability to the law, its donors, consumers of its products and ser-
vices, and the public.”! This is certainly true for those who serve on the boards of non-
profit hospitals and health care organizations. Directors of nonprofit hospitals are
strong protectors of the very people the hospital serves—its patients.

Major policymakers are sitting up and taking notice of the recommendations in
the report. Senator Charles Grassley, chair of the Senate Finance Committee, said,
“This report... will be of great use as the Finance Committee... now begins drafting
legislation. My goal is legislation that will seek to encourage more checks to charities
while also ensuring that the dollars are being spent appropriately to help the commu-
nity and those in need. The panel report will inform the committee and its work, par-
ticularly in the important areas of governance and transparency.” >

Some of the report’s recommendations will make it into law. And other provi-
sions, while not becoming legislation, may well become “best practices” that nonprofit
boards and managers ignore at their peril. Although the report is wide-ranging, many
of its observations about governance duties and roles are quite succinct. We shall dis-
cuss three of the report’s most pertinent observations and recommendations in the fol-
lowing pages.

“Independent” Board Members

The report defines “independent board members” as individuals (1) who have not been
compensated by the organization within the past twelve months, including full-time
and part-time compensation as an employee or as an independent contractor (except for
“reasonable compensation” for board service); (2) whose own compensation, except
for board service, is not determined by individuals who are compensated by the organi-
zation; (3) who do not receive, directly or indirectly, material financial benefits (such as
service contracts, grants, or other payments) from the organization except as a member
of the charitable class served by the organization; and (4) who are the spouse, sibling,
parent, or child of any such individual. Nonprofit hospitals should also remember that
the Sarbanes-Oxley Act of 2002 sets forth standards for the independence of members
of board audit committees of publicly traded corporations. Although Sarbanes-Oxley
generally does not apply to nonprofit corporations, it provides, with regard to director
“independence,” that companies registered with the New York Stock Exchange must
have a majority of directors who meet the Exchange’s definition of “independence.”

With regard to public charities, the report recommends that at least one-third of
their board members be free of the conflicts of interest that can arise when they have a
personal interest in the financial transactions of the charity. Individuals who receive
compensation for services or material financial benefits from the hospital (and their
spouses or family members) would have inherent conflicts of interest and would not be
considered independent board members.

Founders of many nonprofit hospitals probably initially turned to family mem-
bers, business partners, and neighbors and friends to serve on the hospital’s board. We
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often hear from hospitals that finding independent board members can be particularly
problematic in smaller communities and rural areas. Although it can be difficult at
times, hospitals should make every effort to find independent board members. The
report goes so far as to state that this should be a legal requirement for public charities
that are eligible to receive tax-deductible contributions on the most favorable terms.

Disqualification from Board Service

The report recommends that Congress amend the regulations to prohibit individuals
who are barred from service on boards of publicly traded companies or convicted of
crimes directly related to breaches of fiduciary duty in their service as an employee or
board member of a charitable organization from serving on the board of a charitable
organization for five years following their conviction or removal.

The Sarbanes-Oxley Act (discussed in greater detail later in this chapter) grants
the Securities and Exchange Commission (SEC) the authority to bar individuals
from serving on the boards of publicly traded companies subject to the approval of a
federal judge or an SEC administrative law judge (ALJ). Currently, there is no prohi-
bition on individuals barred by the SEC from serving on the boards of nonprofit hos-
pitals or health care organizations. But obviously, nonprofit hospitals and other health
care organizations should recognize that if someone has been barred from service on
the board of a publicly traded company or convicted of a crime directly related to a
breach of fiduciary duty while serving as an employee or board member of a charita-
ble organization, this should raise serious concerns about the person’s perceived
ability to fulfill the fiduciary responsibilities of a board member of a nonprofit
hospital.

Nonprofit hospitals should begin to ask and remind current and prospective board
members about this prohibition. Ultimately, though, the responsibility for resigning or
declining board service should rest with the individual who has been prohibited from
such service. The report suggests that individuals who fail to inform the hospital that
they are ineligible to serve should be subject to a penalty equivalent to penalties
imposed on tax preparers for omission or misrepresentation of information.

Board Compensation

The report confirmed our experience that the vast majority of board members are not
compensated for their services. However, charities and foundations are permitted
under current law to pay “reasonable compensation” for services provided by board
members. “Reasonable compensation” is defined as “the amount that would ordinarily
be paid for like services by like enterprises (whether tax-exempt or taxable) under like
circumstances.” Federal tax laws prohibit payment of excessive compensation and
contracts and transactions that provide excessive economic benefit to board members
and other “disqualified persons.” The report defines a “disqualified person” for public
charities and also for private foundations. For public charities, a disqualified person is
someone who at any time during the five-year period ending on the date of the transac-
tion in question was “in a position to exercise substantial influence over the affairs of
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the organization.” Any member of a disqualified person’s family is considered a
disqualified person, as is any entity in which one or more disqualified persons together
own, directly or indirectly, more than a 35 percent interest.

The report “strongly encourages” charitable organizations to ask board members
to serve on a voluntary basis. In situations where a nonprofit hospital or health care
organization feels that it is necessary to compensate board members, the report recom-
mends that there be significant disclosure requirements to detail the amount of and
reasons for the compensation, including the services provided and the responsibilities
of board members. Compensation for service as a board member must be “reasonable”
and must be clearly differentiated from any compensation paid for services in the
capacity of the staff of the organization.

In situations where the organization feels that board members should be compen-
sated because of the complexity of the responsibility, the time commitment involved
in board service, and the skills required for the particular assignment, the organization
should, as a best practice, review information on compensation provided by organiza-
tions comparable in size, grantmaking or program practices, geographical scope, loca-
tion, and with similar board responsibilities, to determine the “reasonableness” of any
compensation provided to board members.

FEDERAL SENTENCING GUIDELINES FOR ORGANIZATIONS

Establishing and maintaining an effective compliance and ethics program is another
responsibility of the health care organization’s governing board. On November 1,
2004, the United States Sentencing Commission revised the ‘“Federal Sentencing
Guidelines for Organizations,” which apply to nonprofit and for-profit organizations.
The guidelines were created in 1984 to respond to a perception and some evidence (in
the case of individual, not corporate, defendants) that judges in the federal circuits
were adopting very different sentences for similarly situated defendants found guilty
of criminal charges. Chapter 8 in the guidelines, addressing sentencing of organiza-
tions, was added in 1991.

The guidelines set a baseline range of determinate sentences for different catego-
ries of offenses; judges increase or decrease the sentence depending on enumerated
circumstances listed in the guidelines (setting a culpability score from which “upward
or downward departures” are made). The 2004 amendments to Chapter 8 seek to
strengthen the importance of the characteristics of an effective corporate compliance
program defined in the guidelines.

The revised guidelines broadly define the term organization to include “corpora-
tions, partnerships, associations, joint-stock companies, unions, trusts, pension funds,
unincorporated organizations, governments and political subdivisions thereof, and
non-profit organizations.” The guidelines also speak directly to the responsibilities
placed on the board. They provide that “the organization’s governing authority shall be
knowledgeable about the content and operation of the compliance and ethics program
and shall exercise reasonable oversight with respect to the implementation and
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effectiveness of the compliance and ethics program.”* “Governing authority” is defined
as the board of directors or, if the organization does not have a board of directors, the
highest-level governing body of the organization.’

The guidelines make it very clear that for an organization to receive a reduction in
fines and penalties, oversight of programs designed to prevent and detect criminal
activity is the responsibility of an organization’s board. The key 2004 changes to the
guidelines from a board member’s perspective are the following:

An explicit recognition of the important role ethics and culture play in ensur-
ing effective compliance programs. The commission changed the definition of an
effective program from one that provides due diligence to prevent and detect criminal
violations to one that must also “promote an organizational culture that encourages
ethical conduct and a commitment to compliance with the law.” With this revision, the
commission sought to emphasize that without ethics, compliance becomes about fol-
lowing a minimum set of rules and reflects the emphasis on ethics and values incorpo-
rated into recent legislative and regulatory reforms.

The placement of responsibility for reasonable oversight of the compliance
and ethics program with the board. This means that the board must ensure that man-
agement and employees act legally and ethically to protect the company’s reputation
and the value that derives from that reputation.

A requirement that senior management “ensure” that the organization has an
effective compliance and ethics program (ECEP) by working closely with senior lead-
ership to develop a strong program.

A risk assessment requirement that demonstrates that the organization has
identified risk areas where criminal violations may occur. This may include the use of
auditing and monitoring systems to detect criminal conduct, ongoing risk assessment,
and periodic evaluation of the effectiveness of the program.

A requirement that the organization encourage “appropriate incentives to per-
form in accordance with the compliance and ethics program.”

A requirement that organizations provide employees with a means to seek
guidance regarding potential or actual criminal conduct without fear of retribution.
Practically, this means that boards should assess employee willingness to use the sys-
tem in place in the organization.

Required training in relevant legal standards and obligations. It is no longer
an option. The revised guidelines include a mandatory training requirement for high-
level officials and for employees.

A requirement that compliance officers be given adequate authority and
resources to carry out their responsibilities, including a direct reporting responsibility
and access to the organizational leadership and the organization’s board. °

In sum, the amendments have both raised the bar for compliance and ethics and
have put responsibility for an effective compliance and ethics program in the hands of
the board.
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THE SARBANES-OXLEY ACT OF 2002

Even though not legally required to do so, some hospitals and health care organizations
are revising their bylaws to be more consistent with the requirements of the Public
Company Accounting Reform and Investor Protection Act of 2002, widely referred to
as the Sarbanes-Oxley Act. Sarbanes-Oxley established new requirements for the cor-
porate governance of issuers of securities that are regulated by the Securities and
Exchange Commission. Because nonprofit hospitals and health care organizations do
not issue securities that are regulated by the SEC, the act does not apply directly to
these organizations.

At the same time, nonprofit boards should recognize that some of the concepts
included in the act have been adopted by the Exempt Organizations Branch of the
Internal Revenue Service. Nonprofit boards should also be aware that some states have
been considering legislation that would impose the requirements of the Sarbanes-
Oxley Act on nonprofit corporations in those states. Therefore, the boards of health
care organizations are well advised to consider the concepts on which Sarbanes-Oxley
was based. An open question is the extent to which the act’s approach to implementing
corporate accountability and other principles of governance may be applied to the
nonprofit setting either through subsequent legislation or judicial review.

Although the Sarbanes-Oxley Act does not apply to nonprofit corporations, it
contains certain provisions that reflect principles that directors and CEOs of nonprofit
organizations have long been expected to follow. At the very least, the act is educational
in that it highlights these principles and expectations. It is also possible that at some
point in the future, a court would look to the act for guidance when interpreting duties
of directors and CEOs of nonprofit organizations. Similarly, at some future point, legis-
latures may impose similar requirements on nonprofits. The following discusses the
main provisions of the act that could potentially be applied to nonprofit organizations.

Accountability Just as the Sarbanes-Oxley Act is intended to make corporate execu-
tives and auditors more accountable to the shareholders of public companies and
impose new obligations and restrictions on directors and senior executives of such
companies, similar accountability could eventually be placed on directors and senior
executives of nonprofits. For example, certain sections of the act require senior execu-
tive certification of financial reports. The act holds signing officers responsible for
establishing and maintaining internal controls to ensure that material information
relating to the company and its consolidated subsidiaries is made known to such offi-
cers by others within those entities. It requires the signing officers to have disclosed to
the company’s auditors and the board’s audit committee all significant deficiencies
in the design or operation of internal controls that could adversely affect the compa-
ny’s ability to record, process, summarize, and report financial data.

Another section of the act prohibits directors and officers of public companies
from taking any action to “fraudulently influence, coerce, manipulate, or mislead” any
independent public or certified accountant engaged in the performance of an audit of
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the company’s financial statements for the purpose of rendering such financial state-
ments materially misleading.

It’s easy to see how the same technical requirements could be placed on directors
and officers of nonprofits. Even though there are no shareholders in a nonprofit to
bring derivative suits against corporate officers for such actions, a state attorney gen-
eral could decide to look more closely into these matters.

Under Sarbanes-Oxley, the SEC is empowered to prohibit any person who vio-
lates federal securities laws, rules, or regulations from acting as an officer or director
of any public company. Again, it is not a stretch to imagine that potential bars could be
placed on officers and directors of nonprofits who violate certain laws, rules, or regu-
lations, prohibiting them from serving in that capacity for any other nonprofit organi-
zation. In fact, the exclusion from Medicare of individuals convicted of certain crimes
is one example of how this principle has already been applied in the nonprofit setting.

Audit Process and Oversight Sarbanes-Oxley established the Accounting Oversight
Board to oversee firms that audit public companies in the United States and abroad.
That board’s regulations apply to the same independent auditing firms that audit
nonprofits. Nonprofit boards should remember that annual external audits should be
conducted and should be reviewed by the health care organization’s board of directors.
It is equally important for accounting firms and auditors of nonprofit health care orga-
nizations to avoid conflicts of interest and to have no business relationship with the
organization outside of the auditing duties being provided.

Disclosures One significant aspect of Sarbanes-Oxley is that it requires public compa-
nies to disclose material changes in financial condition or operations on a rapid and
current basis. The same “real-time disclosure” requirement could likewise be placed
on nonprofits. It is foreseeable that nonprofits will be called on in the future to disclose
(in plain English and on a rapid and current basis) information concerning material
changes in financial condition or operations. Such a requirement would lessen or per-
haps completely avoid deferral of disclosures by nonprofits.

The act similarly requires each public company to disclose in its periodic reports
whether the board’s audit committee has at least one member who is a “financial
expert.” This requirement for financial expertise on the audit committee of a nonprofit
health care board seems reasonable, and it would not be a surprise if such a require-
ment were applied to nonprofits in the future.

Sarbanes-Oxley requires public companies to disclose whether their senior finan-
cial executives have adopted a “code of ethics.” Likewise, senior financial executives of
nonprofit corporations might be expected to follow this same type of code in the future
(or at least to profess their allegiance to such a code to some governmental agency).

Finally, the act requires attorneys to report violations of securities laws and
breaches of fiduciary duty by a public company or its agents to the chief legal counsel
or CEO of the company. If the counsel or CEO does not respond appropriately, the
attorney must report the evidence to the audit committee of the company’s board of
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directors, to a committee composed entirely of outside directors, or to the board as a
whole. In our estimation, it is possible that the same reporting obligations could be
placed on attorneys for nonprofit corporations to report breaches of fiduciary duty by
senior executives.

THE VOLUNTEER PROTECTION ACT OF 1997

One little-known but very important protection afforded to hospital trustees is the fed-
eral Volunteer Protection Act of 1997. This statute was passed to protect volunteers
active in not-for-profit corporations such as the Boy Scouts, playgroups, Little League,
and other community organizations. While not specifically incorporating trustees or
hospitals, the language is broad enough to cover them.

The act defines a not-for-profit organization as “any organization which is
described in section 501(c)(3) of Title 26 [of the Internal Revenue Code] and exempt
from tax under section 501(a) of Title 26... or any not-for-profit organization which is
organized and conducted for public benefit and operated primarily for charitable,
civic, educational, religious, welfare, or health purposes.”’ Because most hospitals
and health systems are tax-exempt organizations under 501(c)(3) of the Internal
Revenue Code and are conducted for public benefit and operated primarily for health
purposes, most hospitals easily fit within the act’s definition of a not-for-profit
organization.

Furthermore, trustees are specifically identified as “volunteers” under the act. The
Volunteer Protection Act defines a volunteer as “an individual performing services for
a non-profit organization or a governmental entity who does not receive compensa-
tion... or any other thing of value in lieu of compensation... and such term includes a
volunteer serving as a director, officer, trustee, or direct service volunteer.”

The act specifically limits liability for volunteers such as hospital trustees. It states
that “no volunteer of a non-profit organization... shall be liable for harm caused by an
act or omission of the volunteer on behalf of the organization or entity if the volunteer
was acting within the scope of the volunteer’s responsibilities in the non-profit organi-
zation... at the time of the act or omission... if the harm was not caused by willful or
criminal misconduct, gross negligence, reckless misconduct, or a conscious, flagrant
indifference to the rights or safety of the individual harmed by the volunteer.”

Punitive damages are also limited by this act. The general rule is that “punitive
damages may not be awarded against a volunteer in an action brought for harm based
on the action of a volunteer acting within the scope of the volunteer’s responsibilities
to a non-profit organization... unless the claimant establishes by clear and convincing
evidence that the harm was proximately caused by action of such volunteer which
constitutes willful or criminal misconduct, or a conscious, flagrant indifference to the
rights or safety of the individual harmed.” '° Although the act lists exceptions to volun-
teer liability protection based on certain provisions in state laws that may be applicable
in some circumstances, it does limit liability for trustees of not-for-profit organizations
in many circumstances.
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The purpose of the Volunteer Protection Act is to sustain the viability of not-for-
profit organizations (such as hospitals) that depend on volunteers. This act is an impor-
tant federal law that by its very nature can limit the liability of hospital trustees should
a claim be brought against them. Hospital trustees and counsel should be familiar with
this protection. It is particularly valuable in this time of medical professional liability
insurance crisis. Risk management professionals should be well aware of it.

RISK MANAGEMENT AND THE BOARD

A risk management professional’s duty is inherent in the title of the position itself—
to prevent or minimize corporate loss from legal liability. This may involve develop-
ing systems to prevent adverse events and attempting to handle events that do occur
in such a manner that the organization’s financial and reputation cost are minimized.
For example, in the case of a sentinel event or other unexpected occurrence that could
risk liability, reputation, and accreditation, the risk management professional may
interview central figures to determine what went wrong, hold personal discussions
with the injured party or parties, or attempt to reach a satisfactory settlement without
a lawsuit.

Board accountability and responsibility for risk management and quality are not
new; they have always been the duty of the health care organization governing board.
This section discusses the type of relationship between the health care organization’s
risk management professional and its governing board that will shield the organiza-
tion’s losses from legal liability most effectively and efficiently.

Risk Management’s Role in Educating the Board

Although it is not common for the risk management professional to report directly to
the board (as will be discussed later in this chapter), the CEO and the risk management
professional still need to ensure that the board is educated about the overall task of risk
management and the crucial part the board itself plays in reducing potential liability
by effectively discharging its risk management oversight role.

Board members must understand that they play a key part (along with the risk
management professional) in preventing patient injury, preventing medical profes-
sional liability, and overseeing the corporation’s prevention of loss from legal liability.
This means that the board must work closely with the risk management professional
and other hospital management staff, with the understanding that ineffective gover-
nance can cause harm to patients if it goes uncorrected and could also generate liability
for the corporation. Board education is key, but remember that management of risk is
the result of board attention to medical and other errors that harm or could harm patients
and of a plan for preventing repeat errors. As previously stated, one of the most impor-
tant responsibilities of the board is to see that care is taken by the hospital and physi-
cians so that patients are not harmed.

The risk management professional and CEO should play a dual role in educating
the board with regard to its risk management and oversight duties. Periodically, and
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for new board members, the risk management professional and CEO may conduct a
“risk management orientation program.” In-house counsel and medical staff leader-
ship may also participate in this introduction or orientation to risk management. The
risk management professional and hospital management can use this opportunity to
ensure that the board is familiar with the following concepts:

The relationship between the health care organization’s quality improvement pro-
gram and medical staff credentialing function and the risk management program

The health care organization’s definition of risk management and the scope of the
hospital’s or system’s risk management program

The role and job of the risk management professional

The relationship between the insurance, loss of control, and claims functions and
the risk management program

How the risk management professional gathers data and identifies risks—incident
reporting, occurrence reporting, generic screening, patient complaints, or other
methods

The highest-risk areas of patient injury and medical professional liability claims within
the hospital and throughout the system and how they compare with national data

Insurance coverage and costs
The health care organization’s claims history

The part the board plays in preventing patient injury and malpractice liability and
reducing overall liability exposure by effectively discharging its risk management
oversight role

The role of ineffective governance in generating liability losses'

Participation in such an orientation process can ensure that both new and current
board members have a basic understanding of the hospital or health system’s organiza-
tional structure vis-a-vis risk management and a basic understanding of the crucial role
the board plays in accountability and responsibility for patient safety. The implementation
of such an orientation program, however, is only the beginning of the larger role that
the risk management professional (and hospital management) can play in establishing
a comprehensive board orientation program.

Although an initial or periodic risk management orientation program is a good
idea, it only scratches the surface of the knowledge that board members will need to
effectively discharge their duties as corporate fiduciaries. The risk management pro-
fessional can and should continue this educational process for the board by working
with management to create a series of ongoing, well-designed activities for both new
and current board members so that they are continually made aware of issues of patient
safety. Such ongoing activities (as opposed to educational sessions held once or twice
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a year) ensure that the board’s education regarding its oversight duties is not an ad hoc
event but rather a continuing process.

What are the core competencies that board members should possess to keep them-
selves and their organizations accountable? From a risk management perspective, at least
some board members should possess specific competencies in law, accounting, finance,
and clinical care. It is also important for trustees to understand governance obligations,
functions, processes, and best practices; the health care industry and their individual mar-
ket and organization; key success factors, including strategic, financial, operational, and
clinical variables; and how to read, analyze, and interpret basic financial statements.'?

A hospital or health system board cannot effectively discharge its oversight role in
patient safety until it has been properly educated. The risk management professional
can play a pivotal role in ensuring that this education takes place.

Delivery of Information to the Board

Management could ask the risk management professional to report directly to the board,
but this is unusual. Risk management professionals generally report to hospital man-
agement, either directly to the CEO or through a chief operating officer or senior vice
president. It is not unusual for the risk management professional to report to the chief
medical officer or vice president of medical affairs. Information generally comes to the
board through the hospital’s management. How this is accomplished is a matter to be
worked out between the CEO and the board chair. Only in an extreme situation (in
which the risk management professional believes that management is creating liability
for the corporation and not telling the board about it) should a risk management profes-
sional bypass management and report concerns directly to the board.

Some organizations have the risk management professional report to a board com-
mittee, usually the professional affairs committee (PAC) of the board or the equivalent
committee responsible for receiving and making recommendations on credentialing
and peer review recommendations from the medical staff executive committee.
Because the role of the PAC is generally to receive recommendations from the various
medical staff committees and to make recommendations to the board regarding such
things as initial appointment, reappointment, the delineation of privileges, disciplinary
actions taken against medical staff appointees, bylaws, and rules and regulations of the
medical staff, the PAC is an ideal committee for the risk management professional to
report to in lieu of a report to the full board. This is especially true when potential lia-
bility involves a physician, as it does in almost all major cases.

Medicare and Medicaid Fraud and Abuse

The Medicare definition of fraud is “an intentional representation that an individual
knows to be false or does not believe to be true and makes, knowing that the represen-
tation could result in some unauthorized benefit to himself/herself or some other
person.”’® The most frequent kind of fraud arises from a false statement or misrepre-
sentation made or caused to be made that is material to entitlement or payment under
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the Medicare program. The violator may be a physician or other practitioner, a hospi-
tal or other institutional provider, a clinical laboratory or other supplier, an employee
of any provider, a billing service, a beneficiary, a Medicare carrier employee, or any
person in a position to file a claim for Medicare benefits.

Fraud schemes that a risk management professional might become aware of could
include one or more of the following: offering or accepting kickbacks; routine waiver
of copayments; fraudulent diagnosis; billing for services not rendered; unbundling
charges; or falsifying certificates of medical necessity, plans of treatment, and medical
records to justify payment.

A risk management professional’s discovery of Medicare or Medicaid fraud and
abuse may sometimes represent the type of extreme situation that requires a risk man-
agement professional to bypass higher authority and go directly to the board. This
would, of course, occur only if top management either were implicated or refused to
take effective action.

What Should the Board Know?

What information should the hospital trustees have? First, it is very important to keep
in mind that the risk management professional should couch all reports to the board in
terms that maximize state peer review protection. Risk management professionals’
reports should always provide a road map for peer review protection under state law.
Also, it is important to strike a proper balance as to how much information to provide
to the board. Nothing productive will be accomplished if trustees are overwhelmed
with information. At the same time, it is essential that they be given enough informa-
tion to thoroughly understand the issue. There are a few basics, however. The follow-
ing should always be brought to the board’s attention:

All sentinel events and follow-up

All lawsuits filed, the nature of claims, and what is being done to address any quality
questions these raise

All payments, settlements, and judgments
Any quality trends

Any questions raised by the death of a patient

There is little point in having a risk management professional if this kind of informa-
tion is not given to the board.

Content and Format of Reports to the Board

It is not easy for hospital management to decide what information the board should be
privy to, nor is it easy for risk management professionals to strike the difficult balance
between enabling the board to thoroughly understand an issue without overwhelming
it with data. In addition to the basic information just listed that the board should always
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be given, risk management reports should strive to provide the board with meaningful
information about issues of patient safety a clear, concise, graphic format.

Information provided to the board should be in the form of a single report that is
short and easy to read. Such reports (by risk management or hospital management)
should state in plain English where the organization stands with respect to incidents
that affect patient safety and where it strives to be.

It may also be helpful to include a “consent agenda” to streamline board meeting
procedures. Consent agenda items are considered routine and noncontroversial, with
documentation provided to the board that is adequate and sufficient for approval with-
out discussion unless a board member raises a specific question. For instance, a con-
sent agenda may routinely include such things as approval of the minutes from the last
board meeting or approval of reports from the medical executive committee. The con-
sent agenda is intended to minimize the time required for the handling of noncontro-
versial matters and to permit additional time to be spent on more significant matters.
Any item on the consent agenda should be moved to the regular agenda at the request
of any board member. Such items may also be put off to a subsequent meeting for fur-
ther consideration.

Recommendations of the medical staff credentials committee regarding physician
appointments and clinical privileges are usually noncontroversial and are often posted
on the consent agenda. We believe that this is a bad idea. The recommendations of the
credentials committee dealing with appointment and clinical privileges go directly to
the most important board responsibility—the safety of patients. These recommenda-
tions must be acted on directly by the board after the board asks for and receives the
assurance of the credentials committee chair that these recommendations are the result
of the thoughtful work of the committee. Even though the recommendations pass
through and are approved by the medical staff executive committee, they should be
presented to the board by the chair of the committee that did the work. The approval
may, in most cases, be pro forma, but it should be received from the committee and be
endorsed by the committee chair before the board acts.

Reports to the board should include a carefully selected group of risk management
indicators that show board members at a glance how well their organization is per-
forming with respect to patient safety. Indicators might include such items as analyses
of trends identified through incident reports and occurrence screens, open and closed
claims, trends and costs of claims, or results of insurance audits and costs—all the
while remembering that claims and their costs represent problems that need to be
fixed. Board members and risk management professionals alike should not forget that
the harm done to patients is more important than the insurance loss.

The report should track the organization’s risk management trends over time in a
graphic format and should show how the organization compares with benchmark orga-
nizations. Presenting information to boards in this way not only lays out the data
for trustees but also actually helps board members interpret the data. This ensures that
trustees are getting the information they need to know where their organization stands.
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Moreover, when assessing the risk management status of an organization, boards will
benefit by being able to see the “big picture” rather than being bogged down in data.

Risk management professionals might begin by first analyzing the most important
five to ten risk management variables that the board needs to know over the course of
the next year. The risk management professional, CEO, and board chair should all
play a part in deciding on the crucial indicators. A chart should be prepared for each
indicator containing a line or curve showing the organization’s target for that indica-
tor. Before each board meeting, management (with the risk management profession-
al’s help) plots what actually happened in a different color so that all the board
members need to do is look at the chart to see if what actually happened is above or
below the organization’s target line.!* Such a format facilitates quick review of the
essential indicators and provides the board with the easily understood, big-picture
view of the issues that it needs to govern effectively in the areas of patient safety and
risk management.

How the Board Can Help Hospital Management
and the Risk Management Professional

It is important for the governing board and the risk management professional of any
health care organization to realize that all duties delegated to the risk management profes-
sional ultimately flow from the board through the chief executive officer. The governance
of the organization should be the source of responsibilities that the risk management pro-
fessional carries out. From a managerial perspective, this eases the blame or resistance to
things that must be done that could potentially fall to the risk management professional
should others in the organization perceive that orders are flowing from one individual
alone. It must be clear that the risk management professional is carrying out delegated
authority and responsibilities of the chief executive officer of the corporation.

THE MEDICAL STAFF, RISK MANAGEMENT, AND THE BOARD

The medical staff of the hospital or other health care organization is central to risk
management. The most serious liability any health care organization (and particularly
a hospital) faces is always at the intersection between the organization and the physi-
cians who practice there.

The expression “medical staff” has two different meanings: one describes individ-
ual physicians who have received from the board an appointment to the hospital medi-
cal staff and treat patients in the hospital; the other refers to an organization of
physicians established by the hospital board with various delegated duties pertaining
to quality and the ability to act as a group to influence the hospital, its management,
and its board.

How does the medical staff, both as an organization and as individuals, relate to
governance? The purpose of the individual members of the medical staff is to provide
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top-quality medicine, whereas the purpose of the medical staff as an organization is to
monitor the care provided.

The medical staff organization acts as a consultant to the hospital board. It is asked
to make recommendations on quality, appointments, discipline of medical appointees,
and hospital needs and procedures. Members of medical staff committees who make
such recommendations must act with the same care and loyalty as board members.
The medical staff is not organized for political purposes or to protect the economic
interests of any or all physicians.

The hospital’s relationship with members of the medical staff does not fit easily
within ordinary corporate law or organization. That is why it is sometimes difficult for
the risk management professional to deal with quality or liability issues that involve
members of the medical staff. However, it is essential that this be done. Management,
including the risk management professional, is responsible to the board for investigat-
ing all potential liability, physician-related or otherwise. The medical staff organiza-
tion does not have exclusive jurisdiction over acts by physicians in the hospital.

When the Board Must Step In

The board delegates responsibility for monitoring and overseeing the quality of care
to the medical staff. However, if the medical staff fails or is unable to fulfill its respon-
sibilities in monitoring the safety and outcome of care provided by the organization,
the board has the legal authority and, more important, the obligation to step in to over-
see the safety and outcomes.

Medical Staff Development Plans

A medical staff development plan defines what it means to be a member of the medical
staff, including sharing the hospital’s vision, mission, and commitment to the commu-
nity."> Many boards have found the development of such plans to be effective. For
many hospitals, such plans have become critical to maintaining a good relationship
with their medical staffs. Just going through the process of developing a plan has been
helpful. Critical steps in the development of a plan follow:

Step 1: Board Adopts Resolution and Statement of Community Service
Principles The board adopts a resolution that authorizes the research and analysis that
lead to the plan. That resolution also establishes a staff development committee or task
force composed of board members, management representatives (including the chief
executive officer), and physicians. It is important that the physicians selected for this
committee not be those who might be economically advantaged by its recommenda-
tions. A Statement of Community Service Principles, adopted by the board, provides
the foundation for further discussions and possible actions with respect to physicians
who have economic conflicts of interest.

Step 2: Communicate It is critical that physicians, especially those in leadership posi-
tions, know and understand how and why a medical staff development plan is being
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developed, its purpose, and its objectives. The physicians should be kept apprised of
the progress of the study, and when appropriate, input from physicians should be
sought and considered.

Step 3: Gather Data and Analyze Community Needs The ultimate purpose of the
plan (and of the hospital itself) is to meet the needs of the community. That, obviously,
is part of a hospital’s charitable purposes as articulated in its Statement of Community
Service Principles.

A “community needs assessment’” involves collecting data regarding individuals
currently practicing in the hospital; information about their practices and referral pat-
terns, including what care is referred outside of the community and why; demographic
information regarding the population served by the hospital and that population’s
health care needs; the study of the existing health resources in the community; and
areas underserved from either a geographic, medical specialty, or income level
standpoint.

Visits to the emergency department, calls from individuals seeking physicians to
provide care, waiting lists for care in physician office practices, or the inability to
obtain an appointment can all indicate a community need for specific services.

The task force analyzes the data collected to determine on a specialty-by-specialty
basis what is necessary to meet the current and projected needs of the community.

Step 4: Communicate Again As this information is collected, it should be made
available for physicians to review and comment on. Physicians should also be sur-
veyed to gain insight into what services the hospital might offer, what services the
hospital could provide better, and where efficiencies or additional progress could be
achieved.

Step 5: Analyze Financial Relationships and Their Impact The task force should
also analyze the financial relationships that physicians on the medical staff may
have with competing entities, and how each type of financial relationship could
compromise physicians’ abilities to fulfill their responsibilities as members of the
medical staff, or could otherwise impair the hospital’s ability to fulfill its charitable
mission.

Two types of physician financial relationships should be specifically analyzed:
ownership or investment interests in competing facilities or services and compensa-
tion arrangements, such as employment contracts or medical directorships with com-
peting facilities, including other hospitals or health systems. The task force’s analysis
should include (a) information about competing entities in the market and how those
entities affect the hospital both financially and operationally; (b) disclosures from
medical staff members and applicants of their financial relationships; and (c) whether
the hospital can be made a more attractive location in which to practice.

Step 6: Task Force Recommends Based on its analysis of community needs and the
effect of physicians’ conflicting financial relationships, the task force might recommend
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(a) adding, expanding, reducing, or eliminating clinical or new services; (b) recruiting
new practitioners to meet clinical service needs; (c) identifying specialties which are
recruitment priorities; or (d) setting organizational criteria for applicants in specialties
in which applications will be accepted. Examples of such criteria may include
“Potential applicants must indicate an intention to actively use the hospital’s facilities
to permit reasonable monitoring of their practices and to assure working familiarity
with the hospital’s technology, regulations, procedures, and personnel” [or] “Potential
applicants must be willing to work with the medical staff and hospital to develop pro-
tocols and best practices in their specialties, to practice in accordance with such proto-
cols or to document the reasons for variance, and to attend meetings at which such
practices and protocols are reviewed and improved.”

Additional organizational criteria may relate to financial concerns, including
whether physicians who have conflicting financial relationships should be permitted to
serve on the board or in medical staff leadership positions; should be eligible for
appointment or reappointment to the medical staff or to categories of the staff that
would give them the ability to participate in the governance of the staff or hospital;
and should be eligible for financial relationships with, or assistance from, the hospital,
for example, employment agreements, exclusive contracts, and malpractice premium
assistance.

Step 7: Board Adopts Plan The board adopts a plan that is reviewed and revised on a
regular basis, at least every three years.

SUMMARY

The ever-expanding responsibilities that health care organization governing boards
face today make it more important than ever that individuals who support governance,
such as risk management professionals, are up to the task. Health care governing
boards have always been ultimately responsible for the quality of patient care pro-
vided, physician performance, risk management, and appointment and disciplining of
physicians. In the future, the responsibilities of health care governing board will con-
tinue to increase.

Current media emphasis on medical errors will encourage boards to be proactive
in monitoring and improving quality data, and the fallout from the recent corporate
accounting scandals is certain to result in greater board responsibility for nonprofit
corporate financial statements. The necessity for risk management in organizations
other than the hospital is growing as lawyers for plaintiffs look for additional deep
pockets to pay claims.

This will only intensify if the medical professional liability insurance crisis becomes
more widespread. A strong, cooperative relationship among an organization’s risk man-
agement professional, hospital management, and medical staff committees with quality
responsibilities can ensure that the organization’s loss from legal liability is reduced or
even eliminated.
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reporting systems

To be able to describe how the implementation of a risk management informa-
tion system can assist in the identification and analysis of organizational risk
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The effectiveness of a risk management program is commensurate with the organiza-
tion’s ability to identify and analyze its risk exposure. Risk management professionals
use a five-step decision-making process developed by the Insurance Institute of
America' and supported by the American Society for Healthcare Risk Management.?
This is the foundation for health care risk management programs. Its first step is iden-
tifying and analyzing an organization’s exposure to loss. This is the starting point for
all risk initiatives.

The principles of risk identification and analysis can be used in all care settings
and with all programs regardless of scope or size. All care settings, from an acute care
hospital, home health agency, skilled nursing facility, and ambulatory surgery center
to a physician group practice, find that early identification and analysis are pivotal to
risk management program success.

Program scope can vary within the same type of care settings. One health care risk
management program is just that: one health care risk management program. Factors
on which program scope might be based include the following:

Services. Services offered are prioritized by the frequency and severity of
losses or are known to be problematic in the industry. For example, most risk manage-
ment professionals promote patient safety in obstetrical practices even if there have
been no liability lawsuits. On the other hand, if the organization does not have a labor
and delivery unit, the only aspect of obstetrical risk of concern for the risk management
professional is whether or not the emergency department manages laboring patients
properly under the Emergency Medical Treatment and Labor Act (EMTALA).

Locale. Several states have statutes that require the implementation of a risk
management program. For example, Florida requires risk management programs in
hospitals,’® long-term care facilities,* and HMOs.’ One component of these programs is
the development and implementation of an incident reporting system.

Skill, expertise, and interest of the risk management professional.

Organizational environment and culture. The more caring, trusting, and open
to process change an organization is, the more robust and more effective are its risk
management programs.

Regardless of the setting or scope, all risk management programs must identify
and analyze exposure to loss. This is the premise on which this chapter is written.

EARLY IDENTIFICATION OF EXPOSURE TO LOSS

Tactical initiatives that help an organization identify risk may be thought of as early
warning systems. The risk management professional is often best positioned to imple-
ment such systems when they are based on a comprehensive assessment of organiza-
tional risk.

Health care risk management programs employ many such initiatives to identify
in a timely manner the events, activities, initiatives, practices, systems, and processes
that can threaten or contribute to loss. One example is the inclusion of near misses or
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CONCEPTS\

The effectiveness of a risk management program is directly related to the organi-
zation’s ability to identify and manage its exposure to loss.

Early warning systems alert the risk management professional to adverse events,
incidents, occurrences, potentially compensable events, process and systems er-
rors, claims, and near misses.

The identification and analysis of risks on an enterprisewide basis encourages the
risk management professional to look beyond operational or clinical risks.

Although some states protect peer review, quality, risk, and patient safety data, in-
formation assembled from adverse event and medical error reporting systems
does not enjoy federal protection.

All employees have the responsibility to identify risks to the organization.

- J

close calls in the reporting system of many health care organizations. In this chapter,
near misses and close calls are included in the definition of an incident.

Getting Started: Risk Identification

If an organization does not identify real, threatened, or perceived exposure to loss, it
will be unable to implement risk control techniques necessary to eliminate the expo-
sure, minimize the loss, or implement financing measures to pay for losses that do
occur despite best efforts. Because all other activities stem from this first step in the
risk management process, it is a critical component of all risk management programs.

Assessment of organizational risk is a logical first step in program development
and a useful process when evaluating the effectiveness of current programs. Identifying
risk across an organization’s structure or on an enterprisewide basis in what is now
termed enterprise risk management allows the risk management professional to do all
of the following:

Identify all risks confronting the organization regardless of organizational
setting. Risk management professionals need not act alone in this process. It is wise to
engage others who have knowledge of the risks inherent in areas under their supervi-
sion. This is particularly true where the risk management professional might lack tech-
nical expertise and need the assistance of subject matter experts.

Identify and analyze the relationship among risks. What is the synergistic
relationship among risks? For example, consider how risks associated with human
capital (personnel risk) such as staffing shortages, fatigue, low morale, turnover, and
intimidation can increase the possibility of medical errors. Identifying risk across the
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organization’s continuum of care will allow the risk management professional to gain
a better understanding of the relationships that exist among risks.

Understand organizational dynamics and their effect on culture and the
environment.

Corroborate the organization’s mission, vision, and strategy.

Understand the organization’s structure and identify lines of business, units,
divisions, and programs. Engaging staff in identifying risks in their areas of responsi-
bility allows the risk management professional to facilitate and partake in the assess-
ment process and empowers the staff to follow through with any recommendations.
Such an approach also produces the most relevant solutions. Given the opportunity to
contribute, staff who work daily in specific units or divisions are in the best position
to identify areas of weakness and risk and can offer meaningful and sustainable
solutions.

Educate senior leadership in understanding the risk exposure of the organiza-
tion. Risk management professionals are perfectly positioned to see risk from an orga-
nizationwide perspective—the “big picture.” This understanding will support the
offering of educational initiatives to the board of directors, medical staff leadership,
and administrative leadership on risk issues that affect mission, vision, and strategy.

Garner support necessary to develop and implement future solutions.

Build credibility and promote collaboration for risk management activities.

Risk management professionals do not act alone. They engage all members of the
organization in identifying and analyzing exposure to loss.

Knowledge of the organization is crucial to the success of risk management pro-
grams. The consequences of not thoroughly understanding the organization can
threaten and weaken a risk management program by causing loss of trust and credibil-
ity; wasting resources (money, time, and staff support) by focusing effort in areas that
do not significantly affect quality outcomes, patient safety, and fiscal strength; and
diminishing the role of risk management professionals by charging them with tasks
that do not reduce risk or add value to the organization’s bottom line. An understand-
ing of this last point can be reached by asking the following question: “What adds
more value to the organization and promotes patient safety, a risk management profes-
sional charged with locating lost patient items (teeth, canes, glasses) or a risk manage-
ment professional charged with reducing variability and risk within the labor and
delivery unit?”

Although the primary business of health care is the delivery of safe and effective
patient care, note that not all organizational risk management activities or programs
should focus exclusively on clinical or patient-related risk. The identification and anal-
ysis of risk on an enterprisewide basis encourages the risk management professional to
identify and analyze other areas of risk beyond what is referred to as operational or
clinical risk. Those other areas include risks associated with the financial, human capi-
tal, legal, technological, regulatory, and hazard environments. This chapter is focused
on identifying and analyzing patient-related risk.
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Early Warning of Risks

Once the risk management professional understands the business of the organization
and the risk inherent in its operations, the next step is to review existing early warning
systems and implement new systems as necessary. Early warning systems alert the risk
management professional to adverse events—preventable and unpreventable, inci-
dents, occurrences, potentially compensable events, and claims. Systems for identify-
ing potential risk and loss-producing incidents vary among organizations. Although
risk can differ in frequency, complexity, and severity depending on the health care
delivery setting (for example, the risk of pressure ulcers and elopement are greater in
a long-term care setting than in an acute care hospital), the risk management process
and need for a robust early warning system are the same. Internal early warning sys-
tems for the identification of risk can be formal or informal reporting and notification
mechanisms. Reporting systems are used internally by the organization and externally
for reporting to outside parties. Reporting systems can be mandatory or voluntary.

Formal Internal Reporting Methods

Formal risk identification systems are those that follow policies and procedures.
Typically, these systems are implemented to comply with requirements by commer-
cial insurance carriers as a requisite for coverage, alternative risk financing arrange-
ments such as programs of self-insurance (captives, risk retention groups, trusts, and
so on), compliance with state statutes and other regulatory requirements, and to meet
standards such as those promulgated by The Joint Commission, the Utilization
Review Accreditation Committee (URAC), the Commission for Accreditation of
Rehabilitation Facilities (CARF), and the National Committee for Quality Assurance
(NCQA).

The Incident Report Commercial insurance companies developed the incident
report in the early 1960s as a means of event, claim, or loss notification. Most indus-
tries used incident reports to give notice to their carriers of an event that might give
rise to a claim. In health care specifically, these reports were forms on which to
record basic information about the patient, any other potential claimants, or third
parties in the case of general liability claims. Included were name, other identifying
information associated with the potential claimant, and a brief description of the
incident. In addition, many forms required that follow-up information be recorded by
the reporter confirming that the incident had been adequately addressed with appro-
priate intervention. Forms such as these were adopted for use in the majority of U.S.
hospitals and other health care organizations. In fact, many insurance companies still
provide the incident report forms and incident reporting protocols used in insured
facilities today.

Traditionally, incident reporting has been the cornerstone of health care risk man-
agement. Generally, an incident is defined as any happening that is not consistent with
the routine care of a particular patient or an event that is not consistent with the normal
operations of a particular organization. Examples of incidents might include a union
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strike, criminal acts such as homicide or burglary, wrong-site or wrong-patient surgery,
medication errors, or a physical disaster such as a hurricane, a bioterrorism threat, or
the onset of mold contamination. The occurrence of an incident should trigger comple-
tion of a report sent to risk management and other necessary parties, depending on the
organization’s policy and, as a general rule, on a “need to know” basis. The “need to
know” standard must be reviewed annually for legal requirements to ensure that the
confidentiality of incident report information is maintained and the need as defined
still exists.

Incident report data should be collected, coded for study, and analyzed to deter-
mine whether there are any trends that represent real or potential problems in the
delivery of care or service. The results of this analysis should be distributed and dis-
cussed with the individuals and departments involved and those authorized to promote
changes in protocol, policy, and procedures. The analysis may reveal positive findings,
which may be disseminated to employees or members of the medical staff, and issues
of concern that should be addressed in a timely manner using the committee struc-
tures, problem resolution processes, and peer review mechanisms (if applicable) at the
organization.

Long-term care (LTC) facilities—including skilled nursing facilities (SNFs) and
assisted living facilities (ALFs), managed care organizations (MCOs), and home
health care organizations (HHCs)—have designed and implemented reporting mecha-
nisms to capture event data necessary for risk management and loss prevention efforts.
Historically, these organizations have placed less emphasis on true risk identification
systems given their minimal medical professional liability experience. For example,
over the past several years, the loss experience of LTC organizations has increased in
terms of both frequency and severity of claims. Leading causes of loss are failure to
provide adequate wound care, failure to monitor status of nutrition, elopement, pres-
sure ulcers, abuse and neglect, and medication errors. The LTC industry has recently
invested considerable time and effort in designing and implementing incident report-
ing systems for providers of care.

Electronic Incident Reporting

The public, including the organization’s employee workforce and patient population,
are in many instances experienced users of technology. Personal use of home computers,
cellular phones, and personal digital assistants (PDAs) are the norm. Advances in tech-
nology, although somewhat slow in coming to health care documentation systems, are
rapidly changing how and when care is delivered. Risk management professionals
have increasingly embraced the computerization of risk management data. There are
many commercially available prepackaged programs designed to track risk manage-
ment data, including front-end reporting, statistical analysis, claims management, and
insurance schedules. Database management programs can be used to customize an
organization’s risk management information needs.

More than two dozen risk management information systems (RMISs) are cur-
rently available to risk management professionals. As with any new system or program,
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implementing an RMIS is not without risk. The development of policies and procedures
that specifically address the risk associated with computerized systems is a priority.
Specific issues of concern include computer failures, breaches of security, unauthor-
ized access to data, authority and access levels, pass code protection, and compliance
with the Health Insurance Portability and Accountability Act of 1996 (HIPAA) for
electronic data that contain protected health information.

Many RMISs promote statistical analysis and offer graphic capabilities for bench-
marking, allowing risk management professionals to compare their organization with
similar organizations or significant national trends. Many risk management profes-
sionals find that implementing an RMIS decreases the common problems of underre-
porting and lack of timeliness because those reporting are getting timely feedback
through more comprehensive and understandable computer-generated reports.

An effective RMIS must have a data collection form or computer screens that allow
information to be recorded accurately, quickly, and in a manner that facilitates coding
and entry. For example, incident report forms should be either precoded or designed for
easy coding. This will ensure fast and accurate entry and swift retrieval of information.
These forms often contain check-off boxes and limited space for narrative descriptions.
New technology, such as scanning software, promotes an easier means of converting
paper documents to soft data, which can then be manipulated using the software.

Although a user-friendly input mechanism is vital to encourage reporting, the
most important element of a successful computerized system is its ability to generate
useful and readable reports. Without the capacity to produce aggregate reports and
data trends, the value of a computerized system is minimal. The whole purpose of
automating the data is to promote easy tracking and facilitate trend analysis, which can
help the organization identify patterns and problems by comparing current data with
those of last month, last year, and perhaps the past five years.

Without meaningful data, it is easy to forget that the purpose of identification and
analysis of incident report data is the development and implementation of systems
and processes to minimize the potential for loss while enhancing patient care. Therefore,
systems that generate clear and meaningful information are essential to risk control.

Variables related to occurrences that might be analyzed (regardless of the early
warning system used) include the following:

Date of occurrence. This is also sometimes called date of loss or incident or
event date. This information is valuable for providing trending information to deter-
mine whether the number of occurrences has increased, decreased, or remained stable
over time.

Date of report. Tracking the date of occurrence in relationship to the date of
report is one metric by which risk management professionals can evaluate the effec-
tiveness of the organization’s early warning system. When a time lag in reporting is
noted, systems, processes, policies, and procedures should be reviewed by the risk
management professional to determine the reason for late notification. The goal is to
receive few surprises in the future and for adverse events to be known at the time of
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their occurrence. Failure to report occurrences in a timely manner will not allow the
risk management professional to implement risk control techniques to mitigate dam-
ages or to prevent future occurrences. The date of report also needs descriptors. To
whom was the report sent on this date? In a large integrated system, does the date of
report refer to when central risk management received the report, when the local facil-
ity risk management professional received the report, or when the insurance carrier
received the first report or notice of an event? When possible, the RMIS should allow
for the tracking of multiple dates in such circumstances.

Date of lawsuit or notice of intent to file a lawsuit. Tracking the filing date of
a lawsuit will allow the risk management professional to further evaluate the effective-
ness of the organization’s early warning systems by identifying how many lawsuits
were based on occurrences not previously known and reported to the risk management
professional. Key metrics to monitor include time from the date of occurrence to the
date of report to the date of filing suit or intent to file suit. These dates are used to eval-
uate the timeliness and effectiveness of the early warning system.

Type of occurrence. Looking at types of occurrences (for example, falls, med-
ication-related errors, diagnosis-related errors, treatment-related events, and so on)
and their frequency is important when trying to prioritize loss prevention activities.

Location of the occurrence. Analyzing where adverse occurrences are most
likely to occur allows for targeted loss prevention activities. The effectiveness of these
activities supports the generation of department-specific reports. These reports support
departmental review and implementation of subsequent risk control activities.

Severity of injury. By prioritizing loss prevention activities to address occur-
rences with the highest likelihood of severe injury, the risk management professional
can respond to possible adverse events with the greatest potential for high cost. (To
review an index of categories of medical errors, see the section on NCC-MERP report-
ing under “Voluntary Reporting Systems” later in this chapter.)

Other elements of the occurrence that can be examined for trends include patient
demographics, such as age, gender, marital status, occupation, method of payment,
and diagnosis; staff characteristics, such as name, title, employment status (for exam-
ple, agency versus staff nurse) of all employees involved in the occurrence or name,
department, and specialty of all involved physicians; and other occurrence-related
details, such as time and shift of the occurrence, physical environment at the time of
the occurrence (such as wet floor or inoperative call light), location of the occurrence
within the organization, or the status of family training in home-care situations.

The selection of a computerized RMIS is not an easy task. Expense, ease of use,
and utility are important factors in choosing to either build or buy a system to manage
reporting and data manipulation. Compatibility with the clinical and financial data
systems currently in place at the organization is also a key decision element. To evalu-
ate RMIS vendors and their products and services, risk management professionals
might prepare an RMIS vendor request for proposals (RFP). The RFP process takes
time and can be enhanced with the assistance of others in the organization with spe-
cialized skills, such as representatives from information technology (IT), the privacy
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officer, finance, legal, quality improvement, and nursing. By involving these resources,
the risk management professional can also ensure that needs of key risk management
program stakeholders are met. Risk management professionals should plan early, as
the process can take three to six months at a minimum from the development of a RFP
to the selection of a vendor. In addition, visiting other organizations that use the sys-
tem being considered can provide valuable information.

Contents of the Incident Report

Today’s incident report forms vary in content and structure and from organization to
organization throughout the continuum of care. Recent emphasis has been placed on
making forms user-friendly, less cumbersome, and more likely to be used, given the
time constraints and staffing shortages that affect the nursing staff, who are major con-
tributors to reporting systems.

Although the majority of risk management programs use electronic RMISs, some
reporting systems that still use a pencil-and-paper method remain effective. Not all
medical errors can be captured in an electronic system, and a paper-based portable tool
might identify adverse events and incidents previously unknown. Manual incident
report forms can be an effective method for gathering information in some circum-
stances. These manual forms might have only preprinted data elements for check-off,
whereas others have extensive narrative portions including description of the event,
steps taken after the event, follow-up, and action plans. Regardless of format, most
incident reports including the following basic information:

Demographic information may include name, home address, and telephone
number of the patient, visitor, or employee involved in the incident and medical record
number, if the involved party is a patient. This information is used to identify the
potential claimant and witnesses in case of litigation. Typically, most forms, particu-
larly those in acute care settings, will have a section in which a patient’s identifier
“plate” can be imprinted directly on the form.

Facility-related information, such as admission or visit date, business number
(a patient’s medical record number does not change; however, a different business
number is generated for each admission), patient room number, and admitting diagno-
sis or presenting complaint. This information is used on an aggregate basis to deter-
mine whether certain units of the system are more incident-prone. Analyzing this
information for trends promotes risk management interventions and action plans to
manage the frequency of incidents reported.

Socioeconomic data on the individual involved in the occurrence, such as
age, gender, marital status, employment, and insurance status, help assess the severity
of any potential loss. For example, collecting employment status helps the risk man-
agement professional and legal counsel determine the potential for economic damages
that includes loss of wages or salary.

Description of the incident and of the facts surrounding the event—Ilocation
of the incident; type of incident (medication error, treatment error, diagnostic error,
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slip and fall, lost property, elopement, and so on); extent of injury incurred; pertinent
environmental findings (position of bed rails, condition of floor surfaces, physical
defects in equipment, and the like); and results of any physical examination of the
patient, visitor, or employee by clinical staff—is often provided by the staff in
the emergency department.

Staff Participation in Incident Reporting

Incident reporting is the duty and responsibility of all staff, including employed and vol-
untary members of the medical staff, not just the nursing department. To enhance the
effectiveness of the incident report as a tool for risk management, the risk management
professional should encourage physicians, residents, interns, pharmacists, laboratory
personnel, and other ancillary service personnel to report incidents. Working with these
practitioners to identify the types of incidents to be reported is a worthwhile exercise.

For the risk management professional in an integrated delivery system (IDS), staff
participation in incident reporting presents a significant challenge. The various organi-
zations that encompass the IDS can be geographically distant from each other; as a
result, promoting the consistent and timely reporting of incidents demands effective
staff education. Simplicity of the reporting system and easy accessibility to user train-
ing are especially important in encouraging staff members in widely dispersed loca-
tions to report incidents.® For these systems, risk management professionals should
include training and development for home health care providers, private physician
offices, ambulatory care centers, mobile mammogram units, and so on. Many provid-
ers have turned to the Web- or intranet-based programs to provide access to such train-
ing and development.

One of the greatest challenges risk management professionals face today is deal-
ing with underreporting and the negative perceptions of incident reports. Although
organizations are changing the work environment and culture to eliminate the punitive
aspects associated with incident reporting, the negative aspects continue nonetheless.
Table 6.1 lists common reasons for failing to submit incident reports.

These barriers result in no reporting or slow reporting with delayed follow-up. By
providing feedback on the results of investigation and problem resolution, the risk
management professional can demonstrate the value of early and timely reporting.
Once staff see the value of systematically identifying and addressing problems in
patient care, they often are more motivated to report incidents.

The incident report should not be used as either a punitive measure for disciplin-
ing employees or as a vehicle for airing interpersonal disagreements. The risk manage-
ment professional should make every effort to ensure that incident reports are used
properly. Unfortunately, if the culture of the organization is one in which these reports
have been used and continue to be used as a disciplinary tool or in a punitive manner,
the risk management professional will have to spend time trying to make incremental
changes to the environment—no easy task. This is not to say that repeated medication
errors that lead to patient injury from a single practitioner might not involve some
form of discipline. Under these circumstances, the risk management professional
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Common Barriers to Incident Reporting

Staff feel overworked with not enough time to report.

Reports are viewed as a nonclinical safety function and not for clinical events.

Staff are busy at the time of the incident and then forget to file a report.

Perception is that completion of an incident report is a nursing function only.
Reporter fears embarrassment or wants to avoid embarrassing a coworker.

Reporter does not want to be considered a whistleblower or tattletale.

Routine reminders or periodic refreshers on the importance of reporting are lacking.
Individual thought someone else would complete the incident report.
Nonphysicians are uncomfortable reporting on physicians.

Person lacks the computer skills needed to complete the form online.
Confidentiality is lacking; anonymous reporting is not allowed.

Reporting is thought to be unnecessary due to lack of adverse outcome feedback or follow-up.
Person fears punishment, disciplinary action, or retribution.

Person fears a lawsuit, having to testify, or having to go to court.

The value of filing or completing incident reports is uncertain.

Administrative support is lacking.

Reporting policies and procedures are inadequate.

What constitutes a reportable incident is unclear.

Computer access is difficult or incident report forms are unavailable.

Person fears placing the facility at risk.
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should keep the focus on the elements of the practitioner’s performance that contrib-
uted to the error and refer to the human resource department or the practitioner’s man-
ager any necessary disciplinary action.

Incident report training should stress that the report is a factual account of what
happened; no finger-pointing or accusatory language should be included. Incident
reports are meant to record “just the facts,” avoiding subjective, hearsay, or third-party
opinions of what did or did not happen. If a grievous error was made resulting in a
severe outcome for the patient, an employee might require counseling regarding the
incident, and measures to prevent recurrence could be implemented. But the incident
report should not be used as evidence against the employee in a disciplinary procedure
and should not be placed in the personnel file.

Effectiveness of the reporting process can be enhanced by written policies and
procedures that clearly define a reportable incident. Incident reports have been used to
report major categories of events, including patient slips and falls, medication errors,
intravenous infusion problems, and lost valuables. Effectiveness has been limited due
in part to the mistaken belief that the incident report is a document prepared for the
facility’s environment of care or safety committee. Although events such as patient
falls might occur frequently, claims studies clearly show that they are not the source of
greatest payout in health care-related claims. By explaining the purpose and content
of the incident report through in-service training and a clear written definition of what
constitutes a reportable incident, the risk management professional can broaden the
types of incidents reported to include clinically related events.

Finally, staff should be encouraged to complete incident reports promptly, accu-
rately, and completely. Ideally, the form should be completed immediately or as soon
as possible after the occurrence. Many organizations use a “twenty-four-hour rule,”
requiring reporting within twenty-four hours of the event or knowledge of the event.
It is important that the risk management professional be aware of any legally man-
dated requirements that the incident report must be received within a specific time
frame. For accuracy’s sake, the individual who has the most knowledge about the
event—that is, the employee involved in the occurrence, an employee witness, or
the employee to whom it was reported—should report the incident. If the incident
report requires that follow-up information be entered directly onto the form, policies
should ensure that this information is transmitted rapidly, perhaps by telephone to the
risk management professional, and that the completed incident report be forwarded
to risk management as soon as possible. Any delay in transmitting information could
prevent the risk management professional from reacting immediately to the event and
following up in a timely manner. Immediacy of information and follow-up action is
particularly critical in instances when the patient or other parties involved in the inci-
dent need medical attention to stabilize a condition brought on by the untoward or
unanticipated event.

The analysis of incident reports will allow the risk management professional
to evaluate processes, systems, protocols, and practices that give rise to losses. Efforts to
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mitigate loss can then be targeted and focused on areas where incidents have been frequent
or losses have been severe.

When educating staff on the policies and procedures for completing an incident
report, the same questions that are asked during an investigative interview are useful:
What happened? How did it happen? When did the event take place? How might it be
prevented in the future? Who was involved? And so on. Risk management profes-
sionals should highlight key points for participants such as members of the medical
staff, office managers, and home health aides. A listing of those key points appears in
Table 6.2.

Key Points to Remember About Incident Reports

Notify risk management within twenty-four hours of an incident either in person,
telephonically, or by using the formal incident reporting system.

Record only the facts related to the event.

Record the names of any witnesses and responsible parties with knowledge or
involvement.

Record the time and location of the incident.
For paper-based systems, use blue- or black-ink ballpoint pens (no felt-tip pens).
Use appropriate patient descriptors such as age and sex.

Record information on the condition of the patient, resident, or client after the incident,
such as “resident brought to radiology, findings negative for fracture.”

Record in the patient’s medical record a factual account of any unanticipated events
involving patient injury.

Incident reports should go directly to risk management and not through any other
department first.

Incident report forms should be received in a timely manner for review by the risk

management professional. In some jurisdictions, this time is mandated by law.? Receipt of
incident reports should not be delayed for follow-up or extra review and signatures.

(Continued)
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(Continued)

The clinical facts surrounding an incident should always be documented in the medical
record. However, there should be no mention of the fact that a formal incident report has
been completed.

Never place the incident report in the medical record. This is less of an issue as hospitals
and other health care organizations move to electronic health records or use of an
electronic incident reporting system. However, if the organization is using a paper-based
incident report form, consider making the report form oversized, printed in another color,
or printed with a colored border or strip—anything that will make it noticeable if placed
inadvertently in the medical record.

The medical record and incident report are not the place for professional infighting. Do not
use accusatory, threatening, or inflammatory language. Assignment of blame, liability, or
fault does not belong in the medical record.

Copying the incident report for any reason should not be permitted.

aFor example, Florida statutes require reporting an incident to the risk manager or designee within
three business days.

Preserving Incident Report Confidentiality

Although completed incident reports are statements of fact and therefore contain infor-
mation readily available from other sources, risk management professionals and staff
should strive to maintain the confidentiality of these reports and related information.
The preservation of confidentiality and any privilege that may attach. encourages
accurate and frequent reporting, ensures factual information and promotes honesty of
reports, prevents the perception (usually introduced by plaintiff’s counsel) that some-
thing “wrong” has occurred, and supports an attorney’s ability to provide for a proper
defense.

Confidentiality can be invoked either under state statutes regarding quality assur-
ance studies and peer review activities or risk management activities. Privilege will
attach as work product protection in anticipation of litigation or as attorney-client
privilege.

To maintain confidentiality, the original report should be sent to the risk manage-
ment professional immediately upon completion. As mentioned previously, copies
should never be made, and the report must never be made part of the medical record.

Frequently, a follow-up sheet is attached to the incident report form. This is usu-
ally completed by a departmental manager, the nursing supervisor, the nursing home
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administrator, or some other responsible party who has investigated the occurrence
and, when possible, ascertained the fact pattern of events (cause) leading to the inci-
dent. It is important to protect the confidentiality of this addendum and other related
information such as photographs and staffing records in addition to the actual incident
report.

If managers use incident reports to support quality improvement (QI) studies or
insist on having the reports for any reason, risk management professionals should sug-
gest that managers review the originals in the risk management office. Once again, it
is important to ensure that copies are not made and the originals are not removed from
the file.

If the incident report is best protected through assertion of attorney-client privi-
lege, the incident report should be reviewed by legal counsel in a timely fashion and
maintained in specifically identified files. If report confidentiality is best achieved
through statutory protection afforded to QI data and peer review activities, the reports
must be reviewed through the established QI program. This review can be accom-
plished when there is a distinct operational link between the risk management and
quality assurance (performance improvement) departments. It is best to discuss these
options with legal counsel to determine the best method for preserving confidentiality,
keeping in mind state statutes, regulations, and case law. Likewise, the risk manage-
ment professional should consult with legal counsel regarding procedures for review-
ing and maintaining the reports.

Risk management professionals and defense counsel have worked tirelessly to
ensure protection of this type of information. However, recently, health care organiza-
tions have found an increasing number of challenges to this protection by plaintiffs’
attorneys and the courts. So remember that while organizations work diligently to
protect this information, it must be assumed that all health care information is “discov-
erable” and that the health care organization cannot completely rely on evidentiary
protections. Given that belief, it is of the utmost importance that only facts should be
recorded on incident reports—the same facts or information that could be found in
other documents, including the medical record.

Risk management professionals should be aware of efforts and advances in patient
safety, promotion of and requirements for the disclosure of unanticipated events, and
the cultural emphasis on honesty in dealing with patients and families. Although some
people, particularly patients, may perceive the practice of sequestering (“hiding”) inci-
dent reports as undermining the cultural emphasis on disclosure, they must be made to
understand that incident reports are business records created for a specific purpose and
are not part of the patient’s medical record. This should not in any way diminish efforts
to deal with patients in an open and honest manner with regard to issues that arise dur-
ing the course of their care and treatment.

Contrasted with traditional incident reporting, many organizations are implement-
ing anonymous hotlines. For example, one hospital found that anonymous reporting
resulted in many times the number of patient safety issues raised via the traditional
incident report.” The risk management professional will need a clear understanding of



196 Early Warning Systems for the Identification of Organizational Risks

how the organization approaches these issues before developing relevant policies and
procedures for incident reporting.

Occurrence Reporting

Focused occurrence reporting gives staff clear guidelines and specific examples of
reportable incidents, such as the following:

Missed diagnoses or misdiagnoses that result in patient injury, such as failure to diag-
nose acute myocardial infarction, fractures, serious head trauma, or appendicitis

Surgically related occurrences, such as the wrong patient being operated on, the
wrong site operated on, the wrong procedure being performed, an incorrect instru-
ment or sponge count, or an unplanned return to the operating room

Treatment- or procedure-related occurrences, such as reactions to contrast mate-
rial used in a diagnostic procedure, undesirable exposure to X-rays, or burns
resulting from improper use of hot packs

Blood-related occurrences, such as the wrong type of blood given to the patient,
transmission of disease via infected blood, or improper use of blood or blood
products

Intravenous-related occurrences, such as the wrong solution being administered,
infiltration of solution, or an incorrect infusion rate

Medication-related occurrences

Lack of adequate follow-up, such as failure to notify a patient of abnormal labora-
tory findings

Falls

Given the attention that patient safety has been afforded via the media since the enact-
ment of the Patient Safety and Quality Improvement Act of 2005, the Joint Com-
mission International Center for Patient Safety, and The Joint Commission’s National
Patient Safety Goals, medication safety is at the forefront of the risk management agenda.
Medication safety programs are based on adverse event reporting systems, human factor
analysis, and data analysis. Medication-related claims can include the following:

Wrong dosage

Wrong route

Wrong frequency (of rate for IV)

Wrong medication

Wrong choice of medication for condition

Wrong time
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Wrong administration technique
Wrong patient

Missed dose

Known drug interaction

Known allergy to drug

Wrong reason

Ideally, the organization will implement a version of the event reporting system
that is specific to the clinical area to focus on this important risk management concern.
Many organizations have designed specific incident report forms for each clinical and
operational department. The challenge of such reporting systems is to make certain
that trends that cross department lines, such as medication errors in the radiology suite
and the pharmacy, are identified and assessed.

Although the majority of these examples apply to the acute care setting, many are
applicable to other parts of the health care continuum. Medication-related occurrences
should be reported and tracked in all health care settings, including the private office
setting.

Falls, which are a prevalent cause of injury in long-term care facilities, can occur
in any setting, as can the development of pressure ulcers, hospital-acquired infections,
patient elopement, and failure to refer. With the elderly, the resulting injury can be
severe. Finally, as more primary care is provided in alternative settings such as in the
home, providers of care in these settings must design incident reporting systems that
track treatment variances and equipment malfunctions that lead to patient or client
injury.

To further focus the reporting process, many health care organizations define
reportable occurrences by designated location, such as the emergency department
(ED), surgical suite, labor and delivery room, high-risk nursery, and so on (see Table
6.3). For large integrated delivery systems and stand-alone alternative care settings,
reportable occurrences are designed specifically to the type of service offered. By

Emergency Department Occurrence Reporting Criteria

Any patient who leaves without being seen (LWBS)
Any patient who leaves against medical advice (AMA)

Any patient who returns to the Emergency Department without a scheduled revisit within
seventy-two hours

(Continued)



198 Early Warning Systems for the Identification of Organizational Risks

(Continued)

Any discrepancy in reading the initial (wet read) X-ray from the final read

Inappropriate EMTALA transfer received and transferred or discharged out

Missing or inadequate discharge instructions

Failure to deliver and act on critical test results

Failure to give patient ordered prescriptions

Any incidents of assault or violence

Patient falls

Medication errors

Any recognized failure to diagnose or misdiagnosis

Failure to use or deliver thrombolytics in a timely manner

Failure to initiate treatment in a timely manner

Failure to remove a foreign body

Inadequate staffing that affects patient care

Long wait time to be seen that affects quality of care

Misidentification of a patient

Ineffective hand-off to other personnel, unit, or area

Inadequate or missing medication reconciliation
developing lists of specific adverse outcomes or events in these high-risk areas, the
clinical focus of occurrence reporting is addressed, and the incidents that need to be

reported are made clear. The risk management professional receives these reports
directly. Because of the highly clinical nature of these data, most facilities will share
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this information with quality assurance, performance improvement, or the QI commit-
tee. The data can then be peer-reviewed using root cause analyses (to be explained
shortly). Action plans and incident follow-up will be implemented based on such a
review. Aggregate reports of this information should be submitted to the QI and risk
management committees.

Occurrence Screening

Another method that attempts to identify adverse patient occurrences in clinical areas
is the occurrence screening process, originally developed by Joyce Craddick of
Medical Management Analysis International. This system, and many others like it that
followed, uses a clearly defined list of patient occurrences against which patient medi-
cal records are screened. The screeners are looking for deviations from practice, pol-
icy, and procedures. Criteria for the screens are established in areas that are considered
to be high-risk, that have a high number of incidents identified as quality-of-care “red
flags” to be further evaluated, or in which the effects of an untoward event might have
disastrous results from an injury standpoint. In the past, most screens were centered
around clinical events and related administrative occurrences, but they can just as well
be used for regulatory and financial issues. Criteria are developed and exceptions are
listed, if applicable. For example, in the operating room, one specific criterion that
may be screened for is proper informed consent documentation. An exception to this
criterion may be in a case of emergency surgery, where either the patient is unable to
give consent or there is no time to obtain consent. Another criterion to screen for and
evaluate, regardless of location in the health care setting, is an unexpected death. There
are no exceptions to this criterion. In the emergency department, criteria may include
misread X-rays or readmissions within twenty-four hours.

In an inpatient setting, all patient records are reviewed against the criteria within
forty-eight to seventy-two hours of admission and every three or four days thereafter
until the patient is discharged. The patient chart also is reviewed approximately two
weeks after discharge to ensure that compliance with all criteria has been assessed.

Results of this screening process are prepared for each admission by trained data
retrieval personnel (screeners). The abstract is then forwarded to the QI office for
follow-up and data collection. When identified, serious occurrences are reported
immediately by the patient care reviewers to the correct person for action. All occur-
rences are aggregated to aid in identifying any trends that reflect patient care problems
that require remedial action.

Occurrence screening can also be effective in other settings; ambulatory care orga-
nizations (ACOs), physician group practices, and medical clinics, in particular, have
found this method useful in identifying sources of risk. Using a checklist, the staff
review outpatient records for items such as documentation of patient allergies, pre-
scription refills, patient notification of test results, and telephone communications. The
records are also reviewed to see whether they are sufficient for another practitioner to
continue the patient’s care.®
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Although occurrence screening is an effective method for identifying adverse
occurrences, its implementation in most institutions is done entirely under the QI pro-
gram. The major challenge of this system is how to ensure sufficient involvement of the
risk management professional. In some institutions, the risk management professional
is notified by having the patient care reviewer complete a separate risk management
notification form for serious adverse patient occurrences. In other instances, the risk
management professional is part of the quality management team and is apprised of the
results of the occurrence screening through departmental or QI committee meetings.

Regardless of the method chosen, the risk management professional should have
ready access to these data for the process to be useful to the risk management program.
In addition, the risk management professional should play a key role in identifying and
implementing action plans relating to abnormal or increasingly negative data trends.

Failure Mode and Effects Analysis and Root Cause Analysis

Failure mode and effects analysis (FMEA) is a risk control technique used to prevent
the occurrence of loss by analyzing a situation that might create risk at a later time,
such as a new morphine pump that has been purchased but not been placed in use. By
conducting a dry run of pump protocols, the staff can identify risk issues that require
attention before the pump is used. The purpose of FMEA is to identify ways in which
that process might potentially fail. The goal is to eliminate or reduce the likelihood or
outcome severity of such a failure.” FMEA is used before an adverse event or incident
occurs, and it is considered a successful technique for proactive risk management.

A root cause analysis (RCA) is a structured analytical methodology used to exam-
ine the underlying contributors to an adverse event or condition. Because RCA is
implemented after an event has occurred, it is considered a reactive risk management
technique.

Health care organizations accredited by The Joint Commission are required to
conduct a root cause analysis in response to any sentinel event. Joint Commission
standard LD.5.2 requires facilities to select at least one high-risk process for proactive
risk assessment each year. This selection is to be based in part on information pub-
lished periodically by The Joint Commission that identifies the most frequently occur-
ring types of sentinel events. Organizations should also identify patient safety events
and high-risk processes for which an FMEA would be valuable.

Informal Internal Reporting Methods

In addition to the more structured systems of risk identification, such as incident
reporting, occurrence reporting, and occurrence screening and FMEA, there are many
other sources of information available to the risk management professional for identi-
fying actual loss-producing events and potential risks, including the following:

Committee meeting minutes, such as from those dealing with performance
improvement, quality assurance, safety, patient safety, infection control, and bioethics,
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as well as those from departmental committees such as morbidity and mortality, tissue
review, pharmacy and therapeutics, and other quality- or risk-related committees will
give the risk management professional information not readily available from other
sources.

Claims data, including a review of both the facility’s loss experience over a
period of time and any national or regional trends as reported in various publications
will show the organizations’ frequency and severity of claims as well as highlight
areas for improvement. Risk management professionals will serve their organizations
well by tracking regional or national loss trends even if those types of incidents have
not occurred or been reported in their organization. Planning and being proactive to
avoid known risks is reflective of a mature risk management program.

Survey reports, including those from The Joint Commission, the National
Committee on Quality Assurance (NCQA), the Commission on Accreditation of
Rehabilitation Facilities (CARF), the federal Occupational Safety and Health
Administration (OSHA), the state fire marshal, state licensure surveys, broker or
underwriter site assessments, consultant findings, and private review organization
study results all offer information that will assist the risk management professional in
identifying organizational risks.

Patient complaints and standardized patient satisfaction surveys can offer the
risk management professional valuable information from the patient’s perspective, a
view not always ascertained in other reporting methods.

Risk management walking rounds and patient safety walking rounds (com-
monly called “rounding”), in which the risk management professional is visible and
available to staff members, encourages the sharing of information that may be viewed
by certain individuals as too sensitive for a written report. Having a routine presence
on the units and availability in the office or by pager are important factors in the con-
tinuous effort to enhance the early reporting of incidents.

“Management by walking around” does not have to be a formalized sched-
uled process. Risk management professionals need to be visible and available. If the
staff do not know who the risk managers are, where they are located, and what they
do, staff members will be much less likely to call or report when they should.

Risk management professionals should contact legal counsel to determine how
best to protect the confidentiality of any data collected, whether it be through eviden-
tiary protection, quality improvement activity, peer review, or risk management
process protections offered in some states.

Ways to Enhance Reporting Effectiveness The many ways to enhance the effective-
ness of the reporting process include the following three:

Ensuring that departmental and medical staff are involved in development of
the list of reportable occurrences so that there is agreement as to the type of occur-
rences to report. Physician buy-in is very important in this process.
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Streamlining the reporting process so that the paperwork is not burdensome
and reporting is easy. Because many of the items on the list of reportable incidents
occur frequently (for example, patients leaving the emergency department against
medical advice), objective checklists might be more useful than lengthy narrative
reports. Again, the intent is to improve reporting to improve performance. Simply
increasing the number of reports is not the ultimate goal; rather receiving reports on
events that require risk management review and that afford an opportunity to reduce
the likelihood of legal liability is the objective.

Ensuring that the results of the reporting are given to the departments involved
as quickly as possible for their review and consideration, thus emphasizing the utility
of identifying problems in patient care rather than the punitive aspect of potential
claims.

External Reporting

Risk management professionals have a wealth of available information from which
they can develop risk management activities to eliminate or reduce loss. Much of this
information is generated internally and used internally. However, many groups outside
the organization also need information. These outside users of an organization’s inter-
nal data are as varied as is the information they need or want. Some external reports
are generated to comply with legal mandates, while other information is reported vol-
untarily as part of collaborative efforts to enhance patient safety.

Health care organizations with collaborative ties have the benefit of identifying
and analyzing adverse events and occurrences on a larger scale than is possible with
data generated only internally. In many circumstances, these outside data will direct
the organizations to conduct their own FMEAS or initiate other proactive measures to
eliminate loss prior to an occurrence.

Let us look at a representative sampling of the external agencies and organizations
with which health care organizations share data. This list is not an exhaustive and will
evolve as time goes on.

The Joint Commission The Joint Commission’s sentinel event policy is designed to
encourage the self-reporting of medical errors to learn about the relative frequencies and
underlying causes of sentinel events and to share “lessons learned” with other health care
organizations, thereby reducing the risk of future sentinel event occurrences. Accredited
organizations must update their internal reporting systems to identify these types of events.

According to The Joint Commission, a sentinel event is any unexpected occur-
rence that involves death or serious physical or psychological injury or the risk thereof.
Serious injuries specifically include a loss of limb or function. The phrase “or the risk
thereof” includes any process variation for which a recurrence would carry a signifi-
cant chance of a serious adverse outcome.'”

Whenever a sentinel event occurs, the accredited organization is expected to com-
plete a RCA, implement improvements to reduce risk, and monitor the effectiveness
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of those improvements. Although the immediate cause of most sentinel events is
human fallibility, the RCA is expected to dig down to underlying organizational sys-
tems and processes that can be altered to reduce the likelihood of human error in the
future and to protect patients from harm when human error does occur.

Voluntary Self-Reporting of Sentinel Events

Under The Joint Commission’s sentinel event policy, a defined subset of sentinel events
is subject to review by The Joint Commission and may be reported on a voluntary
basis. Only sentinel events that affect recipients of care (patients, clients, and residents)
and that meet one of the following criteria fall into this category.'!

Unanticipated death or major permanent loss of function not related to the natural
course of the patient’s illness or underlying condition

Suicide of any individual receiving care, treatment, or services in a staffed around-
the-clock care setting or within seventy-two hours of discharge

Unanticipated death of a full-term infant

Abduction of any individual receiving care, treatment, or services

Discharge of an infant to the wrong family

Rape!?

Hemolytic transfusion reaction involving administration of blood or blood prod-
ucts having major blood group incompatibilities

Surgery on the wrong patient or wrong body part

Unintended retention of a foreign object in an individual after surgery or other
procedure

Severe neonatal hyperbillirubinemia (billirubin 0.30 milligrams/deciliter)

Prolonged fluoroscopy with cumulative dose greater than 1,500 rads to a single
field or any delivery of radiotherapy to the wrong body region or greater than
25 percent above the planned radiotherapy dose

Sentinel Events That Are Not Self-Reported

Each accredited health care organization is encouraged, but not required, to report to
The Joint Commission any sentinel event that meets the aforementioned criteria for
reviewable sentinel events. The Joint Commission may also be informed of a sentinel
event by some other means, as from a patient, a family member, an employee of the
organization, or the media.

Whether the organization voluntarily reports the event or The Joint Commission
becomes aware of the event by some other means, there is no difference in the expected
response, time frames, or review procedures.
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Joint Commission Response

When The Joint Commission becomes aware by any means of a sentinel event that
meets the definition of a reviewable sentinel event, the organization is required to pre-
pare a thorough and credible RCA and action plan within forty-five calendar days of
the event or of the organization’s becoming aware of the event and to submit the RCA
and action plan or otherwise indicate the organization’s response to the sentinel event
under an approved protocol, within forty-five calendar days of the known occurrence
of the event.

Advantages to Reporting

There are several advantages to the organization that reports a sentinel event to The
Joint Commission. First, doing so contributes to the general knowledge about sentinel
events and the reduction of risk for such events in many other organizations. It also
gives the organization the opportunity to consult with The Joint Commission staff
while preparing the RCA and action plans. And it enhances the public perception that
the organization, by collaborating and working with The Joint Commission, is doing
everything possible to ensure that such an event will not happen again.

Submission of the RCA and Action Plan

The Joint Commission has several procedures to protect the confidentiality of sentinel
event information submitted by accredited organizations.

For one thing, The Joint Commission advises health care organizations not to pro-
vide patient or caregiver identifiers when reporting sentinel events. An organization
that experiences a sentinel event should submit two separate documents: the RCA and
the action plan. The RCA will be returned to the organization once information is
abstracted and entered into the Joint Commission database. If copies have been made
for internal review, they will be destroyed after the review. Also, once the action plan
has been implemented to the satisfaction of The Joint Commission, it will be returned
to the organization.

In addition, if the organization has concerns about increased risk of legal exposure
as a result of sending the root cause analysis documents to The Joint Commission, the
following alternative approaches to review the organization’s response to the sentinel
event are acceptable.

1. An organization brings root cause analysis and action plan documents to The
Joint Commission’s headquarters for review and then takes the documents back
on the same day.

2. A specially trained surveyor conducts an on-site visit to review the RCA and
action plan.

3. A specially trained surveyor conducts an on-site visit to review the RCA and
findings, without directly viewing the root cause analysis documents, through a
series of interviews and review of relevant documentation.
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4. Where the organization affirms that it meets specified criteria respecting the
risk of waiving legal protection for RCA information shared with The Joint
Commission, a specially trained surveyor conducts an on-site visit to interview
the staff and review relevant documentation to obtain information about the
process the organization uses in responding to sentinel events and the relevant
policies and procedures preceding and following the organization’s review of
the specific event and the implementation thereof, sufficient to permit inferences
about the adequacy of the organization’s response to the sentinel event.

5. The surveyor also conducts a standards-based survey that traces the patient’s
care, treatment, and services and the organization’s management functions rel-
evant to the sentinel event under review.

Mandatory Reporting Systems

The reporting of adverse events by hospitals is legislated in twenty-seven states. In all
but one, reporting is mandatory.'* Many states have developed interpretive guidelines
to clarify reporting requirements. States with electronic reporting guidelines may have
developed Internet user guides for their systems. According to state officials, manda-
tory reporting systems play a vital role in hospital oversight by providing information
about hospital patient safety practices. States use data to investigate individual events
and ensure that corrective action is taken. Many states also share their data with other
professional bodies such as licensure boards when professional standards may have
been breached.'*

Collaborative Arrangements

Publication of the 1999 Institute of Medicine report 7o Err Is Human: Building a Safer
Health System, the advent of the Joint Commission—sponsored National Patient Safety
Goals (NPSG) in 2003, and the prominence of organizations such as the National
Patient Safety Foundation (NPSF) and the Institute for Safe Medication Practices
(ISMP) prompted many organizations to develop complementary systems for risk
identification, particularly in the area of medication errors. These complementary sys-
tems broadened traditional incident reporting to involve other professionals not previ-
ously included in the reporting and analysis hierarchy, such as the hospital pharmacist.
The use of technology such as bar coding, robotics for medication dispensing and
packaging, and computerized physician (provider) order entry systems (CPOE) all
have the potential to lower the risk profile associated with medication administration.
In many organizations, these professionals are now participating in frontline risk man-
agement activities. These complementary systems might receive near-miss and error
reports before review by the risk management professional. Internal collaboration is
crucial to ensure that the risk management professional is informed on a timely basis
of the results and findings associated with these new systems. As noted earlier, organi-
zational risk should be assessed on an enterprisewide basis. The risk management
professional is the best person to fill that role.
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FOOD AND DRUG ADMINISTRATION

The U.S. Food and Drug Administration (FDA) collects information in various catego-
ries that health care risk management professionals should be aware of and incorporate
into their reporting plans. These are the Adverse Event Reporting System (AERS), the
Vaccine Adverse Event Reporting System (VAERS), MedWatch Form 3500 for
reporting as mandated by the Dietary Supplement and Nonprescription Drug Consumer
Protection Act, and the Manufacturers and User Facility Device Experience (MAUDE)
database.

Adverse Event Reporting System. AERS collects information about adverse
events, medication errors, and product problems that occur after the administration of
approved drugs and therapeutic biological products. Quarterly (noncumulative) data
files since January 2004 are available for downloading on the AERS Web site (http://
www.fda.gov/cder/aers/default.htm).

Vaccine Adverse Event Reporting System. VAERS is a cooperative program
for vaccine safety of the Centers for Disease Control and Prevention (CDC) and the
FDA. VAERS collects information about adverse events that occur after the adminis-
tration of U.S. licensed vaccines. (For more information, go to http://www.vaers.org.)

Dietary Supplement and Nonprescription Drug Consumer Protection Act
(Pub. L. 109-462, 120 Stat. 3469 was signed into law December 22, 2006 amending the
FD&C Act with respect to adverse event reporting and recordkeeping for dietary supple-
ments. MedWatch Form 3500A is for use by manufacturers, packers, and distributors for
mandatory reporting of serious adverse events associated with the use of dietary supple-
ments (http://www.cfsan.fda.gov/"dms/dsaergui.html).

Manufacturers and User Facility Device Experience Database. Medical
device reporting (MDR) is the mechanism used by the FDA to receive significant
medical device adverse event reports from manufacturers, importers, and user facili-
ties. Under the Safe Medical Devices Act of 1990 (SMDA), user facilities (hospitals,
nursing homes) are required to report suspected medical device-related deaths to both
the FDA and the manufacturer. User facilities report medical device-related serious
injuries only to the manufacturer unless the manufacturer is unknown, in which case
the injury is reported to the FDA. For ease of reporting, the FDA has two forms:
MedWatch 3500 for voluntary reporting (see Exhibit 6.1) and MedWatch 3500A for
mandatory reporting.'

MAUDE has a searchable database of all voluntary reports since June 1993, user
facility reports since 1991, distributor reports since 1993, and manufacturer reports
since August 1996 (MDR data files, 1992—-1996).

In 1992, the FDA began monitoring medication error reports forwarded from sev-
eral organizations, including the Institute for Safe Medication Practices and the United
States Pharmacopeia. MedWatch reports are also reviewed for possible medication
errors. Furthermore, medication errors are reported to the FDA by manufacturers with
reports for adverse events that result in serious injury and for which a medication error
may be a component.
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MedWatch Form 3500 for Voluntary Reporting and

Advice About Reporting

U.S. Department of Health and Human Services

MEep WATCH

The FDA Safety Information and
Adverse Event Reporting Program

A. PATIENT INFORMATION

1. Patient Identifier |2. Age at Time of Event, or

Date of Birth:
In confidence
B. ADVERSE EVENT, PRODUCT PROBLEM OR ERROR
Check all that apply:

1. [] Adverse Event [ ] Product Problem(e g, defects/malfunctions)
[ product Use Error ] Problem with Different Manufacturer of Same

2. Outcomes Attributed to Adverse Event

For VOLUNTARY reporting of
adverse events, product problems and
product use errors

Page __ of

Form Approved: OMB No. 0910-0291, Expires: 10/31/08
‘See OMB statement on reverse.

FDA USE ONLY

Triage unit
sequence #

D. SUSPECT PRODUCT(S)

1. Name, Strength, Manufacturer(from product label)

2. Dose or Amount Frequency Route

6. Relevant Tests/Laboratory Data, Including Dates

7. Other Relevant History, Including Preexisting Medical Conditions (e.g.
allergies, race, pregnancy, smoking and alcohol use, liver/kidney problems, etc.)

(Check all that apply) 3. Dates of Use (If unknown, give duration) from/to (or |5. Event Abated After Use
best estimate 7
[] peath: [] Disability or Permanent Damage est estimate) Stopped or Dose Re"“‘;"' .
(mmiddlyyyy) # #1 [Jves [Ino [ Anefn t
[ Life-threatening [[] congenital Anomaly/Birth Defect o T T Aedly
) N Doesn't
[] Hospitalization - initial or prolonged [ ] Other Serious (important Medical Events) # #2 [ves [Ine L1000
) ) ) . 4. Diagnosis or Reason for Use (Indication)
[ Required to Prevent ge (Devices) 8. Event Reappeared After
¢ peare
3. Date of Event(mm/ddlyyyy) 4. Date of this Repor # Reintroduction? Doesn't
#1 [Jves [Jno []Doesn
w Apply
5. Describe Event, Problem or Product Use Error 6. Lot # 7. Expiration Date # D Yes D No Doesn't
Apply
#1 #1 9. NDC # or Unique ID
#2 #2

E. SUSPECT MEDICAL DEVICE
1. Brand Name

2. Common Device Name

3. Manufacturer Name, City and State

4. Model # Lot # 5. Operator of Device
[ Health
Catalog # Expiration Date(mm/dd/yyyy)
[ Lay user/patient
Serial # Other # [ other:

6. If Implanted, Give Date(mm/dd/yyyy) 7.1f Explanted, Give Date(mm/ddyyyy)

8. Is this a Single-use Device that was Reprocessed and Reused on a Patient?
Yes [ ] No
9. If Yes to Item No. 8, Enter Name and Address of Reprocessor

F. OTHER (CONCOMITANT) MEDICAL PRODUCT!

Product names and therapy dates (exclude treatment of event)

G. REPORTER (See confidentiality section on back)

1. Name and Address

Phone # | E-mail
C. PRODUCT AVAILABILITY 2. Health Professional? |3. Occupation 4.Also Reported to:
Product Available for Evaluation? (Do not send product to FDA) [Jves [Jno [ Manufacturer
Pe— ity
. 5. I you do NOT want your identity disclosedt [ user Facility
Oves [no [ Retumedto eron: Tmiad) . place an “X" in this box: O [] pistributor/importer
FORM FDA 3500 (10/05) Submission of a report does not that medical or the product caused or contributed t

the event.

(Continued)
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(Continued)

ADVICE ABOUT VOLUNTARY REPORTING

Detailed instructions available at: http://www.fda.gov/medwatch/report/consumer/instruct.ntm

Report adverse events, product problems or productV Report even if:
use errors with: = You're not certain the product caused the event
= Medications(drugs or biologics) " You don't have all the details
= Medical devices(including in-vitro diagnostics) How to report:
= Combination products (medication & medical devices) = Just fill in the sections that apply to your report
= Human cells, tissues, and cellular and tissue-based = Use section D for all products except medical devices
prodAucts . = Attach additional pages if needed
= Special nutritional products (dietary supplements, = Use a separate form for each patient
medical foods, infant formulas) = Report either to FDA or the manufacturer (or both)
= Cosmetics

Other methods of reporting:

= 1-800-FDA-0178 -- To FAX report
= 1-800-FDA-1088 -- To report by phone

Report product problems -quality, performance or
safety concerns such as:

* Suspected counter_feit_product = www.fda.gov/medwatch/report.htm -- To report online
= Suspected contamination
= Questionable stability If your report involves a serious adverse event with a
= Defective components device and it occurred in a facility outside a doctor's
= Poor packaging or labeling office, that facility may be legally required to report to FDA
FoldHere:  w Therapeutic failures (product didn't work) and/or the manufacturer. Please notify the person in thatfold#ere-
. . facility who would handle such reporting.
Report SERIOUS adverse events. An event is serious Y P 9
when the patient outcome is: If your report involves a serious adverse event with a
vaccine call 1-800-822-7967 to report.
® Death P
" Life-threatening Confidentiality: The patient's identity is held in strict
" Hospitalization - initial or prolonged confidence by FDA and protected to the fullest extent of
* Disability or permanent damage the law. FDA will not disclose the reporter's identity in
= Congenital anomaly/birth defect response to a request from the public, pursuant to the
® Required intervention to prevent permanent Freedom of Information Act. The reporter's identity,
impairment or damage including the identity of a self-reporter, may be shared with
® Other serious (important medical events) the manufacturer unless requested otherwise.
The public reporting burden for this collection of information has been estimated to average 36 minutes per response
including the time for reviewing instructions, searching existing data sources, gathering and maintaining the data needed, an
completing and reviewing the collection of information. Send comments regarding this burden estimate or any other aspect o
this collection of information, including suggestions for reducing this burden to:
Department of Health and Human Services Please DO NOT OMB statement:
Food and Drug Administration - MedWatch RETURN this form "An agency may not conduct or sponsor, and a
10903 New Hampshire Avenue to this address. person is not required to respond to, a collection of
Building 22, Mail Stop 4447 information unless it displays a currently valid
Silver Spring, MD 20993-0002 OMB control number."
U.S. DEPARTMENT OF HEALTH AND HUMAN SERVICES
Food and Drug Administration
FORM FDA 3500 (10/05) (Back) Please Use Address Provided Below -- Fold in Thirds, Tape and Mail

INSTITUTE FOR SAFE MEDICATION PRACTICES, UNITED STATES
PHARMACOPEIA, AND NATIONAL COORDINATING COUNCIL
FOR MEDICATION ERROR REPORTING AND PREVENTION

Certain types of events have specific risks associated with them, due in large part to the
complexity of the processes involved in delivering the care or providing the service.
Medication ordering and administration is one such complex process. It involves many
people, processes, and systems where failures can occur and can result in errors. Entire
systems have been developed just to report, analyze, detect trends in, and ultimately
reduce the occurrence of medication events. One medication-specific external event
reporting system is the Medication Errors Reporting (MER) program, a voluntary
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CXHIBIT 6.2, UsP Medication Errors Reporting Program Form

MEDLI USP MEDICATION ERRORS REPDR'FING PROGRAM

§ Presented in cooparatson with the Instiute for Safie Medication Proctices
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nationwide service operated by the United States Pharmacopeia (USP) in conjunction
with the Institute for Safe Medication Practices (ISMP). The MER program is designed
to collect information about medication errors from physicians, pharmacists, and
nurses and to share that information anonymously and develop educational services to
prevent future errors. (Information about the MER program can be found at http://

WWW.USp.org or

The National Coordinating Council for Medication Error Reporting and Prevention
(NCC-MERRP) realized the need for a standardized categorization of errors. In 1996,
the NCC-MERP adopted a “medication error index” that classifies errors according to
severity of outcome. It is hoped that by creating a standardized index, health care insti-
tutions and practitioners will track medication errors in a consistent and systematic
manner. The council encourages the use of the index in all health care delivery set-
tings. Exhibit 6.2 reproduces the USP Medication Errors Reporting Program Form,
Exhibit 6.3 shows the NCC-MERP Index for Categorizing Medication Errors, and
Exhibit 6.4 presents the NCC-MERP Index for Categorizing Medication Errors

http://www.ismp.org.)

Algorithm. (Further information is available at http://www.nccmerp.org.)

@ No Error

OError, No Harm

O Error, Harm
O Error, Death

An error occurred that may

NCC MERP Index for Categorizing Medication Errors

Categry I:
An error occurred that
may have contributed
to patient’s death

Category H:
An error occurred tha
required intervention
necessary to sustain life

.. the patient (An "error * . *
... .of omission" does . *

Category G:

o Category C: .
- An error occurred that -

NG - reached the patient but. |
CL . did not cause patient harm

have contributed to or
resulted in permanent
patient harm LN
.. Category D:’ .
* . An error occurred
" that reached the
" patient and required
monitoring to confirm
that it resulted in no
An error occurred \nharm to the patient
that may have and/or required
ontributed to or resultedyintervention to
in temporary harm to the \
patient and
required intervention

Category F:
An error occurred that
may have contributed to
or resulted in temporary,
harmto the patient ang
required initial or
prolonged
hospitalization

Category E:

harm +

©2001 National Coordinating Council for Medication Error Reporting and Prevention. All Rights Reserved.

Definitions

Harm

Impairment of the
physical, emotional, or
psychological function or
structure of the body
and/or pain resulting
therefrom.

Monitoring

To observe or record
relevant physiological
or psychological signs.
Intervention

May include change

in therapy or active
medical/surgical
treatment.

Intervention

Necessary to

Sustain Life

Includes cardiovascular
and respiratory support
(e.g., CPR, defibrillation,
intubation, etc.)

*Permission is hereby granted to reproduce information contained herein provided that such reproduction shall
not modify the text and shall include the copyright notice appearing on the pages from which it was copied.
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NCC MERP Index for Categorizing Medication Errors
Algorithm

NCC MERP Index for
Categorizing Medication
Errors Algorithm

. Circumstances or events
. that have the capacity to’

cause error.

Harm
Impairment of the physical, emotional, or
psychological function or structure of the

Did an actual body and/or pain resulting therefrom.

error occur?

Category A

Monitoring
To observe or record relevant physiological or
psychological signs.

Intervention
May include change in therapy or active
medical/surgical treatment.

Category B Did the error reach
the patient? *
Intervention Necessary to Sustain Life
Includes cardiovascular and respiratory
suppor

pport
(e.g., CPR, defibrillation, intubation, etc.)

*An error of omission does reach the patient.

Did the
error contribute to

Category |

or result in patient

Category C

Did the

error require

intervention to

preclude harm or extra Was the patient el orprolonged

Category E 4 Category F )

monitoring harmed?

required

error require an NO Was the harm

Category D

4

intervention necessary to temporary?
sustain life?

Was the harm YES

permanent?

4

© 2001 National Coordinating Council for Medication Error Reporting
and Prevention. All Rights Reserved.

Permission is hereby granted to reproduce information contained herein
provided that such reproduction shall not modify the text and shall include
the copyright notice appearing on the pages from which it was copied
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MEDICAL EVENT REPORTING SYSTEM—TRANSFUSION
MEDICINE

Another example of a specialized area with complex processes involved is transfu-
sion medicine. An online national reporting system for collecting and analyzing
blood transfusion errors, adverse events, and near misses is available. The voluntary
reporting system, called the Medical Event Reporting System—Transfusion
Medicine (MERS-TM), is housed at Columbia University in New York City. It
allows participants to report anonymously and have access to a central aggregate
database for comparative purposes. (Information on MERS-TM is available at http://
www.mers-tm.net.)

INTENSIVE CARE UNIT SAFETY REPORTING SYSTEM

Medical specialties are also initiating event reporting systems geared specifically to
patient care issues inherent in those specialties. The Intensive Care Unit Safety
Reporting System (ICUSRS), run by the Society for Critical Care Medicine and a
team of investigators from Johns Hopkins University and funded by the Agency for
Healthcare Research and Quality (AHRQ), is an external reporting system specifically
for intensive care units. Its leaders intend to expand the program nationwide. (The
ICUSRS reporting form can be viewed at http://www.icusrs.org.)

PITTSBURGH REGIONAL HEALTHCARE INITIATIVE

What began in 1997 as a consortium of Pittsburgh-area medical, business, and civic
leaders concerned about health care costs has become an innovator in patient safety
initiatives. The Pittsburgh Regional Healthcare Initiative (PRHI) became one of the
earliest community projects to experiment with transferring ideas from industry to
improve safety and quality in health care.

PRHI and its partners are now starting to prove that improving quality of care not
only benefits patients but also saves money. A template is emerging that confirms one
of PRHI’s foundational beliefs: that quality is the business case. (For more informa-
tion, go to http://www.prhi.org.)

OTHER VOLUNTARY PROGRAMS

The U.S. Department of Veterans Affairs (VA) developed in collaboration with NASA
a voluntary, confidential, nonpunitive external learning system for employees in May
2000. This system, called the Patient Safety Reporting System (PSRS), was imple-
mented departmentwide in 2002. It encourages the reporting of any issue or concern
that affects patient safety. PSRS is modeled after NASA’s successful and long-standing
Aviation Safety Reporting System (ASRS), which it developed and has administered
for the Federal Aviation Administration since 1976.
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Part of the success of this program is not only the improved patient safety culture
of the VA but also the legal and procedural protection afforded under Title 38 United
States Code Section 5705. (For more information, visit http://www.psrs.arc.nasa.gov/
flashsite/programoverview/index.html.)

STANDARDIZING A PATIENT SAFETY TAXONOMY:
THE NATIONAL QUALITY FORUM

Until recently, there was no common method to classify or aggregate patient safety
data because there was no standardized and consensus-driven definition of terms or
language with which all institutions and providers of care could communicate effec-
tively. In 2006, the National Quality Forum (NQF) published a consensus report
called Standardizing a Patient Safety Taxonomy.'® The NQF has endorsed this taxon-
omy and conveyed to it the special legal standing of a voluntary consensus standard.
The taxonomy is not a reporting system. It is a classification methodology by which
data can be organized and analyzed. It is a tool to allow providers and organizations
to turn data into information from which patient safety solutions can be developed
and implemented. The report presents a set of four voluntary consensus standards
around a specific patient safety taxonomy, the Patient Safety Event Taxonomy
(PSET). It was developed by The Joint Commission with the assistance of work
groups and the federal government. The effectiveness of the PSET will be its useful-
ness over time in providing better decision support at the point of care and with sys-
tem design and policy development.

PROTECTING SENSITIVE INFORMATION

Information assembled from medical error reporting systems does not have federal
protection from discovery on a global basis. Although many states offer a level of pro-
tection through peer review, quality assurance, and risk management laws, attempts to
implement a federal protection have not been successful to date. Organizations also
rely on attorney-client privilege and work product protections to safeguard informa-
tion regarding the investigation and analysis of serious patient events or catastrophic
claims. Health care organizations shield sensitive information with several acceptable
methods. Organizations fear the release of information gathered from early warning
systems because such information could be used against them in the court of public
opinion and in a court of law.

The reporting of catastrophic events to The Joint Commission under its sentinel
event policy brought this issue to the forefront. Many hospitals determined that prepar-
ing RCA reports and reporting sentinel events to The Joint Commission without
explicit legal protection might place the organizations in jeopardy for the discovery of
sensitive documents. The Joint Commission, sensitive to constituents’ concerns, cre-
ated alternative methods to comply, as discussed earlier in this chapter.
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In November 2004, Florida voters passed Amendment 7 by a large majority. As
Paul Barach, a professor in the Department of Anesthesiology and Medicine and asso-
ciate dean for patient safety at the University of Miami Medical School, explains:

Amendment 7, the “Patients’ Right to Know About Adverse Medical Incidents Act,”
allows full access to all patient records related to adverse medical events, turning
back twenty years of quality assurance (QA) and peer review protection. The broad
definition of the new law allowed patients, families, and their attorneys access to all
records kept by a facility, including all meetings, morbidity and mortality conferences,
root cause analyses, and any other professional exchange of information related to a
patient’s injury or death. In April 2005, the Florida legislature partly narrowed the
application and interpretation of the new law, but damage to the health care system
had been done. Reporting of events started to decline, and the fear of weakened
peer review and QA protection had permeated the state. Anecdotal evidence sug-
gests that morbidity and mortality conferences have either stopped or have been
greatly sanitized; many now use fictitious data during case presentations. They have
put a chill on the reporting of all patient events and have put a damper on patient
safety and sensitive quality improvement research. The passage of Amendment 7 has
led to an alarming wave of paranoia among health care providers and administration
in discussing patient safety initiatives.'”

The developments in Florida illustrate the difficulty that health care providers
have with the reporting of medical errors. A primary cause for a hospital’s failure to
report adverse events might be in direct relationship to its inability to ensure data con-
fidentiality. The only way to fully protect medical error reports from legal discovery is
through legislation.'®

Patient Safety and Quality Improvement Act of 2005

The Patient Safety and Quality Improvement Act of 2005 (PSQIA), signed into law
July 29, 2005, by President George W. Bush, was established to create a national data-
base on medical errors, create and allow for the development of patient safety organi-
zations (PSO), and provide both a privilege and confidentiality protection for certain
patient safety work products (PSWPs) gathered under a patient safety evaluation
system (PSES).

The U.S. Department of Health and Human Services (HHS) compiles and main-
tains a list of PSOs whose certification has been accepted by the HHS secretary. The
first listing of 10 approved PSO’s was posted to the PSO Website at AHRQ on
November 5, 2008.

The final rule implementing the PSQIA has not been released. However, because
of strong interest by the healthcare community and to implement the protections of the
Patient Safety Act before release of the final rule, HHS has developed PSO Interim
Guidance that outlines the statutory requirements and relevant sections of the pro-
posed rule that are binding during the interim period. The Notice of the Availability of
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the Interim Guidance was announced in the Federal Register on October 14, 2008. For
more information on the Interim Guidance, please see the press release “HHS Issues
Interim Guidance For Patient Safety Organizations” available on the PSO Website at
http://www.pso.ahrq.gov/index.html.

It is still too early to deliver concrete information about the implications and rami-
fications of this new law. It is hoped that over time, the language that now appears to
be confusing and ambiguous will become clear. Currently, there seem to be more ques-
tions than answers:

How will the new law interact with existing state mandatory reporting require-
ments for medical errors?

How will the law interface with the Patient Safety Event Taxonomy?
How will the law interpret the confidentiality and privilege for each state?

How will the law further define patient safety work products and patient safety
evaluation systems? Currently, those definitions are vague and ambiguous.

SUMMARY

Risk management professionals confront challenges today unheard of just a few years
ago. The requirements for data collection and information reporting are staggering.
The complexity of risk and development and implementation of sophisticated solu-
tions requires continuous education. Handling risk management responsibilities and
activities on a daily basis is an accomplishment in its own right. Prioritizing and sim-
plifying activities are therefore important steps in gaining and maintaining control.
Assessing the organization for its exposure to loss and the development of a robust
early warning system to identify risk will enable the risk management professional to
prioritize and focus efforts on risk areas of greatest frequency and severity while
advancing patient safety efforts.

KEY TERMS
Attorney-client privilege Occurrence reporting
Confidentiality Occurrence screening
Date of occurrence Patient Safety and Quality Improvement
Date of report Act of 2005
Electronic incident reporting Patient safety evaluation system
Failure mode and effects analysis Patient Safety Event Taxonomy
Incident report Patient safety work product
Institute for Safe Medication Request for proposal

Practices Root cause analysis
The Joint Commission Sentinel event

MedWatch Sentinel event policy
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ACRONYMS
AERS MER
ALF MERS-TM
ASRS NCC-MERP
CPOE NQF
EMTALA PSES
FDA PSET
FMEA PSQIA
HHC PSRS
HHS PSWP
HIPAA RCA
HMO RFP
ICUSRS RMIS
ISMP SMDA
LTC SNF
MAUDE USP
MCO VAERS
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. Membership information available for the American Society for Healthcare Risk

Management at [www.ashrm.org]

3. Florida Statute 395.0197 internal risk management programs (hospitals)

. Florida Statute 400.147 internal risk management and quality assurance program

(LTC)

. Florida Statute 641.55(2)
. Maley, R. A. “Building Risk Management into Integrated Healthcare Delivery

Systems.” Journal of Healthcare Risk Management, 1996, 16(4), 31-40.

. Gautam, N. “Ounce of Prevention: To Reduce Errors, Hospitals Prescribe

Innovative Designs.” Wall Street Journal, May 8, 2006, p. 1.

Florida B395.0197 internal risk management programs (hospitals).

. American Society for Healthcare Risk Management. Mapping Your Risk

Management Course in Ambulatory Care. Chicago: American Society for
Healthcare Risk Management, 1995, pp. 12-13. Information on the American
Society for Healthcare Risk Management is available at http://www.ashrm.org

Florida B400.147 internal risk management and quality assurance program (LTC).



10

11.

12.

13.
14.

15.

16.

17.

18.

Notes 21 7

Medical Risk Management Associates. “What Is the Difference Between Root
Cause Analysis (RCA) and Failure Mode and Effects Analysis (FMEA)?” http://
www.sentinel-event.com/rca-fmea.php

Florida §641.55 (HMO)

The Joint Commission online available at [www.jointcommission.org/Sentinel
Events/]

The Joint Commission’s sentinel event policy is available online at http:/
www.jointcommission.org/NR/rdonlyres/F84F9DC6-ASDA-490F-A91F-
A9FCE26347C4/0/SE_chapter_july07.pdf

Ibid. Rape, as a reviewable sentinel event, is defined as unconsented sexual con-
tact involving a patient and another patient, staff member, or other perpetrator
while being treated or on the premises of the hospital, including oral, vaginal, or
anal penetration or fondling of the patient’s sex organ(s) by another individual’s
hand, sex organ, or object. One or more of the following must be present to deter-
mine reviewability:

Any staff witnessed sexual contact as described above

Sufficient clinical evidence obtained by the hospital to support
allegations of unconsented sexual contact
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THE RISK MANAGEMENT
PROFESSIONAL AND
MEDICATION SAFETY

HEDY COHEN, NANCY TUOHY

LEARNING OBJECTIVES

To be able to identify five major safety issues associated with medication
preparation that result in medication errors, as well as associated risk man-
agement strategies

To be able to identify two key safety issues associated with infusion pump
use, as well as associated risk management strategies

To be able to discuss the role of environmental stressors in medication safety

To be able to describe two medication error prevention strategies based on
education

To be able to discuss prioritization of medication-related information as a
safety strategy

To be able to understand the role of error reporting in addressing medication
errors
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Before a health care culture can truly promote safety, there must first be an unques-
tioning acceptance, by everyone in the organization, of the premise that all practitio-
ners make errors. There must be an appreciation by the entire staff that errors are never
the result of any one isolated action or deed but rather that they result from the interac-
tion of practitioners functioning in poorly designed systems. When an organization’s
leaders understand and endorse these basic principles, that organization is able to
move from the pointless disciplining of individual practitioners for unintentional mis-
takes—a tactic that has been shown in the literature to have little effect on error reduc-
tion—to a culture of safety that is focused on identifying and addressing multifactor
causes of errors. Organizations that further operationalize safety culture through strat-
egies such as crew resource management (CRM), thereby empowering the lowest-
ranking member of a team to question more senior personnel about practice concerns,
and that use resources such as human factors science to facilitate safer interaction
between humans and machines are well on their way to becoming what is known as
“high-reliability organizations.” (CRM and high-reliability organization theory are
discussed in Chapter Three.)

When it comes to medication safety, health care organizations have proved to be
highly unreliable. In the landmark report issued in 1999 by the Institute of Medicine,
To Err Is Human: Building a Safer Health System, it was extrapolated that more than
seven thousand hospitalized patients die each year due to preventable medication
errors. Although the reason for this poor safety record is multifaceted, it is historically
grounded in a culture that has focused on addressing individual practitioner errors
rather than the more complex and significant role of the system in which practitioners
function. Another critical influence is the ongoing demand by consumers that organi-
zations provide more health care with less money.

This chapter will delineate key issues and suggest specific strategies to enhance
medication safety. To achieve success, however, health care organizations and practi-
tioners must first acknowledge and agree to address the many situations in wvhich
frontline practitioners work with poorly designed equipment and technology, ambigu-
ous policies and procedures, and inadequate communication between management
and staff. The risk management professional’s role as a facilitator of senior-level com-
mitment, as a teacher of the importance of systems—rather than individual-focused
issues analysis—and as a partner to clinicians who are seeking to implement new
approaches is essential and exciting.

LATENT AND ACTIVE FAILURES

The Institute for Safe Medication Practices (ISMP), a nonprofit organization dedicated
to medication safety, recognizes that each unintentional medication error has its roots
in multiple system failures. Although all errors are the result of active failures (which
occur at the level of the frontline practitioner, with effects that are felt almost
immediately), latent failures (weaknesses in the organization whose effects are usu-
ally delayed) are often the most challenging causes of medical error.! Active failures
are sometimes characterized as “sharp-end” and latent failures denoted as
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CONCEPTS\

All practitioners make errors. Most are due to poorly designed systems or processes.
How an organization responds to errors highlights its culture for patient safety.

Organizations addressing medication safety need to embrace systems thinking and
understand how processes interrelate; the failure of one part can affect the whole
process.

The Joint Commission standards and National Patient Safety Goals requiring medi-
cation reconciliation are meant to address systems issues during transitions in care.

Computerized provider order entry systems, in addition to documenting and
transferring orders, are intended to verify appropriateness for treatment, to iden-
tify potential drug interactions and allergies, and possibly to make the ordering
practitioner aware of any issues that may prevent completion of the order.

Interruptions during any step in the medication process can have devastating con-
sequences. Prescribers, pharmacists, and nurses must never order, dispense, or ad-
minister any medication with which they are not totally familiar.

- J

“blunt-end.” To illustrate the interaction of active and latent failures in the context of
a medication error, consider the following example (active failures are underlined, and
the latent failures appear in ifalics).

It is important that risk management professionals focus their energies on the role
of latent failure to prevent other such heartbreaking outcomes from occurring. Because
the medication administration process is in reality a complex system with parameters
usually outside the control of the individual practitioner, most errors are rarely the
fault of one individual. Providing an optimal level of medication safety therefore
requires that organizations proactively recognize and correct underlying system fail-
ures before injuries to patients occur. This requires a shift in focus beyond “naming,
blaming, shaming, and training” of individuals.

SYSTEMS THINKING

Based on the foregoing discussion, in addition to committing to a culture of patient
safety and aspiring to become high-reliability operations, organizations addressing
medication safety must also embrace systems thinking. This approach assesses how
individual processes interrelate. Most important, it helps us understand how individual
flaws in a complex system like medication use can cause a serious error. As illustrated
by Photo 7.1, we are vulnerable to system failures in our everyday life. In this exam-
ple, we see how poor design may impede the process of entering a building. You want
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CASE STUDY 7.1%

infant was born to a mother with a prior
history of syphilis. Despite having incom-
plete patient information about the moth-
er's past treatment for syphilis and current
medical status of both the mother and
child, a decision was made to treat the
infant for congenital syphilis. After con-
sultation with infectious disease special-
ists and the health department, an order
was written for one dose of “Benzathine
Pen (penicillin) G 150,000U IM.”

The physicians, nurses, and pharma-
cists, unfamiliar with the treatment of
congenital syphilis, also had limited knowl-
edge about this drug, which was not in
their formulary. The pharmacist consulted
both the infant’s progress notes and Drug
Facts and Comparisons? to determine the
usual dose of penicillin G benzathine for
an infant. However, she misread the dose
in both sources as 500,000 units/kg, a
typical adult dose, instead of 50,000 units/
kg. Due to lack of a pharmacy procedure

After glancing at the medication,
the infant’s primary care nurse was con-
cerned about the number of injections it
would be necessary to give. (Because 0.5
mL is the maximum that providers are
allowed to administer intramuscularly to
an infant, a 1,500,000-unit dose would
require five injections.) Anxious to pre-
vent any unnecessary pain to the infant,
the nurse involved two advanced-level
colleagues, a neonatal nurse practitioner
and an advanced-level nursery nurse,
who decided to investigate the possibil-
ity of administering the medication [V
instead of IM.

NeoFax® was consulted to determine
if penicillin G benzathine could be admin-
istered IV. The NeoFax monograph on
penicillin G did not specifically mention
penicillin G benzathine; instead it
described the treatment for congenital
syphilis with agueous crystalline penicil-
lin G, IV _slow push, or penicillin G pro-
caine IM. Nowhere in _the two-page

for _independent double checking, the

monograph was penicillin G benzathine

error was not detected. Because a unit
dose system was not used in the nursery,

mentioned, and no specific warnings
that penicillin G procaine and penicillin G

the pharmacy dispensed a tenfold over-
dose in a plastic bag containing two full
syringes of Permapen 1.2 million units/
2mL each, with green stickers on the
plungers reminding the provider to “note
dosage strength.” A pharmacy label on
the bag indicated that 2.5 mL of medica-
tion was to be administered IM, to equal a
dose of 1,500,000 units.

benzathine were to be given "IM only”
were present.

Unfamiliar with the various forms of
penicillin G, the nurse practitioner believed
that “benzathine” was a brand name for
penicillin G. This misconception was rein-
forced by the physician’s method of writ-
ing the drug order, written with “benza-
thine” capitalized and placed on a line




above “penicillin G” rather than after it on the
same line (see Figure 7.1). It is noteworthy that
many texts use ambiguous synonyms when
referring to various forms of penicillin. For
example, penicillin G benzathine is frequently
mentioned near or directly associated with the
terms “crystalline penicillin” and "aqueous
suspension.” Believing that aqueous crystalline
penicillin G and penicillin G benzathine were
the same drug, the nurse practitioner con-

Systems Thinking

clarity, the neonatal nurse practitioner assumed
that she was operating under a national
protocol, which allowed neonatal nurse practi-
tioners to plan, direct, implement, and change
drug therapy. Consequently, the nurse practi-
tioner made a decision to administer the drug
V. The primary care nurse, who was not certi-
fied to administer IV medication to infants,
transferred care of the infant to the advanced-
level nursery RN and the nurse practitioner.

i

Entry for Benzathine on the Patient’s Chart.
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cluded that the drug could safely be adminis-
tered [V, While the nurse practitioner had been
taught in school that only clear liguids could be
injected IV, she had learned through practical
experience that certain milky white substances,

As they prepared for drug administra-
tion, neither of these providers noticed the
tenfold overdose or that the syringe was
labeled by the manufacturer “IM use only.”
The manufacturer’s warning was not promi-

such as IV lipids and other lipid-based drug

nently placed. The syringe needed to be

products, can indeed be given IV. Therefore,
she did not recognize the problem of giving
penicillin G benzathine, a milky white sub-
stance, through an IV.

Complicating _matters further in _this
example, hospital policies and practices did
not clearly define the prescriptive authority of
nonphysicians. Partly as a result of this lack of

rotated 180 degrees away from the name
before the warning could be seen. The nurse
began to administer the first syringe of
Permapen slow IV push. After about 1.8 mL
was administered, the infant became unre-
sponsive, and resuscitation efforts were
unsuccessful.
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to open a door that has a pull handle. You pull the door toward you to open it, but the
door does not budge.

You pull again with no success. Then you realize that the door is to be opened by
pushing rather than pulling. Your expectation was that a door designed with a pull han-
dle is supposed to be pulled, not pushed. This same type of misperception can occur
when a nurse obtains a medication from an automated dispensing machine. When the
medication bin is labeled with the name of a specific drug, the nurse assumes that
the correct drug is in that bin. If, however, the wrong drug was inadvertently placed
in the bin, an error can easily occur.

To facilitate understanding of the complex processes that interact to cause medi-
cation errors, ISMP identified twelve safety-critical components of the medication use
system and categorized numerous reported errors accordingly. The following discus-
sion of issues associated with each component provides insight into medication use—
related risk. Specific risk reduction strategies are also presented.

Patient Information

More than 18 percent of prescribing errors are due to inadequate patient information.
Of particular concern are lack of information about allergies and comorbidities such as
hepatic function and pregnancy status.* A critical related issue is that key patient

Door Handle.
C1TH
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information (see Table 7.1) is often unavailable to pharmacy and nursing staff prior to
dispensing or administering drugs for new admissions.

When drugs are dispensed or administered without adequate patient information
such as laboratory values or key patient comorbidities, critical data that should be
double-checked is omitted, and risk potentially increases. For example, warfarin, an
anticoagulant, is ordered on admission, but the provider ordering warfarin is unaware
that the patient’s international normalized ratio (INR) is elevated. (The INR is a stan-
dardized measure of clotting time.) In another hypothetical situation, a prescriber
might order a standard dosage of aminoglycide, which is contraindicated, for an end-
stage renal patient, because there is no available documentation of the patient’s condi-
tion. Barring an emergency situation, drugs should never be dispensed unless specific
clinical information has been reviewed during the ordering process. Clearly, health
care practitioners must identify effective ways to facilitate the presence of key clinical
information at this critical point in the patient’s care.

A real-life example of an error due to lack of information about comorbidities
involved an eighty-four-year-old woman who was transferred from a nursing home to
a hospital for a coronary artery bypass graft. After surgery, her platelet count dropped
by 50 percent. A hematologist was consulted, who determined that the patient was suf-
fering from heparin-induced thrombocytopenia. Although the physician documented
this diagnosis in his consultation report, it was not written elsewhere in the patient’s
chart, and the pharmacy was not notified. As a result, two days later, when the patient
was transferred to a surgical unit, nurses, unaware of the patient’s comorbid diagnosis
of heparin-induced thrombocytopenia, flushed her IV lines with heparin. The patient

Essential Patient Information
Allergies
Diagnosis and comorbid conditions
Renal and hepatic function
Pregnancy and lactation status
Age, weight, height
Full medication history (over-the-counter, herbals, cultural)
Laboratory and other diagnostic results
Clinical observations (vital signs, mentation)

Demographics



226  The Risk Management Professional and Medication Safety

suffered a stroke six hours later and died. Although her death was probably due to the
surgery, the illicit heparin administration was likely a contributing factor.

Another error that resulted from inadequate patient information occurred when a
double-strength concentration of a potentially dangerous or ‘“high-alert” drug was
ordered for a cardiac patient in the intensive care unit (ICU). A nurse called the phar-
macy and inadvertently requested that an infusion of regular insulin be prepared, at
twice normal strength. In carrying out this erroneous verbal order, the pharmacist
failed to notice in the order entry system that diabetes mellitus was not documented as
a patient diagnosis. Then, without seeing a copy of the written order, he prepared and
delivered the insulin infusion. Subsequently, during ICU pharmacy rounds, he failed
to obtain a copy of the physician’s order or review the patient’s chart to verify hyper-
glycemia. Without an independent double check, the nurse hung the double-strength
regular insulin infusion. As a result, the patient suffered permanent central nervous
system impairment.

Information that is of obvious and closely related concern is the patient’s identity.
The Joint Commission requires that staff use two patient-specific identifiers before
administering any medication. These are likely to include patient name and birth date.
But accurate and complete validation of patient identification for purposes of medica-
tion administration cannot occur without comparing the patient identification to the
medication administration record (MAR). Staff members should also encourage
patients to state their name and show their identification bracelet before accepting any
medications.

Further illustrating the importance of patient identification, medication errors also
occur due to order sheets without a name. In one case, a potentially serious error occurred
when an order for high-dose cytabarine, a chemotherapy agent, was written on a blank
order sheet that contained no patient identification. The order sheet was then acciden-
tally stamped by the unit clerk with the wrong patient’s name and faxed to the phar-
macy. Luckily, the patient’s diagnosis of hairy cell leukemia was in the pharmacy’s
computer system. The error was averted when an oncology pharmacy specialist, scan-
ning patient demographics before entering the order, realized that the high-dose
cytabarine was totally inappropriate for the patient.

To enhance the collection of key patient data, all medication forms, including pre-
scriber order forms, the MAR, and the pharmacy profile, should contain a designated
area with pertinent prompts and sufficient space to document essential patient informa-
tion. Such approaches should make it easy to capture issues such as weight fluctuation
and new allergies. Health care organizations must educate all staff on the importance of
obtaining accurate inpatient and outpatient information. Ideally, an electronic medical
record (EMR) or other form of computer technology should integrate all collected data,
including outpatient information.

As another safeguard, the organization should have policies and procedures in
place that prevent medication orders from being profiled in the pharmacy without
basic clinical and demographic information. It is also important that high-alert
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nonprofiled medications available from unit stock be independently double-checked
before administration, except in emergency situations. An independent double
check is effective only if done in the following way. The first practitioner completes
the task (calculation, pump programming, syringe verification, and so on) without
sharing methods with the checking practitioner. The second checking practitioner
completes the task again, without help or hints from the first. The second practitio-
ner then compares the results of both practitioners against the original order for
accuracy.

Still other preventive strategies include the following. The pharmacy information
system and computerized provider order entry (CPOE) should be kept up to date as
drugs are added to the formulary. Furthermore, all systems should contain alerts for
allergies, cross-sensitivities, weight and age restrictions, and drug duplications when
new medications are added to a patient’s profile.

Drug Information

In recent years, there has been an explosion of new medications and innovative uses
of older drugs. Keeping abreast of all this constantly evolving information is a daunt-
ing, if not impossible, task. It has been noted that most medication errors occur dur-
ing the prescribing and administration stages because up-to-date drug information is
not available at the point of care.’ In addition, many health care organizations do not
have pharmacists readily available to interact, face to face, with practitioners on
patient care units.®

Because many medication errors occur due to lack of essential drug information,
ongoing staff education regarding the appropriate uses, dosages, side effects, and
interactions of drugs is crucial. For example, the use of the cancer chemotherapeutic
agent methotrexate is well established in the oncology setting. Recently, providers
have begun to prescribe this medication in low doses for rheumatoid arthritis, asthma,
psoriasis, inflammatory bowel disease, myasthenia gravis, and inflammatory myositis.
When used for these chronic diseases, such doses are administered weekly or some-
times twice a week. However, because relatively few medications are dosed on a
weekly basis, practitioners who are unfamiliar with this new clinical approach make
mistakes related to frequency of administration and to the novel dosage. In one reported
case, a seventy-nine-year-old patient was to receive methotrexate for a nononcology
indication. The prescription was erroneously written and dispensed as methotrexate
four times daily. This patient died after receiving nine doses of the medication in a
seventy-two-hour period.

Prescribers, pharmacists, and nurses must never order, dispense, or administer any
medication with which they are not totally familiar. Although this might be challenging
for organizations that face demands for efficiency, it is essential to provide practitioners
with a workload that allows adequate time to learn about their patients’ medications. In
yet another example of an error, a cardiac patient was admitted from the ED as an
“overflow” patient to a surgical ICU unit where the staff was unfamiliar with the admin-
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istration of thromobolytics. The cardiologist mistakenly ordered a loading dose of epi-
fibatide (used to inhibit platelet aggregation) as 180 mcg, not as 180 mcg/kg. The phar-
macy was particularly busy, and the pharmacist, who was unfamiliar with epifibatide
dosing, did not read the package insert or verify the dose with the prescriber. The surgical
ICU nurse, who had never administered this drug before, compounded the error when
she misread the prescriber’s order as 180 mg. She initiated the loading dose by giving
75 mg over one hour, planning to call the pharmacy for the remainder of the dose. As
the infusion was ending, another pharmacist discovered the error, and the infusion was
discontinued. Fortunately, the patient suffered no permanent harm.

Strategies to make drug information available at the point of care include the use
of rule-based computerized provider order entry systems that provide drug informa-
tion, warnings, and alerts during order input. If CPOE is not available in the organiza-
tion, the use of a sound, user-friendly computerized drug information system such as
Formulary Advisor® and Clinical Xpert part of the Micromedex Healthcare Series
offered through Thomson Reuter’s” or up-to-date drug information books can provide
valuable current drug information. The pharmacy computer system should also give
specific warnings for drugs that have unusual dosing schedules, such as weekly or
monthly, and alerts for cumulative drug dosing. Another effective strategy is to move
the pharmacist, an expert in the clinical uses of medication, from the centralized phar-
macy into satellite pharmacies within patient care areas. This allows the pharmacist to
establish a close working relationship with the practitioners and patients, follow the
patients’ clinical courses, and consult regularly with the professional staff about appro-
priate drug selection, dosing, and administration. It has been shown that when the
pharmacist is close to the point of care, patient outcomes are improved and errors and
drug costs are significantly reduced.® If pharmacists are not already in place in patient
care units, organizations can take a first step toward this model of care by having phar-
macists make daily rounds of patient care units or enter medication orders directly at
the computer terminals in patient care units. The next logical step in integrating phar-
macists more closely with the care team should be to prioritize implementation of
unit-based pharmacy support in key areas, such as the intensive care unit, the pediat-
rics or oncology units, the operating room, and the emergency department.

Communication of Information

Organizational barriers to communicating essential clinical patient and drug informa-
tion effectively include drug information systems that do not interface with other
vital patient information systems, such as the electronic medical record and the labo-
ratory system. Such disconnects clearly hamper the practitioner’s access to informa-
tion essential for safe administration, such as allergies and pertinent test results.
Another closely related obstacle is the absence of computer order entry systems.
Without such systems, there is increased risk of order-related error due to illegible
handwriting, missing or ambiguous information, nonconventional abbreviations, and
unclear documentation of dosage.
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Another barrier is a provider’s flawed communication style. Of particular concern
is intimidation, which contributes to about 10 percent of the serious errors that occur
during administration. In fact, ISMP receives many reports of lethal errors in which
orders were questioned but not changed. In one ISMP survey, almost half (49 percent)
of all respondents related that their past experiences with intimidation had altered the
way they handle order clarification or questions about medication orders. At least once
during the previous year, about 40 percent of respondents did not act on concerns about
a medication order or ask another professional to talk to the prescriber, rather than
interact with a particularly intimidating prescriber. Three-quarters (75 percent) had
asked colleagues to help them interpret an order or validate its safety so that they did
not have to interact with an intimidating prescriber. Also, 34 percent reported that they
had found the prescriber’s stellar reputation intimidating and had not questioned an
order about which they had concerns. When the prescriber had been questioned about
the safety of an order and refused to change it, 31 percent of respondents suggested that
the physician administer the drug or simply allowed the physician to give the medica-
tion himself, and almost half (49 percent) felt pressured to accept the order, dispense a
product, or administer a medication despite their concerns. As a result, 7 percent of
respondents reported that they had been involved in a medication error during the pre-
vious year, in which intimidation clearly played a role.’

To address flawed communication style, many health care organizations are using
established protocols, consistent with human resource protocols and medical staff
bylaws, to follow up with providers who are perceived to be intimidating. Appropriate
strategies in this regard may include the use of incident or event reports, objectively
completed, to document clinically pertinent events. Of great assistance in improving
communication housewide is a crew resource management approach, in which a team
member with minimal stature is empowered to question team leaders. Recognize that
effective implementation of such strategies cannot occur without senior administrative
and clinical leadership endorsement.

Another key communication issue involves verbal orders. Such orders, whether
spoken in person or over the telephone, are inherently problematic because they can
easily be misheard or misinterpreted. For example, there have been error reports in
which verbal orders for “Celebrex 100 mg PO” were misheard to be for “Cerebyx 100
mg PO.” Drug names are not the only verbal information prone to misinterpretation.
Numbers are also problematic. For example, an emergency room physician verbally
ordered “morphine 2 mg I'V,” but the nurse heard “morphine 10 mg I'V,” and the patient
subsequently received a 10-mg infusion that caused respiratory arrest. In another situ-
ation, a physician called in an order for “15 mg of hydralazine” to be given IV every
two hours. The nurse, thinking that he had said “50 mg,” administered an overdose to
the patient, who developed tachycardia and had a significant drop in blood pressure.

To reduce the frequency of verbal orders, some organizations have instituted the
use of fax machines to communicate orders. However, fax machines are connected to
telephone lines, and significant line noise can result in the loss of important information,
such as portions of a drug name or even the dose. For example, the order shown in
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Figure 7.2 was mistaken as Flagyl 250 mg instead of Flagyl 500 mg. A related problem
occurs when prescribers write on the very edge of the order form, making it impossible
for some fax machines and scanners to read the entire order. Thus an order for “Lomotil
QID PRN” may appear as “Lomotil QID,” as if the “PRN” were never written.

Verbal orders must be eliminated, except in emergency and sterile situations. Such
orders are especially inappropriate when potentially lethal drugs, such as chemother-
apy agents, are prescribed. To further decrease the risk of verbal order—related errors,
health care organizations should adopt yet another crew resource management princi-
ple. This particular strategy concerns the standardization of communication. Here are
approaches that might help achieve standardization of verbal orders:

When verbal orders are allowed, prescribers must enunciate the order clearly and the
receiver should always repeat the order to the prescriber to avoid misinterpretation.

As an extra check, either the prescriber or receiver should spell unfamiliar drug
names, using “T as in Tom,” “C as in Charley,” and so forth. Pronounce each
numerical digit separately, saying for example, “one six” instead of “sixteen” to
avoid confusion with “sixty.”

The receiver must ensure that the verbal order makes sense when considered in
conjunction with the patient’s diagnosis.

The verbal order must be immediately recorded on an order sheet in the patient’s
chart, whenever possible.

For telephone orders, the recipient must obtain a telephone number in case it is
necessary to call back with follow-up questions.

Faxes Don’t Always Resolve Order Communication
Problems.

Let the fax speak for themselves!

L'In this fax the Flagyl dose is .

] ?%}“’ S ST

«+-and on the original the Flagyl dose is...

A N e |
Cr L e oy e T AT

Okay.
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Limit verbal orders to formulary drugs, as staff members are more likely to
misunderstand drug names and dosages with which they are unfamiliar.

Limit the number of personnel who routinely receive telephone orders, to reduce
the potential for unauthorized orders.

Still another issue is poor communication of medical information at care transi-
tion points. According to the Institute for Healthcare Improvement (IHI), miscommu-
nication when the patient moves from one care environment to another is responsible
for about 50 percent of all medication errors and up to 20 percent of adverse drug
events, in numerous health care organizations across the country.'® One illustration of
this type of error involved a patient who was transferred from one hospital to another
and received a duplicate dose of insulin because the receiving nurse did not know that
the medication had been given before transfer. In another case, enalapril 2.5 mg IV
was administered to a patient after transfer from a critical care unit to a medical unit.
The drug had been discontinued upon transfer, but the orders had not yet been tran-
scribed. Yet another error occurred when, before discharge, the patient’s Lexapro was
increased to 10 mg daily, but the discharge instructions erroneously called for 5 mg
daily. When the error was noticed, a pharmacist called the patient and learned that she
had been cutting her newly prescribed 10 mg tablets in half.

Joint Commission standards now require that health care organizations address
medication reconciliation. Particularly helpful is documentation of this process, which
assesses and addresses medication duplications and incompatibilities at vulnerable points
of transition, such as admission, transfers between care settings, and at discharge.

Finally, to facilitate communication about medication orders, it is of great impor-
tance that written and computerized medication orders include the generic and brand
names of the medication, without abbreviations. There are literally thousands of drug
pair names that sound and look similar, so detailed information helps prevent these
medications from being mistaken for one another. In addition, medication should
never be prescribed by volume, number of vials, or ampoules. When such orders are
received, the staff should seek clarification immediately.

Labeling, Packaging, and Drug Nomenclature

Improper hospital drug labeling and failing to keep drugs in packaging until adminis-
tering them contribute to medication errors. Furthermore, the pharmaceutical industry
has sometimes unwittingly undermined the safe use of medication by marketing drugs
under names that look alike and sound alike, using confusing labeling, or providing
drugs to health care organizations in nondistinctive or ambiguously marked pack-
ages. In reports submitted to MEDMARX (a subscription-based reporting program
sponsored by the United States Pharmacopeia), nearly 32,000 medication errors over
a thirty-nine-month period occurred among look-alike or sound-alike drugs due to
packaging or labeling. Approximately 2.6 percent of these errors were classified as
harmful."
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Labeling Confusing labeling, sometimes associated with manufacturers’ use of simi-
lar colors, font sizes, and layout to achieve a product image, can result in errors.

For example, the drug Temodar (temozolomide) has reportedly been the subject of
numerous dispensing and administration errors because labeling leads staff members
to misinterpret capsule strength. This alkylating agent is available in 5, 20, 100, and
250 mg capsules. The strength is stated directly beside the quantity of capsules (see
Photo 7.2). Someone who reads the number of capsules right next to the strength, as in
“20 capsules 100 mg,” might conclude that the total number of capsules in the bottle
adds up to the strength, for example, “twenty capsules of 5 mg each equal 100 mg,”
rather than “twenty capsules of 100 mg each.” Adding to the confusion is similarity
between the strength of the dosage and the number of capsules in the bottle. Capsules
in strengths of 5 mg and 20 mg are often dispensed in packages that contain either five
or twenty capsules. The Food and Drug Administration (FDA) pointed out that this
confusing packaging and labeling can lead to serious and even fatal errors.!?

Recently, an error was reported in which a prescription for oral Temodar 60 mg
daily was written for a patient with a brain tumor. The pharmacist dispensed the dos-
age from a 100-mg bottle containing twenty capsules and simply misread the label.
The pharmacist was under the impression that twenty capsules were equal to 100 mg,
so he concluded that each capsule contained 5 mg and dispensed twelve capsules to
make up a 60-mg dose. Fortunately, the patient’s mother caught the error when she
was filling the patient’s pillbox before any of the medication was given.

To address these issues, the manufacturer submitted a redesigned label to the FDA
for approval.

To proactively address label confusion like this, organizations may affix “name and
strength alert” stickers on products that have potentially confusing labels and highlight

Capsule Quantity Is Often Mistaken for Product Strength.
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the differences with a pen or highlighter. The staff should also employ at least two inde-
pendent checks in the dispensing and administration processes for these medications.
Organizations might also consider implementation of point-of-care bar coding technol-
ogy, which, for example, requires the provider to scan the patient’s name band with the
drug package before administering the drug. Other valuable devices are “smart” infusion
pumps that contain drug libraries to further enhance safe administration of such drugs.

Packaging Like confusing dose information, look-alike packaging is of great con-
cern. Related errors generally involve assumptions by staff members that a medication
that sounds similar to the one they are ordered to give is appropriate, or they pick up a
wrong vial or other dispensing device because it looks like the medication they are
ordered to give. In one example, a woman who was thirty-one weeks pregnant received
Methergine (methylergonovine) instead of Brethine (terbutaline), which resulted in
the emergency premature C-section delivery of her baby. Similar-sounding names and
similar-looking packaging contributed to the error (see Photo 7.3). Fortunately, mother
and child were unharmed.

Another look-alike medication issue involves respiratory therapy inhalation drugs,
such as ipratropium (Atrovent) and levalbuterol (Xopenex), which are packaged in
disposable, clear plastic containers with raised, embossed labels that are difficult to

Top Six Vials Are Brethine; Bottom Eight Are Methergine.
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read. Compounding the risk, respiratory therapists often pocket several of each of
these medications, to be more efficient. Of additional concern, other products, such as
opthalmic solutions and preservative-free medications, like xylocaine, are also illegi-
bly packaged in small plastic vials (see Photo 7.4).

To minimize confusion associated with look-alike packaging, health care organi-
zations should, whenever possible, consider using equivalent products from different
manufacturers. Organizations should also avoid storing look-alike products near one
another in unit stock and automated dispensing cabinets.

Applying auxiliary labels might help distinguish similar-looking packages. In
addition, the use of “tall-man” lettering might visually differentiate drug names on
similar-looking packages. Tall-man lettering uses capital letters within a drug name to
highlight the letters that differentiate two similar names: for instance, “hydrALA-
ZINE” and “hydrOXYzine.” In 2001, the FDA’s Office of Generic Drugs requested
manufacturers of sixteen look-alike name pairs to reformat the appearance of these
drug names on their packaging, and tall-man lettering was used extensively in this
effort (the list can be viewed at http://www.fda.gov/cder/drug/MedErrors/name
Diff.htm). This was a voluntary program, and not all manufacturers complied.
Facilities, however, may choose to employ tall-man lettering on auxiliary labels, shelf
and bin labels, or medication administration records.

Yet another packaging-related issue that contributes to errors involves the removal
or discarding of packaging before the drug is administered. Although most drugs are

Mix of Opthalmic and Respiratory Medications.
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packaged as unit doses, this does not ensure that medications will remain labeled until
they reach the patient’s bedside. Often nurses prepare drugs at a central location,
removing pharmacy or manufacturer drug packaging and labeling and placing the
open medication in cups for administration. Thus the chance for errors, especially
administering a medication to the wrong patient, is greatly increased. Institutions
should require that the drug remain labeled throughout the drug use process, up to the
point of administration. Using bar code technology might make this easier. Until this
technology is instituted nationwide, however, it might be valuable to convene staff
focus groups to identify and address the reasons that providers remove drug packaging
and labels before administering drugs.

Nomenclature Errors in identifying medication sometimes occur when providers refer
to medication by a shorter name. Other reasons for misidentification include confusion
due to the indiscriminate use of brand and generic names, in combination and separately,
in written and computerized orders. Sometimes confusion results from a “line extension,”
when the manufacturer substantively changes the drug but changes only the suffix of the
name, to facilitate marketing of the progeny of a successful pharmaceutical. To address
such confusion, ISMP recommends that both brand and generic names be documented (if
appropriate) in ordering and transcribing, with the indication for the medication.

One example of potential omission related to nomenclature was generated by a
mix-up between the sound-alike medications Cerebyx and Celebrex. In this case,
Cerebyx (fosphenytoin) 100 mg IV TID, an anticonvulsant, was listed on a patient’s
medication administration record from a transferring hospital. The admitting cardiolo-
gist at the receiving hospital was unfamiliar with Cerebyx and misread the drug as
Celebrex (celecoxib), a pain medication, even though he knew it was not available in a
parenteral form. He did not order the drug because the patient was not having pain.
When a pharmacist reviewed the orders along with the old MAR and investigated, he
was able to correct the order, thus preventing an omission error. Although often not
considered as serious a potential threat to patient safety, patients can be harmed as
much by the omission of a drug as from an erroneous dose.

In another issue related to nomenclature, Pamelor (nortriptyline), an antidepres-
sant, was misheard as Tambocor (flecainide), an antiarrhythmic, and the prescription
was dispensed as such. Although the patient took this erroneous medication for one
month and experienced fatigue, he fortunately suffered no cardiovascular symptoms.

In yet another example, a pharmacist received an order for Gabitril (tiagabine),
which is used for seizure disorders. He entered the order correctly, but the patient still
received the wrong drug because the pharmacy mistakenly dispensed Zanaflex (tizani-
dine), a drug used for muscle spasticity. Tiagabine and tizanidine were stored alpha-
betically by generic name in the pharmacy, separated by only one space on the shelves.
Both drugs are also available in 2-mg and 4-mg strengths. The error occurred despite
a bright-orange warning sticker stating “Name Alert” on the tizanidine supply. The
potential for error was increased because the hospital had repackaged the drugs in unit
doses using only the generic names. Fortunately, in this case, a nurse detected the dif-
ference before administering the drug.
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Recent discussion of nomenclature-related safety issues has taken place at the
United States Pharmacopeia (USP), resulting in adoption of a resolution to encourage
the use of generic names alone for new single-active-ingredient products marketed
after January 1, 2006. However, a single drug name—generic or brand—would not
prevent all such mix-ups. Examination of the drug pairs delineated in the Joint
Commission National Patient Safety Goals, requiring accredited entities to review a
list of pertinent look- and sound-alike drugs annually, reveals that nine of ten problem
pairs are similar generic names."

Trademark extensions are another risk issue. There are no standard meanings for var-
ious suffixes such as “XL,” “ER,” and “SR” following drug names. The line of Wellbutrin
(bupropion) products has been of particular concern in this regard. Twice in one week, a
hospital psychiatrist ordered Wellbutrin XL 300 mg, but two tablets of Wellbutrin SR 150
mg were dispensed. The pharmacists filling the orders were unaware of the new XL for-
mulation, and poor physician handwriting made it difficult to discern the XL portion of
the drug name. In another reported case, a prescriber wrote Wellbutrin “XR” (instead
of either XL or SR) 150 mg daily. The pharmacist could have looked at the once-daily fre-
quency and concluded that it must be the XL product. However, he reviewed the profile
and found that the patient had in fact been taking Wellbutrin SR daily, so that is what he
dispensed. Unfortunately, the physician actually meant to prescribe the XL formulation.

Different forms of a drug can also be confused. For example, significant harm can
occur when liposomal and conventional products are mixed up. In one case, liposomal
doxorubicin (Doxil) and conventional doxorubicin (brand names include Adriamycin
and Rubex), both packaged in 20-mg vials, were stored together in the same drawer in a
pharmacy refrigerator. Although both drugs are chemotherapeutic agents, their mode of
action is very different. The patient involved received an IV push injection of 75 mg
of Doxil, rather than the conventional doxorubicin that was intended. The patient’s reac-
tion was not serious, but other reports of similar incidents have resulted in severe side
effects and even death.

To reduce drug mix-ups related to nomenclature, it is important that providers
seek clarification if the drug being ordered does not seem to match the patient’s condi-
tion. Furthermore, institutions should require both the brand and generic names in all
documentation, including orders, and on pharmacy labels.

Drug Storage, Stocking, and Standardization

The traditional model of medication storage and stocking has been phased out in most
U.S. hospitals. Formerly, a nearly complete pharmacy was maintained on every unit in
a hospital or nursing home, which increased the probability of errors. Acting alone, the
nurse typically interpreted and transcribed a physician’s order, chose the proper con-
tainer from hundreds available on the shelves, prepared the correct amount, placed the
dose in a syringe or cup, labeled it, took it to the patient, administered it, and verified
that the dose had been administered. The obvious lack of check systems has led to the
elimination of this medication administration model in most organizations.

Errors are still likely to occur, however, in organizations that employ a modified
floor stock model on nursing units, even if there are just a few “stock bottles” for
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nurses to manage. The chance of error under these circumstances increases if drugs are
stored by alphabetical name on units (or in the pharmacy) or the unit fails to sequester
high-alert drugs (such as neuromuscular blockers).

Technological solutions are helpful only to a point. For example, even when unit
stock is placed in automated dispensing machines, problems might still occur if there
are not enough machines or if poor workspace planning results in nurses’ crowding the
machines at times when many patients require medications simultaneously. Under
such circumstances, staff members often try to circumvent an inefficient work envi-
ronment by storing medications in their pockets. Also of concern is the partial imple-
mentation of technological solutions—for example, the pertinent technology does not
integrate with other in-house documentation systems or fails to encompass safety fea-
tures such as patient profiling and on-screen alerts.

Indeed, if automated dispensing cabinets (ADCs) store a wide assortment of med-
ications or excessive quantities of a single medication but do not interface with the
pharmacy’s computer-based profiling system, the risk of error actually increases.
Pharmacy profiling allows a pharmacist to review each medication order and screen it
for safety before the drug can be removed from the cabinet. Without this safeguard,
nurses might not be alerted to unsafe doses, potential allergic reactions, duplicate ther-
apy, contraindications, drug interactions, or other important information that could
make the drug, dose, or route of administration unsafe. In addition, medications in
ADCs are not always limited to the dosage that is necessary for a patient. Also, manu-
facturer-generated unit dose medication is not often labeled with the individual
patient’s dose. These issues resulted in a serious error when a patient died after receiv-
ing 10 mg of colchicine I'V. The physician had prescribed “colchicine 1.0 mg IV now,”
but the decimal point was hidden on the line of the order form, and the use of an
unnecessary trailing zero led to misinterpretation. However, the error reached the
patient primarily because there was an excessive quantity of colchicine in the ADC.
Ten ampoules of colchicine (1 mg each) were available in the ADC; thus the nurse had
enough ampoules to prepare the overdose.

Safety procedures for automated dispensing technology are essential error pre-
vention tools. For example, without a protocol that addresses proper storage, drugs
can erroneously be placed in compartments of a cabinet that has been labeled for other
medications. Procedures should also require that no medication be routinely available
for administering to patients without appropriate order screening by the pharmacist.
This includes initial doses of medication. Particularly dangerous drugs should be dis-
pensed directly only from the pharmacy.

Device Acquisition, Use, and Monitoring

Practitioners involved in the medication-use process often employ one or more devices
to administer a specific drug. Historically, many devices, such as infusion pumps, were
designed without the benefit of human factors engineering. Human factors engineer-
ing and human factors ergonomics are the ‘“scientific disciplines concerned with
the understanding of interactions among humans and other elements of a system, and
the profession that applies theory, principles, data, and other methods to design in
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order to optimize human well-being and overall system performance.”'* This defini-
tion was adopted by the International Ergonomics Association in 2000. Failure to take
human factors principles into consideration while designing medication delivery
devices can contribute to patient harm.

For example, the misuse of infusion pumps and other parenteral device systems is
the second leading cause of serious errors during drug administration.'> A classic human
factors—related problem that involves infusion pumps is the free flow of medication
into a patient due to the lack of free-flow protection on intravenous (IV) pumps. Before
The Joint Commission standard that required free-flow protection on pumps, such
errors occurred when practitioners forgot to slide the clamping mechanism closed when
they removed the infusion tubing sets from pumps. As the issues associated with infu-
sion pumps illustrate, reliance on human vigilance is inherently prone to error. All
devices should be designed to compensate for normal error-causing human behavior,
such as momentary lapses in attention and fatigue.

Even with more recent equipment, errors may still occur. For example, the
design of infusion pump keypads makes it easy for tenfold dosing errors to occur.
Specifically, the close proximity of the zero and decimal point keys on some IV
pumps, and multiple-function keys, such as an up arrow that also serves as an enter
key, has led nurses to misprogram pumps with rates that can cause overdose. The
newest pumps, called smart pumps, may include a computerized drug library of pre-
set dose limits that alert nurses to programming errors, but many older pumps with-
out such features remain in use.

Other problems involving IV infusion pumps include the following:

Infusion pumps being turned off accidentally by users or when physically bumped
against other objects

Lack of visible or audible warning alarms when the syringe or cassette is not prop-
erly loaded, resulting in overdosing or underdosing of medication

Confusing tubing on pumps where multiple lines are used

The inadvertent setting of a drug or solution at the primary IV rate instead of at the
intended secondary rate

Decimal point errors, such as keying in the infusion rate at ten times the intended
rate (for example, 44.5 mL/h instead of 4.5 mL/h or 88 mL/h instead of 8 mL/h)

Dosage calculation errors

Keying in the volume of the drug to be infused as the infusion rate (for example, a
volume of 500 mL heparin mistakenly entered as rate of 500 mL/h)

Special precautions are needed with patient-controlled analgesia (PCA) pumps.
When used as intended, PCA reduces the risk of oversedation by allowing patients to
self-administer more frequent but smaller doses of analgesia through an infusion
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pump. However, because this therapeutic intervention combines inherently error-prone
devices, and narcotics, serious unintended outcomes have frequently occurred.
Fortunately, by identifying specific issues, risks associated with this technology
can be reduced. Table 7.2 summarizes some of the issues surrounding the use of PCA
pumps and appropriate solutions.

Patient-Controlled Analgesia (PCA) Problems and Safety
Recommendations.

Problem

PCA by proxy

Improper
patient selection
and education

Description

When another person (health
professional, family member)
administers a dose of medication
instead of the patient’s dosing
themselves.

Can lead to oversedation,
respiratory depression, and
death. Patients must control

the PCA, but a sedated patient
cannot press the button, thereby
overdosing.

Only patients who have the
mental alertness and sufficient
cognitive, physical, and
psycholog